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PART |

Forward-Looking Statements

This report contains “forward-looking statements” within the meaning of the Private Securities Litigation Reform Act of 1995,
Section 27A of the Securities Act of 1933, as amended, and Section 21E of the Securities Exchange Act of 1934, as amended (the
“Exchange Act”). Forward-looking statements relate to our current expectations, beliefs, and projections concerning matters that are not
historical facts. Words such as “project,” “believe,” “anticipate,” “plan,” “expect,” “intend,” “may,” “should,” “will,” “would,” and similar
words and expressions are intended to identify forward-looking statements. Forward-looking statements are not guarantees of future
performance and involve uncertainties, risks, assumptions and contingencies, many of which are outside our control. Assumptions upon
which our forward-looking statements are based could prove to be inaccurate, and actual results may differ materially from those
expressed in or implied by such forward-looking statements. Important factors that could cause our actual results to differ materially
from our expectations are disclosed in this report, including, without limitation, delays related to the award of domestic and international
contracts; failure to secure the renewal of key customer contracts; delays in customer programs; delays in revenue recognition related
to the timing of customer acceptance; the impact of potential information technology, cybersecurity or data security breaches; changes
in domestic and foreign government spending, budgetary, procurement and trade policies adverse to our businesses; the impact of the
Russia-Ukraine conflict or conflicts in the Middle East, including the potential for broad economic disruption; global economic
uncertainty; material delays and cancellations of orders or deliveries thereon, supply chain disruptions, plant closures, or other adverse
impacts on our ability to execute business plans; unfavorable currency exchange rate fluctuations; effect of changes in tax legislation;
market acceptance of our new and existing technologies, products and services; our ability to win new business and convert any orders
received to sales within the fiscal year; contract and regulatory compliance matters, and actions, which if brought, could result in
judgments, settlements, fines, injunctions, debarment or penalties; as well as other risks and uncertainties, including but not limited to
those factors described in Part |, Item 1, “Business,” Part |, Item 1A, “Risk Factors” and Part Il, ltem 7, “Management’s Discussion and
Analysis of Financial Condition and Results of Operations” as well as factors described elsewhere in this report and other documents
filed by us from time to time with the Securities and Exchange Commission (“SEC”). All forward-looking statements contained in this
report are qualified in their entirety by this section. Moreover, we operate in a very competitive and rapidly changing environment, and
new risks emerge from time to time. It is not possible for our management to predict all risks, nor can we assess the impact of all
factors on our business or the extent to which any factor, or combination of factors, may cause actual results to differ materially from
those contained in any forward-looking statements we may make. Investors should not place undue reliance on forward-looking
statements as a prediction of actual results. We undertake no obligation other than as may be required under securities laws to publicly
update or revise any forward-looking statements, whether as a result of new information, future events or otherwise.
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ITEM 1. BUSINESS
General

OSI Systems, Inc., together with our subsidiaries, is a vertically integrated designer and manufacturer of specialized electronic
systems and components for critical applications. We sell our products and provide related services in diversified markets, including
homeland security, healthcare, defense and aerospace. Our company is incorporated in the State of Delaware and our principal office
is located at 12525 Chadron Avenue, Hawthorne, California 90250.

We have three operating divisions: (a) Security, providing security and inspection systems and turnkey security screening
solutions; (b) Optoelectronics and Manufacturing, providing specialized electronic components for our Security and Healthcare
divisions, as well as to third parties for applications in the defense and aerospace markets, among others; and (c) Healthcare, providing
patient monitoring, cardiology and remote monitoring, and connected care systems and associated accessories.

Industry Overview
We sell our security and inspection solutions and healthcare products primarily to end-users, while we design and manufacture

our optoelectronic devices and value-added subsystems and provide electronics manufacturing services primarily for original equipment
manufacturer (OEM) customers.
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Security Division. A variety of technologies are currently used globally in non-intrusive security and inspection systems,
including transmission and backscatter X-ray interrogation, 3-D computed tomography, radiation monitoring, metal detection, millimeter
wave imaging, chemical trace detection, and optical inspection. We believe that the market for security and inspection products will
continue to be affected by the threat of terrorist incidents, drug and human trafficking, gun violence, and by new government mandates
and appropriations for security and inspection products both in the United States and internationally.

Security and inspection products are used at a wide range of facilities in addition to airports, such as border crossings,
seaports, freight forwarding operations (to screen cargo before it is loaded onto airplanes and ships), government and military
installations, sports and concert venues, correctional facilities, and other locations where the interdiction of criminal activities is
paramount. The U.S. Department of Homeland Security has undertaken numerous initiatives to prevent terrorists from entering the
country, hijacking airplanes, and obtaining and transporting explosives, weapons and their components, and to prevent human
trafficking. Among other serious crimes. These initiatives, such as the Customs-Trade Partnership Against Terrorism, the U.S.
Transportation Security Administration’s Air Cargo Screening Mandate and the U.S. Customs and Border Protection Container Security
Initiative, have resulted in increased demand for security and inspection products, as have similar programs undertaken by
governments across the world.

Government sponsored initiatives in one nation often stimulate corresponding security programs by others in part because
such initiatives frequently require that other nations bolster their security strategies, including acquiring or improving their security and
inspection equipment and screening operations, in order to participate in international aviation and to facilitate cross-border trade
activities. The international market for non-intrusive inspection equipment and related services also continues to expand as nations
choose to procure and operate equipment to meet their own security objectives, including to bolster security operations at their own
borders and for their own transportation networks, facilities and at other venues.

The U.S. Transportation Security Administration and other international air transportation security regulators around the world
require the screening of passengers, carry-on bags and air cargo. Several of our screening system models have been approved by the
U.S. Transportation Security Administration, as well as by various international regulatory bodies, for this purpose and are procured and
used by government agencies, airlines, airports, freight forwarders, transportation companies and other businesses to fulfill their
compliance requirements. These and other regulations promulgated by international organizations have resulted in an ongoing global
demand for airline, cargo, port and border security and inspection technologies.

Optoelectronics and Manufacturing Division. We believe that continued advances in technology have broadened the
optoelectronics market by enabling the use of optoelectronic devices in a greater number of applications. In addition, we see a trend
among OEMs to outsource the design and manufacture of optoelectronic devices as well as value-added subsystems to fully-
integrated, independent manufacturers, like us, that may have greater specialization, broader expertise and more flexibility to respond
to short cycle times and quicker market expectations.

Our optoelectronic devices are used in a wide variety of applications for diversified markets including aerospace and defense,
automotive, medical imaging and diagnostics, biochemistry analysis, pharmaceutical, nanotechnology, telecommunications,
construction and homeland security. Medical applications for our devices include diagnostic and imaging products, patient monitoring
equipment, and glucose monitors. Aerospace and defense applications for our devices include satellite navigation sensors, laser
guided munitions systems, range finders, weapons simulation systems, and other applications that require the conversion of optical
signals into electrical signals. Homeland security applications for our devices include X-ray based and other detection systems. Our
optoelectronic devices and value-added subsystems are also used in a wide variety of measurement control, monitoring and industrial
applications and are key components in telecommunications technologies. We also offer electronics manufacturing services to broader
markets, as well as to our optoelectronics customers and to our Security and Healthcare divisions. We offer full turnkey solutions as well
as printed circuit board assembly, cable and harness assembly, liquid crystal displays and box build manufacturing services, in which
we provide product design and development, supply chain management, and production manufacturing services. Additionally, our
flexible circuit businesses offer design expertise, fabrication capabilities, and assembly of flexible and rigid circuit boards for
applications in the industrial medical, military, and consumer markets.

Healthcare Division. Healthcare has been, and we believe will continue to be, a growing economic sector throughout much of
the world. Developing countries in Latin America and the Asia-Pacific region are expected to continue to build healthcare infrastructure
to serve expanding middle class populations. In developed areas, especially the United States, Europe, and mature Asian countries,
aging populations and extended life expectancy are projected to fuel growth in healthcare for the foreseeable future.
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While we believe that the healthcare industry will continue to grow throughout much of the world, many factors are forcing
healthcare providers to do more with less. These factors include inflationary pressures, labor shortages and unfavorable shifts in payor
mix. The COVID-19 pandemic strained healthcare provider resources, placing increased focus on the advantages of remote monitoring
and products which can be deployed flexibly, enabling hospitals to quickly reconfigure and adapt to unexpected changes. Our
customers expect clinical value, economic value, and clinical decision support. Positioning our current healthcare products to
demonstrate the competitive value in total cost of ownership is increasingly important in this environment. At the same time, the
widespread introduction of mobile devices into the healthcare environment is creating an emerging demand for patient data acquisition
and distribution. Our Healthcare division designs, manufactures and markets devices and software that respond to these factors,
helping hospitals reduce costs, make better-informed clinical decisions, and more fully utilize resources.

We are a global manufacturer and distributor of patient monitoring, cardiology and remote monitoring, and connected care
solutions for use in hospitals, medical clinics and physician offices. We design, manufacture and market patient monitoring solutions for
critical, sub-acute and perioperative care areas of the hospital, wired and wireless networks and ambulatory blood pressure monitors,
all aimed at providing caregivers with timely patient information. Our cardiology and remote monitoring systems include Holter recorders
and analyzers, ambulatory blood pressure monitors, resting and stress electrocardiography (ECG) devices, and ECG management
software systems and related software and services.

Growth Strategy

We believe that one of our primary competitive strengths is our expertise in the cost effective design and manufacture of
specialized electronic systems and components for critical applications. As a result, we will continue to leverage such expertise and
capacity to gain price, performance and agility advantages over our competitors in the security, healthcare and optoelectronics fields,
and to translate such advantages into profitable growth in those fields. At the same time, we continually seek to identify new markets in
which our core expertise and capacity will provide us with competitive advantages. Key elements of our growth strategy include:

Capitalizing on Global Reach. \We operate from multiple locations throughout the world. We view our international operations
as providing an important strategic advantage over competitors. First, our international manufacturing facilities allow us to take
advantage of competitive labor rates in order to lower our manufacturing costs. Second, our international offices strengthen our sales
and marketing efforts and our ability to service and repair our systems by providing direct access to growing markets and to our existing
international customer base. Third, our international manufacturing locations allow us to reduce delivery times to our global customer
base. We intend to continue to enhance our international manufacturing and sales capabilities.

Capitalizing on Vertical Integration. Our vertical integration provides several advantages in each of our divisions. These
advantages include reduced manufacturing and delivery times, lower costs due to our access to competitive international labor markets
and direct sourcing of raw materials and sub components. We also believe that we offer significant added value to our customers by
providing a full range of vertically-integrated services, including component design and customization, subsystem concept design and
application engineering, product development and prototyping, efficient preproduction and short run manufacturing and competitive
mass production capabilities. We believe that our vertical integration differentiates us from many of our competitors and provides value
to our customers who can rely on us to be an integrated supplier.

Capitalizing on the Market for Security and Inspection Systems. The trend toward increased screening of goods entering
and departing from ports and crossing borders has resulted, and may continue to result in, the growth in the market for cargo inspection
systems and turnkey security screening services that are capable of inspecting shipping containers (including trucks and rail cars) for
contraband and assisting customs officials in the verification of shipping manifests. Package and cargo screening by freight forwarders,
airlines and air cargo companies represents a growing sector, as regulations in the United States and Europe have continued to require
screening of air cargo shipments. We plan to capitalize on opportunities to replace, service and upgrade existing security installations,
and to offer turnkey security screening solutions in which we may construct, staff and/or operate security screening checkpoints for our
customers.
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We expect that a market for software-as-a-service (SaaS) platforms that are capable of integrating the data that security
inspection systems produce with related information derived from vehicle license plates, cargo container numbers, drivers’ licenses,
government databases, and other sources will also continue to develop, mature and grow, particularly as customers shift their operating
procedures to take advantage of secure, cloud-based, networking technologies. We are a leader in the development of these platforms,
including the transmission of such data to operators that may be working within secure, remote screening facilities hundreds or
thousands of miles away from the security checkpoint. Our software has been used by customs and tax authorities in the United States,
Europe and Latin America to screen millions of containers and vehicles. We believe that government agencies and commercial
customers will increasingly rely on such SaaS offerings to review and adjudicate screening decisions remotely, over secure networks,
as well as to communicate with and monitor the performance of their employees working on the ground at distant ports, border
crossings and other checkpoints.

Finally, we also intend to continue to develop new security and inspection products and technologies, including software, and to
enhance our current product and service offerings through internal research and development and selective acquisitions.

Improving and Complementing Existing Medical Technologies. We develop and market patient monitoring systems,
cardiology and remote monitoring products, connected care solutions, remote clinical monitoring and associated supplies and
accessories. Our efforts to develop new products and improve our existing medical technologies are focused on the needs of healthcare
organizations, caregivers, and their patients. Our efforts to improve existing medical technologies concentrate on providing products
that are flexible and intuitive to use so that clinicians can deliver accurate, precise, reliable and cost-effective care.

Selectively Entering New Markets. We intend to continue to selectively enter new markets that complement our existing
capabilities in the design, development and manufacture of specialized electronic systems and components for critical applications such
as security inspection, patient monitoring and cardiology and remote monitoring. We believe that by manufacturing products that rely on
our existing technological capabilities, we will leverage our integrated design and manufacturing infrastructure to build a larger presence
in new markets that present attractive competitive dynamics. We intend to achieve this strategy through internal growth and through
selective acquisitions.

Acquiring New Technologies and Companies. Our success depends in part on our ability to continually enhance and
broaden our product offerings in response to changing technologies, customer demands and competitive pressures. We have
developed expertise in our various lines of business and other areas through internal research and development efforts, as well as
through selective acquisitions. We expect to continue to seek acquisition opportunities to broaden our technological expertise and
capabilities, lower our manufacturing costs and facilitate our entry into new markets.

Products and Technology

We design, develop, manufacture and sell products ranging from security and inspection systems to patient monitoring and
cardiology and remote monitoring systems to discrete optoelectronic devices and value-added subsystems.

Security and Inspection Systems. We design, manufacture and market security and inspection systems globally to end users
primarily under the “Rapiscan” trade name. Our Security products are used to inspect baggage, parcels, cargo, people, vehicles and
other objects for various contraband and prohibited items including weapons, explosives, drugs, and nuclear materials. These systems
are also used for the safe, accurate and efficient verification of cargo manifests for the purpose of assessing duties and monitoring the
export and import of controlled materials. Our Security products fall into the following categories: baggage and parcel inspection; cargo
and vehicle inspection; hold (checked) baggage screening; people screening; radiation monitoring; explosive and narcotics trace
detection; and optical inspection systems. We also offer turnkey security screening services, as well as related software integration
platforms, operator training, and the staffing and operation of security screening checkpoints under the “S2” trade name.

In recent years, security and inspection products have increasingly been used at a wide range of facilities in addition to airports,
such as border crossings, railways, seaports, cruise line terminals, sports and entertain venues, freight forwarding operations,
government and military installations and nuclear facilities. As a result of the use of security and inspection products at additional
facilities, we have diversified our portfolio of security and inspection products and our sales channels.
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Many of our security and inspection systems utilize dual-energy X-ray imaging technology, in combination with software
enhanced imaging methods and algorithms to facilitate the detection of contraband materials and items such as explosives, weapons,
narcotics, and bulk currency. Dual energy imaging allows some material properties to be identified. Additionally, dual-view X-ray
imaging allows operators to view and examine objects from two directions simultaneously, thereby improving the operator’s ability to
detect threats quickly and effectively. Some of our systems also use different types or combinations of X-ray imaging in addition to dual-
energy, such as multi-view and computed tomography. Algorithms that process images and related data from these systems
significantly enhance the overall probability of detection of a range of threat items and materials. Typical threat items include explosives
and weapons.

Our inspection systems range in size from compact, handheld and table-top products to large systems comprising entire
buildings in which trucks, shipping containers or pallets are inspected. Many of our inspection systems are also designed to be
upgradeable to respond to new customer requirements as they emerge or change.

Our cargo and vehicle inspection applications, in which vehicles, cars, trucks, shipping containers, pallets and other large
objects can be inspected, are designed in various configurations, including mobile, portal, gantry, and rail systems. Our customers use
these products to verify the contents of cars, trucks, rail cars and cargo containers and to detect the presence of contraband, including
narcotics, weapons, explosives, radioactive and nuclear materials and other smuggled items. Most of our cargo and vehicle inspection
systems employ X-ray imaging to inspect objects and present images to an inspector, including shapes, sizes, locations and relative
densities of the contents. These systems utilize transmission imaging, backscatter imaging, or both technologies in combination. We
also manufacture passive radiation monitoring devices for detecting nuclear materials utilizing their gamma and neutron signatures.
Additionally, we have developed isotope-specific identification algorithms. Many of these systems have been built to meet specific
requirements of our government customers.

Our broad portfolio of non-intrusive inspection systems permits us to offer customers solutions that are tailored to their specific
operational requirements, performance standards and budgets.

In many cases, we have designed our systems to meet the performance specifications of relevant regulators, including
authorities located in the United States, United Kingdom and European Union. This is particularly the case with respect to systems used
(or approved for use) to perform screening of airline passenger carry-on items, hold (checked) baggage and air cargo.

Our Security division also offers trace detection systems that are designed to detect trace amounts of explosives or narcotics
and people screening products, such as walk-through metal detectors for use at security checkpoints at airports, government buildings,
sports arenas and other venues.

Optoelectronic Devices and Manufacturing Services. Optoelectronic devices designed, manufactured and sold through our
Optoelectronics and Manufacturing division generally consist of both active and passive components. Active components sense light of
varying wavelengths and convert the light detected into electrical signals, whereas passive components amplify, separate or reflect
light. These products are manufactured in standard and customized configurations for specific applications and are offered either as
components or as subsystems. Our optoelectronic products and services are provided primarily under the “OSI Optoelectronics,” “OSI
LaserDiode,” “OSI Laserscan,” and “Advanced Photonix” trade names.

In addition to the manufacture of standard and OEM products, we also specialize in designing and manufacturing customized
value-added subsystems for use in a wide range of products and equipment. An optoelectronic subsystem typically consists of one or
more optoelectronic devices that are combined with other electronic components and packaging for use in an end product. The
composition of a subsystem can range from a simple assembly of various optoelectronic devices that are incorporated into other
subsystems (for example, a printed circuit board containing our optoelectronic devices) to complete end products (for example, pulse
oximetry equipment).

We develop, manufacture and sell laser-based remote sensing devices that are used to detect and classify vehicles in toll and
traffic management systems under the “OSIl Laserscan” and “Autosense” trade names. We offer solid-state laser products for
aerospace, defense, telecommunication and medical applications under the “OSI LaserDiode” trade name.
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We also provide electronics design and manufacturing services in North America, the United Kingdom and in the Asia Pacific
region of, printed circuit board and cable and harness assemblies and complete products. Our factories are equipped with automated
surface mount technology lines and other cutting edge automated manufacturing equipment. We offer these services to OEM
customers and end users for medical, automotive, defense, aerospace, industrial and consumer applications that are not primarily
integrating optoelectronic devices. We also manufacture and design custom LCD displays for medical, industrial and consumer
electronics applications, and also design and fabricate flex circuits for OEM customers from the prototype stage to mass production.
Our electronics manufacturing services are provided primarily under the “OSI Electronics,” “APlus Products,” “Altaflex,” and “PFC
Flexible Circuits” trade names.

Patient Monitoring and Cardiology and Remote Monitoring. Our Healthcare division designs, manufactures and markets
products globally to end users primarily under the “Spacelabs Healthcare” trade name.

Spacelabs products include patient monitors for use in perioperative, critical care, step down and emergency care
environments with neonatal, pediatric and adult patients. Our patient monitoring systems include bedside monitors such as the
Xprezzon and Qube as well as telemetry solutions. These bedside monitors and telemetry devices are networked via wired or wireless
networks and data is distributed to centralized surveillance solutions (Xhibit Central Station) and integrated into hospital information
systems via products such as Intesys Clinical Suite (ICS). These solutions enable caretakers to monitor critical physiological
parameters and to respond to patient conditions by accessing patient data where and when it is required.

Spacelabs SafeNSound™ assists hospitals in providing value-based care by streamlining workflows and improving
communications. Features include comprehensive reporting tools, a communications dashboard for monitor technicians, and a device
management system to admit patients to monitors/telemetry at the bedside. These tools help address top challenges facing hospitals
today.

Spacelabs predictive analytics clinical decision support tools provide surveillance and deterioration alerting for patients in all
levels of care in the hospital setting and includes FDA-cleared and regulated products featuring the Rothman Index, a proprietary
patient condition score available through EMR-integrated, web-based, or mobile app interfaces. These tools help to drive care
improvement initiatives hospitals are funding today.

For remote clinical monitoring, through an subsidiary, we provide monitoring technicians who remotely monitor telemetry
patients at customer hospitals to provide secondary and supplemental monitoring.

Our PathfinderSL® and Lifescreen™ Pro analysis tools provide clinicians the ability to save Holter analysis time and to do
detailed analysis when needed inside or outside the hospital. Our Eclipse Pro Holter recorders provide up to 14 days of 3-channel
recording or up to 72 hours of 12 lead with pacing. Our Eclipse Mini Ambulatory ECG Recorder provides up to 30 days of 3-channel
ECG and when paired with Lifescreen™ Pro clinicians can analyze millions of heart beats within minutes.We are also a supplier of
ambulatory blood pressure (ABP) monitors which are routinely used by physicians around the world and by contract research
organizations. Many physicians are using ambulatory blood pressure monitoring to detect “white coat” hypertension, a condition in
which people experience elevated blood pressure in the doctor’s office but not in their daily lives. Ambulatory blood pressure monitoring
helps improve diagnostic accuracy and minimize the associated costs of treatment. Spacelabs OnTrak™ ambulatory blood pressure
system has been validated for both pediatric and adult patient types and includes the capability to measure activity correlation with non-
invasive blood pressure readings.

Our Sentinel® Cardiology Information Management System is designed to provide an electronic, enterprise-wide scalable
system for cardiology and remote monitoring. Sentinel integrates data from Spacelabs-branded products and third-party devices into a
central enterprise-wide database system that can be accessed by care providers and medical facility administrators, thereby providing
enhanced workflow and efficiencies. The system’s web-based solution enables the secure transfer of data from multiple remote sites.
Sentinel supports mobile and remote working, taking ECG management to the point of care for flexible use of devices and capture of
data.

The capital-intensive products that our Healthcare division sells have supplies and accessories associated with them that can
represent annuity revenue opportunities. Additionally, our Healthcare division manufactures multivendor compatible accessories for use
with third-party devices.
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Markets, Customers and Applications

Security and Inspection Products. Many security and inspection products were developed originally in response to civilian
airline hijackings. Consequently, certain of our security and inspection products have been and continue to be sold for use at airports.
Our security and inspection products are also used for security and customs purposes at locations in addition to airports, such as border
crossings, shipping ports, sports and entertainment venues, military and other government installations, freight forwarding facilities,
high-profile locations such as U.K. House of Parliament, Buckingham Palace, and the Vatican and for high-profile events such as the
Olympic Games, FIFA World Cup, and other sporting events. We also provide turnkey security screening solutions, which can include
the construction, staffing and long-term operation of security screening locations for our customers.

Our customers include, among many others, the U.S. Department of Homeland Security, U.S. Department of Defense, U.S.
Department of State, U.S. Department of Commerce, and U.S. Department of Justice, as well the ministries and departments of many
international governments, including transportation and border control authorities and other critical infrastructure agencies.

Our contracts with the U.S. Government are generally subject to termination for convenience at the election of the U.S.
Government. For the fiscal year ended June 30, 2024, our Security division’s direct sales to the U.S. Government were approximately
$91.4 million. Additionally, certain of our contracts with foreign governments also contain provisions allowing the government to
terminate a contract for convenience. For further discussion, please refer to Iltem 1A. “Risk Factors.”

Optoelectronic Devices and Electronics Manufacturing Services. Our optoelectronic devices and the electronics we
manufacture are used in a broad range of products by a variety of customers in the following market segments: defense, aerospace
and avionics; analytical and medical imaging; healthcare; telecommunications; homeland security; toll and traffic management; and
automotive.

Patient Monitoring, Cardiology and Remote Monitoring, and Connected Care Solutions. Our patient monitoring,
cardiology and remote monitoring, and connected care solutions are manufactured and distributed globally for use throughout the
hospital, in areas such as critical care, emergency, perioperative and step down units. Our solutions are also utilized in physicians’
offices, medical clinics and ambulatory surgery centers. We also provide clinical monitoring solutions in select geographies for
telemetry units.

We sell products directly to end customers, as well as through integrated delivery networks and group purchasing organizations
in the U.S., the NHS Supplies Organization in the United Kingdom, UGAP in France, and to various government funded hospitals in the
Middle East and several parts of Asia.

Marketing, Sales and Service

We market and sell our security and inspection products and turnkey security screening solutions globally through a direct sales
and marketing staff located in North America, South America, Europe, Middle East, Australia, and Asia, in addition to an expansive
global network of independent distributors. This sales organization is supported by a service organization located in the same regions,
as well as a global network of independent, authorized service providers.

We market and sell our healthcare solutions globally through a direct sales and marketing staff located in North America, South
America, Europe and Asia, in addition to a global network of independent distributors. We also support these sales and customer
service efforts by providing operator in service training, comprehensive interactive eLearning for all products, software updates and
upgrades and service training for customer biomedical staff and distributors. We provide this support via our international team of
technical and clinical specialists.

We market and sell our optoelectronic devices and manufacturing services, through both our direct sales and marketing staff
located in North America, Europe and Asia, and indirectly through a global network of independent sales representatives and
distributors. Our sales staff is supported by an applications engineering group whose members are available to provide technical
support, which includes designing applications, providing custom tooling and process integration and developing products that meet
customer defined specifications.
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We consider our maintenance service operations to be an important element of our business. After the expiration of our
standard product warranty periods, we are often engaged by customers, either directly or through our network of authorized service
providers, to provide maintenance services for our security and inspection products. In addition, we provide a variety of service and
support options for our healthcare customers, including hospital on-site repair and maintenance service and telephone support, parts
exchange programs for customers with the internal expertise to perform a portion of their own service needs and a depot repair center
at our division headquarters. We believe that our international maintenance service capabilities allow us to be competitive in selling our
security and inspection systems as well as our patient monitoring, cardiology and remote monitoring, and connected care systems.

Research and Development

Our security and inspection systems and software are primarily designed at our facilities in the United States and in the United
Kingdom, Australia, Germany, Singapore, India, and Malaysia. These products include mechanical, electrical, analog and digital
electronics, software, as well as other components and subsystems. In addition to product design, we provide civil works and system
integration services to install and integrate our products with other systems, networks and facilities at the customer site. We support
cooperative and government-funded research projects with universities, government - funded laboratories, and directly with government
agencies themselves.

We design and manufacture optoelectronic devices and we provide electronics manufacturing services primarily in our facilities
in the United States and internationally in the United Kingdom, Canada, India, Indonesia, Malaysia, and Mexico. We engineer and
manufacture subsystems to solve the specific application needs of our OEM customers. In addition, we offer entire subsystem design
and manufacturing solutions. We consider our engineering personnel to be an important extension of our core sales and marketing
efforts. Our engineering teams also design and develop processes for fabricating our custom products from wafer level to complete
products with the goal of having our technology and products meet the latest market trends.

Our healthcare products are primarily designed at our facilities in the United States, the United Kingdom and India. These
products include enterprise and embedded software, networking, connectivity, mechanical, electronic and software subsystems, most
of which are designed by us. We are also currently involved, both in the United States and internationally, in research projects aimed at
improving our medical systems and at expanding our current product lines.

In addition to close collaboration with our customers in the design and development of our current products, we maintain an
active program for the development and introduction of new products, enhancements and improvements to our existing products,
including the implementation of new applications of our technology. We seek to further enhance our research and development program
and consider such program to be an important element of our business and operations.

Manufacturing and Materials

We currently manufacture our security and inspection systems domestically in California, Kentucky, Massachusetts, and
Tennessee, and internationally in Germany, Malaysia and the United Kingdom. We currently manufacture our patient monitoring and
cardiology and remote monitoring systems in Washington state. We outsource manufacturing of certain of our supplies and
accessories. We currently manufacture our optoelectronic devices and provide electronics manufacturing services domestically in
California and New Jersey, and internationally in Canada, Mexico, India, Indonesia, Malaysia, and the United Kingdom. Most of our
high-volume, labor-intensive manufacturing activities are performed at our facilities in Mexico, India, Indonesia and Malaysia. Our ability
to manufacture products and provide follow-on service from offices located in these regions allows us to remain in close proximity to our
customers, which is an important component of our global strategy.

Our global manufacturing organization has expertise in optoelectronic, microelectronic and integrated electronics for industrial
and automation, medical, aerospace and defense industry applications. Our manufacturing includes silicon wafer processing and
fabrication, optoelectronic device assembly and screening, thin and thick film microelectronic hybrid assemblies, surface mounted and
thru-hole printed circuit board electronic assemblies, cable and harness assemblies, LCD and TFT displays, box-build manufacturing,
and flex and rigid - flex circuitry on a complete turnkey basis. To support our manufacturing operations, we outsource certain
requirements, including sheet metal fabrication and molding of plastic components.
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The principal raw materials and subcomponents used in producing our security and inspection systems consist of X-ray
generators, linear accelerators, detectors, data acquisition and computer systems, conveyance systems, vehicles, and miscellaneous
mechanical and electrical components. A large portion of the optoelectronic devices, subsystems and circuit card assemblies used in
our inspection systems are manufactured in-house. A large proportion of our X-ray generators, linear accelerators, computers and
conveyance systems used in our cargo and vehicle inspection systems are purchased from unaffiliated third-party providers.

We currently manufacture our patient monitoring and cardiology and remote monitoring systems in Washington state. We
outsource the manufacturing of certain supplies and accessories to third parties.

The principal raw materials and subcomponents used in producing our healthcare products consist of printed circuit boards,
housings, mechanical assemblies, pneumatic devices, touch screens, medical grade displays, cables, filters, textiles, fabric, gauges,
fittings, tubing and packaging materials. We purchase finished medical devices, computers, peripheral accessories, and remote
displays from unaffiliated third-party providers.

The principal raw materials and subcomponents used in producing our optoelectronic devices and electronic subsystems
consist of silicon wafers, electronic components, light emitting diodes, scintillation crystals, passive optical components, printed circuit
boards and packaging materials. The silicon-based optoelectronic devices we manufacture are critical components in most of our
products and subsystems. We purchase silicon wafers and other electronic components from unaffiliated third-party providers.

For cost, quality control, technological, and efficiency reasons, we purchase certain materials, parts, and components only from
single vendors with whom we have ongoing relationships. We do, however, qualify alternative sources for many of our materials, parts,
and components. We purchase most materials, parts, and components pursuant to purchase orders placed from time to time in the
ordinary course of business. In connection with the COVID-19 pandemic, our divisions experienced supply chain and labor availability
challenges that impacted the price and availability of parts, components, consumables, freight, shipping, and third-party services,
adversely impacting our gross margin as well as delayed product deliveries, installations, maintenance and repair work, and technical
support, among other work and services. Pricing for many of these items has remained elevated.

Information Technology and Cybersecurity Risk Management

We rely extensively on digital technology to conduct operations and engage with our customers and business partners. As the
complexity of our engagements grows, so do the threats from cyber intrusion, ransomware, denial of service, phishing, account
takeover, data manipulation and other cyber misconduct. To counter these threats, we have implemented an information security
management system (ISMS) focused on data confidentiality, integrity, and availability. Our ISMS has been certified as ISO/IEC 27001
compliant and is re-evaluated annually by our external auditors. Similarly, we conduct external cyber penetration testing annually to
assess and improve our security posture and reduce cybersecurity risk. Through a combination of governance, risk, and compliance
(GRC) resources, we also (i) proactively monitor IT controls to ensure compliance with legal and regulatory requirements, (ii) perform
third-party risk management assessments, (iii) ensure essential business functions remain available during business disruptions, (iv)
develop and update incident response plans to address potential weaknesses, and (v) maintain cyber incident management and
reporting procedures. Our ISMS and GRC processes are designed to prioritize IT and cybersecurity risk areas, identify solutions that
minimize such risks, pursue optimal outcomes, and maintain compliance with contractual obligations. We also maintain a global security
operations center with real-time capability to investigate and trigger impact mitigation protocols. These capabilities allow us to reduce
exposure should a security incident arise. For additional information regarding the risks associated with these matters, see Item 1A.
“Risk Factors” and ltem 1C. “Cybersecurity.”
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Trademarks and Trade Names and Patents

Trademarks and Trade Names. We have used, registered and applied to register certain trademarks and service marks to
distinguish our products, technologies and services from those of our competitors in the United States and in foreign countries. We
monitor and, when necessary, enforce our trademark, service mark and trade name rights in the United States and abroad.

Patents. We possess rights to a number of U.S. and foreign patents relating to various aspects of our security and inspection
products, healthcare products and optoelectronic devices and subsystems. Our current patents will expire at various times between
2024 and 2042. While we continue to file new applications and pursue new patents, it remains possible that pending patent applications
or other applications that may be filed may not result in issued patents. In addition, issued patents may not survive challenges to their
validity or enforceability, or may be found to not be infringed by any third parties. Although we believe that our patents have value, our
patents, or any additional patents that may be issued in the future, may not be able to provide meaningful protection from competition.

We believe that our trademarks and trade names and patents are important to our business. The loss of some of our
trademarks or patents might have a negative impact on our financial results and operations. Nevertheless, with the exception of the
loss of the Rapiscan®, AS&E® or Spacelabs® trademarks, the impact of the loss of any single trademark or patent would not likely have
a material adverse effect on our business.

Government Regulation of Medical Devices

The patient monitoring, cardiology and remote monitoring, and connected care systems we design, manufacture, and market
are subject to regulation by numerous government agencies, principally the U.S. Food and Drug Administration (FDA), and by other
federal, state, local and foreign authorities. These systems are also subject to various U.S. and foreign product performance and safety
standards. Our medical device product candidates must undergo an extensive government regulatory clearance or approval process
prior to sale in the United States and other countries, including submission demonstrating clinical safety and efficacy of intended use, as
well as the continuing need for compliance with applicable laws and regulations.This may require significant interaction with regulatory
agencies and the expenditure of substantial resources.

United States FDA. In the United States, the FDA has broad regulatory powers with respect to preclinical and clinical testing
of new medical devices and the designing, manufacturing, labeling, storage, record keeping, marketing, advertising, promotion,
distribution, post market monitoring and reporting and import and export of medical devices. Unless an exemption applies, federal law
and FDA regulations require that all new or significantly modified medical devices introduced into the market be preceded either by a
premarket notification clearance under section 510(k) of the Federal Food, Drug and Cosmetic Act (FDCA), or an approved premarket
approval (PMA) application. Under the FDCA, medical devices are classified into one of three classes—Class I, Class Il or Class Ill—
depending on the degree of risk associated with each medical device and the extent of control needed to provide reasonable
assurances with respect to safety and effectiveness. Class | devices are those for which safety and effectiveness can be reasonably
assured by adherence to a set of regulations, referred to as General Controls, which require compliance with the applicable portions of
the FDA's Quality System Regulation (QSR) facility registration and product listing, reporting of adverse events and malfunctions and
truthful and non-misleading promotional materials. Some Class | devices, also called Class | reserved devices, also require premarket
clearance by the FDA through the 510(k) premarket notification process described below. Most Class | products are exempt from the
premarket notification requirements.

Class Il devices are those that are subject to the General Controls, as well as Special Controls as deemed necessary by the
FDA, which can include performance standards, guidelines and post market surveillance. Most Class Il devices are subject to
premarket review and clearance by the FDA. Premarket review and clearance by the FDA for Class Il devices is accomplished through
the 510(k) premarket notification process.
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Under the 510(k) process, the manufacturer must submit to the FDA a premarket notification, demonstrating that the product
for which clearance has been sought is substantially equivalent to a previously cleared 510(k) device or a device that was in
commercial distribution before May 28, 1976 for which the FDA had not yet called for the submission of pre-market approval
applications. After a 510(k) notice is submitted, the FDA determines whether to accept it for substantive review. If it lacks necessary
information for substantive review, the FDA will refuse to accept the 510(k) notification. In that case, the applicant must correct the
submission errors before resubmitting. If it is accepted for filing, the FDA begins a substantive review. By statute, the FDA is required to
complete its review of, and clear or deny, a 510(k) notification within 90 days of receiving the 510(k) notification. The FDA may formally
request additional information, which may toll or restart the 90 day deadline. As a practical matter, clearance often takes longer than 90
days and sometimes is not granted at all. Although many 510(k) premarket notifications are cleared without clinical data, the FDA may
require further information, including clinical data, to make a determination regarding substantial equivalence, which may significantly
prolong the review process. If the FDA agrees that the device is substantially equivalent, it will grant clearance to commercially market
the device.

To be substantially equivalent, the proposed device must have a substantially equivalent intended use and indications for use
as the predicate device, and either have substantially equivalent technological characteristics to the predicate device or have different
technological characteristics and not raise different questions of safety or effectiveness than the predicate device. Clinical data is
sometimes required to support the demonstration of substantial equivalence. Multiple interactions and/or the submission of additional
information or documentation may be required to secure regulatory clearance.

After a device receives 510(k) clearance, any modification that could significantly affect its safety or effectiveness, or that would
constitute a new or major change in its intended use, will require a new 510(k) clearance or, depending on the modification, could
require a PMA application. The FDA requires each manufacturer to make this determination initially, but the FDA can review any such
decision and can disagree with a manufacturer’s determination. If the FDA disagrees with a manufacturer’s determination that a new
submission is not required, the FDA may require the manufacturer to cease marketing and/or recall the modified device until 510(k)
clearance or approval of a PMA application is obtained. In addition, in these circumstances, we may be subject to significant regulatory
fines or penalties for failure to submit the requisite premarket notification or PMA submissions.

Class Il devices include devices deemed by the FDA to pose the greatest risk such as life-supporting or life-sustaining
devices, or implantable devices, in addition to those deemed not substantially equivalent following the 510(k) process. The safety and
effectiveness of Class Il devices cannot be reasonably assured solely by the General Controls and Special Controls described above.
Therefore, these devices are typically subject to the PMA application process, which is more costly and time consuming than the 510(k)
process and requires substantial clinical data. To date, all of the patient monitoring and cardiology and remote monitoring systems we
manufacture and sell in the United States have required only 510(k) pre-market notification clearance.

FDA clearance or approval, when granted, may entail limitations on the indicated uses for which a product may be marketed,
and such product approvals, once granted, may be withdrawn if problems occur after initial marketing. Manufacturers of FDA-regulated
products are subject to pervasive and continuing post-approval governmental regulation, including, but not limited to, the registration
and listing regulation, which requires manufacturers to register all manufacturing facilities and list all medical devices placed into
commercial distribution; Quality System (also known as Good Manufacturing Practices) Regulations, which requires manufacturers,
including third-party manufacturers, to follow stringent design, risk management, validation, testing, production, control,
supplier/contractor selection, complaint handling, documentation and other quality assurance procedures during the manufacturing
process; product and promotional labeling regulations; advertising and promotion requirements; restrictions on sale, distribution or use
of a device; PMA annual reporting requirements; the FDA's general prohibition against promoting products for unapproved or “off-label”
uses; the Medical Device Reporting (MDR) regulation, which requires that manufacturers report to the FDA if their device may have
caused or contributed to a death or serious injury or malfunctioned in a way that would likely cause or contribute to a death or serious
injury if it were to reoccur; medical device correction and removal reporting regulations, which require that manufacturers report to the
FDA field corrections and removals (“recalls”) if undertaken to reduce a risk to health posed by the device or to remedy a violation of the
FDCA that may present a risk to health; recall requirements, including a mandatory recall if there is a reasonable probability that the
device would cause serious adverse health consequences or death; an order of repair, replacement or refund; device tracking
requirements; and post-approval study and post-market surveillance requirements. The FDA has also established a Unique Device
Identification (“UDI") system that requires manufacturers to mark certain medical devices distributed in the United States with unique
device identifiers. Also, we must comply with cybersecurity requirements to assess cybersecurity and safety risks and design and
develop our devices to ensure safe and effective performance in the face of cyber threats. It is also incumbent on us to monitor third-
party software for new vulnerabilities and verify and validate any software updates or patches meant to address vulnerabilities.
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Our facilities, records and manufacturing processes are subject to periodic scheduled and unscheduled inspections by the
FDA. Failure to comply with the applicable United States medical device regulatory requirements could result in, among other things,
warning letters, untitled letters, fines, injunctions, consent decrees, civil penalties, unanticipated expenditures, repairs, replacements,
refunds, recalls or seizures of products, operating restrictions, total or partial suspension of production, the FDA's refusal to issue
certificates to foreign governments needed to export products for sale in other countries, the FDA's refusal to grant future premarket
clearances or approvals, withdrawals or suspensions of current product clearances or approvals and criminal prosecution.

Coverage and Reimbursement. Government and private sector initiatives to limit the growth of healthcare costs, including
price regulation and competitive pricing, coverage and payment policies, comparative effectiveness therapies, technology assessments
and managed care arrangements, are continuing in many countries where we do business, including the United States, Europe and
Asia. As a result of these changes, the marketplace has placed increased emphasis on the delivery of more cost-effective medical
therapies. In addition, because there is generally no separate reimbursement from third-party payers to our customers for many of our
products, the additional costs associated with the use of our products can impact the profit margin of our customers. Accordingly, these
various initiatives have created increased price sensitivity over healthcare products generally and may impact demand for our products
and technologies.

Healthcare cost containment efforts have also prompted domestic hospitals and other customers of medical devices to
consolidate into larger purchasing groups to enhance purchasing power, and this trend is expected to continue. The medical device
industry has also experienced some consolidation, partly in order to offer a broader range of products to large purchasers. As a resullt,
transactions with customers are larger, more complex and tend to involve more long-term contracts than in the past. These larger
customers, due to their enhanced purchasing power, may attempt to increase the pressure on product pricing.

Significant healthcare reforms have had an impact on medical device manufacturer and hospital revenues. The Patient
Protection and Affordable Care Act as amended by the Health Care and Education and Reconciliation Act of 2010, collectively referred
to as the Affordable Care Act, is a sweeping measure designed to expand access to affordable health insurance, control healthcare
spending and improve healthcare quality. Many states have also adopted or are considering changes in healthcare policies, in part due
to state budgetary pressures. Ongoing uncertainty regarding implementation of certain aspects of the Affordable Care Act makes it
difficult to predict the impact the Affordable Care Act or state law proposals may have on our business. This has created uncertainty in
the market, which could result in reduced demand for our products, additional pricing pressure, and increased demand for new and
more flexible payment structures.

Other Healthcare Laws. In addition to FDA restrictions on marketing and promotion of drugs and devices, other federal and
state laws restrict our business practices. These laws include, without limitation, data privacy and security laws, anti-kickback and false
claims laws, and transparency laws regarding payments or other items of value provided to healthcare providers.

As a participant in the healthcare industry, we are subject to extensive regulations protecting the privacy and security of patient
health information that we receive, including the Health Insurance Portability and Accountability Act of 1996, as amended by the Health
Information Technology for Economic and Clinical Health Act of 2009, which was enacted as part of the American Recovery and
Reinvestment Act of 2009 (collectively, “HIPAA”). Among other things, these regulations impose extensive requirements for maintaining
the privacy and security of individually identifiable health information, known as “protected health information.” The HIPAA privacy
regulations do not preempt state laws and regulations relating to personal information that may also apply to us. Our failure to comply
with these regulations could expose us to civil and criminal sanctions.

The HIPAA provisions also created federal criminal statutes that prohibit among other actions, knowingly and willfully executing,
or attempting to execute, a scheme to defraud any healthcare benefit program, including private third-party payers, knowingly and
willfully embezzling or stealing from a healthcare benefit program, willfully obstructing a criminal investigation of a healthcare offense,
and knowingly and willfully falsifying, concealing or covering up a material fact or making any materially false, fictitious or fraudulent
statement in connection with the delivery of or payment for healthcare benefits, items or services. A person or entity does not need to
have actual knowledge of the statutes or specific intent to violate them to have committed a violation. Also, many states have similar
fraud and abuse statutes or regulations that may be broader in scope and may apply regardless of payer, in addition to items and
services reimbursed under Medicaid and other state programs.
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The federal Anti-Kickback Statute prohibits, among other things, knowingly and willfully offering, paying, soliciting or receiving
any remuneration (including any kickback, bribe or rebate), directly or indirectly, overtly or covertly, to induce or in return for the
purchasing, leasing, ordering, or arranging for or recommending the purchase, lease or order of items or services for which payment
may be made, in whole or in part, under Medicare, Medicaid or other federal healthcare programs. The term “remuneration” has been
broadly interpreted to include anything of value. Although there are a number of statutory exceptions and regulatory safe harbors
protecting some common activities from prosecution, the exceptions and safe harbors are drawn narrowly. Further, a claim including
items or services resulting from a violation of the federal Anti-Kickback Statute constitutes a false or fraudulent claim for purposes of the
federal civil False Claims Act.

The federal False Claims Act prohibits, among other things, any person or entity from knowingly presenting, or causing to be
presented, a false or fraudulent claim for payment or approval to the federal government, or knowingly making, using or causing to be
made or used a false record or statement material to a false or fraudulent claim to the federal government. A claim includes “any
request or demand” for money or property presented to the U.S. Government. Medical device manufacturers have been held liable
under these laws if they are deemed to cause the submission of false or fraudulent claims by, for example, providing customers with
inaccurate billing or coding information. When an entity is determined to have violated the False Claims Act, it may be subject to
repayment of three times the actual damages sustained by the government, plus significant mandatory civil penalties for each separate
false claim. Suits filed under the False Claims Act can be brought by any individual on behalf of the government and such individuals
(known as “relators” or, more commonly, as “whistleblowers”) may share in any amounts paid by the entity to the government in fines or
settlement. These whistleblower - initiated False Claims Act cases are commonly referred to as “qui tam” actions. False Claims Act
cases may also be initiated by the U.S. Department of Justice or any of its local U.S. Attorneys’ Offices. In addition, certain states have
enacted laws modeled after the federal False Claims Act. Qui tam actions have increased significantly in recent years, causing greater
numbers of healthcare companies to have to defend a false claim action, even before the validity of the claim is established and even if
the government decides not to intervene in the lawsuit. Healthcare companies may decide to agree to large settlements with the
government and/or whistleblowers to avoid the cost and negative publicity associated with litigation.

These laws impact the kinds of financial arrangements we may have with hospitals or other potential purchasers of our
products. They particularly impact how we structure our sales offerings, including pricing, customer support, education and training
programs, physician consulting, research grants and other service arrangements. If our operations are found to be in violation of any of
the health regulatory laws described above or any other laws that apply to us, we may be subject to material penalties, including
potentially significant criminal and civil and administrative penalties, damages, fines, disgorgement, imprisonment, exclusion from
participation in government healthcare programs, contractual damages, reputational harm, and the curtailment or restructuring of our
operations, any of which could materially and adversely affect our ability to operate our business and our results of operations.

Additionally, there has been a trend towards increased federal and state regulation of payments and other transfers of value
provided to healthcare professionals or entities. The federal Physician Payment Sunshine Act requires that certain device
manufacturers track and report to the government information regarding payments and other transfers of value to physicians, certain
other clinical staff, and teaching hospitals, as well as ownership and investment interests held by physicians and their family members.
A manufacturer’s failure to submit timely, accurately and completely the required information for all payments, transfers of value or
ownership or investment interests may result in civii monetary penalties for “knowing failures.” Certain states also mandate
implementation of compliance programs, impose restrictions on device manufacturer marketing practices and/or require the tracking
and reporting of gifts, compensation and other remuneration to healthcare professionals and entities.

We are subject to similar laws in foreign countries where we conduct business. For example, within the EU, the control of
unlawful marketing activities is a matter of national law in each of the member states. The member states of the EU closely monitor
perceived unlawful marketing activity by companies. We could face civil, criminal, and administrative sanctions if any member state
determines that we have breached our obligations under its national laws. Industry associations also closely monitor the activities of
member companies. If these organizations or authorities name us as having breached our obligations under their regulations, rules or
standards, our reputation would suffer, and our business and financial condition could be adversely affected.
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Other Foreign Healthcare Regulations

We are also subject to regulation in the foreign countries in which we manufacture, market, and/or import our products. For
example, the commercialization of certain products, including medical devices, in the EU is regulated under a system that presently
requires all such products sold in the EU to bear the CE marking—an international symbol of adherence to the medical device
regulations and standards of the EU. Our manufacturing facilities in Hawthorne, California; Snoqualmie, Washington; Johor Bahru,
Malaysia; Batam, Indonesia; and Hyderabad, India are all certified to the International Organization for Standardization’s ISO 13485
standard for quality management. Our Hawthorne, California and Snoqualmie, Washington facilities are also certified to the
requirements of Annex Il, section 3 of the Directive 93/42/EEC on Medical Devices, which allows them to self-certify that manufactured
products can bear the CE marking. Further, the implementation of the Restriction of Hazardous Substance Directive (‘ROHS”) requires
that certain products, including medical devices, shipped into the EU eliminate targeted ROHS substances.

The International Medical Device Regulators Forum has implemented a global approach to auditing manufacturers of medical
devices. This audit system, called the Medical Device Single Audit Program (“MDSAP”), provides for an annual audit of a medical
device manufacturer by a certified body on behalf of various regulatory authorities. Current authorities participating in MDSAP include
the Therapeutic Goods Administration of Australia, Brazil's Agencia Nacional de Vigilancia Sanitaria, Health Canada, Japan’s Ministry
of Health, Labour and Welfare, and the Japanese Pharmaceuticals and Medical Devices Agency and the FDA. It is expected that more
regulatory authorities will participate in MDSAP in the future.

We and other medical device manufacturers are confronted with major changes in the EU’s decades-old regulatory framework
governing market access to the EU. The EU’s Medical Devices Regulation (“EU MDR") has replaced, effective as of May 26, 2021, the
EU’s Medical Device Directive (93/42/EEC) and the EU’s Directive on active implantable medical devices (90/385/EEC). The EU MDR
imposes stricter requirements for the marketing and sale of medical devices, including in the areas of clinical evaluation, quality
systems and post-market surveillance, than the medical device directives replaced by the EU MDR.

Manufacturers of currently approved medical devices have a transition time to meet the requirements of the EU MDR with
expiration of such transition time depending on the class of medical device. The EU MDR differs in several important ways from the
EU’s directives for medical devices and active implantable medical devices replaced thereby. The most significant changes in the
regulations include:

® The definition of medical devices covered under the EU MDR is significantly expanded to include devices that may not
have a medical intended purpose, such as colored contact lenses. Also included in the scope of the regulation are devices
designed for the purpose of “prediction and prognosis” of a disease or other health condition.

® Device manufacturers are required to identify at least one person within their organization who is ultimately responsible for
all aspects of compliance with the requirements of the EU MDR. The organization must document the specific
qualifications of this individual relative to the required tasks.

® The EU MDR requires rigorous post-market oversight of medical devices.

® The EU MDR allows the EU Commission or expert panels to publish “Common Specifications,” such as requirements for
technical documentation, risk management, or clinical evaluation.

® Devices are to be reclassified according to risk, contact, duration, and invasiveness.
® Systematic clinical evaluation is required for Class Ila and Class IIb medical devices.

® All approved devices must be recertified in accordance with the EU MDR requirements.

We have a team dedicated to updating and revising key systems, processes, and product technical documentation to meet the
EU MDR requirements.
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Environmental Regulations

We are subject to various environmental laws, directives, and regulations pertaining to the use, storage, handling and disposal
of hazardous substances used, and hazardous wastes generated, in the manufacture of our products. Such laws mandate the use of
controls and practices designed to mitigate the impact of our operations on the environment, and under such laws we may be held
liable for the costs associated with the remediation and removal of any unintended or previously unknown releases of hazardous
substances on, beneath or from our property and associated operations, including the remediation of hazardous waste disposed off-
site. Such laws may impose liability without regard to whether we knew of, or caused, the release of such hazardous substances. Any
failure by us to comply with present or future regulations could subject us to the imposition of substantial fines, suspension of
production, alteration of manufacturing processes or cessation of operations, any of which could have a material adverse effect on our
business, financial condition and results of operations.

We believe that, except to an extent that would not have a material adverse effect on our business, financial condition or
results of operations, we are currently in compliance with all environmental regulations in connection with our manufacturing operations,
and that we have obtained all environmental permits necessary to conduct our business. The amount of hazardous substances used,
and hazardous wastes generated, by us may increase in the future depending on changes in our operations. To ensure compliance
and practice proper due diligence, we conduct appropriate environmental audits and investigations at our manufacturing facilities in
North America, Asia Pacific, and Europe, and, to the extent practicable, on all new properties. Our manufacturing facilities conduct
regular internal audits to ensure proper environmental permits and controls are in place to meet changes in operations. Third-party
investigations address matters related to current and former occupants and operations, historical land use, and regulatory oversight and
status of associated properties and operations (including surrounding properties). The purpose of these studies is to identify, as of the
date of such report, potential areas of environmental concern related to past and present activities or from nearby operations. The
scope and extent of each investigation is dependent upon the size, complexity and operation of the property and on recommendations
by independent environmental consultants.

Competition

The markets in which we operate are highly competitive and characterized by evolving customer needs and rapid technological
change. We compete with other manufacturers, some of which have significantly greater financial, technical and marketing resources
than we have. In addition, some competitors may have the ability to respond rapidly to new or emerging technologies, adapt more
quickly to changes in customer requirements, have stronger customer relationships, have greater name recognition and devote greater
resources to the development, promotion and sale of their products than we do. As a result, we may not be able to compete
successfully against all designers and manufacturers of specialized electronic systems and components or within all markets for
security and inspection systems, patient monitoring, cardiology and remote monitoring, or optoelectronic devices. Future competitive
pressures may materially and adversely affect our business, financial condition and results of operations.

In the security and inspection market, competition is based primarily on factors such as product performance specification
standards, quality and reliability, maintenance and repair competency, government regulatory approvals and qualifications, the overall
cost effectiveness of the system, prior customer relationships and reputation, technological capabilities of the products, price, local
market presence, historical program execution experience, and breadth of sales and service organization. Competition results in price
reductions and reduced margins and could result in loss of market share. Although our competitors offer products in competition with
one or more of our products, we can supply a variety of system types and we offer among the widest array of security inspection
solutions available from a single supplier. This variety of technologies also permits us to offer unique hybrid systems to our customers
that utilize two or more of these technologies, thereby optimizing flexibility, performance and cost to meet each customer’s unique
application requirements.
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In the patient monitoring, cardiology and remote monitoring, clinical monitoring and connected care markets, competition is
also based on a variety of factors including product performance, functionality, value and breadth of sales and service organization.
Competition could result in price reductions, reduced margins and loss of our market share. We believe that our patient monitoring
products are easier to use than the products of many of our competitors because we offer a consistent user interface throughout many
of our product lines. We also believe that the capability of our monitoring systems to connect together, and to the hospital infrastructure,
is a key competitive advantage. Further, while some of our competitors are also beginning to introduce portal technology, which allows
remote access to data from the bedside monitor, central station or other point of care, we believe that our competing technologies bring
valuable, instant access to labs, radiology and charting at the point of care. In the patient monitoring and connected care markets we
face many large international players. Our competitive advantage in this market is via our solution delivery and workflow and
communications software (SafeNSound) as well as our FDA cleared clinical decision support (Rothman Index). Our offering in this
market in the USA uniquely addresses the needs of our customers.

In cardiology and remote monitoring our competitors are more regionally based. Our differentiators in these markets are our
best-in-class analyzer software solutions as well as our industry renowned ambulatory blood pressure monitors.

In the markets in which we compete to provide optoelectronic devices and electronics manufacturing services, our customers
evaluate us and our competitors based primarily on factors such as expertise in the design and development of optoelectronic devices,
product quality, timeliness of delivery, price, technical support and the ability to provide fully integrated services from application
development and design through production. Because our custom optoelectronic components and subsystems require a high degree of
engineering expertise, there are very few competitors of any significant scale in United States, Europe or Asia. Competition in the
extensive electronic manufacturing services market ranges from multinational corporations with sales in excess of several billion dollars,
to large regional competitors and to small local assembly companies. In our experience, the OEM customers to whom we provide such
services often prefer to engage companies that offer both local and lower-cost off-shore facilities. Along with a number of domestic
competitors for these services, our high-volume, low-cost contract manufacturing locations in Southeast Asia compete with other
manufacturers in the same region.

Backlog

We currently measure our backlog as quantifiable purchase orders or contracts that have been signed, for which revenues are
expected to be recognized within the next five years. In instances where we are not able to estimate the value of a purchase order or
contract, they are not included in backlog.

We ship most of our baggage and parcel inspection, people screening, trace detection, patient monitoring, cardiology, remote
monitoring systems and optoelectronic devices and value-added subsystems within one to several months after receiving an order.
However, such shipments may be delayed for a variety of reasons, including supply chain disruptions and any special design or
requirements of the customer. In addition, large orders of security and inspection products and orders for our most complex systems
typically require greater lead-times. Fulfillment of orders of our Rapiscan RTT hold (checked) baggage screening equipment generally
requires longer lead times. Further, we provide turnkey screening services to certain customers for which we may recognize revenue
over multi-year periods.

Certain of our cargo and vehicle inspection systems may require more than a year of lead-time. We have experienced some
significant delays associated with shipments of our cargo and vehicle inspection systems to certain customers. Such delays can occur
for many reasons, including: (i) additional time necessary to coordinate and conduct factory inspections with the customer before
shipment; (ii) a customer’s need to engage in time-consuming site construction projects to accommodate the system, over which we
may have no control or responsibility; (i) additional fine tuning of such systems once they are installed; (iv) design or specification
changes by the customer; (v) time needed to obtain export licenses and/or letters of credit; (vi) delays originating from other contractors
on the project; and (vii) supply chain constraints.

As of June 30, 2024, our consolidated backlog totaled approximately $1.7 billion, compared to $1.8 billion as of June 30, 2023.
Sales orders underlying our backlog are firm orders, although, from time to time we may agree to permit a customer to cancel an order,
or an order may be cancelled for other reasons. Variations in the size of orders, product mix, or delivery requirements, among other
factors, may result in substantial fluctuations in backlog from period to period. Backlog as of any particular date should not be relied
upon as indicative of our revenues for any future period and should not be considered a meaningful indicator of our performance on an
annual or quarterly basis.
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Human Capital

The strength and talent of our workforce are critical to the success of our businesses, and we strive to attract, develop and
retain personnel commensurate with the needs of our businesses. Our human capital management priorities are designed to support
the execution of our business strategy and improve organizational effectiveness. We contribute to our employees’ financial, health, and
social well-being through competitive compensation structures, including a robust employee stock purchase program and retirement
benefits, as well as health and well-being programs focused on promoting the physical and mental health of our workforce. We also
strive to create opportunities for career development and growth. We provide training and development programs to foster connections,
leadership competency, and team and individual development, and we have a tuition reimbursement program to encourage ongoing
education.

We understand the importance of a diverse workforce, and we are committed to upholding a culture of diversity, equity, and
inclusion. We value the unigue contributions of our employees, and we hold firm to the ideals of fairness, equal opportunity and mutual
respect for all forms of diversity and differing abilities. We are committed to pay equity and protecting the rights of underrepresented
groups within our organization, including women, racial and ethnic minorities, and members of the LGBTQ+ community. Our broader
diversity strategies include focus at all levels of our organization, including senior management and our Board of Directors. As of June
30, 2024, 43.9% of our global workforce was female and 53.6% of our U.S. workforce was ethnically diverse.

As of June 30, 2024, we employed 6,681 people, of whom 3,995 were employed in manufacturing, 584 were employed in
engineering or research and development, 655 were employed in administration, 360 were employed in sales and marketing and 1,087
were employed in service capacities. Of the total employees, 2,038 were employed in the Americas, 3,565 were employed in Asia and
1,078 were employed in Europe.

Available Information

We are subject to the informational requirements of the Exchange Act. Therefore, we file periodic reports, proxy statements and
other information with the SEC. The SEC maintains an internet website (http://www.sec.gov) that contains reports, proxy statements
and other information that issuers are required to file electronically.

Our internet address is: http://www.osi-systems.com. The information found on, or otherwise accessible through, our website is
not incorporated into, and does not form a part of this annual report on Form 10-K or any other report or document we file with or
furnish to the SEC. We make available, free of charge through our internet website, our annual reports on Form 10-K, quarterly reports
on Form 10-Q, current reports on Form 8-K, amendments to those reports filed or furnished pursuant to Section 13(a) or 15(d) of the
Exchange Act, and reports filed pursuant to Section 16 of the Exchange Act, as soon as reasonably practicable after electronically filing
such material with, or furnishing it to, the SEC. Also available on our website free of charge are our Corporate Governance Guidelines,
the Charters of our Nominating and Governance, Audit, Compensation and Benefits, Technology, and Risk Management Committees of
our Board of Directors and our Code of Ethics and Conduct (which applies to all members of our Board of Directors and employees,
including our principal executive officer, principal financial officer and principal accounting officer). A copy of this annual report on
Form 10-K is available without charge upon written request addressed to: c/o Secretary, OSI Systems, Inc., 12525 Chadron Avenue,
Hawthorne, CA 90250 or by calling telephone number (310) 978-0516.
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ITEM 1A. RISK FACTORS

Set forth below and elsewhere in this report and in other documents we file with the SEC are descriptions of the risks and
uncertainties that could materially and adversely affect our business, financial condition and results of operations and could make an
investment in our securities speculative or risky. We encourage you to carefully consider all such risk factors when making investment
decisions regarding our company. If any such risks, or any other risks that we do not currently consider to be material, or which are not
known to us, materialize, our business, financial condition and operating results could be materially adversely affected.

Business and Industry Risks

If operators of, or algorithms installed on, our security and inspection systems fail to detect weapons, explosives or
other devices or materials that are used to commit a crime, terrorist act or other mass casualty event, we could be exposed to
product and professional liability and related claims for which we may not have adequate insurance coverage.

Our business exposes us to potential product liability risks that are inherent in the development, manufacturing, sale and
service of security and inspection systems, software and threat detection algorithms, as well as in the provision of training to our
customers in the use and operation of such systems. Our customers use our security and inspection systems to help them detect items
that could be used in performing terrorist acts, mass casualty events or other crimes. Some of our security and inspection systems
require that an operator interpret an image of suspicious items within a bag, parcel, container, vehicle or other vessel. Others use
algorithms to signal to the operator that further investigation is required. In addition, the training, reliability and competence of the
customer’s operator are often crucial to the detection of suspicious items.

Security inspection systems that signal to the operator that further investigation is required are sometimes referred to in the
security industry as “automatic” detection systems. If such a system were to fail to signal to an operator when an explosive, weapon or
other contraband was present, resulting in loss of life or damage, we would be subject to risk of significant product liability claims.
Security inspection by technological means is circumstance and application-specific. Our security and inspection systems offer
significant capabilities, but also have performance limitations and cannot be designed to reveal or detect contraband under all
circumstances, particularly if criminal actors successfully conceal such items. They can also malfunction or underperform, including if
not properly maintained. We also offer various turnkey security screening solutions under which we perform some or all of the security
screening tasks that have historically been performed by our customers. Such projects expose us to certain professional liability risks
that are inherent in performing security inspection services for the purpose of detecting contraband items, including items that could be
used in performing terrorist acts, mass casualty events or other crimes. If a contraband item were to pass through the security
screening services that we perform for a customer and be used to perform a terrorist act, mass casualty event or other crime, we would
be subject to risk of significant professional liability claims.

The loss of certain of our customers, including government agencies that can modify or terminate agreements more
easily than other commercial customers with which we contract, the failure to continue to diversify our customer base or the
non-renewal of certain material contracts could have a negative effect on our reputation and could have a material adverse
effect on our business, financial condition and results of operations.

We sell many of our products to prominent, well-respected institutions, including agencies and departments of the U.S.
Government, state and local governments, foreign governments, renowned hospitals and hospital networks, and large military defense
and space industry contractors. Many of these larger customers spend considerable resources testing and evaluating our products and
our design and manufacturing processes and services. Some of our smaller customers know this and rely on this as an indication of the
quality and reliability of our products and services. As a result, part of our reputation and success depends on our ability to continue to
sell to larger institutions that are known for demanding high standards of excellence. The loss or termination of a contract by such an
institution, even if for reasons unrelated to the quality of our products or services, could therefore have a more wide-spread and
potentially material adverse effect on our business, financial condition and results of operations.
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Our acquisition and alliance activities could result in disruption of our ongoing business and other operational
difficulties, unrecoverable costs, and other negative consequences, any of which could adversely impact our financial
condition and results of operations.

We intend to continue to make investments in companies, products and technologies, either through acquisitions, investments
or alliances. Acquisition and alliance activities often involve risks, including: (i) difficulty in assimilating the acquired operations and
employees and realizing synergies; (ii) potential liabilities of, or claims against, an acquired company, some of which might not be
known until after the acquisition; (iii) difficulty in managing product development activities with our alliance partners; (iv) difficulty in
effectively coordinating sales and marketing efforts; (v) difficulty in combining product offerings and product lines quickly and effectively;
(vi) difficulty in retaining the key employees of the acquired operation; (vii) disruption of our ongoing business, including diversion of
management time; (viii) inability to successfully integrate the acquired technologies and operations into our businesses and maintain
uniform standards, controls, policies and procedures; (ix) unanticipated changes in market or industry practices that adversely impact
our strategic and financial expectations regarding an acquired company or acquired assets and require us to write off or dispose of such
acquired company or assets; (x) lacking the experience necessary to enter into new product or technology markets successfully; and
(xi) difficulty in integrating financial reporting systems and implementing controls, procedures and policies, including disclosure controls
and procedures and internal control over financial reporting, appropriate for public companies of our size at companies that, prior to the
acquisition, had lacked such controls, procedures and policies.

Integrating acquired businesses is complex, time consuming and expensive, and can negatively impact the effectiveness of our
internal control over financial reporting. As a result of these and other risks, we cannot be certain that our acquisitions will be successful
and will not materially adversely affect the conduct, operating results or financial condition of our business.

Substantial declines in crude oil prices or extended periods of low crude oil prices may adversely affect our
business, financial condition, and results of operations.

Some of our international customers have procurement budgets that are strongly correlated with fluctuations in the price of
crude oil. Historically, the market for crude oil has been volatile and unpredictable. Crude oil prices are subject to rapid and significant
fluctuations in response to global events and relatively minor changes in supply and demand. While factors relating the price of crude
oil to demand for our products and services are complex, a period of depressed crude oil prices may adversely affect our business,
financial condition, and results of operations.

Unfavorable currency exchange rate fluctuations could adversely affect our financial results.

Our international sales and our operations in foreign countries expose us to risks associated with fluctuating currency values
and exchange rates. Gains and losses on the conversion of accounts receivable, accounts payable and other monetary assets and
liabilities to U.S. dollars may contribute to fluctuations in our results of operations. We also use forward contracts which are intended to
mitigate the impact of certain foreign currency exposures. These forward contracts may not completely offset foreign currency gains
and losses. In addition, since we conduct business in currencies other than the U.S. dollar but report our financial results in U.S.
dollars, increases or decreases in the value of the U.S. dollar relative to other currencies could have a material adverse effect on our
business, financial condition and results of operations.

U.S. budgeting process disruptions could reduce government spending, which could adversely impact our revenues,
earnings, cash flows and financial condition.

Funding for U.S. federal Government activities takes place on an annual basis with the Government fiscal year beginning on
October 1 and ending on September 30. In recent years, the budgeting process has often not been completed by October 1st, which
has required the temporary extension of funding authority. Because the provision of appropriated funds is undertaken on an annual
basis and subject to budgetary rules and requirements, there can be disruptions to federal funding of current and future procurements.
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We face aggressive competition in each of our operating divisions. If we do not compete effectively, our business will
be harmed.

We encounter aggressive competition from numerous competitors in each of our divisions. In the security and inspection and
patient monitoring and cardiology systems markets, competition is based primarily on such factors as product performance, functionality
and quality, prior customer relationships, technological capabilities of the product, price, certification by government authorities, past
performance, local market presence and breadth of sales and service organization. In the optoelectronic devices and electronics
manufacturing markets, competition is based primarily on factors such as expertise in the design and development of optoelectronic
devices, product quality, timeliness of delivery, price, customer technical support and on the ability to provide fully-integrated services
from application development and design through volume subsystem production. We may not be able to compete effectively with all of
our competitors. To remain competitive, we must develop new products and enhance our existing products and services in a timely
manner. We anticipate that we may have to downward adjust the prices of many of our products to stay competitive. In addition, new
competitors may emerge and entire product lines or service offerings may be threatened by new technologies or market trends that
reduce the value of these product lines or service offerings. Our failure to compete effectively could have a material adverse effect on
our business, financial condition and results of operations.

Healthcare cost containment pressures and legislative or regulatory reforms may affect our ability to sell our
products profitably.

Third-party payers globally are developing increasingly sophisticated methods of controlling healthcare costs which can limit
the amount that healthcare providers may be willing to pay for medical devices. In the United States, hospital and other healthcare
provider customers that purchase our products typically bill various third-party payers to cover all or a portion of the costs and fees
associated with the procedures or tests in which our products are used and bill patients for any deductibles or copayments. Because
there is often no separate reimbursement for our products, any decline in the amount payers are willing to reimburse our customers for
the procedures and tests associated with our products could make it difficult for customers to continue using, or adopt, our products and
create additional pricing pressure for us.

There have been, and we expect there will continue to be, legislative and regulatory proposals to change the healthcare
system, and some could significantly affect the ways in which doctors, hospitals, healthcare systems and health insurance companies
are compensated for the services they provide, which could have a material impact on our business. It is not clear at this time what
changes may impact the ability of hospitals and hospital networks to purchase the patient monitoring, cardiology and remote
monitoring, and connected care systems that we sell or if it will alter market-based incentives that hospitals and hospital networks
currently face to continually improve, upgrade and expand their use of such equipment. Efforts by governmental and third-party payers
to reduce healthcare costs or the implementation of new legislative reforms imposing additional government controls could cause a
reduction in sales or in the selling price of our products, which could materially and adversely affect our business, financial condition
and results of operations.

Consolidation in the healthcare industry could have a material and adverse effect on our revenues and results of
operations.

The healthcare industry has been consolidating and organizations such as group purchasing organizations, independent
delivery networks, and large single accounts continue to consolidate purchasing decisions for many of our healthcare provider
customers. As a result, transactions with customers are larger, more complex and tend to involve more long-term contracts. The
purchasing power of these larger customers has increased, and may continue to increase, causing downward pressure on product
pricing. If we are not one of the providers selected by one of these organizations, we may be precluded from making sales to its
members or participants. Even if we are one of the selected providers, we may be at a disadvantage relative to other selected providers
that are able to offer volume discounts based on purchases of a broader range of products. Further, we may be required to commit to
pricing that has a material adverse effect on our revenues and profit margins, business, financial condition and results of operations. We
expect that market demand, governmental regulation, third-party reimbursement policies and societal pressures will continue to change
the worldwide healthcare industry, resulting in further business consolidations and alliances, which may exert further downward
pressure on the prices of our products and could materially and adversely impact our business, financial condition, and results of
operations.

20




Table of Contents

Technological advances and evolving regulatory standards could reduce our future product sales, which could cause
our revenues to grow more slowly or decline.

The markets for our products are characterized by rapidly changing technology, changing customer needs, evolving industry or
regulatory standards and certifications and frequent new product introductions and enhancements. The emergence of new industry or
regulatory standards and certification requirements in related fields may adversely affect the demand for our products. In addition, any
products or processes that we currently offer or plan to develop may become obsolete or uneconomical before we recover all or any of
the expenses incurred in connection with their development. We cannot provide assurance that we will succeed in developing and
marketing product enhancements or new products that respond to technological change, new industry standards, evolving customer
requirements or competitive products on a timely and cost-effective basis. Additionally, even if we are able to develop new products and
product enhancements to meet any such standards, we cannot provide assurance that they will be profitable or that they will achieve
market acceptance. We also develop certain of our security inspection technologies to meet the certification requirements of various
government regulatory agencies worldwide. Such standards change as threat and risk assessments evolve and as new technology
becomes available within the industry, which enables regulators to demand performance improvements. We may not ultimately be able
to develop, or develop in a timely way, solutions that are ultimately able to meet the new standards.

Certain of our U.S. Government contracts are dependent upon our employees obtaining and maintaining required
security clearances, as well as our ability to obtain security clearances for the facilities in which we perform sensitive
government work.

Certain of our U.S. Government contracts require our employees to maintain various levels of security clearances, and we are
required to maintain certain facility security clearances. If we cannot maintain or obtain the required security clearances for our facilities
and our employees, or obtain these clearances in a timely manner, we may be unable to perform certain U.S. Government contracts.
Further, loss of a facility clearance, or an employee’s failure to obtain or maintain a security clearance, could result in a U.S.
Government customer terminating an existing contract or choosing not to renew a contract. Lack of required clearances could also
impede our ability to bid on or win new U.S. Government contracts. This could damage our reputation and adversely affect our
business, financial condition and results of operations.

We could be subject to changes in tax rates, the adoption of new U.S. or international tax legislation, or exposure to
additional tax liabilities.

We are subject to taxes in the U.S. and numerous foreign jurisdictions. Tax rates in various jurisdictions may be subject to
significant change due to economic and political conditions or otherwise. Our effective tax rates could be affected by changes in the mix
of earnings in countries with differing statutory tax rates, changes in the valuation of deferred tax assets and liabilities, or adoption of
new tax legislation or changes in tax laws or their interpretation. We are also subject to the examination of our tax returns and other tax
matters by the U.S. Internal Revenue Service and other tax authorities and governmental bodies. We regularly assess the likelihood of
an adverse outcome resulting from these examinations to determine the adequacy of our provision for taxes. There can be no
assurance as to the outcome of these examinations. If our effective tax rates were to increase, or if the ultimate determination of our
taxes owed is for an amount in excess of amounts previously accrued, our financial condition and operating results could be materially
adversely affected.

The conflict between Russia and Ukraine and the related implications may negatively impact our operations.

In February 2022, Russia invaded Ukraine. As a result, the U.S. and certain other countries have imposed sanctions on Russia
and could impose further sanctions that could damage or disrupt international commerce and the global economy. It is not possible to
predict the broader or longer-term consequences of this conflict or the sanctions imposed to date, which could include further sanctions,
embargoes, regional instability, geopolitical shifts and adverse effects on macroeconomic conditions, security conditions, currency
exchange rates and financial markets. Such geopolitical instability and uncertainty could have a negative impact on our ability to sell to,
ship products to, collect payments from, and support customers in certain regions based on trade restrictions, embargoes and export
control law restrictions, and logistics restrictions including closures of air space, and could increase the costs, risks and adverse
impacts from supply chain and logistics challenges.

As a result of the conflict between Russia and Ukraine, there is also an increased likelihood of cyber attacks or cybersecurity
incidents that could either directly or indirectly impact our operations. Any attempts by cyber attackers to disrupt our information
systems or the information systems of our vendors, if successful, could harm our business, result in the misappropriation of funds, be
expensive to remedy, and damage our reputation or brand. We have certain research and development activities within Ukraine for our
Healthcare division which have been somewhat impacted and while we expect the impacts of conflict between Russia and Ukraine to
continue to have an effect on our business, financial condition and results of operations, we are unable to predict the extent or nature of
these impacts at this time.
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We cannot predict the consequences of current or future geopolitical events, but they may adversely affect the
markets in which we operate and our results of operations.

Ongoing instability and current conflicts in global markets, and the potential for other conflicts and future terrorist activities and
other recent geopolitical events throughout the world, including the ongoing conflict between Russia and Ukraine, the ongoing conflict
in the Middle East and its regional effects, and increased tensions in Asia, have created and may continue to create economic and
political uncertainties and impacts that could have a material adverse effect on our business, operations, and profitability. These types
of matters cause uncertainty in financial markets and may significantly increase the political, economic and social instability in the
geographic areas in which we operate. In addition, in connection with the current status of international relations with Russia,
particularly in light of the conflict between Russia and Ukraine, the U.S. government has imposed enhanced export controls on certain
products and sanctions on certain industry sectors and parties in Russia. The governments of other jurisdictions in which we operate,
such as the European Union and Canada, may also implement sanctions or other restrictive measures. These potential sanctions and
export controls, as well as any responses from Russia, could adversely affect us and/or our supply chain, business partners, or
customers.

Operational Risks

As a U.S. Government contractor, we are subject to extensive Federal procurement rules and regulations as well as
contractual obligations that are unique to doing business with the U.S. Government. Non-compliance with any such rules,
regulations or contractual obligations could negatively affect current programs, potential awards and our ability to do
business with the U.S. Government in the future.

U.S. Government contractors must comply with extensive procurement regulations and other requirements. In addition, U.S.
Government contracts typically contain provisions and are subject to laws and regulations that provide government agencies rights not
typically found in commercial contracts, including the ability to: (i) terminate, reduce the value of, or otherwise modify existing contracts;
(ii) suspend or prohibit us from doing business with the government or a specific government agency; and (iii) claim rights in
technologies and systems invented, developed or produced by us, in whole or in part, at the government’s expense.

U.S. Government agencies and the agencies of many other governments with which we contract can terminate their contracts
with us for convenience, and in that event, we generally may recover only our incurred costs and expenses on the work completed prior
to termination. If an agency terminates a contract with us for default, we may be denied any recovery and may be liable for excess
costs incurred by the agency in procuring undelivered items from an alternative source. Decisions by an agency to terminate one of our
contracts for default could negatively affect our ability to win future awards not only from such agency, but also from other government
agencies and commercial customers, many of whom evaluate past performance, or are required to review past performance
information, when making their procurement decisions. U.S. Government agencies may also initiate civil False Claims Act litigation
against us based on allegations related to our performance of contracts for the U.S. Government, or to our compliance with
procurement regulations and other legal requirements to which such contracts are subject, or both. Such litigation can be expensive to
defend and if found liable can result in treble damages and significant civil penalties. The U.S. Government may also initiate
administrative proceedings that, if resulting in an adverse finding against us or any of our subsidiaries as to our present responsibility to
be a U.S. Government contractor or subcontractor, could result in our company or our subsidiaries being suspended for a period of time
from eligibility for award of new government contracts or task orders or in a loss of export privileges and, if satisfying the requisite level
of seriousness, in our debarment from contracting with the U.S. Government for a specified term as well as being subject to other
remedies available to the U.S. Government. The occurrence of any of the foregoing events could result in a material adverse effect on
our business, financial condition and results of operations.

Due to the competitive process to obtain contracts and the likelihood of protests, we may be unable to achieve or
sustain revenue growth and profitability.

A significant portion of our business is generally awarded through a competitive bidding process, which involves substantial
costs, including cost and time to prepare bids and proposals for contracts that may not be awarded to us, may be split among
competitors or that may be awarded but for which we do not receive meaningful task orders. Following contract award, we may
encounter significant expense, delay, contract modifications or even contract loss as a result of our competitors protesting the award of
contracts to us in competitive bidding. Any resulting loss or delay of start-up and funding of work under protested contract awards may
adversely affect our revenues and profitability. In addition, multi-award contracts require that we make sustained post-award efforts to
obtain task orders under the contract. As a result, we may not be able to obtain these task orders or recognize revenues under these
multi-award contracts. Our failure to compete effectively in this procurement environment would adversely affect our revenues and
profitability.
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Our revenues are dependent on orders of security and inspection systems, turnkey security screening solutions and
patient monitoring and cardiology and remote monitoring systems, which may have lengthy and unpredictable sales cycles.

Sales of security and inspection systems and turnkey security screening solutions often depend upon the decision of
governmental agencies to upgrade or expand existing airports, border crossing inspection sites, seaport inspection sites, military
facilities and other security installations. In the case of turnkey security screening solutions, the commencement of screening operations
may be dependent on the approval, by a government agency, of the protocols and procedures that our personnel are to follow during
the performance of their activities. In addition, turnkey screening solutions projects require that we hire and manage large numbers of
local personnel in jurisdictions where we may not have previously operated. Sales outside of the United States of our patient monitoring
and cardiology and remote monitoring systems depend in significant part on the decision of governmental agencies to build new
medical facilities or to expand or update existing medical facilities. Accordingly, a significant portion of our sales of security and
inspection systems, turnkey security screening solutions and our patient monitoring and cardiology and remote monitoring systems is
often subject to delays associated with the lengthy approval processes. During these approval periods, we expend significant financial
and management resources in anticipation of future revenues that may not occur. If we fail to receive such revenues after expending
such resources, such failure could have a material adverse effect on our business, financial condition and results of operations.

If we do not introduce new products in a timely manner, our products could become obsolete and our operating
results would suffer.

We sell many of our products in industries characterized by rapid technological changes, frequent new product and service
introductions and evolving industry standards and customer needs. Without the timely introduction of new products and enhancements,
our products could become technologically obsolete over time, in which case our revenue and operating results would suffer. The
success of our new product offerings will depend upon several factors, including our ability to: (i) accurately anticipate customer needs;
(i) innovate and develop new technologies and applications; (iii) successfully commercialize new technologies in a timely manner; (iv)
price our products competitively and manufacture and deliver our products in sufficient volumes and on time; and (v) differentiate our
offerings from our competitors’ offerings. Some of our products are used by our customers to develop, test and manufacture their
products. We therefore must anticipate industry trends and develop products in advance of the commercialization of our customers’
products. In developing any new product, we may be required to make a substantial investment before we can determine the
commercial viability of the new product. If we fail to accurately foresee our customers’ needs and future activities, we may invest heavily
in research and development of products that do not lead to significant revenues.

Interruptions in our ability to purchase raw materials and subcomponents may adversely affect our profitability.

We purchase raw materials and certain subcomponents from third parties. We generally do not have guaranteed long-term
supply arrangements with our suppliers. In addition, for certain raw materials and subcomponents that we use, there are a limited
number of potential suppliers that we have qualified or that we are currently able to qualify. Consequently, some of the key raw
materials and subcomponents that we use are currently available to us only from a single vendor. The reliance on a single qualified
vendor could result in delays in delivering products or increases in the cost of manufacturing the affected products. Any material
interruption in our ability to purchase necessary raw materials or subcomponents or a significant increase in price of raw materials or
subcomponents could adversely affect our ability to fulfill customer orders and therefore could ultimately have a material adverse effect
on our business, financial condition and results of operations.

We contract with third parties that may be unable to fulfill contracts on time.

We contract with third-party vendors to service our equipment in the field. In addition, some of these vendors maintain stocks of
spare parts that are more efficiently accessed in conjunction with a service agreement than would be the case if we were to maintain
such spare parts independently. Any material interruption in the ability of our vendors to fulfill such service contracts could adversely
affect our ability to fulfill customer orders and therefore could ultimately have a material adverse effect on our business, financial
condition and results of operations. Additionally, purchasers of our security and inspection systems and turnkey security screening
solutions sometimes require the construction of the facilities that will house our systems and/or operations. We engage qualified
construction firms to perform this work. However, if such firms experience delays, if they perform sub-standard work or if we fail to
properly monitor the quality of their work or the timeliness of their progress, we may not be able to complete our construction projects
on time. In any such circumstance, we could face the imposition of delay penalties and breach of contract claims by our customer. Any
material delay caused by our construction firm subcontractors could therefore ultimately have a material adverse effect on our business,
financial condition and results of operations.
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We accumulate excess quantities or elevated inventory levels from time to time.

Because of long lead times and specialized product designs, in certain cases we purchase components and manufacture
products in anticipation of customer orders based on customer forecasts. For a variety of reasons, such as decreased end-user
demand for our products or other factors, our customers might not purchase all the products that we have manufactured or for which we
have purchased components. If we are unsuccessful in recouping our material and manufacturing costs, this could have a material
adverse effect on our business, financial condition and results of operations. In addition, because of the complex customer acceptance
criteria associated with some of our products, on some occasions, the title of which or risk of loss has passed to our customers are still
included in our inventory until revenue recognition criteria are met. As a result, inventory levels are elevated from time to time.

Economic, political, legal, operational and other risks associated with international sales and operations could
adversely affect our financial performance.

Our businesses are subject to risks associated with doing business internationally. Many of our manufacturing facilities, and
therefore employees, suppliers, real property, capital equipment, cash and other assets are located outside the United States.
Accordingly, our future results could be harmed by a variety of factors, including without limitation: (i) changes in foreign currency
exchange rates; (ii) changes in a country’s or region’s political or economic conditions, particularly in developing or emerging markets;
(iii) political and economic instability, including the possibility of civil unrest, terrorism, mass violence or armed conflict; (iv) geopolitical
events, wars and military conflicts; (v) longer payment cycles of foreign customers and difficulty of collecting receivables in foreign
jurisdictions; (vi) imposition of domestic and international taxes, export controls, tariffs, embargoes, sanctions, trade disputes, and other
trade restrictions; (vii) difficulty in staffing and managing widespread operations; (viii) difficulty in managing distributors and sales
agents and their compliance with applicable laws; (ix) changes in a foreign government’s budget, leadership and national priorities; (x)
increased legal risks arising from differing legal systems; and (xi) compliance with export control and anticorruption legislation.

There are inherent risks associated with operations in Mexico.

We are currently in the process of fulfilling agreements to provide cargo and vehicle inspection systems and related services to
government customers in Mexico. The following are certain risks to operating in Mexico that could adversely impact our operations and
have a material adverse effect on our business, financial condition and results of operations: (i) ability of key suppliers and
subcontractors to fulfill obligations on a timely basis; (ii) cooperation of various departments of the Mexican government in issuing
permits, and inspecting our operations on a timely basis; (iii) receipt of payments in a timely manner; (iv) significant penalties in the
event of our late delivery or non-performance; (v) termination or change in scope of program at the election of the Mexican government;
(vi) regional political and economic instability; (vii) high rate of crime in Mexico where we conduct operations; and (viii) change in the
value of the Mexican peso.

Our operations are vulnerable to interruption or loss due to natural disasters, epidemics or pandemics such as
COVID-19, terrorist acts and other events beyond our control, which could adversely impact our operations.

Although we perform manufacturing in multiple locations, we generally do not have redundant manufacturing capabilities in
place for any particular product or component. As a result, we depend on our current facilities for the continued operation of our
business. A natural disaster, epidemic or pandemic, terrorist act, act of war, civil unrest, or other natural or manmade disaster affecting
any of our facilities could significantly disrupt our operations, or delay or prevent product manufacturing and shipment for the time
required to repair, rebuild, or replace our manufacturing facilities. This delay could be lengthy and we could incur significant expenses to
repair or replace the facilities. Any similar natural or manmade disaster that affects a key supplier or customer could lead to a similar
disruption in our business.
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Any recall of our products, either voluntarily or at the direction of the FDA or another governmental authority, or the
discovery of serious safety issues with our products that leads to corrective actions, could have a material adverse impact on
us.

All medical devices can experience performance problems that require review and possible corrective action by us or a
component supplier. Component failures, manufacturing errors, noncompliance with quality system requirements or good
manufacturing practices, design defects, software defects or labeling inadequacies in any device could result in an unsafe condition or
injury to the patient. The FDA and similar foreign governmental authorities have the authority to require the recall of commercialized
products in the event of material deficiencies or defects in design or manufacture of a product or if a product poses an unacceptable
risk to health. Manufacturers may also, under their own initiative, stop shipment or recall a product if any material deficiency is found or
withdraw a product to improve device performance or for other reasons. A government mandated or voluntary recall by us could occur
as a result of an unacceptable risk to health, component failures, manufacturing errors, noncompliance with good manufacturing
practices or quality system requirements, design or labeling defects or other deficiencies and issues. Similar regulatory agencies in
other countries have similar authority to recall products because of material deficiencies or defects in design or manufacture that could
endanger health. A recall involving our products could be particularly harmful to our business, financial and operating results. In
addition, under the FDA's medical device reporting regulations, we are required to report to the FDA any incident in which our product
may have caused or contributed to a death or serious injury or in which our product malfunctioned and, if the malfunction were to recur,
would likely cause or contribute to death or serious injury. A future recall announcement could harm our reputation with customers and
negatively affect our sales. In addition, the FDA or a foreign governmental authority could take enforcement action for failing to report
the recalls when they were conducted.

Depending on the corrective action we take to redress a product’s deficiencies or defects, the FDA or applicable foreign
regulatory authority may require, or we may decide, that we will need to obtain new approvals or clearances for the device before we
may market or distribute the corrected device. Seeking such approvals or clearances may delay our ability to replace the recalled
devices in a timely manner. Moreover, we may face additional regulatory enforcement action, including FDA warning letters, product
seizure, injunctions, administrative penalties, civil penalties or criminal fines. We may also be required to bear other costs or take other
actions that may have a negative impact on our sales as well as face material adverse publicity or regulatory consequences, which
could harm our business, including our ability to market our products in the future. Any adverse event involving our products, whether in
the United States or abroad, could result in future voluntary corrective actions, such as recalls or customer notifications, or agency
action, such as inspection, mandatory recall, orders of repair, replacement or refund or other enforcement action. Any corrective action,
whether voluntary or involuntary, as well as defending ourselves in a lawsuit, will require the dedication of our time and capital and may
harm our reputation and financial results.

We rely on third parties and our own systems for interaction with our customers and suppliers and employees, and a
failure of a key information technology system, process or site or any other failure or interruption in the services provided by
these third parties or our own systems could have a material adverse impact on our ability to conduct business.

We rely extensively on our information technology systems and systems and services provided by third parties to interact with
our employees and our customers and suppliers. These interactions include, but are not limited to, ordering and managing materials
from suppliers, converting materials to finished products, shipping product to customers, processing transactions, summarizing and
reporting results of operations, transmitting data used by our service personnel and by and among our wide-spread personnel and
facilities, complying with regulatory, legal and tax requirements, and other processes necessary to manage our business. We do not
control our third-party service providers and we do not maintain redundant systems for some of such services, increasing our
vulnerability to problems with such services. If the systems on which we rely are damaged or cease to function properly due to any
number of causes, ranging from failures of our third-party service providers to catastrophic events, to power outages, to security
breaches, we may suffer interruptions in our ability to manage operations which may adversely impact our business, results of
operations and/or financial condition.
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We could suffer a loss of revenue and increased costs, exposure to significant liability, reputational harm, and other
serious negative consequences if we sustain cyber attacks or other data security breaches that disrupt our operations or
result in the dissemination of proprietary or confidential information about us or our customers, suppliers, or other third
parties; our products and services may be subject to potential cyber attacks or other information technology vulnerabilities.

We manage and store proprietary, sensitive and confidential data related to our business operations. We may be subject to
cyber attacks and breaches of the information technology systems we use for these purposes. Experienced programmers and hackers
may be able to penetrate our network security and misappropriate or compromise our confidential information or that of third parties,
create system disruptions, or cause shutdowns. Hackers may also be able to develop and deploy viruses, worms, malware,
ransomware and other malicious software programs that attack our systems or otherwise exploit security vulnerabilities in our systems
or products. In addition, sophisticated hardware and operating system software and applications that we produce or procure from third
parties may contain defects in design or manufacturing, including “bugs” and other problems that could unexpectedly interfere with the
operation of our systems or products. Cyber threats vary in technique, are persistent, frequently change, and increasingly are more
sophisticated, targeted, and difficult to detect or prevent. We expend significant capital and resources to protect against the threat of
security breaches, including cyber attacks, viruses, worms, malware, ransomware and other malicious software programs. Substantial
additional expenditures may be required before or after a cyber attack to mitigate or alleviate problems caused by the unauthorized
access, theft of data stored within our information systems, or the introduction of computer malware or ransomware to our environment.
Our remediation efforts may not be successful, and there could be interruptions, delays, or cessation of service due to cyber attacks or
other data security breaches.

We often identify attempts to gain unauthorized access to our systems. Given the rapidly evolving nature and proliferation of
cyber threats, there can be no assurance that our employee training, operational, and other technical security measures or other
controls will detect, prevent or remediate security or data breaches in a timely manner or otherwise prevent unauthorized access,
damage, or interruption of our systems and operations. We are likely to face attempted cyber attacks in the future. Accordingly, we may
be vulnerable to losses associated with the improper functioning, security breach, or unavailability of our information systems as well as
any systems used in acquired operations. In addition, breaches of our security measures and the unapproved use or disclosure of
proprietary information or sensitive or confidential data about us or our suppliers, customers or other third parties could expose us or
any such affected third party to a risk of loss or misuse of this information, result in litigation and potential liability for us, damage our
brand and reputation or otherwise harm our business, even if we were not responsible for the breach. Furthermore, we are exposed to
additional risks because we rely in certain capacities on third-party software, data management, and cloud service providers with
possible security problems and security vulnerabilities beyond our control. Media or other reports of perceived security vulnerabilities to
our systems or those of our third-party suppliers, even if no breach has been attempted or occurred, could adversely impact our brand
and reputation and materially and adversely impact our business.

Our products and services may also be at risk of cyber attacks and security breaches. While we design and build security
measures into our products and services, once installed and implemented at customer sites those measures may not prevent all
cybersecurity attacks targeted against their networks and datacenters, such as the unauthorized access, capture, or alteration of
information; the exposure or exploitation of potential security vulnerabilities; distributed denial of service attacks; the installation of
malware or ransomware; acts of vandalism; computer viruses; or misplaced data or data loss.

A significant actual or perceived (whether or not valid) theft, loss, fraudulent use or misuse of customer, employee, or other
personally identifiable data, whether by us, our partners and vendors, or other third parties, or as a result of employee error or
malfeasance or otherwise, non-compliance with applicable industry standards or our contractual or other legal obligations regarding
such data, or a violation of our privacy and information security policies with respect to such data, could result in costs, fines, litigation,
or regulatory actions against us. Such an event could additionally result in unfavorable publicity and therefore materially and adversely
affect the market's perception of the security and reliability of our products and services and our credibility and reputation with our
customers. Given increasing cybersecurity threats, there can be no assurance that we will not experience business interruptions, data
loss, ransom, misappropriation, or corruption or theft or misuse of proprietary information or related litigation and investigation, any of
which could have a material adverse effect on our financial condition and results of operations and harm our business reputation.
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Delays, costs, and disruptions that result from upgrading, integrating and maintaining the security of our information
and technology networks and systems could materially and adversely affect us.

We are dependent on information technology networks and systems, including Internet and Internet-based or “cloud”
computing services, to collect, process, transmit, and store electronic information. We are currently modernizing and upgrading our
information technology systems while also simultaneously integrating systems from our various acquisitions, including making changes
to legacy systems, and replacing some legacy systems with new and advanced functionality. While upgrading and implementing
change to any one of our systems could present challenges, the age of our systems and architecture may present unique challenges
that we have not previously encountered as we undertake these efforts. There are inherent costs and risks associated with integrating,
replacing and changing these systems and implementing new systems, including potential disruption of our sales and operations,
potential disruption of our internal control structure, substantial capital expenditures, additional administration and operating expenses,
demands on management time, securing our systems along with dependent processes from cybersecurity threats, and other risks and
costs of delays or difficulties in transitioning to new systems or of integrating new systems into our current systems. The implementation
of or delay in implementing new information technology systems may also cause disruptions in our business operations and impede our
ability to comply with constantly evolving laws, regulations and industry standards addressing information and technology networks,
privacy and data security, any of which could have a material adverse effect on our business, financial condition, results of operations
and cash flows.

Our inability to successfully manage the implementation of a company-wide enterprise resource planning (“ERP”)
system could adversely affect our operating results.

We are in the process of implementing a new company-wide ERP system. This process has been and continues to be complex
and time-consuming and we expect to incur additional capital outlays and expenses. This ERP system will modernize and replace many
of our existing operating and financial systems, which is a major undertaking from a financial management and personnel perspective.
Should the new ERP system not be implemented successfully throughout all our business units, be significantly delayed or over-budget
or if the system does not perform in a satisfactory manner, it could be disruptive and adversely affect our operations, including our
potential ability to report accurate, timely and consistent financial results, our ability to purchase supplies, components and raw
materials from suppliers, and our ability to timely deliver products and services to customers and/or collect receivables from them. If the
new ERP system is not successfully and fully implemented, it could negatively affect our financial reporting, inventory management,
future sales, profitability and financial condition.

Our credit facility contains provisions that could restrict our ability to finance our future operations or engage in other
business activities that may be in our interest.

Our credit facility contains a number of significant covenants that, among other things, limit our ability to: (i) dispose of assets;
(ii) incur certain additional indebtedness; (iii) repay certain indebtedness; (iv) create liens on assets; (v) pay dividends on our common
stock; (vi) make certain investments, loans and advances; (vii) repurchase or redeem capital stock; (vii) make certain capital
expenditures; (ix) engage in acquisitions, mergers or consolidations; and (x) engage in certain transactions with subsidiaries and
affiliates. These covenants could limit our ability to plan for or react to market conditions, finance our operations, engage in strategic
acquisitions or disposals or meet our capital needs or could otherwise restrict our activities or business plans. Our ability to comply with
these covenants may be affected by events beyond our control. In addition, our credit facility also requires us to maintain compliance
with certain financial ratios. Our inability to comply with the required financial ratios or covenants could result in an event of default
under our credit facility. A default, if not cured or waived, may permit acceleration of our indebtedness. In addition, our lenders could
terminate their commitments to make further extensions of credit under our credit facility. If our indebtedness is accelerated, we cannot
be certain that we will have sufficient funds to pay the accelerated indebtedness or that we will have the ability to refinance accelerated
indebtedness on terms favorable to us or at all. If we are not able to refinance existing indebtedness on acceptable terms, our ability to
finance our operations, engage in strategic acquisitions, and otherwise meet our capital needs would be significantly impaired.

Shares of our common stock issuable upon conversion of the 2.25% Convertible Senior Notes due 2029 (the “Notes”)
may dilute the ownership interest of our stockholders or may adversely affect the market price of our common stock.

The conversion of the Notes may dilute the ownership interests of our stockholders. Upon conversion of the Notes, we have
the option to pay or deliver, as the case may be, cash or a combination of cash and shares of our common stock as described in Note
8. If we elect to settle our conversion obligation by a combination of cash and shares of our common stock, any sales in the public
market of our common stock issuable upon such conversion could adversely affect prevailing market prices of our common stock. Also
the existence of the Notes may encourage short selling by market participants because the conversion of the Notes could be used to
satisfy short positions, or anticipated conversion of the Notes into shares of our common stock could depress the price of our common
stock.
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Our indebtedness (including the Notes) could limit the cash flow available for our operations, expose us to risks that
could adversely affect our business, financial condition and results of operations and impair our ability to satisfy our debt
obligations, including the Notes.

Our indebtedness could have significant negative consequences for our security holders and our business, results of
operations and financial condition by, among other things: (i) increasing our vulnerability to adverse economic and industry conditions;
(i) limiting our ability to obtain additional financing; (iii) requiring the dedication of a substantial portion of our cash flow from operations
to service our indebtedness, which will reduce the amount of cash available for other purposes; (iv) limiting our flexibility to plan for, or
react to, changes in our business; and (v) placing us at a possible competitive disadvantage with competitors that are less leveraged
than us or have better access to capital. Our business may not generate sufficient funds, and we may otherwise be unable to maintain
sufficient cash reserves, to pay amounts due under our indebtedness, including the Notes, and our cash needs may increase in the
future. If we fail to comply with debt covenants or to make payments under our indebtedness when due, then we would be in default
under that indebtedness, which could, in turn, result in such indebtedness and our other indebtedness becoming immediately payable
in full.

We may be unable to raise the funds necessary to repurchase the Notes for cash following a fundamental change, or
to pay the cash amounts due upon conversion, and our other indebtedness may limit our ability to repurchase the Notes or
pay cash upon their conversion.

Noteholders may, subject to a limited exception, require us to repurchase their Notes following a fundamental change (as
defined in the Convertible Note Indenture) at a cash repurchase price generally equal to the principal amount of the Notes to be
repurchased, plus accrued and unpaid interest, if any, to, but excluding, the related fundamental change repurchase date. In addition,
all conversions of Notes are to be settled partially or entirely in cash. We may not have enough available cash or be able to obtain
financing at the time we are required to repurchase the Notes or pay the cash amounts due upon conversion. In addition, applicable
law, regulatory authorities and the agreements governing our other indebtedness may restrict our ability to repurchase the Notes or pay
the cash amounts due upon conversion. Our existing credit facility contains certain limitations on cash payments for the conversion,
redemption or repurchase of the Notes, including compliance with certain leverage ratios on a pro forma basis after giving effect to such
cash payments. Our failure to repurchase Notes or pay the cash amounts due upon conversion when required will constitute a default
under the Note Indenture. A default under the Note Indenture or the fundamental change itself could also lead to a default under
agreements governing our other indebtedness, which may result in that other indebtedness becoming immediately payable in full. We
may not have sulfficient funds to satisfy all amounts due under the other indebtedness and the Notes.

Provisions in the Note Indenture could delay or prevent an otherwise beneficial takeover of us.

Certain provisions in the Notes and the Note Indenture could make a third-party attempt to acquire us more difficult or
expensive. For example, if a takeover constitutes a fundamental change, then, subject to certain exceptions, noteholders will have the
right to require us to repurchase their Notes for cash. In addition, if a takeover constitutes a make-whole fundamental change, then we
may be required to temporarily increase the conversion rate. In either case, and in other cases, our obligations under the Notes and the
Note Indenture could increase the cost of acquiring us or otherwise discourage a third party from acquiring us or removing incumbent
management, including in a transaction that noteholders or holders of our common stock may view as favorable.

The accounting method for the Notes could adversely affect our reported financial condition and results.

The accounting method for reflecting the Notes on our balance sheet, accruing interest expense for the Notes and potential
inclusion of underlying shares of our common stock in our reported diluted earnings per share may adversely affect our reported
earnings and financial condition. In accordance with applicable accounting standards, the Notes will be reflected as a liability on our
balance sheets, with the initial carrying amount equal to the principal amount of the Notes, net of issuance costs. The issuance costs
will be treated as a debt discount for accounting purposes, which will be amortized into interest expense over the term of the Notes. As
a result of this amortization, the interest expense that we expect to recognize for the Notes for accounting purposes will be greater than
the cash interest payments we will pay on the Notes, which will result in lower reported income. In addition, the shares underlying the
Notes will be reflected in our diluted earnings per share using the “if converted” method. Under that method, if the conversion value of
the Notes exceeds their principal amount for a reporting period, then we will calculate our diluted earnings per share assuming that all
of the Notes were converted at the beginning of the reporting period and that we issued shares of our common stock to settle the
excess. The after-tax interest expense associated with the Notes will not be added back to the numerator of the diluted earnings per
share calculation for these purposes. The application of the if-converted method may reduce our reported diluted earnings per share,
and accounting standards may change in the future in a manner that may adversely affect our diluted earnings per share. Furthermore,
if any of the conditions to the convertibility of the Notes is satisfied, then we may be required under applicable accounting standards to
reclassify the liability carrying value of the Notes as a current, rather than a long-term, liability. This reclassification could be required
even if no noteholders convert their Notes and could materially reduce our reported working capital.
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Legal and Regulatory Risks

The Support Anti-terrorism by Fostering Effective Technologies Act of 2002 (SAFETY Act) may not shield us against
legal claims we may face following an act of terrorism.

The SAFETY Act provides important legal liability protections for providers of qualified anti-terrorism products and services.
Under the SAFETY Act, providers, such as our Security division, may apply to the U.S. Department of Homeland Security for coverage
of their products and services. If granted coverage, such providers receive certain legal protections against product liability,
professional liability and certain other claims that could arise following an act of terrorism. We have applied to the U.S. Department of
Homeland Security for many of the products and services offered by our Security division, but we do not enjoy coverage under the
SAFETY Act (or the highest level of coverage) for every product line, model number and service offering that our Security division
provides. Also, the terms of the SAFETY Act coverage decisions awarded to us by the U.S. Department of Homeland Security restrict
coverage to specific model numbers, software, and options within our product lines, sales to specific customers, and impose various
other limitations, and contain conditions and requirements that we may not continue to satisfy in the future. Delays by the U.S.
Department of Homeland Security in granting coverage and in our ability to meet the evolving standards of the SAFETY Act application
process has and may in the future continue to result in coverage limitations for our products and services. If we fail to maintain SAFETY
Act protections for each of our product models, options, offerings, software and services, or fail to apply in a timely way for coverage for
new products, models, and services as we acquire or introduce them, or if the U.S. Department of Homeland Security limits the scope
of any coverage previously awarded to us, denies us coverage or continued coverage for a particular product, product line, model,
option, offering, software feature, or service, or delays in making decisions about whether to grant us coverage, we may become
exposed to legal claims that the SAFETY Act was otherwise designed to prevent. Moreover, the SAFETY Act was not designed to
shield providers of qualified anti-terrorism products and services from all types of claims that may arise from acts of terrorism, including
from many types of claims lodged in courts outside of the United States or acts of terrorism that occur outside of the United States,
which exposes us to legal claims and litigation defense costs despite the SAFETY Act awards we have received.

Our patient monitoring, cardiology and remote monitoring, and connected care systems could give rise to product
liability claims and product recall events that could materially and adversely affect our financial condition and results of
operations.

The development, manufacturing and sale of medical devices expose us to significant risk of product liability claims, product
recalls and, sometimes, product failure claims. We face an inherent business risk of financial exposure to product liability claims if the
use of our medical devices results in personal injury or death. Substantial product liability litigation currently exists within the medical
device industry. Some of our patient monitoring, cardiology and remote monitoring, and connected care products may become subject
to product liability claims and/or product recalls. Future product liability claims and/or product recall costs may exceed the limits of our
insurance coverages, or such insurance may not continue to be available to us on commercially reasonable terms, or at all. In addition,
a significant product liability claim or product recall could significantly damage our reputation for producing safe, reliable and effective
products, making it more difficult for us to market and sell our products in the future. Consequently, a product liability claim, product
recall or other claim could have a material adverse effect on our business, financial condition and results of operations.

Our global operations expose us to legal compliance risks related to certain anti-bribery and anti-corruption laws.

We are required to comply with the U.S. Foreign Corrupt Practices Act, which prohibits United States companies from
engaging in bribery or making other prohibited payments to foreign officials for the purpose of obtaining or retaining business. It also
requires us to maintain specific record-keeping standards and adequate internal accounting controls. In addition, we are subject to
similar requirements in other countries. Bribery, corruption, and trade laws and regulations, and the enforcement thereof, are increasing
in frequency, complexity and severity on a global basis. Although we have internal policies and procedures with the intention of
assuring compliance with these laws and regulations, our employees, distributors, resellers and contractors involved in our international
sales may take actions in violations of such policies. If our internal controls and compliance program do not adequately prevent or deter
our employees, distributors, resellers, contractors and/or other third parties with which we do business from violating anti-bribery, anti-
corruption or similar laws and regulations, we may incur severe fines, penalties and reputational damage.

We are subject to import and export controls that could subject us to liability or impair our ability to compete in
international markets.

Due to the international scope of our operations, we are subject to a complex system of import- and export-related laws and
regulations, including U.S. export control and customs regulations and customs regulations of other countries. These regulations are
complex and vary among the legal jurisdictions in which we operate. Any alleged or actual failure to comply with such regulations may
subject us to government scrutiny, investigation, and civil and criminal penalties, and may limit our ability to import or export our
products or to provide services outside the United States. Depending on severity, any of these penalties could have a material impact
on our business, financial condition and results of operations.
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Our business is subject to complex and evolving U.S. and international laws and regulation regarding privacy and
data protection. If we fail to meet our compliance obligations under applicable privacy and data protection regulations, even if
such compliance by us is inadvertent, or if we are unable to comply with changes to such requirements, we might be subject
to fines, legal disputes, or other liabilities that could have a material adverse effect on our financial condition and results of
operations.

Regulatory authorities around the world are considering legislative and regulatory proposals concerning data protection, and
the interpretation and application of data protection laws in the U.S., the EU, and elsewhere are often uncertain and in flux. These laws
may be interpreted and applied in a manner that is inconsistent with our data practices. If our data practices are found to be in conflict
with privacy and data protection laws or regulations, we could face fines or orders requiring that we change our data practices, which
could have an adverse effect on our business, financial condition and results of operations. We must comply with extensive federal and
state requirements regarding the use, retention, security, and re-disclosure of patient healthcare information. HIPAA and the regulations
that have been issued under it contain substantial restrictions and complex requirements with respect to the use and disclosure of
certain individually identifiable health information, referred to as “protected health information”. Any failure or perceived failure of our
Company or our products to meet HIPAA standards and related regulatory requirements could expose us to certain notification, penalty,
and enforcement risks, damage our reputation, and adversely affect demand for our products and force us to expend significant capital
and other resources to address the privacy and security requirements of HIPAA.

In addition, there are other federal laws that include specific privacy and security obligations for certain types of health
information and impose additional sanctions and penalties. All 50 states, the District of Columbia, Guam, Puerto Rico, and the Virgin
Islands have enacted legislation requiring notice to individuals of security breaches involving protected health information, which is not
uniformly defined among the breach notification laws. Organizations must review each state’s definitions, mandates, and naotification
requirements and timelines to appropriately prepare and notify affected individuals and government agencies, including the attorney
general, in compliance with such state laws. Further, most states have enacted patient confidentiality laws that protect against the
disclosure of confidential medical information, and many states have adopted or are considering adopting further legislation in this area.
These state laws may be more stringent than HIPAA requirements. California passed the California Consumer Privacy Act which came
into effect January 1, 2020 and was amended and expanded by the California Privacy Rights Act, or CPRA, which came into effect on
January 1, 2023, which imposes significant changes in data privacy regulation, and New York has passed the Stop Hacks and Improve
Electronic Data Security Act, which expands the state’s existing privacy laws. GDPR, a regulation implemented in the EU on data
protection and privacy for all individuals in the EU and the EEA, applies to all enterprises, regardless of location, that are doing
business in the EU or that collect and analyze data tied to EU and EEA residents. GDPR creates a range of compliance obligations,
including stringent technical and security controls surrounding the storage, use, and disclosure of personal information, and significantly
increases financial penalties for noncompliance.

We are facing an increasingly complex international regulatory environment which is constantly changing and if we
fail to comply with international regulatory requirements, or are unable to comply with changes to such requirements, our
financial performance may be harmed.

Our international operations and sales subject us to an international regulatory environment which is becoming increasingly
complex and is constantly changing due to factors beyond our control. Risks associated with our international operations and sales
include, without limitation, those arising from differing: (i) legal and court systems and changes to such systems; (ii) labor laws and
changes in those laws; (iii) tax laws and changes in those laws; (iv) environmental laws and changes in those laws; (v) laws governing
our distributors and sales agents and changes in those laws; (vi) protection of intellectual property and changes in that protection; and
(vii) differing import and export requirements and changes to those requirements. If we fail to comply with applicable international
regulatory requirements our financial performance may be harmed.

Substantial government regulation in the United States and abroad may restrict our ability to sell our patient
monitoring, cardiology and remote monitoring, and connected care systems, and failure to comply with such laws and
regulations may have a material adverse impact on our business.

The FDA and comparable regulatory authorities in foreign countries extensively and rigorously regulate our patient monitoring,
cardiology and remote monitoring, and connected care systems, including the research and development, design, testing, clinical trials,
manufacturing, clearance or approval, safety and efficacy, labeling, advertising, promotion, pricing, recordkeeping, reporting, import and
export, post-approval studies and sale and distribution of these products. In the United States, before we can market a new medical
device, or a new use of, new claim for, or significant modification to, an existing product, we must first receive clearance under Section
510(k) of the Federal Food, Drug and Cosmetic Act as discussed under Part |, Item 1, “Business - Regulation of Medical Devices.”
Some modifications made to products cleared through a 510(k) may require a new 510(k). The FDA can delay, limit or deny clearance
or approval of a device for many reasons.
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Our future products may not obtain FDA clearance on a timely basis, or at all. Further, the FDA makes periodic inspections of
medical device manufacturers and in connection with such inspections issues observations when the FDA believes the manufacturer
has failed to comply with applicable regulations. If FDA observations are not addressed to the FDA's satisfaction, the FDA may issue a
warning letter or proceed directly to other forms of enforcement action, which could include the shutdown of our production facilities,
adverse publicity, and civil and criminal penalties. The expense and costs of any corrective actions that we may take, which may
include product recalls, correction and removal of products from customer sites and/or changes to our product manufacturing and
quality systems, could adversely impact our financial results. Issuance of a warning letter may also lead customers to delay purchasing
decisions or cancel orders.

Our patient monitoring, cardiology and remote monitoring, and connected care systems must also comply with the laws and
regulations of foreign countries in which we develop, manufacture and market such products. In general, the extent and complexity of
medical device regulation is increasing worldwide. This trend is likely to continue, and the cost and time required to obtain marketing
clearance in any given country may increase as a result. Our products may not obtain any necessary foreign clearances on a timely
basis, or at all. Once any of our patient monitoring, cardiology and remote monitoring, or connected care systems is cleared for sale,
regulatory authorities may still limit the use of such product, prevent its sale or manufacture or require a recall or withdrawal of such
product from the marketplace. Following initial clearance from regulatory authorities, we continue to be subject to extensive regulatory
requirements. Government authorities can withdraw marketing clearance or impose sanctions due to our failure to comply with
regulatory standards or due to the occurrence of unforeseen problems following initial clearance. Ongoing regulatory requirements are
wide-ranging and govern, among other things: (i) annual inspections to retain a CE mark for sale of products in the EU; (ii) product
manufacturing; (iii) patient health data protection and medical device security; (iv) supplier substitution; (v) product changes; (vi)
process modifications; (vii) medical device reporting; and (viii) product sales and distribution.

Legislative or regulatory reforms such as the EU Medical Devices Regulation may make it more difficult and costly for
us to obtain certification, regulatory clearance, or approval of any future products and to manufacture, market, and distribute
our products after certification, clearance, or approval is obtained.

The EU MDR introduced substantial changes to the obligations with which medical device manufacturers must comply in the
EEA. High - risk medical devices are subject to additional scrutiny during the conformity assessment procedure. The EU MDR is
directly applicable, without the need for adoption by EEA country laws implementing them, in all EEA countries and intended to
eliminate current differences in regulation of medical devices among EEA countries. The EU MDR, among other things, is intended to
establish a uniform, transparent, predictable and sustainable regulatory framework across the EEA for medical devices to ensure a high
level of safety and health while supporting innovation. The EU MDR imposes a number of new requirements on manufacturers of
medical devices and imposes increased compliance obligations for us to access the EEA market. Our failure to comply with applicable
foreign regulatory requirements, including those administered by authorities of the EEA countries, could result in enforcement actions
against us and impair our ability to market products in the EEA in the future. Any changes to the membership of the EU, such as the
departure of the United Kingdom under Brexit, may impact the regulatory requirements for impacted countries and impair our business
operations and our ability to market products in such countries. For further discussion of the EU MDR, see Part |, Item 1, “Business -
Regulation of Medical Devices.”

We may be subject to fines, penalties, injunctions, or other enforcement actions if we are determined to be promoting
the use of our products for unapproved or “off label” uses, resulting in damage to our reputation and business.

Our promotional materials and training methods must comply with FDA and other applicable laws and regulations, including the
prohibition of the promotion of a medical device for a use that has not been cleared or approved by the FDA known as “off label” use. If
the FDA determines that our promotional materials or training constitutes promotion of an off label use, it could request that we modify
our training or promotional materials or subject us to regulatory or enforcement actions, including the issuance of warning letters,
untitled letters, fines, penalties, consent decrees, injunctions, or seizures, which could have an adverse impact on our reputation and
financial results. We could also be subject to enforcement action under other federal or state laws, including the False Claims Act.

Our failure to comply with federal, state, and foreign laws and regulations relating to our healthcare business could
have a material and adverse effect on our business.

Although we do not provide healthcare services, submit claims for third-party reimbursement or receive payments directly from
Medicare, Medicaid or other third-party payers for our products, we are subject to healthcare fraud and abuse regulation and
enforcement by federal and state governments. Healthcare fraud and abuse and health information privacy and security laws potentially
applicable to our operations are discussed in Part |, Item 1, “Business — Regulation of Medical Devices.” The risk of our being found in
violation of these laws and regulations is increased because many of them have not been fully interpreted by the regulatory authorities
or the courts, and their provisions are open to a variety of interpretations. Moreover, health care reform legislation has strengthened
these laws. For example, the Affordable Care Act, among other things, amended the intent requirement of the federal Anti Kickback
Statute and criminal health care fraud statutes; a person or entity no longer needs to have actual knowledge of these statutes or
specific intent to violate them to have committed a violation. In addition, the Affordable Care Act provided that the government may
assert that a claim including items or services resulting from a violation of the federal Anti Kickback Statute constitutes a false or
fraudulent claim for purposes of the False Claims Act.
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Because of the breadth of these laws and the narrowness of the statutory exceptions and safe harbors available under such
laws, it is possible that some of our business activities could be subject to challenge under one or more of such laws. Any action against
us for violation of these laws could cause us to incur significant legal expenses and divert our management’s attention from the
operation of our business. If our operations are found to be in violation of any of the laws described above or any other governmental
regulations that apply to us, we may be subject to penalties, including civil and criminal penalties, damages, fines, exclusion from
governmental health care programs, disgorgement, contractual damages, reputational harm, diminished profits and future earnings,
and the curtailment or restructuring of our operations, any of which could impair our ability to operate our business, financial condition
and our financial results.

Evolving expectations around corporate responsibility practices, specifically related to environmental, social and
governance (“ESG”) matters, may expose us to reputational and other risks.

Stockholders, customers, suppliers and other third parties are increasingly focusing on ESG and corporate social responsibility
endeavors and reporting. Certain institutional investors, investment funds, and other influential investors are also increasingly focused
on ESG practices. Companies that do not adapt to or comply with evolving stakeholder expectations and standards, or which are
perceived to have not responded appropriately, may suffer from reputational damage and may suffer a material adverse effect on its
business or financial condition or stock price. Further, increased focus on ESG issues may result in new regulations or third-party
requirements that could materially and adversely impact our business or result in certain stockholders reducing or eliminating their
holdings of our common stock.

General Risks

Significant inflation and increasing interest rates could materially and adversely affect our business and financial
results.

The current inflation rate could materially and adversely affect us by increasing our operating costs, including our materials,
freight, and labor costs. In a highly inflationary environment, we may be unable to raise the sales prices of our products to match the
rate of inflation or our increasing operating costs, which could reduce our profit margins and have a material and adverse effect on our
financial performance. Further, pressures from inflation could negatively impact the willingness and ability of our customers to purchase
our products in the same volumes as have been purchased in the past or are currently being purchased. As interest rates rise to
address inflation or otherwise, such increases will impact the base rates applicable in our credit arrangements and will result in
borrowed funds becoming more expensive to us over time. These financing pressures also can have a negative impact on customers’
willingness to purchase our products in the same volumes as previously purchased. We also use forward contracts which are intended
to mitigate the impact of certain foreign currency exposures. These forward contracts may not completely offset foreign currency gains
and losses.

Our insurance coverage may be inadequate to cover all significant risk exposures.

We maintain insurance for certain risks, and we believe our insurance coverage is consistent with general practices within our
industry. However, the amount of our insurance coverage may not cover all claims or liabilities and we may be forced to bear
substantial costs. Consistent with market conditions in the insurance industry, premiums and deductibles for some of our insurance
policies have been increasing and may continue to increase in the future. In some instances, some types of insurance may become
available only for reduced amounts of coverage, if at all. In addition, there can be no assurance that our insurers would not challenge
coverage for certain claims. If we were to incur a significant liability for which we were not fully insured or that our insurers disputed, it
could have a material adverse effect on our business, financial condition and results of operations.

We are involved in various litigation matters, which could have a material adverse effect on our business, financial
condition or operating results.

Litigation can be lengthy, expensive and disruptive to our operations, and can divert our management’s attention away from the
running of our business. Claims arising out of actual or alleged violations of law could be asserted against us by individuals, either
individually or through class actions, or by governmental entities in investigations and proceedings. If we are unsuccessful in our
defense in litigation matters, or any other legal proceeding, we may be forced to pay damages or fines, some of which may be in
excess of our insurance coverage, and/or change our business practices, any of which could have a material adverse effect on our
business, financial condition and results of operations. For more information about our litigation matters, see “Legal Proceedings” and
Note 11 to the consolidated financial statements.
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ITEM 1B. UNRESOLVED STAFF COMMENTS

None.
ITEM 1C. CYBERSECURITY

Risk Management and Strategy

We maintain high standards with respect to cybersecurity, in accordance with regulatory guidelines, contractual requirements
and industry practices. Our cybersecurity strategy is aimed to anticipate, detect, and respond to threats, ensuring the resilience and
integrity of our operations. We use a risk management process, overseen by our Information Security Officer (“ISO”), that encompasses
technical security controls, policy compliance mechanisms, monitoring systems, contractual agreements, and governance. Our
cybersecurity risk management process is integrated with our overall enterprise risk management process and shares common
methodologies, reporting channels and governance processes that apply across the enterprise risk management process to other legal,
compliance, strategic, operational and financial risk areas. Key elements of our cybersecurity risk management program include a
cybersecurity incident response plan with procedures for responding to cybersecurity incidents and annual data protection and
cybersecurity awareness training of our employees who have access to information systems.

We have implemented security control principles that follow the National Institute of Standards and Technology (NIST)
Cybersecurity Framework with the main goal of our cybersecurity risk management process being to protect the confidentiality, integrity,
and availability of our information assets. Our external auditors annually review our information security management system, which
has an ISO/IEC 27001 certification.

We monitor our environment for cybersecurity threats with real-time ability to activate measures to minimize impact, respond to
incidents, and investigate issues. We routinely conduct security assessments of our applications, manage vulnerabilities, and perform
penetration testing as well as exercises that mimic cybersecurity incidents to evaluate and enhance our security posture and lower
cybersecurity risk.

In addition to our own systems and technology, we rely on third-party service providers for certain software, technology and
cloud-based systems and services that support a variety of critical business operations. We have policies and processes designed to
identify, assess and manage cybersecurity risk relating to these third-party service providers. When contracting with these providers,
the procurement function works closely with the compliance and legal teams to conduct diligence and help appropriately manage risk,
including cybersecurity risk, throughout the life cycle of the contract. We have developed, and seek to incorporate, standard contractual
security requirements into our service provider agreements. We also perform cybersecurity assessments of third-party service providers
where we deem appropriate given the nature of the engagement and the data and systems expected to be accessed.

We have not identified any cybersecurity threats, including as a result of any previous cybersecurity incidents, that have
materially affected or are reasonably likely to materially affect our business strategy, results of operations, or financial situation.
However, despite our efforts to identify and respond to cybersecurity threats, we cannot eliminate all risks from cybersecurity threats or
provide assurances that we have not experienced an undetected cybersecurity incident or will not experience a cybersecurity incident
in the future. For additional information on cybersecurity related risks, see “ltem 1A. Risk Factors” of this Annual Report on Form 10-K.

Governance

Several members of the Board comprise the Risk Management Committee (RMC), which is responsible, among other things,
for oversight of cybersecurity risks based on the authority given by our Board of Directors. The RMC receives regular updates at least
quarterly from management, including our Chief Information Officer (CIO) and our Information Security Officer (ISO) with evaluations of
cyber risk, the threat environment, updates on incidents, and advancements on investments in cybersecurity risk reduction. Our CIO
has been with the Company since January 2021 and has over 25 years of global experience. He has served in numerous senior
leadership positions where he gained significant cybersecurity and risk management experience across multiple high-tech industries.
Our I1SO has been with the Company since July 2018 and similarly has over 25 years of extensive cybersecurity, risk and compliance
experience including CISSP and CISM certifications.
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Information Security, Corporate Audit, Finance, Legal, Compliance and Investor Relations have a strong partnership at the
management level and have established a Cybersecurity Council that connects the risk management and cybersecurity incident
response processes. In the event of a cybersecurity breach, the 1ISO will inform the Cybersecurity Council, and then the Cybersecurity
Council will determine materiality and next steps. The Cybersecurity Council will meet with the RMC and/or the full Board as needed to
share details of the event and facilitate reporting to regulators as required.

ITEM 2. PROPERTIES

As of June 30, 2024, we owned the following principal facilities:

Approximate

Square

Location Description of Facility Footage
Billerica, Massachusetts Manufacturing, engineering, sales and marketing and service for our

Security division 186,200
Snoqualmie, Washington Headquarters and administrative, manufacturing, engineering, sales,

marketing and service for our Healthcare division 177,000
Batam, Indonesia Manufacturing for our Optoelectronics and Manufacturing division 93,500
Stoke on Trent, United Kingdom Manufacturing, engineering, sales, marketing and service for our

Security division 90,000
Surrey, United Kingdom Manufacturing, engineering, sales, marketing and service for our

Security division 59,000

As of June 30, 2024, we leased the following principal facilities:
Approximate

Location Description of Facility Square Footage Expiration
Hawthorne, California Corporate headquarters and administrative,

manufacturing, engineering, sales and marketing and

service for our Optoelectronics and Manufacturing

division 88,000 2027
Johor Bahru, Malaysia(1) Manufacturing, engineering, sales and service for our

Security division 167,600 2025
Johor Bahru, Malaysia(1) Manufacturing, engineering, sales and service for our

Optoelectronics and Manufacturing division 110,100 2024 ~ 2025
Torrance, California Manufacturing, engineering, sales and marketing and

service for our Security division 91,900 2027
Batam, Indonesia (1) Manufacturing for our Optoelectronics and Manufacturing

division 101,100 2024 ~ 2028
Andover, Massachusetts Manufacturing, engineering, sales and marketing and

service for our Security division 64,200 2027
Tecate, Mexico Manufacturing for our Optoelectronics and Manufacturing

division 60,200 2028

(1) This is comprised of multiple leases at the same or nearby facilities.

We believe that our facilities are in adequate condition to support our current operations but expect to expand as necessary to
support our anticipated future growth. We currently anticipate that we will be able to renew the leases that are scheduled to expire in the
next few years on terms that are substantially the same as those currently in effect. However, even if we were not able to renew one or
more of the leases, we believe that suitable substitute space is available to relocate any of the facilities. Accordingly, we do not believe
that our failure to renew any of the leases that are scheduled to expire in the next few years will have a material adverse effect on our
operations.

34




Table of Contents

ITEM 3. LEGAL PROCEEDINGS
From time to time, we are subject to legal proceedings, claims, and litigation arising in the ordinary course of our business or

otherwise. More information regarding legal proceedings in which we are involved can be found under Note 11, “Commitments and
Contingencies” of the Notes to the Consolidated Financial Statements in Item 8, which is incorporated by reference into this ltem 3.

ITEM 4. MINE SAFETY DISCLOSURES

Not applicable
PARTII

ITEM 5. MARKET FOR REGISTRANT’S COMMON EQUITY, RELATED STOCKHOLDER MATTERS AND ISSUER PURCHASES
OF EQUITY SECURITIES

Stock Market and Other Information
Our common stock is traded on The Nasdaq Global Select Market under the symbol “OSIS.”

As of August 26, 2024, there were approximately 92 holders of record of our common stock. This number does not include
beneficial owners holding shares through nominees or in “street” name.

Dividends

We have not paid any dividends since the consummation of our initial public offering in 1997, and we have no intention of
paying dividends for the foreseeable future.

Unregistered Sales of Equity Securities

We did not sell any unregistered shares of common stock during the fiscal year ended June 30, 2024.
Issuer Purchases of Equity Securities

We did not repurchase any shares of common stock during the fiscal year ended June 30, 2024.
Securities Authorized for Issuance Under Equity Compensation Plans

The following table provides information concerning our equity compensation plans as of June 30, 2024.

Number of securities
remaining available for
Number of securities to Weighted-average future issuance under
be issued upon exercise exercise price of equity compensation
of outstanding options, outstanding options, plans (excluding securities

Plan category warrants and rights warrants and rights reflected in column (a))
(a) (b) (c)
Equity compensation plans approved by security holders 78,958 $ 97.87 2,535,891 (1)(2)
Equity compensation plans not approved by security
holders — N/A —
Total 78,958 $ 97.87 2,535,891

(1) These shares are available for future issuance under our Amended and Restated 2012 Incentive Award Plan (the “OSI Plan”),
which was approved by our shareholders on December 10, 2020 and amended on December 12, 2023.

(2) Awards of restricted stock units or other awards that convey the full value of the shares subject to the award are counted as 1.87
shares for every one award granted.
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Performance Graph

The graph below compares the cumulative total stockholder return for the period beginning on the market close on the last
trading day before the beginning of our fifth preceding fiscal year through and including the end of our last completed fiscal year with
(a) The Nasdag Composite Index and (b) a peer group of publicly traded issuer(s) with which we have generally competed.

The peer group includes the following companies: Conmed Corp, Leidos Holdings Inc. and Smiths Group Plc.

The graph assumes that $100.00 was invested on June 30, 2019 in (a) our common stock, (b) The Nasdag Composite Index,
and (c) the companies comprising the peer group described above (weighted according to the issuer’s stock market capitalization at the
beginning of each period for which a return is indicated). The graph assumes that all dividends were reinvested. Historical stock price
performance is not necessarily indicative of future stock price performance.

This performance graph shall not be deemed “filed” for purposes of Section 18 of the Exchange Act, or incorporated by
reference into any Company filing under the Securities Act of 1933, as amended, or the Exchange Act, except as shall be expressly set
forth by specific reference in such filing.

COMPARISON OF § YEAR CUMULATIVE TOTAL RETURN*
Among 0S| Systems, Inc., the NASDAQ Composite Index,
and a Peer Group
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*$100 invested on 6/30/19 in stock or index, including reinvestment of dividends
Fiscal year ending June 30

The following table provides the same information in tabular form as of June 30:

2019 2020 2021 2022 2023 2024
OSI Systems, Inc 100.00 66.27 90.24 75.86 104.62 122.10
The Nasdag Composite Index 100.00 126.94 184.36 141.17 178.08 230.80
Peer Group 100.00 90.75 102.41 90.35 105.62 110.55
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ITEM 6. [RESERVED]
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ITEM 7. MANAGEMENT’S DISCUSSION AND ANALYSIS OF FINANCIAL CONDITION AND RESULTS OF OPERATIONS

The following management’s discussion and analysis of financial condition and results of operations (“MD&A”) is intended to
help the reader understand our results of operations and financial condition. MD&A is provided as a supplement to, and should be read
in conjunction with, our financial statements and the accompanying notes. This MD&A contains forward-looking statements and the
matters discussed in these forward-looking statements are subject to risks, uncertainties, and other factors that could cause actual
results to differ materially from those projected or implied in the forward-looking statements. Please see “Risk Factors” and “Forward-
Looking Statements” for a discussion of the uncertainties, risks and assumptions associated with these statements.

Overview

We are a vertically integrated designer and manufacturer of specialized electronic systems and components for critical
applications. We sell our products and provide related services in diversified markets, including homeland security, healthcare, defense
and aerospace. We have three operating divisions, each of which is a reportable segment: (a) Security, providing security and
inspection systems and turnkey security screening solutions; (b) Optoelectronics and Manufacturing, providing specialized electronic
components and electronic manufacturing services for our Security and Healthcare divisions, as well as to third parties for applications
in the defense and aerospace markets, among others; and (c) Healthcare, providing patient monitoring, cardiology and remote
monitoring, and connected care systems and associated accessories.

Security Division. Through our Security division, we provide security screening products, software, and services globally, as
well as turnkey security screening solutions. These products and services are used to inspect baggage, parcels, cargo, people, vehicles
and other objects for weapons, explosives, drugs, radioactive and nuclear materials and other contraband. Revenues from our Security
division accounted for 68% of our total consolidated revenues for fiscal 2024.

As a result of terrorist attacks and smuggling operations against the U.S. and in other locations worldwide, security and
inspection products have increasingly been used at a wide range of facilities in addition to airports, such as border crossings, seaports,
freight forwarding operations, sports and entertainment venues, government and military installations, railways, and nuclear facilities.
We believe that our wide-ranging product portfolio together with our ability to provide turnkey screening solutions position us to pursue
security and inspection opportunities as they arise throughout the world.

In recent years, U.S. government budget deficits and the national debt have created increasing pressure to examine and
reduce spending across many federal agencies, including those responsible for national security spending. Additionally, there continues
to be volatility in international markets that has impacted international security spending. We believe that the diversified product
portfolio and international customer mix of our Security division position us well to withstand the impact of these uncertainties and even
benefit from specific initiatives within various governments. However, future budgetary reductions may be implemented as both the U.S.
Government and other international government customers manage fiscal challenges including those stemming from government
spending that occurred during the COVID-19 pandemic; such reductions could have a material, adverse effect on our business,
financial condition and results of operations.

Optoelectronics and Manufacturing Division. Through our Optoelectronics and Manufacturing division, we design,
manufacture and market optoelectronic devices and flex circuits and provide electronics manufacturing services globally for use in a
broad range of applications, including aerospace and defense electronics, security and inspection systems, medical imaging and
diagnostics, telecommunications, office automation, computer peripherals, industrial automation, and consumer products. We also
provide our optoelectronic devices and electronics manufacturing services to OEM customers, and our own Security and Healthcare
divisions. Revenues from external customers in our Optoelectronics and Manufacturing division accounted for 21% of our total
consolidated revenues for fiscal 2024.

Healthcare Division. Through our Healthcare division, we design, manufacture, market and service patient monitoring,
cardiology and remote monitoring, and connected care systems globally for sale primarily to hospitals and medical centers. Our
products monitor patients in critical, emergency and perioperative care areas of the hospital and provide information, through wired and
wireless networks, to physicians and nurses who may be at the patient’'s bedside, in another area of the hospital or even outside the
hospital. Revenues from our Healthcare division accounted for 11% of our total consolidated revenues for fiscal 2024.
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The healthcare markets in which we operate are highly competitive. We believe that our customers choose among competing
products on the basis of product performance, functionality, price, value and service. In addition, many factors, including public policy
spending priorities, available resources, and product and economic cycles, have a significant impact on the capital spending policies of
our customers. Impasses in national, regional, or local government budgeting decisions could lead to substantial delays or reductions in
governmental spending. Many of our products have lengthy sales and purchase order cycles or are subject to competitive bidding or
public tender processes. As a result, customers may delay or accelerate system purchases in conjunction with timing of their capital
budget timelines or be unable to complete such purchases at all.

Consolidated Results

Discussion and analysis of our financial condition and results of operations for fiscal 2022 has been omitted from this Annual
Report on Form 10-K, and is available in Item 7 of Part Il, “Management’s Discussion and Analysis of Financial Condition and Results of
Operations” of our Annual Report on Form 10-K for the year ended June 30, 2023.

Fiscal 2024 Compared with Fiscal 2023. \We reported consolidated sales of $1,538.8 million in fiscal 2024, a 20.4% increase
compared to the prior year. Our income from operations increased to $189.1 million in fiscal 2024 or 39.8% growth from the prior year
driven primarily by increased sales of $260.3 million which increased associated gross profit by $99.9 million, partially offset by and an
increase in operating expenses of $46.2 million.

Acquisitions. We acquired two businesses in fiscal 2024 and four businesses in fiscal 2023, as described in Note 2 to the
Consolidated Financial Statements. None of these acquisitions was considered material.

Trends and Uncertainties

The following is a discussion of certain trends and uncertainties that we believe have influenced, and may continue to influence,
our results of operations.

Global Economic Considerations. Our products and services are sold in numerous countries worldwide, with a large
percentage of our sales generated outside the United States. Therefore, we are exposed to and impacted by global macroeconomic
factors, U.S. and foreign government policies and foreign exchange fluctuations. There is uncertainty surrounding macroeconomic
factors in the U.S. and globally characterized by the supply chain environment, inflationary pressure, rising interest rates, and labor
shortages. Increasing diplomatic and trade friction between the U.S. and China has also created significant uncertainty in the global
economy. These global macroeconomic factors, coupled with the volatile U.S. political climate and political unrest internationally, have
created uncertainty and impacted demand for certain of our products and services. Conflicts in Gaza and nearby regions have created
political and economic uncertainty in the Middle East. Also, the continued conflict between Russia and Ukraine and the sanctions
imposed in response to this conflict have increased global economic and political uncertainty. While the impact of these factors remains
uncertain, we will continue to evaluate the extent to which these factors will impact our business, financial condition or results of
operations. We do not know how long this uncertainty will continue. These factors could have a material adverse effect on our
business, results of operations and financial condition.

Global Trade. The current domestic and international political environment, including in relation to recent and further potential
changes by the U.S. and other countries in policies on global trade and tariffs, have resulted in uncertainty surrounding the future state
of the global economy and global trade. This uncertainty is exacerbated by sanctions imposed by the U.S. government against certain
businesses and individuals in select countries. Continued or increased uncertainty regarding global trade due to these or other factors
may require us to modify our current business practices and could have a material adverse effect on our business, results of operations
and financial condition.

Healthcare Considerations. As described, our Healthcare division experienced some increased demand for its patient
monitoring products as a result of the COVID-19 pandemic during the earlier stages of the pandemic. Certain hospitals are facing
significant financial pressure as supply chain constraints and inflation drive up operating costs, higher interest rates make access to
credit more expensive, and fiscal stimulus programs enacted during the COVID - 19 pandemic wind down. To the extent
macroeconomic conditions remain challenging, it is likely that hospitals’ spend on capital equipment will be adversely impacted.

Government Policies. Our results of operations and cash flows could be materially affected by changes in U.S. or foreign
government legislative, regulatory or enforcement policies.
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Russia’s Invasion of Ukraine. The invasion of Ukraine by Russia and the sanctions imposed in response to this conflict have
increased global economic and political uncertainty. This has the potential to indirectly disrupt our supply chain and access to certain
resources. While we have not experienced significant adverse impacts to date and will continue to monitor for any impacts and seek to
mitigate disruption that may arise, we have certain research and development activities within Ukraine for our Healthcare division which
have been somewhat impacted. The conflict also has increased the threat of malicious cyber activity from nation states and other
actors.

Currency Exchange Rates. On a year-over-year basis, currency exchange rates negatively impacted reported sales by
approximately 1.6% for the year ended June 30, 2024 compared to the year ended June 30, 2023, primarily due to the strengthening of
the U.S. dollar against other foreign currencies in fiscal 2024. Any further strengthening of the U.S. dollar against foreign currencies
would adversely impact our sales in future periods, and any weakening of the U.S. dollar against foreign currencies would positively
impact our sales in future periods.

Coronavirus Pandemic. The coronavirus disease 2019 (“COVID-19") pandemic dramatically impacted the global health and
economic environment, with millions of confirmed cases, business slowdowns and shutdowns, and market volatility. The COVID-19
pandemic caused, and may continue to cause, significant economic disruptions and impacted, and may continue to impact, our
operations and the operations of our suppliers, logistics providers and customers as a result of supply chain disruptions and delays, as
well as labor challenges. During the early stages of the pandemic, our Healthcare division experienced increased demand for certain
products as a result of COVID-19. In our Security division, throughout the pandemic, receipt of certain orders was delayed, most
notably with respect to our aviation and cargo products, and our revenues were adversely impacted as a result of the pandemic.

Significant International Security Contracts. During fiscal years 2023 and 2024, our Security division was awarded three
significant international contracts valued in aggregate greater than $800 million with expected revenues to be recognized over multiple
years.

Critical Accounting Policies and Estimates

The following discussion and analysis of our financial condition and results of operations is based on our consolidated financial
statements, which have been prepared in conformity with accounting principles generally accepted in the United States (“GAAP”). Our
preparation of these consolidated financial statements requires us to make judgments and estimates that affect the reported amounts of
assets and liabilities, disclosure of contingent assets and liabilities at the date of the financial statements and the reported amounts of
revenues and expenses during the reporting period. We base our estimates on historical experience and on various other assumptions
that we believe to be reasonable under the circumstances. As a result, actual results may differ from such estimates. Our senior
management has reviewed these critical accounting policies and estimates and related disclosures with the Audit Committee of our
Board of Directors. The following summarizes our critical accounting policies and estimates used in preparing our consolidated financial
statements:

Revenue Recognition. We recognize revenue when performance obligations under the terms of the contracts with our
customers are satisfied. Our performance obligations are broadly categorized as product sales, service revenue, and project-specific
contract revenue. Revenue from sales of products is recognized upon shipment or delivery when control of the product transfers to the
customer, depending on the terms of each sale, and when collection is probable. Revenue from services includes installation and
implementation of products and turnkey security screening services and after-market services. Generally, revenue from services is
recognized over time as the services are performed. Sales agreements with customers can be project specific, cover a period of time,
and can be renewable periodically. The contracts may contain terms and conditions with respect to payment, delivery, installation,
services, warranty and other rights. Contracts with customers may include the sale of products and services.

In certain instances, contracts with customers can contain multiple performance obligations such as civil works to prepare a
site for equipment installation, training of customer personnel to operate equipment, and after-market service of equipment. We assign
multiple elements in a contract into separate performance obligations if those elements are distinct, both individually and in the context
of the contract. If multiple promises comprise a series of distinct services which are substantially the same and have the same pattern of
transfer, they are combined and accounted for as a single performance obligation.

Inventory. Inventories are stated at the lower of cost (first - in, first - out) or net realizable value. We write down inventory for
slow-moving and obsolete inventory based on historical usage, orders on hand, assessments of future demands, and market
conditions, among other items. If these factors are less favorable than those projected, additional inventory write-downs may be
required.
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Income Taxes. Our annual tax rate is based on our income, statutory tax rates and tax planning opportunities available to us in
the various jurisdictions in which we operate. Tax laws are complex and subject to different interpretations by the taxpayer and
respective governmental taxing authorities. Significant judgment is required in determining our tax expense and in evaluating our tax
positions including evaluating uncertainties. We review our tax positions quarterly and adjust the balances as new information becomes
available.

Deferred income tax assets represent amounts available to reduce income taxes payable on taxable income in future years.
Such assets arise because of temporary differences between the financial reporting and tax bases of assets and liabilities, as well as
from net operating loss and tax credit carryforwards. We evaluate the recoverability of these future tax deductions by assessing the
adequacy of future expected taxable income from all sources, including reversal of taxable temporary differences, forecasted operating
earnings and available tax planning strategies. These sources of income inherently rely on estimates. To provide insight, we use our
historical experience and our short and long-range business forecasts. We believe it is more likely than not that a portion of the deferred
income tax assets may expire unused and therefore have established a valuation allowance against them. Although realization is not
assured for the remaining deferred income tax assets, we believe it is more likely than not that the deferred tax assets will be fully
recoverable within the applicable statutory expiration periods. However, deferred tax assets could be reduced in the near term if our
estimates of taxable income are significantly reduced or available tax planning strategies are no longer viable.

Business Combinations. In connection with the acquisition of a business, we record the fair value of purchase consideration
for the tangible and intangible assets acquired, and liabilities assumed based on their estimated fair values. The excess of the fair value
of purchase consideration over the fair values of these identifiable assets and liabilities is recorded as goodwill. Such valuations require
management to make significant estimates and assumptions, especially with respect to intangible assets. Significant estimates in
valuing certain intangible assets include, but are not limited to, future expected cash flows from acquired customers, acquired
technology, trade names, useful lives and discount rates. Our estimates of fair value are based upon assumptions believed to be
reasonable, but which are inherently uncertain and unpredictable and, as a result, actual results may differ from estimates. During the
measurement period, which is until we have all the necessary information about the facts and circumstances that existed as of the
acquisition date up to one year from the acquisition date, we may record adjustments to the provisional amounts initially recorded for
the assets acquired and liabilities assumed, with the corresponding offset to goodwill. Upon the conclusion of the measurement period,
any subsequent adjustments are recorded to earnings.

Legal and Other Contingencies. We are subject to various claims and legal proceedings. We review the status of each
significant legal dispute to which we are a party and assess our potential financial exposure, if any. If the potential financial exposure
from any claim or legal proceeding is considered probable and the amount can be reasonably estimated, we record a liability and an
expense for the estimated loss. Significant judgment is required in both the determination of probability and the determination as to
whether an exposure is reasonably estimable. Because of uncertainties related to these matters, accruals are based only on the best
information available at the time. As additional information becomes available, we reassess the potential liability related to our pending
claims and litigation and revise our estimates accordingly. Such revisions in the estimates of the potential liabilities could have a
material impact on our results of operations and financial position.

Net Revenues

The table below and the discussion that follows are based upon the way we analyze our business. See Note 14 to the
consolidated financial statements for additional information about business segments.

Fiscal Fiscal
Fiscal % of Fiscal % of Fiscal % of 2022-2023 2023-2024
2022 Net Revenues 2023 Net Revenues 2024 Net Revenues % Change % Change

(Dollars in millions)

Security $ 663.2 56.0 %$ 760.3 59.5 %$ 1,043.1 67.8% 146% 37.2%
Optoelectronics /

Manufacturing 314.3 26.6 % 327.6 25.6 % 324.3 21.1% 4.2 % (1.0)%
Healthcare 205.7 174 %  190.5 149% 1714 11.1 % (7.4)% (10.0)%
Total Net Revenues $1,183.2 $1,278.4 $1,538.8 8.0% 20.4 %

Fiscal 2024 Compared with Fiscal 2023. Revenues for the Security division during the fiscal year ended June 30, 2024
increased on a year-over-year basis due to an increase in product and service revenues of approximately $275.0 million and $7.8
million, respectively. The increase in product revenue was primarily driven by growth in cargo and vehicle inspection systems, trace
detections systems, and checkpoint screening sales from international contracts. The increase in service revenue was due primarily to
the increase in the installed base of products.

41




Table of Contents

Revenues for the Optoelectronics and Manufacturing division during the fiscal year ended June 30, 2024 decreased year-over
year mainly due to a decline of $11.9 million in the optoelectronics business. The contract manufacturing business partially offset the
decline with an increase of $8.4 million in revenue. The slowdown in the optoelectronics business was primarily driven by the push-out
of orders and deliveries from customers who were adjusting their inventory levels

Revenues for the Healthcare division during the fiscal year ended June 30, 2024 decreased year-over-year due primarily to a
reduction in patient monitoring sales of $24.2 million, partially offset by increases in service revenue of $3.7 million, cardiology sales of
$0.3 million and supplies and accessories revenue of $1.1 million.

Gross Profit

Fiscal % of Fiscal % of Fiscal % of
2022 Net Revenues 2023 Net Revenues 2024 Net Revenues

(Dollars in millions)
Gross profit $ 4244 359%$ 4305 33.7%$ 5305 345%

Fiscal 2024 Compared with Fiscal 2023. Gross profit is impacted by sales volume and changes in overall manufacturing-
related costs, such as raw materials and component costs, warranty expense, provision for inventory, freight, and logistics. Gross profit
increased approximately $100.0 million in fiscal 2024 as compared to the prior year on a 20.4% increase in sales. The gross margin
increased from 33.7% to 34.5% driven by economies of scale on increased sales, especially in the Security division, and a favorable
overall mix of sales. Our cost of goods sold increased year-over-year as a result of the increase in revenues.

Operating Expenses
Fiscal Fiscal

Fiscal % of Fiscal % of Fiscal % of 2022-2023 2023-2024
2022 Net Revenues 2023 Net Revenues 2024 Net Revenues % Change % Change

(Dollars in millions)

Selling, general and administrative $ 235.6 19.9 93 228.3 17.9 »$ 269.7 17.5 o (319  18.1 09
Research and development 59.6 519% 594 479% 653 4.3 o (0.3)% 9.9 95
Impairment, restructuring and
other charges = 06, 76 05, 64 0.4, 13,, (15.8),,
Total operating expenses $ 302.7 25.6 9$ 295.3 23.1 %$ 341.4 22.2 9 (2.4)% 15.6 %

Selling, General and Administrative

Our significant selling, general and administrative (“SG&A”) expenses include employee compensation, sales commissions,
travel, professional services, marketing expenses, and depreciation and amortization expense.

Fiscal 2024 Compared with Fiscal 2023. SG&A expense for the fiscal year ended June 30, 2024 was $41.4 million higher
than in the same prior-year period, primarily due to increases in compensation expense, provision for losses on accounts receivable,
and an unfavorable impact of foreign currency exchange rates compared to the same prior-year period. Although SG&A expense
increased in fiscal 2024 compared to fiscal 2023, as a percentage of net revenues, SG&A expense decreased from 17.9% in fiscal
2023 to 17.5% in fiscal 2024.

Research and Development

Our Security and Healthcare divisions have historically invested substantial amounts in research and development (“R&D"). We
intend to continue this trend in future years, although specific programs may or may not continue to be funded and funding levels may
fluctuate. R&D expenses included research related to new product development and product enhancement expenditures.

Fiscal 2024 Compared with Fiscal 2023. R&D expense during the fiscal year ended June 30, 2024 was $5.9 million higher

than in the same prior-year period, driven primarily by compensation costs related to investments to support new product development
initiatives, mainly in our Security division compared to the same prior-year period.
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Impairment, Restructuring and Other Charges

Impairment, restructuring and other charges generally consist of charges relating to reductions in our workforce, facilities
consolidation, impairment of assets, costs related to acquisition activity, legal charges and other non-recurring charges. We have
undertaken certain restructuring activities in an effort to align our global capacity and infrastructure with demand by our customers and
fully integrate acquisitions, thereby improving our operational efficiency. Our efforts have helped enhance our ability to improve
operating margins, retain and expand existing relationships with customers and attract new business. We may utilize similar measures
in the future to realign our operations to further increase our operating efficiencies. The effect of these efforts may materially affect our
future operating results.

Fiscal 2024 Compared with Fiscal 2023. During the fiscal year ended June 30, 2024, restructuring and other charges were
$6.4 million and consisted of $3.2 million for facility closure costs for operational efficiency activities, $1.4 million for employee
terminations, $1.0 million in acquisition related costs, and $0.8 million in legal charges. During the fiscal year ended June 30, 2023,
restructuring and other charges were $7.6 million and consisted of $3.9 million for legal charges, net of insurance reimbursements, $1.7
million for employee terminations, $1.5 million for other facility closure costs for operational efficiency activities, and $0.4 million in
acquisition related costs.

Interest and Other Expense, Net

Fiscal Fiscal Fiscal
2022 2023 2024
(Dollars in millions)
Interest and other expense, net $ 9.0 $ 200 $ 27.8

Fiscal 2024 Compared with Fiscal 2023. For the fiscal year ended June 30, 2024, interest and other expense, net was $27.8
million as compared to $20.0 million in the comparable prior-year period. This increase was driven by higher average interest rates and
higher average levels of borrowing under our credit facility. We also executed an interest rate swap in fiscal 2023 which resulted in a
benefit of $1.3 million and $3.6 million in fiscal 2023 and 2024, respectively.

Provision for Income Taxes

Fiscal Fiscal Fiscal
2022 2023 2024
(Dollars in millions)
Provision for income taxes $ 248 % 235 % 33.1

The effective tax rate for a particular period varies depending on a number of factors including (i) the mix of income earned in
various tax jurisdictions, each of which applies a unique range of income tax rates and income tax credits, (ii) changes in previously
established valuation allowances for deferred tax assets (changes are based upon our current analysis of the likelihood that these
deferred tax assets will be realized), (iii) the level of non-deductible expenses, (iv) certain tax elections, (v) tax holidays granted to
certain of our international subsidiaries, (vi) return to provision adjustments and (vii) changes in tax legislation.

Fiscal 2024 Compared with Fiscal 2023. For the fiscal years ended June 30, 2024 and 2023, we recorded a provision for
income taxes of $33.1 million and $23.5 million, respectively. The effective tax rate for the fiscal years ended June 30, 2024 and 2023
was 20.5% and 20.4%, respectively. During the fiscal years ended June 30, 2024 and 2023, we recognized a net discrete tax benefit of
$4.7 million and $2.8 million, respectively, primarily related to equity-based compensation under ASU 2016-09, adjustments to prior
year estimates, and changes in uncertain tax positions.
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Liquidity and Capital Resources

Our principal sources of liquidity are our cash and cash equivalents, cash generated from operations and our credit facility.
Cash and cash equivalents totaled $95.4 million at June 30, 2024, compared to $76.8 million at June 30, 2023. During fiscal 2024, cash
used in operations was $87.5 million. As a result, we borrowed $169.0 million under our credit facility to fund working capital
requirements as well as the following: $39.4 million invested in capital expenditures and acquisition of intangible assets, $9.0 million for
the acquisition of two businesses and $23.3 million for taxes paid related to the net share settlement of equity awards. If we continue to
net settle equity awards, we will continue to use additional cash to pay our tax withholding obligations in connection with such
settlements. We currently anticipate that our available funds, credit facilities and cash flow from operations will be sufficient to meet our
operational cash needs for the next 12 months and foreseeable future. In addition, we anticipate that cash generated from operations,
without repatriating earnings from our non-U.S. subsidiaries, and our credit facilities will be sufficient to satisfy our obligations in the
U.S. As further described in Note 8 to the consolidated financial statements, subsequent to June 30, 2024 we issued $350 million in
senior convertible notes which have a coupon interest rate of 2.25% maturing in August 2029.

Our credit facility comprises a term loan and a $600 million revolving credit facility, which includes a $300 million sub-facility for
letters of credit. As of June 30, 2024, there was $135.6 million outstanding under the term loan, $384.0 million outstanding under our
revolving credit facility and $74.5 million of outstanding letters of credit. As of June 30, 2024, the total amount available under our
revolving credit facility was $141.5 million. See Note 8 to the consolidated financial statements for further discussion.

Cash Provided by (Used in) Operating Activities. Cash flows from operating activities can fluctuate significantly from period
to period, as net income, adjusted for non-cash items, and working capital fluctuations impact cash flows. During fiscal 2024, we used
cash from operations of $87.5 million compared to cash provided by operations of $94.8 million in the prior fiscal year. The net change
in cash flows from operating activities was due primarily to a net increase in accounts receivable and inventories associated with the
revenue growth in the Security division, partially offset by other changes in net working capital compared with the same period last year
as well as impact of higher net income in fiscal 2024 compared with the prior fiscal year.

Cash Used in Investing Activities. Net cash used in investing activities was $37.6 million during fiscal 2024 as compared to
$40.5 million used during the prior year. During fiscal 2024, we used cash of $9.0 million for the acquisition of businesses as compared
to $7.1 million in the prior fiscal year. Net capital expenditures in fiscal 2024 were $22.1 million compared to $15.8 million in the prior
fiscal year. Expenditures for intangible and other assets in fiscal 2024 were $17.3 million compared to $16.4 million in the prior fiscal
year. In addition, we received proceeds from maturities of certificates of deposit of $10.3 million in fiscal 2024 compared to $3.8 million
in the same prior-year period.

Cash Provided by (Used in) Financing Activities. Net cash provided by financing activities was $144.3 million during fiscal
2024, compared to net cash used of $37.2 million during the prior fiscal year. The changes in cash flows from financing activities
primarily relate to (i) net borrowings on bank lines of credit and long-term debt of $162.0 million in fiscal 2024 compared to $5.9 million in
the prior fiscal year; (i) $23.3 million used for taxes paid related to the net share settlement of equity awards in fiscal 2024 compared to
$12.0 million in the prior fiscal year; and (iii) there were no share repurchases in fiscal 2024 compared to $34.7 million in the prior fiscal
year.

Material Cash Requirements
Our material cash requirements include the following contractual and other obligations.

Borrowings. Outstanding lines of credit and current and long-term debt totaled $521.6 million at June 30, 2024, an increase of
$162.0 million from $359.6 million at June 30, 2023. As of June 30, 2024, we were in compliance with all financial covenants under our
various borrowing agreements. See Note 8 to the consolidated financial statements for further discussion. We anticipate that cash
generated from our operations, in addition to existing cash borrowing arrangements and future access to capital markets should be
sufficient to meet our cash requirements for at least the next 12 months. However, our future capital requirements will depend on many
factors, including future business acquisitions, capital expenditures, litigation, stock repurchases and levels of research and
development spending, among other factors. The adequacy of available funds will depend on many factors, including the success of our
businesses in generating cash, continued compliance with financial covenants contained in our credit facility and the health of capital
markets in general, among other factors.

Leases. We have lease arrangements for certain facilities and equipment under various operating lease agreements. As of
June 30, 2024, we had lease payment obligations of $30.8 million, with $10.8 million payable within the next 12 months.
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Cash Held by Foreign Subsidiaries

Our cash and cash equivalents totaled $95.4 million at June 30, 2024. Of this amount, approximately 81% was held by our
foreign subsidiaries and subject to repatriation tax considerations. These foreign funds were held primarily by our subsidiaries in the
United Kingdom, India, Singapore, Canada, and Australia, and to a lesser extent in Malaysia, Egypt, Albania, Indonesia and Germany,
among other countries. We intend to permanently reinvest certain earnings from foreign operations, and we currently do not anticipate
that we will need this cash in foreign countries to fund our U.S. operations. In the event we repatriate cash from certain foreign
operations and if taxes have not previously been withheld on the related earnings, we would provide for withholding taxes at the time
we change our intention with regard to the reinvestment of those earnings.

Stock Repurchase Program

In September 2022, our Board of Directors increased to a total of 2,000,000 shares the maximum number of shares authorized
under the stock repurchase program. This program does not expire unless our Board of Directors acts to terminate the program. During
fiscal 2024, we did not repurchase shares of our common stock. As of June 30, 2024, 1,721,870 shares remained available for
repurchase. Subsequent to June 30, 2024, in connection with the issuance of $350 million in convertible senior notes in July 2024, we
repurchased 531,314 shares of common stock for an aggregate purchase price of $80 million.

The timing and actual numbers of shares purchased depends on a variety of factors, including stock price, general business
and market conditions and other investment opportunities. Repurchases may be made from time to time under the program through
open-market purchases or privately-negotiated transactions at our discretion. Upon repurchase, the shares are restored to the status of
authorized but unissued shares, and we record them as a reduction in the number of shares of common stock issued and outstanding
in our consolidated financial statements.

ITEM 7A. QUANTITATIVE AND QUALITATIVE DISCLOSURES ABOUT MARKET RISK
Market Risk

We are exposed to certain market risks, which are inherent in our financial instruments and arise from transactions entered into
in the normal course of business. We may enter into derivative financial instrument transactions in order to manage or reduce market
risk in connection with specific foreign currency denominated transactions. We do not enter into derivative financial instrument
transactions for speculative purposes.

We are subject to interest rate risk on our borrowings under our bank lines of credit. Consequently, our interest expense
fluctuates with changes in the general level of these interest rates as we borrow under the credit facility.

Importance of International Markets
International markets provide us with significant growth opportunities. Our financial results in future periods could, however, be
adversely affected by periodic economic downturns in different regions of the world, changes in trade policies or tariffs, civil or military

conflict and other political instability. We monitor economic and currency conditions around the world to evaluate whether there may be
any significant effect on our international sales in the future.
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Foreigh Currency

Our international operations are subject to certain opportunities and risks, including from foreign currency fluctuations and
governmental actions. We conduct business in more than 35 countries. We closely monitor our operations in each country in which we
do business and seek to adopt appropriate strategies that are responsive to changing economic and political environments, and to
fluctuations in foreign currencies. Weaknesses in the currencies of some of the countries in which we do business are often offset by
strengths in other currencies. Foreign currency financial statements are translated into U.S. dollars at period-end rates, except that
revenues, costs and expenses are translated at average rates during the reporting period. We include gains and losses resulting from
foreign currency transactions in income, while we exclude those resulting from translation of financial statements from income and
include them as a component of accumulated other comprehensive loss. Transaction gains and losses, which were included in our
consolidated statement of operations, amounted to a net gain (loss) of approximately $0.6 million, $2.0 million, and $(5.1) million for the
fiscal years ended June 30, 2022, 2023 and 2024, respectively. A 10% appreciation of the U.S. dollar relative to the local currency
exchange rates would have resulted in a net increase in our operating income of approximately $0.1 million in fiscal 2024. Conversely,
a 10% depreciation of the U.S. dollar relative to the local currency exchange rates would have resulted in a net decrease in our
operating income of approximately $0.1 million in fiscal 2024.

Inflation

Heightened levels of inflation continue to present risk for us. We have experienced impacts to our materials and manufacturing
costs and labor rates, and suppliers have signaled inflation-related cost pressures, which could flow through to our costs and pricing. If
inflation remains at current levels for an extended period, or increases, and we are unable to successfully mitigate the impact, our costs
could increase, resulting in pressure on our profits and margins. In addition, inflation and the increases in the cost of borrowing from
rising interest rates could constrain the overall purchasing power of our customers for our products and services. Rising interest rates
also will increase our borrowing costs. We remain committed to our ongoing efforts to increase the efficiency of our operations and
improve the cost competitiveness of our products and services, which may, in part, offset cost increases from inflation.

Interest Rate Risk

The principal maturity and estimated value of our long-term debt exposure for each of the fiscal years set forth below as of
June 30, 2024 were as follows (dollars in thousands):

Maturity
2030 and

2025 2026 2027 2028 2029 Thereafter Total Fair Value
Term loan $7500 $7500 $120625 $ — $ — $ — $135,625 $135,625
Average interest rate 6.44 % 6.44 % 6.44 % — % — % — % 6.44 % 6.44 %
Finance lease obligations $ 667 $ 619 $ 490 $145 $ 4 % — $ 1925 $ 1,925
Average interest rate of finance lease
obligations 57 % 57 % 57% 57% 57% — % 57 % 57 %

As further described in Note 8 to the Consolidated Financial Statements, subsequent to June 30, 2024 we issued $350 million
in senior convertible notes which have a coupon interest rate of 2.25% maturing in August 2029.

ITEM 8. FINANCIAL STATEMENTS AND SUPPLEMENTARY DATA

We make reference here to the Index to Consolidated Financial Statements that appears on page F-1 of this report. The Report
of Independent Registered Public Accounting Firm from Grant Thornton LLP, the Consolidated Financial Statements, the Notes to
Consolidated Financial Statements, and Supplementary Data—Unaudited Quarterly Results listed in the Index to Consolidated
Financial Statements, which appear beginning on page F-2 of this report, are incorporated by reference into this Item 8.

ITEM 9. CHANGES IN AND DISAGREEMENTS WITH ACCOUNTANTS ON ACCOUNTING AND FINANCIAL DISCLOSURE

None.
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ITEM 9A. CONTROLS AND PROCEDURES
Evaluation of Disclosure Controls and Procedures

As of June 30, 2024, the end of the period covered by this report, our management, including our Chief Executive Officer and
our Chief Financial Officer, reviewed and evaluated the effectiveness of our disclosure controls and procedures (as defined in Rule
13al5(e) or 15d15(e) of the Exchange Act). Based upon management’s review and evaluation, our Chief Executive Officer and Chief
Financial Officer have concluded that, as of the end of the period covered by this Annual Report on Form 10-K, our disclosure controls
and procedures were effective to provide reasonable assurance that information required to be disclosed in our Exchange Act reports is
recorded, processed, summarized and reported within the time periods specified by the SEC and is accumulated and communicated to
management, including the Chief Executive Officer and Chief Financial Officer, as appropriate to allow timely decisions regarding
required disclosure.

Management’s Report on Internal Control over Financial Reporting

Our management is responsible for establishing and maintaining adequate internal control over financial reporting (as such
term is defined in Rule 13a-15(f) or 15d-15(f) of the Exchange Act) for the Company. Under the supervision and with the participation of
management, including our Chief Executive Officer and Chief Financial Officer, we conducted an evaluation of the effectiveness of our
internal control over financial reporting based on the framework and criteria established in Internal Control—Integrated Framework
issued by the Committee of Sponsoring Organizations of the Treadway Commission (COSO) in 2013. Based on that evaluation,
management concluded that our internal control over financial reporting was effective as of June 30, 2024.

The effectiveness of the Company’s internal control over financial reporting as of June 30, 2024 has been audited by Grant
Thornton LLP, an independent registered public accounting firm, as stated in its report, which is included in Item 8 of this Annual Report
on Form 10-K.

Changes in Internal Control over Financial Reporting

There were no changes in our internal control over financial reporting during the fourth quarter of fiscal 2024 that have
materially affected, or are reasonably likely to materially affect, our internal control over financial reporting.

Limitations on Effectiveness of Controls and Procedures

In designing and evaluating our controls and procedures, management recognizes that any controls and procedures, no matter
how well designed and operated, can provide only reasonable assurance of achieving the desired control objectives, and management
is required to apply its judgment in evaluating the cost-benefit relationship of possible controls and procedures. Because of the inherent
limitations in all control systems, no evaluation of controls can provide absolute assurance that all control issues and instances of fraud
within the Company have been detected.

ITEM 9B. OTHER INFORMATION

On May 29, 2024 , Deepak Chopra , our Chairman, Chief Executive Officer, and President , adopted a Rule 10b5 - 1 trading
arrangement intended to satisfy the affirmative defense of Rule 10b5 - 1 (c) for the sale of up to 80,000 shares of our common stock
until May 16, 2025 . None of our other directors or officers informed us during the quarter ended June 30, 2024 of the adoption,
modification or termination of a Rule 10b5 - 1 trading arrangement or non - Rule 10b5 - 1 trading arrangement, as those terms are
defined in Regulation S - K, Item 408.

ITEM 9C. DISCLOSURE REGARDING FOREIGN JURISDICTIONS THAT PREVENT INSPECTIONS

Not applicable.
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PART Il
ITEM 10. DIRECTORS, EXECUTIVE OFFICERS AND CORPORATE GOVERNANCE

The information required by Item 10 is incorporated by reference from our definitive proxy statement for our annual
stockholders’ meeting, presently scheduled to be held in December 2024.

We have adopted a Code of Ethics and Conduct that applies to all directors, officers and employees. The Code of Ethics and
Conduct is available on our website at www.osi-systems.com under the Investor Relations - Corporate Governance section.

We have also adopted the OSI Systems, Inc. Insider Trading Policy that governs the purchase and sale or other dispositions of
the Company'’s securities by directors, officers and employees that is designed to promote compliance with insider trading laws, rules
and regulations and any listing standards applicable to the Company. A copy of the OSI Systems, Inc. Insider Trading Policy is filed as
Exhibit 19.1 to this Annual Report.

ITEM 11. EXECUTIVE COMPENSATION

The information required by Item 11 is incorporated by reference from our definitive proxy statement for our annual
stockholders’ meeting, presently scheduled to be held in December 2024.

ITEM 12. SECURITY OWNERSHIP OF CERTAIN BENEFICIAL OWNERS AND MANAGEMENT AND RELATED STOCKHOLDER
MATTERS

The information required by Item 12 is incorporated by reference from our definitive proxy statement for our annual
stockholders’ meeting, presently scheduled to be held in December 2024.

ITEM 13. CERTAIN RELATIONSHIPS AND RELATED TRANSACTIONS, AND DIRECTOR INDEPENDENCE

The information required by Item 13 is incorporated by reference from our definitive proxy statement for our annual
stockholders’ meeting, presently scheduled to be held in December 2024.

ITEM 14. PRINCIPAL ACCOUNTANT FEES AND SERVICES

The information required by Item 14 is incorporated by reference from our definitive proxy statement for our annual
stockholders’ meeting, presently scheduled to be held in December 2024.
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PART IV

ITEM 15. EXHIBITS AND FINANCIAL STATEMENT SCHEDULES
(a) The following documents are filed as part of this report:

1. Financial Statements. Please see the accompanying Index to Consolidated Financial Statements, which appears
on page F-1 of the report. The Report of Independent Registered Public Accounting Firm, the Consolidated
Financial Statements and the Notes to Consolidated Financial Statements listed in the Index to Consolidated
Financial Statements, which appear beginning on page F-2 of this report, are incorporated by reference into ltem 8
above.

2. Financial Statement Schedules.

Supplementary Data—Unaudited Quarterly Results

No other financial statement schedules are presented as the required information is either not applicable or included in
the Consolidated Financial Statements or Notes thereto.

3. Exhibits. Reference is made to item 15(b) below.

(b) Exhibits. The exhibits listed on the accompanying Exhibit Index immediately preceding the signature page are filed as
part of, or are incorporated by reference into, this report.

(© Financial Statement Schedules. Reference is made to Item 15(a)(2) above.

ITEM 16. FORM 10-K SUMMARY

None.

49




Table of Contents

OSI SYSTEMS, INC.

INDEX TO CONSOLIDATED FINANCIAL STATEMENTS

Page
Report of Independent Registered Public Accounting Firm (Grant Thornton LLP, Los Angeles, CA, PCAOB ID: 248) F-2
Report of Independent Registered Public Accounting Firm (Grant Thornton LLP, Los Angeles, CA) F-4
Report of Independent Registered Public Accounting Firm (Moss Adams LLP, Los Angeles, CA, PCAOB ID: 659 ) F-5
Consolidated Balance Sheets F-6
Consolidated Statements of Operations F-7
Consolidated Statements of Comprehensive Income F-8
Consolidated Statements of Stockholders’ Equity F-9
Consolidated Statements of Cash Flows F-10
Notes to Consolidated Financial Statements F-11
Supplementary Data—Unaudited Quarterly Results F-40

F-1




Table of Contents

REPORT OF INDEPENDENT REGISTERED PUBLIC ACCOUNTING FIRM

Board of Directors and Shareholders
OSI Systems, Inc.

Opinion on the financial statements

We have audited the accompanying consolidated balance sheets of OSI Systems, Inc. (a Delaware corporation) and
subsidiaries (the “Company”) as of June 30, 2024 and 2023, the related consolidated statements of operations, comprehensive income,
stockholders’ equity,and cash flows for each of the two years in the period ended June 30, 2024, and the related notes and financial
statement schedule included under Item 15(a) (collectively referred to as the “financial statements”). In our opinion, the financial
statements present fairly, in all material respects, the financial position of the Company as of June 30, 2024 and 2023, and the results
of its operations and its cash flows for each of the two years in the period ended June 30, 2024, in conformity with accounting
principles generally accepted in the United States of America.

We also have audited, in accordance with the standards of the Public Company Accounting Oversight Board (United States)
(“PCAOB"), the Company'’s internal control over financial reporting as of June 30, 2024, based on criteria established in the 2013
Internal Control—Integrated Framework issued by the Committee of Sponsoring Organizations of the Treadway Commission (“COSO"),
and our report dated August 29, 2024, expressed an unqualified opinion

Basis for opinion

These financial statements are the responsibility of the Company’s management. Our responsibility is to express an opinion on
the Company’s financial statements based on our audits. We are a public accounting firm registered with the Public Company
Accounting Oversight Board (United States) (“‘PCAOB”) and are required to be independent with respect to the Company in accordance
with the U.S. federal securities laws and the applicable rules and regulations of the Securities and Exchange Commission and the
PCAOB.

We conducted our audits in accordance with the standards of the PCAOB. Those standards require that we plan and perform
the audit to obtain reasonable assurance about whether the financial statements are free of material misstatement, whether due to error
or fraud. Our audits included performing procedures to assess the risks of material misstatement of the financial statements, whether
due to error or fraud, and performing procedures that respond to those risks. Such procedures included examining, on a test basis,
evidence regarding the amounts and disclosures in the financial statements. Our audits also included evaluating the accounting
principles used and significant estimates made by management, as well as evaluating the overall presentation of the financial
statements. We believe that our audits provide a reasonable basis for our opinion.

Critical audit matter

The critical audit matter communicated below is a matter arising from the current period audit of the financial statements that
was communicated or required to be communicated to the audit committee and that: (1) relates to accounts or disclosures that are
material to the financial statements and (2) involved our especially challenging, subjective, or complex judgments. The communication
of critical audit matters does not alter in any way our opinion on the financial statements, taken as a whole, and we are not, by
communicating the critical audit matter below, providing a separate opinion on the critical audit matter or on the accounts or disclosures
to which it relates.

Determination of standalone selling price — Security Segment Product Revenue

As described in Note 1 to the consolidated financial statements, the Company’s revenue contracts in the security segment may
include multiple performance obligations, which are accounted for separately when they are distinct. The Company derives revenues in
the security segment mainly from sales of products, installation, civil works and training services. The Company allocates the
transaction price to the distinct performance obligations on a relative stand-alone selling price basis and recognizes revenue when
control is transferred.

Auditing the Company’s product revenue stand-alone selling price in the security segment was complex due to the subjectivity
of the assumptions that were used in developing the stand-alone selling price of distinct performance obligations. Evaluating the
appropriateness of these assumptions requires extensive audit effort due to the complexity of these contracts and a high degree of
auditor judgment when performing audit procedures and evaluating the results of those procedures.
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We obtained an understanding, evaluated design and tested the operating effectiveness of internal controls related to the
determination of the stand-alone selling prices related to the security segment.

To test management’s determination of stand-alone selling price for each performance obligation, we performed procedures to
evaluate the methodology applied. We evaluated the Company’s analysis of stand-alone selling price, including inspecting a sample of
executed contracts. For the sample selected we evaluated the contracts to determine the appropriateness of the method used and the
underlying data including costs and margin percentages to estimate the stand-alone selling price.

/s/ GRANT THORNTON LLP
We have served as the Company’s auditor since 2023.

Los Angeles, California
August 29, 2024
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REPORT OF INDEPENDENT REGISTERED PUBLIC ACCOUNTING FIRM

Board of Directors and Shareholders
OSI Systems, Inc.

Opinion on internal control over financial reporting

We have audited the internal control over financial reporting of OSI Systems, Inc. (a Delaware corporation) and subsidiaries
(the “Company”) as of June 30, 2024, based on criteria established in the 2013 Internal Control—Integrated Framework issued by the
Committee of Sponsoring Organizations of the Treadway Commission (“COSO”). In our opinion, the Company maintained, in all
material respects, effective internal control over financial reporting as of June 30, 2024, based on criteria established in the 2013
Internal Control—Integrated Framework issued by COSO.

We also have audited, in accordance with the standards of the Public Company Accounting Oversight Board (United States)
(“PCAOB?"), the consolidated financial statements of the Company as of and for the year ended June 30, 2024, and our report dated
August 29 2024, expressed an unqualified opinion on those financial statements.

Basis for opinion

The Company’'s management is responsible for maintaining effective internal control over financial reporting and for its
assessment of the effectiveness of internal control over financial reporting, included in the accompanying Management's Report on
Internal Control over Financial Reporting. Our responsibility is to express an opinion on the Company'’s internal control over financial
reporting based on our audit. We are a public accounting firm registered with the PCAOB and are required to be independent with
respect to the Company in accordance with the U.S. federal securities laws and the applicable rules and regulations of the Securities
and Exchange Commission and the PCAOB.

We conducted our audit in accordance with the standards of the PCAOB. Those standards require that we plan and perform
the audit to obtain reasonable assurance about whether effective internal control over financial reporting was maintained in all material
respects. Our audit included obtaining an understanding of internal control over financial reporting, assessing the risk that a material
weakness exists, testing and evaluating the design and operating effectiveness of internal control based on the assessed risk, and
performing such other procedures as we considered necessary in the circumstances. We believe that our audit provides a reasonable
basis for our opinion.

Definition and limitations of internal control over financial reporting

A company'’s internal control over financial reporting is a process designed to provide reasonable assurance regarding the
reliability of financial reporting and the preparation of financial statements for external purposes in accordance with generally accepted
accounting principles. A company’s internal control over financial reporting includes those policies and procedures that (1) pertain to the
maintenance of records that, in reasonable detail, accurately and fairly reflect the transactions and dispositions of the assets of the
company; (2) provide reasonable assurance that transactions are recorded as necessary to permit preparation of financial statements in
accordance with generally accepted accounting principles, and that receipts and expenditures of the company are being made only in
accordance with authorizations of management and directors of the company; and (3) provide reasonable assurance regarding
prevention or timely detection of unauthorized acquisition, use, or disposition of the company’s assets that could have a material effect
on the financial statements.

Because of its inherent limitations, internal control over financial reporting may not prevent or detect misstatements. Also,

projections of any evaluation of effectiveness to future periods are subject to the risk that controls may become inadequate because of
changes in conditions, or that the degree of compliance with the policies or procedures may deteriorate.

/sl GRANT THORNTON LLP

Los Angeles, California
August 29, 2024
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Report of Independent Registered Public Accounting Firm

To the Shareholders and Board of Directors of
OSI Systems, Inc.

Opinions on the Financial Statements

We have audited the accompanying consolidated statements of operations, comprehensive income, stockholders’ equity, and
cash flows of OSI Systems, Inc. and subsidiaries (the “Company”) for the year ended June 30, 2022, and the related notes (collectively
referred to as the “consolidated financial statements”).

In our opinion, the consolidated financial statements referred to above present fairly, in all material respects, the consolidated
results of its operations and its cash flows for the year ended June 30, 2022, in conformity with accounting principles generally
accepted in the United States of America.

Basis for Opinions

The Company’s management is responsible for the consolidated financial statements. Our responsibility is to express an
opinion on the Company’s consolidated financial statements based on our audits. We are a public accounting firm registered with the
Public Company Accounting Oversight Board (United States) (“PCAOB”) and are required to be independent with respect to the
Company in accordance with the U.S. federal securities laws and the applicable rules and regulations of the Securities and Exchange
Commission and the PCAOB.

We conducted our audits in accordance with the standards of the PCAOB. Those standards require that we plan and perform
the audits to obtain reasonable assurance about whether the consolidated financial statements are free of material misstatement,
whether due to error or fraud.

Our audits of the consolidated financial statements included performing procedures to assess the risks of material
misstatement of the consolidated financial statements, whether due to error or fraud, and performing procedures to respond to those
risks. Such procedures included examining, on a test basis, evidence regarding the amounts and disclosures in the consolidated
financial statements. Our audits also included evaluating the accounting principles used and significant estimates made by
management, as well as evaluating the overall presentation of the consolidated financial statements. Our audits also included
performing such other procedures as we considered necessary in the circumstances. We believe that our audits provide a reasonable
basis for our opinion.

/sl Moss Adams LLP

Los Angeles, California
August 19, 2022

We served as the Company'’s auditor from 2006 to 2023.
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OSI SYSTEMS, INC. AND SUBSIDIARIES

CONSOLIDATED BALANCE SHEETS

(amounts in thousands, except share amounts and par value)

ASSETS
CURRENT ASSETS:
Cash and cash equivalents
Accounts receivable, net
Inventories
Prepaid expenses and other current assets
Total current assets
Property and equipment, net
Goodwill
Intangible assets, net
Other assets
Total assets
LIABILITIES AND STOCKHOLDERS’ EQUITY
CURRENT LIABILITIES:
Bank lines of credit
Current portion of long-term debt
Accounts payable
Accrued payroll and related expenses
Advances from customers
Other accrued expenses and current liabilities
Total current liabilities
Long-term debt, net
Deferred income taxes
Other long-term liabilities
Total liabilities
Commitments and contingencies (Note 11)

Stockholders’ Equity:
Preferred stock, $ 0.001 par value— 10,000,000 shares authorized; no shares issued or
outstanding

Common stock, $ 0.001 par value— 100,000,000 shares authorized; issued and outstanding,
16,755,772 and 17,055,497 shares at June 30, 2023 and 2024, respectively
Retained earnings
Accumulated other comprehensive loss
Total stockholders’ equity
Total liabilities and stockholders’ equity

See accompanying notes to Consolidated Financial Statements.
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June 30,

2023 2024
$ 76,750 $ 95,353
380,845 648,155
338,008 397,939
44,300 74,077
839,903 1,215,524
108,933 113,967
349,505 351,480
140,857 139,529
116,488 115,508
$ 1,555,686 $ 1,936,008
$ 215,000 $ 384,000
8,076 8,167
139,011 191,149
51,243 46,732
21,250 53,431
137,114 131,158
571,694 814,637
136,491 129,383
6,571 3,287
114,765 125,218
829,521 1,072,525
9,835 24,289
735,957 861,230
(19,627) (22,036)
726,165 863,483
$ 1,555,686 $ 1,936,008
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OSI SYSTEMS, INC. AND SUBSIDIARIES

CONSOLIDATED STATEMENTS OF OPERATIONS
(amounts in thousands, except per share data)

Year Ended June 30,

2022 2023 2024
Net revenues:
Products $ 897,259 $ 958,827 $ 1,207,590
Services 285,977 319,600 331,168
Total net revenues 1,183,236 1,278,427 1,538,758
Cost of goods sold:
Products 608,990 676,772 822,346
Services 149,819 171,145 185,954
Total cost of goods sold 758,809 847,917 1,008,300
Gross profit 424,427 430,510 530,458
Operating expenses:
Selling, general and administrative 235,553 228,313 269,731
Research and development 59,583 59,352 65,275
Impairment, restructuring and other charges, net 7,542 7,566 6,391
Total operating expenses 302,678 295,231 341,397
Income from operation 121,749 135,279 189,061
Interest and other expense, net (8,962) (20,041) (27,847)
Other income 27,373 — —
Income before income taxes 140,160 115,238 161,214
Provision for income taxes (24,813) (23,460) (33,060)
Net income $ 115347 $ 91,778 $ 128,154
Earnings per share:
Basic $ 657 $ 545 $ 7.55
Diluted $ 645 $ 534 $ 7.38
Shares used in per share calculation:
Basic 17,551 16,828 16,978
Diluted 17,870 17,190 17,354

See accompanying notes to Consolidated Financial Statements.
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OSI SYSTEMS, INC. AND SUBSIDIARIES

CONSOLIDATED STATEMENTS OF COMPREHENSIVE INCOME
(amounts in thousands)

Year Ended June 30,
2022 2023 2024

Net income $ 115,347 $ 91,778 $ 128,154
Other comprehensive income (loss):
Foreign currency translation adjustment, net of tax (10,202) 267 (2,918)
Other, net of tax (514) 5,568 509
Other comprehensive income (loss) (10,716) 5,835 (2,409)
Comprehensive income $ 104,631 $ 97613 % 125,745

See accompanying notes to Consolidated Financial Statements.
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OSI SYSTEMS, INC. AND SUBSIDIARIES

CONSOLIDATED STATEMENTS OF STOCKHOLDERS’ EQUITY
(amounts in thousands, except share data)

Balance-July 1, 2021
Exercise of stock options
Vesting of RSUs
Shares issued under employee stock purchase plan
Stock-based compensation
Repurchase of common stock
Taxes paid related to net share settlement of equity awards
Adoption of ASU 2020-06 for convertible notes
Net income
Other comprehensive loss
Balance-June 30, 2022
Exercise of stock options
Vesting of RSUs
Shares issued under employee stock purchase plan
Stock-based compensation
Repurchase of common stock
Taxes paid related to net share settlement of equity awards
Net income
Other comprehensive income
Balance-June 30, 2023
Exercise of stock options
Vesting of RSUs
Shares issued under employee stock purchase plan
Stock-based compensation
Taxes paid related to net share settlement of equity awards

Net income
Other comprehensive loss

Balance-June 30, 2024

Accumulated

Common Stock Other

Number of Retained Comprehensive
Shares Amount Earnings Loss Total
17,854,110 $ 105,724 $ 548,842 $ (14,746) $ 639,820
166,629 460 — — 460
337,442 — — — —
60,065 4,297 — — 4,297
— 28,072 — — 28,072
(1,294,594 ) (92,351) (19,276) — (111,627)
(253,602) (19,422) — — (19,422)
— (26,763) 18,956 — (7,807)
— — 115,347 — 115,347
— — — (10,716) (10,716)
16,870,050 $ 17 $ 663,869 $ (25462) $ 638,424
47,354 3,666 — — 3,666
313,862 — — — —
59,255 4,041 — — 4,041
— 29,124 — — 29,124
(400,230) (17,067) (17,682) — (34,749)
(134,519) (19,946) (2,008) — (11,954)
— — 91,778 — 91,778
— — — 5,835 5,835
16,755,772 $ 9,835 $ 735957 $ (19,627) $ 726,165
22,698 1,851 — — 1,851
390,375 — — — —
61,781 4,327 — — 4,327
— 28,706 — — 28,706
(175,129) (20,430) (2,881) — (23,311)
— — 128,154 — 128,154
_ — — (2,409) (2,409)
17,055,497 $ 24289 $ 861,230 $ (22,036) $ 863,483

See accompanying notes to Consolidated Financial Statements .
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OSI SYSTEMS, INC. AND SUBSIDIARIES

CONSOLIDATED STATEMENTS OF CASH FLOW S

(amounts in thousands)

CASH FLOWS FROM OPERATING ACTIVITIES
Net income

Adjustments to reconcile net income to net cash provided by (used in) operating

activities, net of effects from acquisitions:
Depreciation and amortization
Stock-based compensation
Provision for (recovery of) losses on accounts receivable
Deferred income taxes
Amortization of debt discount and issuance costs
Impairment charges
Gain on sale of property and equipment
Other
Changes in operating assets and liabilities—net of business acquisitions:
Accounts receivable
Inventories
Prepaid expenses and other assets
Accounts payable
Accrued payroll and related expenses
Advances from customers
Other
Net cash provided by (used in) operating activities
CASH FLOWS FROM INVESTING ACTIVITIES
Acquisition of property and equipment
Proceeds from sale of property and equipment
Purchases of certificates of deposit
Proceeds from maturities of certificates of deposit
Acquisition of businesses, net of cash acquired
Payments for intangible and other assets
Net cash used in investing activities
CASH FLOWS FROM FINANCING ACTIVITIES
Net borrowings on bank lines of credit
Proceeds from long-term debt
Payments on long-term debt
Proceeds from exercise of stock options and employee stock purchase plan
Payment of contingent consideration
Repurchase of common stock
Taxes paid related to net share settlement of equity awards
Net cash provided by (used in) financing activities
Effect of exchange rate changes on cash
Net increase (decrease) in cash and cash equivalents
Cash and cash equivalents—beginning of year
Cash and cash equivalents—end of year
Supplemental disclosure of cash flow information:
Interest
Income taxes

Year Ended June 30,

2022 2023 2024
$ 115,347 91,778 $ 128,154
38,679 38,513 42,209
28,072 29,124 28,706
(5,978) (3,899) 5,574
3,520 (3,978) (14,133)
1,343 196 —
1,006 — —
(27,373) — —
(1,326) 250 94
(13,710) (66,088)  (293,639)
(44,662) (115) (57,292)
22,323 (5422) (31,656)
(15,055) 10,756 52,454
(1,998) 4,716 (5,010)
(18,423) 1,356 31,403
(17,957) (2,375) 25,635
63,808 94,812 (87,501)
(14,921) (15,811) (22,102)
34,132 347 510
(2,243) (5,280) —
56 3,827 10,329
(14,132) (7,101) (9,046)
(15,566) (16,443) (17,330)
(12,674) (40,461) (37,639)
60,000 155,000 169,000
50,388 100,766 1,435
(46,074)  (249,842) (8,450)
4,796 7,707 6,178
(2,061) (4,103) (602)
(111,627) (34,749) —
(19,430) (11,954) (23,311)
(64,008) (37,175) 144,250
(3,537) (4,628) (507)
(16,411) 12,548 18,603
80,613 64,202 76,750
$ 64,202 76,750 $ 95,353
$ 6979 20277 $ 26,761
$ 16,658 19,439 $ 42,100

See accompanying notes to Consolidated Financial Statements.
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OSI SYSTEMS, INC. AND SUBSIDIARIES

NOTES TO CONSOLIDATED FINANCIAL STATEMENTS
FOR THE THREE YEARS ENDED JUNE 30, 2024

1. SUMMARY OF SIGNIFICANT ACCOUNTING POLICIES

Description of Business—OSI| Systems, Inc., together with our subsidiaries, is a vertically integrated designer and
manufacturer of specialized electronic systems and components for critical applications. We sell our products and provide related
services in diversified markets, including homeland security, healthcare, defense and aerospace.

We have three reporting segments: (i) Security, providing security and inspection systems and turnkey security screening
solutions; (ii) Healthcare, providing patient monitoring, cardiology and remote monitoring, and connected care systems and associated
accessories; and (iii) Optoelectronics and Manufacturing, providing specialized electronic components and electronic manufacturing
services for our Security and Healthcare divisions, as well as third parties for applications in the defense and aerospace markets,
among others.

Through our Security segment, we provide security screening products and related services globally. These products and
services are used to inspect baggage, parcels, cargo, people, vehicles and other objects for weapons, explosives, drugs, radioactive
and nuclear materials and other contraband. In addition to these products, we also provide site design, installation, training and
technical support services to our customers. We also provide turnkey security screening solutions, which can include the construction,
staffing and long-term operation of security screening checkpoints for our customers.

Through our Optoelectronics and Manufacturing segment, we design, manufacture and market optoelectronic devices and flex
circuits and provide electronics manufacturing services globally for use in a broad range of applications, including aerospace and
defense electronics, security and inspection systems, medical imaging and diagnostics, telecommunications, office automation,
computer peripherals, industrial automation and consumer products. This division provides products and services to OEM customers
and to our own Security and Healthcare divisions.

Through our Healthcare segment, we design, manufacture, market and service patient monitoring, cardiology and remote
monitoring, and connected care systems and associated accessories globally. These products are used by care providers in critical
care, emergency and perioperative areas within the hospital and provide information, through wired and wireless networks, to
physicians and nurses who may be at the patient’s bedside, in another area of the hospital or even outside the hospital.

Consolidation—The consolidated financial statements include the accounts of OSI Systems, Inc. and our wholly-owned and
majority-owned subsidiaries. All significant intercompany accounts and transactions have been eliminated in consolidation. Investments
in joint ventures over which we have significant influence but do not have voting control are accounted for using the equity method.
Investments over which we do not have significant influence or control are not material and are carried at cost as there is no readily
determinable fair value for equity interests.

Use of Estimates—The preparation of financial statements in conformity with GAAP requires management to make estimates
and assumptions that affect the reported amounts of assets and liabilities and the disclosure of contingent assets and liabilities at the
date of the financial statements and the reported amounts of sales,costs of sales and expenses during the reporting period. The most
significant of these estimates and assumptions for our company relate to contract revenue, fair values of assets acquired and liabilities
assumed in business combinations, values for inventories reported at lower of cost or net realizable value, stock-based compensation
expense, income taxes, accrued warranty costs, contingent consideration, allowance for doubtful accounts, and the recoverability,
useful lives and valuation of recorded amounts of long-lived assets, identifiable intangible assets and goodwill. Changes in estimates
are reflected in the periods during which they become known. Due to the inherent uncertainty involved in making estimates, our actual
amounts reported in future periods could differ materially from these estimates.

Cash and Cash Equivalents—We consider all highly liquid investments with maturities of three months or less as of the
acquisition date to be cash equivalents.
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OSI SYSTEMS, INC. AND SUBSIDIARIES

NOTES TO CONSOLIDATED FINANCIAL STATEMENTS—(Continued)
FOR THE THREE YEARS ENDED JUNE 30, 2024

Our cash and cash equivalents totaled $ 95.4 million at June 30, 2024. Of this amount, approximately 81 % was held by our
foreign subsidiaries and subject to repatriation tax considerations. These foreign funds were held primarily by our subsidiaries in the
United Kingdom, India, Singapore, Canada, and Australia, and to a lesser extent in Malaysia, Egypt, Albania, Indonesia and Germany,
among other countries. We have cash holdings in financial institutions that exceed insured limits for such financial institutions; however,
we mitigate this risk by utilizing international financial institutions of high credit quality.

Accounts Receivable—\We monitor collections and payments from our customers, and we maintain allowances for doubtful
accounts for estimated losses resulting from the inability of our customers to make required payments. We determine the allowance
based on known troubled accounts, historical experience, current economic trends that might impact the level of credit losses in the
future and other available information. If the financial condition of our customers were to deteriorate, resulting in an impairment of their
ability to make payments, additional allowances could be required.

Inventories— The majority of our inventories are valued using the average costing method with select subsidiaries using the
standard costing method. All methods of valuing inventory used by the Company approximate the first - in - first out basis for valuing
inventory. Inventories are generally stated at the lower of cost (first - in, first - out) or net realizable value. We write down inventory for
slow-moving and obsolete inventory based on historical usage, orders on hand, assessments of future demands, market conditions
among other items. If these factors are less favorable than those projected, additional inventory write-downs may be required.

Property and Equipment—Property and equipment are stated at cost less accumulated depreciation and amortization.
Depreciation and amortization are charged while assets are used in service and are computed using the straight-line method over the
estimated useful lives of the assets taking into consideration any estimated salvage value. Amortization of leasehold improvements is
calculated on the straight-line method over the shorter of the useful life of the asset or the lease term. Right-of-use assets from finance
leases are included in property and equipment. Amortization of property and equipment under finance leases is included with
depreciation expense. In the event that property and equipment are idle, as a result of excess capacity or the early termination, non-
renewal or reduction in scope of a turnkey screening operation, such assets are assessed for impairment on a periodic basis or if any
indicators of impairment exist.

Goodwill and Other Intangible Assets and Valuation of Long-Lived Assets —Goodwill represents the excess purchase
price over the estimated fair value of the assets acquired and liabilities assumed in a business combination. Goodwill is allocated to our
reporting units based on the nature of the product line of the acquired business. The carrying value of goodwill and indefinite life
intangible assets are not amortized but are annually tested for impairment as of the end of the second quarter and more frequently if
there is an indicator of impairment. We assess qualitative factors of each of our three reporting units to determine whether it is more
likely than not that the fair value of a reporting unit is less than its carrying amount, including goodwill and intangible assets. The
assessments conducted as of December 31, 2023 indicated that it is not more likely than not that the fair values of our three reporting
units are less than their carrying amounts, including goodwill and intangible assets. There were no qualitative factors which would

trigger impairment testing of goodwill and indefinite life intangible assets between measurement dates. Thus, we have determined that
there is no goodwill or indefinite life intangible assets impairment for any of the three reporting units.

We evaluate long-lived assets with finite lives for impairment whenever events or changes in circumstances indicate that the
carrying amount of the asset may not be recoverable. Impairment is considered to exist if the total estimated future cash flows on an
undiscounted basis are less than the carrying amount of the assets. If impairment does exist, we measure the impairment loss and
record it based on the discounted estimate of future cash flows. In estimating future cash flows, we group assets at the lowest level for
which there are identifiable cash flows that are largely independent of the cash flows from other asset groups. Our estimate of future
cash flows is based upon, among other things, certain assumptions about expected future operating performance, growth rates and
other factors.
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OSI SYSTEMS, INC. AND SUBSIDIARIES

NOTES TO CONSOLIDATED FINANCIAL STATEMENTS—(Continued)
FOR THE THREE YEARS ENDED JUNE 30, 2024

Income Taxes—Deferred income taxes are provided for temporary differences between the financial statement and income tax
basis of our assets and liabilities, based on enacted tax rates. A valuation allowance is provided when it is more likely than not that
some portion or all of the deferred income tax assets will not be realized. Income tax accounting standards prescribe a two-step
process for the financial statement measurement and recognition of a tax position taken or expected to be taken in a tax return. The first
step involves the determination of whether it is more likely than not (greater than 50 percent likelihood) that a tax position will be
sustained upon examination, based on the technical merits of the position. The second step requires that any tax position that meets
the more likely than not recognition threshold be measured and recognized in the financial statements at the largest amount of benefit
that is greater than 50 percent likely of being realized upon ultimate settlement. See Note 10 for additional information.

Fair Value of Financial Instruments—Our financial instruments consist primarily of cash and cash equivalents, insurance
company contracts, accounts receivable, accounts payable, debt instruments, an interest rate swap contract and foreign currency
forward contracts. The carrying values of financial instruments, other than long-term debt instruments and our interest rate swap
contract, are representative of their fair values due to their short-term maturities. The carrying values of our long-term debt instruments
are considered to approximate their fair values because the interest rates of these instruments are variable or comparable to current
rates for financing available to us. The fair values of our foreign currency forward contracts were not significant as of June 30, 2024.

Fair value is the price that would be received in the sale of an asset or paid to transfer a liability in an orderly transaction
between market participants at the measurement date. The “Level 1" category comprises assets and liabilities measured at quoted
prices in active markets for identical assets and liabilities. The “Level 2" category comprises assets and liabilities measured from
observable inputs other than quoted market prices. The “Level 3" category comprises assets and liabilities for which valuation inputs
are unobservable and significant to the fair value measurement. Our contingent payment obligations related to acquisitions, which are
further discussed in Note 11 to the consolidated financial statements, are in the “Level 3" category for valuation purposes.

The fair values of our financial assets and liabilities as of June 30, 2023 and 2024 are categorized as follows (in thousands):

June 30, 2023 June 30, 2024
Level 1 Level 2 Level 3 Total Level 1 Level 2 Level 3 Total
Assets—Insurance company
contracts $ — $47,181 $ — $47,181 $ — $49679 $ — $ 49,679
Assets—Interest rate swap contract $ — $ 5369 $ — $ 5369 $ — $ 4735 % — $ 4735
Liabilities—Contingent consideration ~ $ — 3 — $21,181 $21,181 $ —  $ — $15375 $ 15375

Derivative Instruments and Hedging Activity—Our use of derivatives consists of foreign currency forward contracts and an
interest rate swap agreement. Our foreign currency forward contracts are utilized to partially mitigate certain balance sheet exposures
or used as a net investment hedge to protect against potential changes resulting from short-term foreign currency fluctuations. These
contracts have original maturities of up to three months. We also manage our risk to changes in interest rates using derivative
instruments. We use fixed interest rate swaps to effectively convert a portion of the variable interest rate payments to fixed interest rate
payments. We do not use hedging instruments for speculative purposes.

The net gains or losses from our foreign currency forward contracts, which are not designated as hedge instruments, are
reported in the consolidated statements of operations, and the amounts reported for the years ending June 30, 2022, 2023 and 2024
were not significant. The fair value of our foreign currency forward contracts is estimated using a standard valuation model and market-
based observable inputs over the contractual term. Unrealized gains are recognized as assets and unrealized losses are recognized as
liabilities. As of June 30, 2023 and 2024, we held foreign currency forward contracts with notional amounts totaling $ 21.6 million and $
96.4 million, respectively. Unrealized gains and losses from our foreign currency forward contracts as of June 30, 2023 and 2024 were
not significant.
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OSI SYSTEMS, INC. AND SUBSIDIARIES

NOTES TO CONSOLIDATED FINANCIAL STATEMENTS—(Continued)
FOR THE THREE YEARS ENDED JUNE 30, 2024

The interest rate swap agreement was entered into to improve the predictability of cash flows from interest payments related to
our variable, Secured Overnight Financing Rate (“SOFR”) based debt. The interest rate swap matures in December 2026. The interest
rate swap is considered an effective cash flow hedge, and as a result, the net gains or losses on such instrument are reported as a
component of other comprehensive income (loss) in our consolidated financial statements and are reclassified as net income when the
underlying hedged interest impacts earnings. A qualitative and quantitative assessment of the interest rate swap hedge effectiveness is
performed on a quarterly basis, unless facts and circumstances indicate that the hedge may no longer be highly effective.

As of June 30, 2023 and June 30, 2024, the notional amount of the interest rate swap hedge derivative instrument was $ 175
million. The fair value of the interest rate swap contract as of June 30, 2023 and June 30, 2024 is recorded in Other assets within the
consolidated balance sheet.

The effect of the cash flow hedge on other comprehensive income (loss) and earnings for the periods presented was as
follows:

Fiscal Year Ended June 30,

2023 2024
Total interest and other expense, net presented in the condensed consolidated statements of
operations in which the effects of cash flow hedges are recorded $ (20041) $ (27,847)
Gain (loss) recognized in other comprehensive income (loss), net of tax 3,892 (400)
Amount reclassified from accumulated other comprehensive income (loss) to interest expense, net 1,343 3,582

Revenue Recognition

We recognize revenue under Accounting Standards Codification Topic 606, Revenue from Contracts with Customers (“ASC
606"), which superseded all prior revenue recognition methods and industry-specific guidance. The core principle of ASC 606 is that an
entity should recognize revenue to depict the transfer of control for promised goods or services to customers in an amount that reflects
the consideration to which the entity expects to be entitled in exchange for those goods or services. In applying the revenue recognition
principles, an entity is required to identify the contract(s) with a customer, identify the performance obligations, determine the
transaction price, allocate the transaction price to the performance obligations and recognize revenue as the performance obligations
are satisfied (i.e., either over time or at a point in time). ASC 606 further requires that companies disclose sufficient information to
enable readers of financial statements to understand the nature, amount, timing and uncertainty of revenue and cash flows arising from
contracts with customers.

Product Sales. We recognize revenue from sales of products upon shipment or delivery when control of the product transfers to
the customer, depending on the terms of each sale, and when collection is probable. We generally offer customers payment terms of
less than one year. In cases when payment terms extend beyond one year, we consider whether the contract has a significant
financing component. In the circumstance where terms of a product sale include subjective customer acceptance criteria, revenue is
deferred until we have achieved the customer acceptance criteria unless such acceptance criteria are perfunctory or inconsequential.
On occasion, the Company receives requests from customers to delay physical transfers of products for the customers’ convenience
under bill-and-hold arrangements. We recognize revenue from these arrangements in accordance with ASC 606, which requires the
transaction to meet the following criteria to determine that the customer has obtained control: (a) the reason for the bill-and-hold is
substantive, (b) the product has separately been identified as belonging to the customer, (c) the product is currently ready for physical
transfer to the customer, and (d) the Company does not have the ability to use the product or direct it to another customer. The
Company recognized bill-and-hold revenues of $ 5.5 million and $ 38.5 million for fiscal years ended June 30, 2024, and 2023,
respectively.

Service Revenue. Revenue from services includes installation and implementation of products and turnkey security screening
services and after-market services. Generally, revenue from services is recognized over time as the services are performed. Revenues
from out of warranty service maintenance contracts are recognized ratably over the respective terms of such contracts. Deferred
revenue for such services arises from payments received from customers for services not yet performed.
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Contract Revenue. Sales agreements with customers can be project specific, cover a period of time, and can be renewable
periodically. The contracts may contain terms and conditions with respect to payment, delivery, installation, services, warranty and other
rights. In certain instances, we consider an accepted customer order, governed by a master sales agreement, to be the contract with
the customer when legal rights and obligations exist. Contracts with customers may include the sale of products and services, as
discussed in the paragraphs above. In certain instances, contracts can contain multiple performance obligations as discussed in the
paragraph below. According to the terms of a sale contract, we may receive consideration from a customer prior to transferring goods to
the customer, and we record these prepayments as an advance receipt. We also record deferred revenue, typically related to service
contacts, when consideration is received before the services have been performed. We recognize contract liabilities and deferred
revenue as net sales after all revenue recognition criteria are met.

When determining revenue recognition for contracts, we make judgments based on our understanding of the obligations in
each contract. We determine whether or not customer acceptance criteria are perfunctory or inconsequential. The determination of
whether or not customer acceptance terms are perfunctory or inconsequential impacts the amount and timing of revenue recognition.
Judgments also include estimates of warranty reserves, which are established based on historical experience and knowledge of the
product under warranty.

Multiple Performance Obligations. Certain agreements with customers include the sale of capital equipment involving multiple
elements that may include civil works to prepare a site for the installation of equipment, manufacture and delivery of equipment,
installation and integration of equipment, training of customer personnel to operate the equipment and after-market service of the
equipment. We assign multiple elements in a contract into separate performance obligations if those elements are distinct, both
individually and in the context of the contract. If multiple promises comprise a series of distinct services which are substantially the same
and have the same pattern of transfer, they are combined and accounted for as a single performance obligation.

In cases where obligations in a contract are distinct and thus require separation into multiple performance obligations, revenue
recognition guidance requires that contract consideration be allocated to each distinct performance obligation based on its relative
standalone selling price. The value allocated to each performance obligation is then recognized as revenue when the revenue
recognition criteria for each distinct obligation or bundle of obligations has been met.

The standalone selling price for each performance obligation is an amount that depicts the amount of consideration to which
the entity expects to be entitled in exchange for transferring the good or service. When there is only one performance obligation
associated with a contract, the entire sale value is attributed to that obligation. When a contract contains multiple performance
obligations, the standalone selling price is first estimated using the observable price, which is generally a list price net of applicable
discount, or the price used to sell the good or service in similar circumstances. In circumstances when a selling price is not directly
observable, we will estimate the standalone selling price using information available to us including our market assessment and/or
expected cost plus margin.

The timetable for fulfilment of each of the distinct performance obligations can range from completion in a short amount of time
and entirely within a single reporting period to completion over several reporting periods. The timing of revenue recognition for each
performance obligation may be dependent upon several milestones, including physical delivery of equipment, completion of factory
acceptance test, completion of site acceptance test, installation and connectivity of equipment, certification of training of personnel and,
in the case of after-market service deliverables, the passage of time (typically evenly over the post-warranty period of the service
deliverable).

We often provide a guarantee to support our performance under multiple performance obligations. In the event that customers
are permitted to terminate such arrangements, the underlying contract typically requires payment for deliverables and reimbursement of
costs incurred through the date of termination.

We disaggregate revenue by reporting segment (Security, Optoelectronics and Manufacturing, and Healthcare) to depict the

nature of revenue in a manner consistent with our business operations and to be consistent with other communications and public
filings. Refer to Note 14 for additional details of revenues by reporting segment.

F-15




Table of Contents
OSI SYSTEMS, INC. AND SUBSIDIARIES

NOTES TO CONSOLIDATED FINANCIAL STATEMENTS—(Continued)
FOR THE THREE YEARS ENDED JUNE 30, 2024

Contract Assets and Liabilities. We enter into contracts to sell products and provide services, and we recognize contract assets
and liabilities that arise from these transactions. We recognize revenue and corresponding accounts receivable according to ASC 606.
When we recognize revenue in advance of the point in time at which contracts give us the right to invoice a customer, we record this as
unbilled revenue, which is included in accounts receivable, net, on the consolidated balance sheet. We may also receive consideration,
per the terms of a contract, from customers prior to transferring goods to the customer. We record customer deposits as contract
liabilities. Additionally, we may receive payments, most typically under service and warranty contracts, at the onset of the contract and
before services have been performed. In such instances, we record a deferred revenue liability. We recognize these contract liabilities
as sales after all revenue recognition criteria are met.

Practical Expedients. In cases where we are responsible for shipping after the customer has obtained control of the goods, we
have elected to treat the shipping activities as fulfillment activities rather than as a separate performance obligation. Additionally, we
have elected to capitalize the cost to obtain a contract only if the period of amortization would be longer than one year. We only give
consideration to whether a customer agreement has a financing component if the period of time between transfer of goods and
services and customer payment is greater than one year.

Freight—We record shipping and handling fees that we charge to our customers as revenue and related costs as cost of goods
sold.

Research and Development Costs—Research and development costs are those costs related to the development of a new
product, process or service, or significant improvement to an existing product, process or service. Such costs are charged to operations
as incurred.

Stock-Based Compensation—Stock-based compensation cost is measured at the grant date based on the estimated fair
value of the award and is recognized as expense over the employee’s requisite service period for all stock-based awards granted or
modified. Certain restricted stock unit awards vest based on the achievement of pre-established performance criteria. The fair value of
performance-based awards is estimated at the date of grant based upon the probability that the specified performance criteria will be
met, adjusted for estimated forfeitures. Each quarter we update our assessment of the probability that the specified performance
criteria will be achieved and adjust the estimate of the expenses of the performance-based awards if necessary. We amortize the fair
value of performance-based awards over the requisite service period for each separately vesting tranche of the award. See Note 9 to
the consolidated financial statements.

Impairment, Restructuring and Other Charges —We account for certain charges related to restructuring activities, litigation,
acquisition-related costs and other non-routine charges as Impairment, restructuring and other charges in the consolidated financial
statements. See Note 7 for additional information about these charges.

Credit Risk and Concentration— Financial instruments that are potentially subject to concentrations of credit risk consist
primarily of cash, cash equivalents, marketable securities and accounts receivable. We restrict investments in cash equivalents to
financial institutions with high credit standing. Credit risk on accounts receivable is minimized as a result of the large and diverse nature
of our company’s worldwide customer base. As of June 30, 2023, no customer accounted for greater than 10 % of accounts receivable.
As of June 30, 2024 two customers in the Security division accounted for 39 % and 10 % of accounts receivable, net. In fiscal year
2023, no customer accounted for greater than 10 % of revenues. In fiscal year 2024, two Security division customers accounted for 16
% and 11 % of net revenues, respectively. We perform ongoing credit evaluations of our customers’ financial condition and maintain
allowances for potential credit losses.

Our cash and cash equivalents totaled $ 76.8 million and $ 95.4 million at June 30, 2023 and 2024, respectively. Of these
amounts, approximately 97 % and 81 % were held by our foreign subsidiaries at June 30, 2023 and 2024, respectively.

For cost, quality control, technological, and efficiency reasons, we purchase certain materials, parts, and components only from
single vendors with whom we have ongoing relationships. We do, however, qualify second sources for many of our materials, parts, and
components. While management believes that relying on key vendors improves the efficiency and reliability of business operations,
relying on any one vendor for a significant aspect of business can have a significant negative impact on revenue and profitability if that
vendor fails to perform at acceptable service levels for any reason, including financial difficulties of the vendor.
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Foreign Currency Translation and Transactions — We transact business in various foreign currencies. In countries where
the functional currency of the underlying operations has been determined to be the local country’s currency, revenues and expenses of
operations outside the United States are translated into United States dollars using average exchange rates while assets and liabilities
of operations outside the United States are translated into United States dollars using period-end exchange rates. The effects of foreign
currency translation adjustments are included in stockholders’ equity as a componelnt of accumulated other comprehensive income
(loss) in the accompanying consolidated balance sheets. We also have subsidiaries where the United States dollar has been
designated as the functional currency based on individual facts and circumstances. Remeasurement of non-United States dollar
monetary assets and liabilities are translated using period-end exchange rates and associated gains and losses are recognized in the
consolidated statements of operations. Non-monetary assets and liabilities are translated using historical exchange rates. Transaction
gains and losses, which were included in our consolidated statement of operations, amounted to a net gain (loss) of approximately $
0.6 million, $ 2.0 million and $( 5.1 ) million for the fiscal years ended June 30, 2022, 2023 and 2024, respectively.

Business Combinations—Under ASC 805, the acquisition method of accounting requires us to record assets acquired and
liabilities assumed from an acquisition at their estimated fair values at the date of acquisition. Any excess of the total estimated
purchase price over the estimated fair value of the net assets acquired should be recorded as goodwill. Such valuations require
management to make significant estimates and assumptions, especially with respect to intangible assets. Significant estimates in
valuing certain intangible assets include, but are not limited to, future expected cash flows from acquired customers, acquired
technology, trade names, useful lives and discount rates. Management’s estimates of fair value are based upon assumptions believed
to be reasonable, but which are inherently uncertain and unpredictable and, as a result, actual results may differ from estimates. During
the measurement period, which is until we have all the necessary information about the facts and circumstances that existed as of the
acquisition date up to one year from the acquisition date, as additional information that existed at the acquisition date becomes
available for preliminary estimates, we may record adjustments to the provisional amounts initially recorded for assets acquired and
liabilities assumed. Upon the conclusion of the measurement period, any subsequent adjustments are included in earnings.

Earnings per Share—\We compute basic earnings per share by dividing net income available to common stockholders by the
weighted average number of common shares outstanding during the period. We compute diluted earnings per share by dividing net
income available to common stockholders by the sum of the weighted average number of common shares and dilutive potential
common shares outstanding during the period. Potential common shares consist of the shares issuable upon the exercise of stock
options and restricted stock unit awards under the treasury stock method. In periods where a net loss is reported, basic and diluted net
loss per share are the same since the effect of potential common shares is antidilutive and therefore excluded. There was no dilutive
effect of the senior convertible notes (See Note 8) for the fiscal years ended June 30, 2022, 2023 and 2024.

The following table sets forth the computation of basic and diluted earnings per share (in thousands, except per share
amounts):

2022 2023 2024

Net income available to common stockholders $115,347 $91,778 $128,154
Weighted average shares outstanding—basic 17,551 16,828 16,978
Dilutive effect of equity awards 319 362 376
Weighted average shares outstanding—diluted 17,870 17,190 17,354
Basic earnings per share $ 657 $ 545 $ 755
Diluted earnings per share $ 645 $ 534 g 738
Weighted average shares excluded from diluted earnings per share due

to their anti-dilutive effect 47 49 14
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Warranty Provision—We offer our customers warranties on many of the products that we sell. These warranties typically
provide for repairs and maintenance of the products if problems arise during a specified time period after original shipment. Concurrent
with the sale of products, we record a provision for estimated warranty expenses with a corresponding increase in cost of goods sold.
We periodically adjust this provision based on historical experience and anticipated expenses. We charge actual expenses of repairs
under warranty, including parts and labor, to this provision when incurred. The current obligation for warranty provision is included in
other accrued expenses and current liabilities and the noncurrent portion is included in other long-term liabilities in the consolidated
balance sheets, whose activity for each of the three fiscal years ended June 30, 2024 is summarized in the following table (in
thousands):

Warranty provision as of June 30, 2021 $ 19,736
Warranty claims provided for/assumed in acquisition 3,474
Settlements made (9,863)

Warranty provision as of June 30, 2022 $ 13,347
Warranty claims provided for/assumed in acquisition 4,193
Settlements made (6,391)

Warranty provision as of June 30, 2023 $ 11,149
Warranty claims provided for/assumed in acquisition 5,878
Settlements made (5,938)

Warranty provision as of June 30, 2024 $ 11,089

Leases—Right-of-use (“ROU") assets represent our right to use an underlying asset during the reasonably certain lease
terms, and lease liabilities represent our obligation to make lease payments arising from the leases. We recognize ROU lease assets
and lease liabilities at lease commencement on our consolidated balance sheet based on the present value of lease payments over the
lease term using a discount rate determined based on our incremental borrowing rate since the rate implicit in each lease is not readily
determinable. We elected the package of practical expedients, which permits us to not reassess (1) whether any expired or existing
contracts are or contain leases, (2) the lease classification of any expired or existing leases, and (3) any initial direct costs for any
existing leases as of the effective date. We elected the practical expedient to account for each separate lease component of a contract
and its associated non-lease components as a single lease component. We also elected the hindsight practical expedient, which allows
us to use hindsight in determining the lease term. We do not record a ROU asset and corresponding lease liability for leases with an
initial term of one year or less (“short-term leases”). The terms in our leases may include options to extend or terminate the lease. We
recognize ROU assets and liabilities when it is reasonably certain that we will exercise those options. Judgment is required in our
assessment as to whether renewal or termination options are reasonably certain to be exercised and factors such as contractual terms
compared to current market rates and the importance of the facility and location to our operations, among others, are considered. Lease
payments are made in accordance with the lease terms, and lease expense, including short-term lease expense, is recognized on a
straight-line basis over the lease term.

We lease facilities and certain equipment under various operating lease agreements. The majority of our lease arrangements
are comprised of fixed payments while certain of our other leases provide for periodic rent increases. Our leases may contain escalation
clauses and renewal options. Most of the leases require us to pay for certain other costs such as common area maintenance and
property taxes. Rent expense for leases with periodic rent increases or escalation clauses is recognized on a straight-line basis over
the minimum lease term. The lease agreements do not contain any material residual value guarantees or material restrictive covenants.
We also have finance leases for fleet vehicles that are not material to the consolidated financial statements.

Subsequent Events— In accordance with ASC 855, our management evaluated material events after the balance sheet date
through the date of the filing of this report with the SEC, which include (1) issuance of $ 350 million convertible senior notes in July
2024 as further described in Note 8, and (2) repurchase of 531,314 shares of common stock for $ 80 million in July 2024 as further
described in Note 9.

Recent Accounting Guidance

From time to time, new accounting pronouncements are issued by the FASB and other regulatory bodies that are adopted as of
the specified effective dates. Unless otherwise discussed below, management believes that the impact of recently issued standards,
which are not yet effective for the Company, will not have a material impact on our Consolidated Financial Statements upon adoption.
There were no new pronouncements adopted in fiscal year 2024.
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In November 2023, the Financial Accounting Standards Board (“FASB”) issued Accounting Standards Update 2023-07,
“Improvements to Reportable Segment Disclosures” (“ASU 2023-07"), which requires disclosure of significant segment expenses that
are regularly provided to the chief operating decision maker and included within each reported measure of segment profit or loss, an
amount and description of its composition for other segment items and interim disclosures of a reportable segment'’s profit or loss and
assets. ASU 2023-07 is to be applied on a retrospective basis and is effective for fiscal years beginning after December 15, 2023 and
interim periods within fiscal years beginning after December 15, 2024 with early adoption permitted. We are evaluating the impact of
ASU 2023-07 on disclosures in our Consolidated Financial Statements.

In December 2023, the FASB issued Accounting Standards Update 2023-09, “Improvements to Income Tax Disclosures”
(“ASU 2023-09"), which provides for additional disclosures primarily related to the income tax rate reconciliations and income taxes
paid. ASU 2023-09 requires entities to annually disclose the income tax rate reconciliation using both amounts and percentages,
considering several categories of reconciling items, including state and local income taxes, foreign tax effects, tax credits and
nontaxable or nondeductible items, among others. Disclosure of the reconciling items is subject to a quantitative threshold and
disaggregation by nature and jurisdiction. ASU 2023-09 also requires entities to disclose net income taxes paid or received to federal,
state and foreign jurisdictions, as well as by individual jurisdiction, subject to a five percent quantitative threshold. ASU 2023-09 may be
adopted on a prospective or retrospective basis and is effective for fiscal years beginning after December 15, 2024 with early adoption
permitted. We are evaluating the impact of ASU 2023-09 on disclosures in our Consolidated Financial Statements.

2. BUSINESS COMBINATIONS
Fiscal Year 2024 Business Acquisitions

In December 2023, we (through our Optoelectronics and Manufacturing division) acquired a privately held contract
manufacturer for approximately $ 6.3 million. The acquisition was financed with cash on hand. The goodwill recognized for this
business acquisition is deductible for income tax purposes.

In October 2023, we (through our Security division) acquired a privately held provider of radiation detection technology for
approximately $ 2.8 million, plus up to $ 3.6 million in potential contingent consideration. The acquisition was financed with cash on
hand. The goodwill recognized for this business acquisition is not deductible for income tax purposes.

Fiscal Year 2023 Business Acquisitions

In April 2023, we (through our Optoelectronics and Manufacturing division) acquired a privately held provider of engineering
and contract manufacturing solutions for approximately $ 2.5 million, plus up to $ 2.5 million in potential contingent consideration. The
acquisition was financed with cash on hand.

In February 2023, we (through our Healthcare division) acquired a privately held provider of software and solutions for
approximately $ 2.1 million plus up to $ 5.0 million in potential contingent consideration. The acquisition was financed with cash on
hand.

Through our Security division, we acquired (i) in December 2022 certain assets of a provider of baggage and parcel inspection
systems for approximately $ 1.6 million and (ii) in August 2022 a privately held provider of training software and solutions for
approximately $ 1.9 million plus an immaterial amount of potential contingent consideration. These acquisitions were financed with
cash on hand.

The goodwill we recognized for fiscal year 2023 business acquisitions are not deductible for income tax purposes.

Fiscal Year 2022 Business Acquisitions
In February 2022, we (through our Security division) acquired a privately held provider of intelligent inspection, sensory, and

recognition solutions for approximately $ 14.0 million, plus up to $ 25.0 million in potential contingent consideration. The acquisition
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was financed with cash on hand and borrowings under our revolving bank line of credit. The goodwill recognized for this business is not
deductible for income tax purposes.

In February 2022, we (through our Security division) acquired a privately held sales and services company for approximately $
1.1 million, plus an immaterial amount of potential contingent consideration. This acquisition was financed with cash on hand. The
goodwill recognized for this transaction is deductible for income tax purposes.

The acquisitions we completed in fiscal 2022, 2023, and 2024, individually and in the aggregate, were not material to our
consolidated financial statements. Accordingly, pro-forma historical results of operations and other disclosures related to these
businesses have not been presented.

3. BALANCE SHEET DETAILS

The following tables provide details of selected balance sheet accounts (in thousands):

June 30,
Accounts receivable, net 2023 2024
Accounts receivable $ 395,218 $ 667,227
Less allowance for doubtful accounts (14,373) (19,072)
Total $ 380,845 $ 648,155
June 30,
Inventories 2023 2024
Raw materials $ 233,217 ¢ 238,086
Work-in-process 56,329 66,910
Finished goods 48,462 92,943
Total $ 338,008 $ 397,939
Estimated
Useful June 30,
Property and equipment, net Lives 2023 2024
Land N/A $ 15691 $ 15,494
Buildings, civil works and improvements 5 - 40 years 49,166 48,552
Leasehold improvements 1 - 20 years 13,553 13,573
Equipment and tooling 3 - 10 years 135,703 146,819
Furniture and fixtures 3 - 10 years 3,632 3,348
Computer equipment 3 -5years 24,119 22,597
Computer software 3 - 10 years 26,981 29,195
Computer software implementation in process N/A 9,705 6,514
Construction in process N/A 4,108 6,986
Total 282,658 293,078
Less accumulated depreciation and amortization (173,725) (179,111)
Property and equipment, net $ 108,933 $ 113,967

During fiscal 2022, 2023 and 2024, depreciation expense was approximately $ 21.0 million, $ 19.5 million and $ 19.4 million,
respectively.
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4. GOODWILL AND INTANGIBLE ASSETS

The changes in the carrying amount of goodwill by segment for fiscal 2023 and 2024 are as follows (in thousands):

Optoelectronics

and
Security Manufacturing Healthcare
Division Division Division Consolidated
Balance as of June 30, 2022 $ 225555 $ 67,615 $ 43,187 $ 336,357
Goodwill acquired or adjusted during the period 5,021 2,574 5,161 12,756
Foreign currency translation adjustment 86 199 107 392
Balance as of June 30, 2023 $ 230,662 $ 70,388 $ 48,455 $ 349,505
Goodwill acquired or adjusted during the period 1,628 827 — 2,455
Foreign currency translation adjustment (75) (408) 3 (480)
Balance as of June 30, 2024 $ 232,215 $ 70,807 $ 48,458 $ 351,480
Intangible assets consisted of the following (dollar amounts in thousands):
June 30, 2023 June 30, 2024
Weighted Gross Gross
Average Carrying Accumulated Intangibles Carrying Accumulated Intangibles
Lives Value Amortization Net Value Amortization Net
Amortizable assets:

Software development costs 7years $ 77,844 $ (20,285) $ 57,559 $ 79,228 $ (10,646) $ 68,582
Patents 19 years 8,636 (3,404) 5,232 9,116 (3,861) 5,255
Developed technology 10 years 68,274 (38,353) 29,921 70,186 (45,740) 24,446
Customer relationships 7 - 8 years 55,780 (39,101) 16,679 51,113 (41,421) 9,692
Total amortizable assets 210,534  (101,143) 109,391 209,643  (101,668) 107,975

Non-amortizable assets:
In-process R&D 533 — 533 — — —
Trademarks 30,933 — 30,933 31,554 — 31,554
Total intangible assets $242,000 $(101,143) $140,857 $241,197 $(101,668) $139,529

Amortization expense related to intangible assets was $ 17.7 million, $ 19.0 million and $ 22.8 million for fiscal 2022, 2023

and 2024, respectively.

At June 30, 2024, the estimated future amortization expense was as follows (in thousands):

2025

2026

2027

2028

2029

Thereafter
Total
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Software development costs for software products incurred before establishing technological feasibility are charged to
operations. Software development costs incurred after establishing technological feasibility are capitalized on a product-by-product
basis until the product is available for general release to customers at which time amortization begins. Annual amortization, charged to
cost of goods sold, is the amount computed using the ratio that current revenues for a product bear to the total current and anticipated
future revenues for that product. In the event that future revenues are not estimable, such costs are amortized on a straight-line basis
over the remaining estimated economic life of the product. Amortizable assets that have not yet begun to be amortized are included in
“Thereafter” in the table above. During fiscal 2022, 2023 and 2024, we capitalized software development costs in the amounts of $ 15.2
million, $ 16.2 million and $ 16.6 million, respectively.

5. CONTRACT ASSETS AND LIABILITIES

The table below shows the balance of contract assets and liabilities as of June 30, 2023 and 2024, including the change
between the periods. There were no substantial non-current contract assets for the periods presented.

Contract Assets (dollar amounts in thousands)

June 30, June 30,
2023 2024 Change % Change
Unbilled revenue (included in accounts receivable, net) $86,818 $338,944 $252,126 290 %

Contract Liabilities (dollar amounts in thousands)

June 30, June 30,

2023 2024 Change % Change
Advances from customers $21,250 $53431 $ 32,181 151 %
Deferred revenue—current 43,861 46,855 2,994 7%
Deferred revenue—long-term 22,200 22,809 609 3%

Contract Assets. Contract assets increased by approximately $ 252.1 million as a result of unbilled revenue primarily from the
timing and nature of milestones met in contracts for a number of customers in our Security Division, both within the United States and
internationally, where we met the revenue recognition criteria under ASC 606 in advance of the time when contracts give us the right to
invoice customers.

Remaining Performance Obligations. Remaining performance obligations related to ASC 606 represent the portion of the
transaction price allocated to performance obligations under an original contract with a term greater than one year which are fully or
partially unsatisfied at the end of the period. As of June 30, 2024, the aggregate portion of the transaction price allocated to remaining
performance obligations was approximately $ 836.4 million. We expect to recognize revenue on approximately 53 % of the remaining
performance obligations over the next 12 months , and the remainder is expected to be recognized thereafter. During the fiscal year
ended June 30, 2024, we recognized revenue of $ 59.1 million from contract liabilities existing as of July 1, 2023.

Practical Expedients. In cases where we are responsible for shipping after the customer has obtained control of the goods, we
have elected to treat the shipping activities as fulfillment activities rather than as a separate performance obligation. Additionally, we
have elected to capitalize the cost to obtain a contract only if the period of amortization would be longer than one year. We only give
consideration to whether a customer agreement has a financing component if the period of time between transfer of goods and
services and customer payment is greater than one year.
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6. LEASES

The components of operating lease expense for the fiscal years ended June 30, 2023 and 2024 were as follows (in thousands):

Fiscal Year Ended June 30,

2023 2024
Operating lease cost $ 11,364 $ 11,227
Variable lease cost 1,323 1,127
Short-term lease cost 923 1,441

$ 13,610 $ 13,795

Sale-leaseback Transaction. In March 2022, we completed a sale-leaseback transaction for our manufacturing facilities and
corporate headquarters in Hawthorne, California (the “Hawthorne Property”). We sold the Hawthorne Property for $ 32 million and
recognized a gain on sale of $ 27.4 million which is included in Other income on the statement of operations for the fiscal year ended
June 30, 2022. We also entered into a 6-year lease agreement for the Hawthorne Property expiring in March 2028, with two 5-year
renewal options.

Supplemental balance sheet assets and liabilities related to operating leases were as follows (dollar amounts in thousands):

Balance Sheet Category June 30, 2023 June 30, 2024
Operating lease ROU assets, net Other assets $ 32,618 $ 30,040

Other accrued expenses

Operating lease liabilities, current portion and current liabilities $ 9,787 $ 9,706
Operating lease liabilities, long-term Other long-term liabilities 23,733 21,127
Total operating lease liabilities $ 33520 $ 30,833
Weighted average remaining lease term 3.8 years
Weighted average discount rate 4.4 %

Supplemental cash flow information related to operating leases for the year ended June 30, 2024 was as follows (in
thousands):

Fiscal Year Ended June 30,

2023 2024
Cash paid for operating lease liabilities $ 11,418 $ 11,914
ROU assets obtained in exchange for new lease obligations 14,574 7,197

Maturities of operating lease liabilities at June 30, 2024 were as follows (in thousands):

June 30, 2024

Less than one year $ 10,823
1-2years 9,313
2 — 3 years 7,619
3 —4 years 2,976
4 —5years 1,191
Thereafter 1,544

33,466
Less: Imputed interest (2,633)
Total lease liabilities $ 30,833
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7. IMPAIRMENT, RESTRUCTURING AND OTHER CHARGES

We endeavor to align our global capacity and infrastructure with demand by our customers as well as fully integrate acquisitions
and thereby improve operational efficiency.

During the fiscal year ended June 30, 2024, we recognized $ 6.4 million in restructuring and other charges, which included $
3.2 million for facility closure costs for operational efficiency activities, $ 1.4 million for employee terminations, $ 1.0 million in
acquisition related costs, and $ 0.8 million in legal charges.

During the fiscal year ended June 30, 2023, we recognized $ 7.6 million in impairment, restructuring and other charges, which
included $ 3.9 million in legal charges primarily related to class action litigation and government investigations, $ 1.7 million for
employee terminations, $ 1.5 million for other facility closure costs for operational efficiency activities, and $ 0.4 million in acquisition
related costs.

During the fiscal year ended June 30, 2022, we recognized $ 7.5 million in impairment, restructuring and other charges, which
included $ 5.1 million in legal charges primarily related to class action litigation and government investigations, $ 1.1 million for
employee terminations, $ 1.0 million for impairment of software assets, $ 0.3 million in acquisition related costs, and a net benefit for
facility closures activity of a nominal amount.

The following tables summarize impairment, restructuring and other charges for the periods set forth below (in thousands):

Fiscal 2024
Optoelectronics
and
Security Manufacturing Healthcare
Division Division Division Corporate Total
Acquisition-related costs $ 247  $ 201 $ — % 514 $ 962
Employee termination costs 285 199 810 122 1,416
Facility closures/consolidation 90 3,148 — — 3,238
Legal costs, net 53 — — 722 775
Total expensed $ 675 $ 3548 $ 810 $ 1358 $ 6,391
Fiscal 2023
Optoelectronics
and
Security Manufacturing Healthcare
Division Division Division Corporate Total
Acquisition-related costs $ 23 % 7 $ 225 % 127  $ 382
Employee termination costs 849 532 355 — 1,736
Facility closures/consolidation 35 1,504 — — 1,539
Legal costs, net 808 464 2,497 140 3,909
Total expensed $ 1,715 $ 2507 $ 3077 $ 267 $ 7,566
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Fiscal 2022
Optoelectronics
and
Security Manufacturing Healthcare
Division Division Division Corporate Total

Impairment charges $ — 8 — 3 — 8 1,006 $ 1,006
Acquisition-related costs 232 — — 56 288
Employee termination costs 1,077 100 — — 1,177
Facility closures/consolidation (33) — — — (33)
Legal costs, net — — — 5,104 5,104
Total expensed $ 1276 $ 100 $ — 6,166 $ 7,542

The accrued liability for restructuring and other charges is included in other accrued expenses and current liabilities in the
consolidated balance sheet. The changes in the accrued liability for restructuring and other charges for fiscal 2023 and 2024 were as
follows (in thousands):

Facility
Acquisition- Employee Closure | Legal
Related Termination Consolidation Costs and
Costs Costs Cost Settlements Total
Balance as of June 30, 2022 $ — % 181 $ 23 $ 1,780 $ 1,984
Restructuring and other charges (benefit), net 382 1,736 1,539 3,909 7,566
Payments, adjustments and reimbursements, net (375) (1,810) 47 (5,033) (7,471)
Balance as of June 30, 2023 $ 7% 107 ¢ 1609 g 656 2,379
Restructuring and other charges (benefit), net 962 1,416 3,238 775 6,391
Payments, adjustments and reimbursements, net (473) (1,229) (4,620) (623) (6,945)
Balance as of June 30, 2024 $ 496 $ 294§ 227 $ 808 $ 1,825

8. BORROWINGS

Revolving Credit Facility

Our senior secured credit facility comprises a term loan and a $ 600 million revolving credit facility which mature in December
2026. The revolving credit facility includes a $ 300 million sub-limit for letters of credit. Under certain circumstances and subject to
certain conditions, we have the ability to increase the revolving credit facility by an amount equal to the greater of $ 250 million or such
amount as would not cause our secured leverage ratio to exceed a specified level. Borrowings under the amended facility bore interest
at SOFR plus a margin of 1.0 % as of June 30, 2024 (which margin can range from 1.0 % to 1.75 % based on our consolidated net
leverage ratio as defined in the credit facility). Letters of credit reduce the amount available to borrow under the credit facility by their
face value amount. The unused portion of the facility bore a commitment fee of 0.10 % as of June 30, 2024 (which fee can range from
0.10 % to 0.25 % based on our consolidated net leverage ratio as defined in the credit facility). Our borrowings under the credit
agreement are guaranteed by certain of our U.S.-based subsidiaries and are secured by substantially all of our assets and substantially
all the assets of certain of our subsidiaries. The credit facility contains various representations and warranties, affirmative, negative and
financial covenants and events of default. As of June 30, 2024, there were $ 384.0 million of borrowings outstanding under the
revolving credit facility, $ 74.5 million outstanding under the letters of credit sub-facility, and $ 135.6 million outstanding under the term
loan. As of June 30, 2024, the amount available to borrow under the revolving credit facility was $ 141.5 million. Loan amounts under
the revolving credit facility may be borrowed, repaid and re-borrowed during the term. The principal amount of each loan is due and
payable in full on the maturity date. We have the right to repay each loan in whole or in part from time to time without penalty. It is our
practice to routinely borrow and repay several times per year under the revolving facility and therefore, borrowings under the revolving
credit facility are included in current liabilities. As of June 30, 2024, we were in compliance with all financial covenants under this credit
facility. In September 2022, we entered into an interest rate swap in order to mitigate the interest rate risk on a portion of the interest
payments expected to be made on the borrowings outstanding under the revolving credit facility and term loan. Refer to Note 1 for
details.
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Other Borrowings

Several of our foreign subsidiaries maintain bank lines-of-credit, denominated in local currencies and U.S. dollars, primarily for
the issuance of letters-of-credit. As of June 30, 2024, $ 54.4 million was outstanding under these letter-of-credit facilities. As of June
30, 2024, the total amount available under these credit facilities was $ 34.2 million.

Long-term debt consisted of the following (in thousands):

June 30,
2023 2024
Term loan $ 143,125 ¢ 135,625
Other long-term debt 1,442 1,925
144,567 137,550
Less current portion of long-term debt (8,076) (8,167)
Long-term portion of debt $ 136,491 $ 129,383

Fiscal year principal payments of long-term debt as of June 30, 2024 are as follows (in thousands):

2025 $ 8,167
2026 8,119
2027 121,115
2028 145
2029 and thereafter 4

Total $ 137,550

In July 2024 we issued $ 350 million aggregate principal amount of our 2.25 % convertible senior notes (“Notes”) due August
2029. The initial conversion rate is 5.2090 shares of the Company’s common stock per $1,000 principal amount of Notes, which
represents an initial conversion price of approximately $ 191.98 per share of the Company’s common stock.

9. STOCKHOLDERS’ EQUITY
Stock-based Compensation
As of June 30, 2024, we maintained the OSI Plan as a stock-based employee compensation plan.

We recorded stock-based compensation expense in the consolidated statements of operations as follows (in thousands):

2022 2023 2024
Cost of goods sold $ 812 $ 911 $ 930
Selling, general and administrative 26,749 27,716 27,155
Research and development 511 497 621
Stock-based compensation expense $ 28,072 $ 29,124 $ 28,706

As of June 30, 2024, total unrecognized compensation cost related to stock-based compensation grants under the OSI Plan
were estimated at $ 0.9 million for stock options and $ 13.6 million for restricted stock units (“RSUs"). We expect to recognize these
costs over a weighted-average period of 2.0 years with respect to the stock options and 2.1 years for grants of RSUs.

OSl Plan

Awards are granted in the form of incentive options, nonqualified options, restricted stock awards, stock appreciation rights,
RSUs, performance shares and stock bonuses, amongst other forms of equity, to qualified employees, directors and consultants.
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Under the OSI Plan, the exercise price of nongualified options and incentive stock options may not be less than the fair market
value of our common stock on the date of grant. The exercise price of nonqualified options and incentive stock options granted to
individuals who own more than 10 % of our voting stock may not be less than 110 % of the fair market value of our common stock on
the date of grant. Stock options granted under the OSI Plan typically vest over three years based on continued service. Restricted stock
and RSUs typically vest over three to four years based on continued service. Certain restricted stock awards granted to senior
management vest based on the achievement of pre-established performance criteria.

Stock Option Fair Value Estimation Assumptions. We estimate the fair value of our stock options at the date of grant using
the Black-Scholes option-pricing valuation model. Our valuation model is affected by our stock price as well as weighted average
assumptions for a number of subjective variables described below.

Expected Dividend.  Expected dividend is based on historical patterns and our anticipated dividend payments over the
expected holding period.

Risk-Free Interest Rate. The risk-free interest rate for stock options is based on U.S. Treasuries for a maturity matching the
expected holding period.

Expected Volatility. Expected volatility is based on implied volatility and/or our historical share price volatility matching the
expected holding period. No single method of estimating volatility is proper under all circumstances and to the extent that a company
can derive implied volatility based on the trading of its financial instruments on a public market, it may be appropriate to use both
implied and historical volatility in its assumptions. We have certain financial instruments that are publicly traded from which we can
derive the implied volatility. Therefore, we use implied and historical volatility for valuing our stock options. We believe that implied and
historical volatility is a better indicator of expected volatility because it is generally reflective of both historical volatility and expectations
of how future volatility will differ from historical volatility.

Expected Holding Period. We use historical stock option exercise data to estimate the expected holding period.

Changes in assumptions can materially impact the estimated fair value of stock options. The weighted average assumptions
used in the valuation model are presented in the table below.

2022 2023 2024
Expected dividend — — —
Risk-free interest rate 1.2 % 3.9% 4.5 %
Expected volatility 31.0% 31.0% 29.0 %
Expected holding period (in years) 4.5 4.5 4.5
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The following summarizes stock option activity for fiscal years 2022, 2023 and 2024:

Weighted-
Average Weighted-Average Aggregate

Number of Exercise Remaining Contractual Intrinsic Value

Options Price Term (in thousands)
Outstanding at June 30, 2021 255,220 $ 50.24
Granted 22,954 96.38
Exercised (166,629 ) 35.09
Expired or forfeited (900) 73.99
Outstanding at June 30, 2022 110,645 $ 82.43
Granted 23,351 87.90
Exercised (47,354) 77.42
Expired or forfeited (2,965) 74.06
Outstanding at June 30, 2023 83,677 ¢ 87.09
Granted 22,438 119.45
Exercised (22,698) 81.67
Expired or forfeited (4,459) 86.72

Outstanding at June 30, 2024 78,958 $ 97.87 76years $ 3.131

Exercisable at June 30, 2024 34,647 $ 88.53 6.1years $ 1.698

The per-share weighted-average grant-date fair value of stock options granted under the OSI Plan was $ 26.72 , $ 28.46 and $
38.28 for fiscal 2022, 2023 and 2024, respectively. The total intrinsic value of options exercised during fiscal 2024 was $ 1.1 million.

Restricted Stock Units—A summary of RSU activity for the periods indicated was as follows:

Weighted-

Average

Shares Fair Value
Nonvested at June 30, 2021 435925 $ 84.16
Granted 334,435 90.31
Vested (337,442) 82.66
Forfeited (5,471) 83.66
Nonvested at June 30, 2022 427,447 $  90.17
Granted 357,475 87.90
Vested (313,862) 96.36
Forfeited (15,545) 88.42
Nonvested at June 30, 2023 455,515 ¢ 85.15
Granted 333,114 95.42
Vested (390,375) 79.75
Forfeited (6,663) 88.76
Nonvested at June 30, 2024 391591 $ 99.21

The per-share weighted average grant-date fair value of RSUs granted under the OSI Plan was $ 90.31, $ 87.90, and $
95.42 for fiscal 2022, 2023 and 2024, respectively. The total fair value of shares vested during fiscal 2022, 2023 and 2024 was $ 27.9
million, $ 30.2 million, and $ 31.1 million, respectively.

In December 2023, our shareholders approved an amendment to the OSI Plan, which increased the shares available under
the OSI Plan by 2.4 million shares, resulting in a maximum pool of 9.5 million shares. As of June 30, 2024, there were approximately
2.5 million shares available for grant under the OSI Plan. Under the terms of the OSI Plan, RSUs and restricted stock granted from the
pool of shares available for grant reduce the pool by 1.87 shares for each award granted. RSUs and restricted stock forfeited and
returned to the pool of shares available for grant increase the pool by 1.87 shares for each award forfeited.
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We granted 96,620, 110,811 , and 75,988 performance-based awards during fiscal 2022, 2023 and 2024, respectively. These
performance-based RSU awards are contingent on the achievement of certain performance metrics. The payout related to these
awards can range from zero to 376 % of the original number of shares or units awarded. Compensation cost associated with these
performance based RSUs are recognized based on the estimated number of shares that we ultimately expect will vest. If the estimated
number of shares to vest is revised in the future, then stock-based compensation expense will be adjusted accordingly.

Employee Stock Purchase Plan

We have an employee stock purchase plan under which eligible employees may purchase a limited number of shares of
common stock at a discount of up to 15 % of the market value of such stock at pre-determined, plan-defined dates. During the years
ended June 30, 2022, 2023 and 2024, employees purchased 60,708 , 60,465 , 63,111 shares, respectively. As of June 30, 2024, there
were 353,651 shares of our common stock available for issuance under the plan.

Stock Repurchase Program

In September 2022, our Board of Directors increased the stock repurchase authorization to a total of two million shares of
common stock. This program does not expire unless our Board of Directors acts to terminate the program. The timing and actual
numbers of shares purchased depends on a variety of factors, including stock price, general business and market conditions and other
investment opportunities. Repurchases may be made from time to time under the program through open-market purchases or privately-
negotiated transactions at our discretion. Upon repurchase, the shares are restored to the status of authorized but unissued shares and
we record them in our consolidated financial statements as a reduction in the number of shares of common stock issued and
outstanding.

During fiscal 2022, 2023 and 2024, we repurchased 1,294,594 shares, 400,230 shares and none, respectively, of common
stock under our then current programs. As of June 30, 2024, there were 1,721,870 shares remaining available for repurchase under
the authorized repurchase program.

Subsequent to June 30, 2024, in connection with the issuance of the Notes in July 2024, we repurchased 531,314 shares of
common stock for an aggregate purchase price of $ 80 million.

Dividends
We have not paid any dividends since the consummation of our initial public offering in 1997 and we do not currently intend to

pay any dividends in the foreseeable future. Our Board of Directors will determine the payment of future dividends, if any. Certain of our
current bank credit facilities restrict the payment of dividends and future borrowings may contain similar restrictions.

10. INCOME TAXES

The following is a geographical breakdown of income before the provision for income taxes (in thousands):

2022 2023 2024
Pre-tax income:
United States $ 51295 $ 7,114 $ 41,330
Foreign 88,865 108,124 119,884
Total pre-tax income $140,160 $115,238 $161,214
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Our provision (benefit) for income taxes consists of the following (in thousands):

2022 2023 2024
Current:
Federal $ 6,216 $ 6,860 $ 22,229
State 1,964 861 2,122
Foreign 13,113 19,717 22,842
Total current provision 21,293 27,438 47,193
Deferred:
Federal $ 3,915 $(2,547) $(13,375)
State 133 (678) (594)
Foreign (528) (753) (164)
Total deferred provision (benefit) 3,520 (3,978) (14,133)
Total provision $ 24,813 $ 23,460 $ 33,060

As of June 30, 2023 and 2024, our liability for uncertain tax positions was $ 12.0 million and $ 18.1 million, respectively. The
amount of unrecognized tax benefits that, if recognized, would affect the effective tax rate was $ 18.1 million as of June 30, 2024.

We recognize potential interest and penalties related to income tax matters in income tax expense. As of June 30, 2024, we
have accrued $ 3.5 million for interest and penalties. Our uncertain tax positions are related to tax years that remain subject to
examination by the relevant tax authorities. These include fiscal years after 2018 for federal purposes, fiscal years after 2018 for state
purposes and fiscal years after 2016 for various foreign jurisdictions. Facts and circumstances could arise that could cause us to reduce
the liability for unrecognized tax benefits, including, but not limited to, settlement of income tax positions or expiration of statutes of
limitation. Since the ultimate resolution of uncertain tax positions depends on many factors and assumptions, we are not able to
estimate the range of potential changes in the liability for unrecognized tax benefits or the timing of such changes.

A summary of activity of unrecognized tax benefits for fiscal 2023 and 2024 is as follows (in thousands).

Balance at June 30, 2022 $ 13,577
Additions on tax positions for the current year 3,225
Additions on tax positions from prior years 2,582
Reduction in tax positions from prior year (4,406)

Balance at June 30, 2023 $ 14,978
Additions on tax positions for the current year 2,800
Additions on tax positions from prior years 1,002
Reduction in tax positions from prior year 866

Balance at June 30, 2024 $ 17914
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Deferred income tax assets (liabilities) consisted of the following (in thousands):

June 30,
2023 2024
Deferred income tax assets:

Tax credit carryforwards $ 5934 % 5,960
Net operating loss carryforwards 3,678 3,311
Customer advances 3,443 10,008
Allowance for doubtful accounts 2,994 3,615
Inventory reserve 11,026 11,754
Inventory capitalization 481 424
Accrued liabilities 2,956 2,877
Operating lease liabilities 8,043 7,732
Stock and deferred compensation 12,224 12,624
Other assets 1,164 721

Total deferred income tax assets 51,943 59,026
Valuation allowance (8,433) (9,365)

Net deferred income tax assets 43,510 49,661

Deferred income tax liabilities:

Depreciation (5,860) (5,543)
Amortization of intangible assets (21,617) (12,096)
Withholding tax on unrepatriated foreign earnings (6,851) (7,834)
Operating lease ROU assets (7,931) (7,223)
State transition tax (1,754) (1,754)
Other liabilities (1,824) (4,814)

Total deferred income tax liabilities (45,837) (39,264)

Net deferred income tax liability $ (2327) $ 10,397

The components of the net deferred income tax liability are classified in the consolidated balance sheets as follows (in
thousands):

June 30,
2023 2024
Long term deferred income tax asset, included in other assets $ 4,244 $ 13,684
Long term deferred income tax liability (6,571) (3,287)
Net deferred income tax liability $(2,327) $ 10,397

The components of current taxes receivable and payable and prepaid taxes are classified in the consolidated balance sheets
as follows (in thousands):

June 30,
2023 2024
Current taxes receivable and prepaid taxes, included in prepaid expenses
and other current assets $ 7216 $ 13,347
Current taxes payable, included in other accrued expenses and current liabilities (13,692) (17,320)
Net tax receivable (payable) $ (6,476) $ (3,973)

As of June 30, 2024, we had federal, state and foreign net operating losses carryforwards of approximately $ 0.8 million, $ 18.9
million and $ 7.4 million, respectively. Our net operating loss carryforwards will begin to expire in the tax year ending June 30, 2026.
As of June 30, 2024, we had federal and state tax credit carryforwards of approximately $ 0.5 million and $ 7.7 million, respectively.
Our credit carryforwards will begin to expire in the tax year ending June 30, 2031.
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We have established valuation allowances that relate to the net operating losses of certain subsidiaries, capital losses, and tax
credits. During the year ended June 30, 2024, we recorded a net aggregated increase of $ 0.9 million to these valuation allowances.

We review the adequacy of individual valuation allowances and release such allowances when it is determined that it is more likely than
not that the related benefits will be realized.

We recognized all excess tax benefits and tax deficiencies as income tax expense or benefit in the current year. An income tax
benefit of approximately $ 0.6 and $ 0.8 million was recognized in fiscal 2023 and 2024, respectively.

The consolidated effective income tax rate differs from the federal statutory income tax rate due primarily to the following:

June 30,
2022 2023 2024
Provision for income taxes at federal statutory rate 21.0% 21.0% 21%
Research and development tax credits (1.3) (1.5) (1.6)
Foreign income subject to tax at other than federal statutory rate 0.2 0.2 1.7
Stock compensation (1.2) (0.4) (0.5)
Officers’ compensation 4.3 5.5 4.1
Change in valuation allowance (4.0) (0.5) 1.0
Unrecognized tax expense (benefit) (1.4) 0.3 3.7
Tax on foreign currency gains and losses — (0.6) 0.1
State tax expense 1.0 0.3 0.6
U.S. tax on foreign earnings 0.9 14 (0.8)
Changes in prior year estimates (0.6) (1.1) (2.4)
Global intangible low-taxed income, net of foreign tax credits 0.3 0.8 0.8
Foreign Derived Intangible Income Benefit (1.3) (1.8) (4.3)
Non-taxable earnings from acquisitions (0.6) (2.1) (0.8)
Patent box benefit (0.3) (1.9) (3.2)
Withholding tax on foreign earnings — — 0.6
Other 0.7 0.8 0.5
Effective income tax rate 17.7% 20.4 % 20.5 %

The provision for income taxes consists of provisions for federal, state, and foreign income taxes. We operate in an
international environment with significant operations in various locations outside the U.S. Accordingly, the consolidated income tax rate
is a composite rate reflecting the earnings in the various locations and the applicable rates.

11. COMMITMENTS AND CONTINGENCIES

Acquisition-Related Contingent Obligations—Under the terms and conditions of the purchase agreements associated with
certain acquisitions, we may be obligated to make additional payments based on the achievement of certain sales or profitability
milestones through the acquired operations. For agreements that contain contingent consideration caps, the remaining maximum
amount of such potential future payments was $ 32.9 million as of June 30, 2024.

We account for such contingent payments for acquisitions which occurred through the end of fiscal year 2009 as additions to

the purchase price of the acquired business. We made contingent payments relating to such acquisitions of $ 1.9 million, $ 3.4 million
and $ 0.6 million, respectively, during the fiscal years ended June 30, 2022, 2023 and 2024, respectively.
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These projections and probabilities are used to estimate future contingent earnout payments, which are discounted back to
present value to compute contingent earnout liabilities. The following table provides a roll-forward from June 30, 2022 to June 30, 2023

of the contingent consideration liability, which is included in other accrued expenses and current liabilities, and other long-term liabilities
in our consolidated balance sheets (in thousands):

Beginning fair value, June 30, 2023 $ 21,181
Addition of contingent earnout obligations 1,766
Foreign currency translation adjustment (25)
Changes in fair value for contingent earnout obligations (6,945)
Payments on contingent earnout obligations (602)
Ending fair value, June 30, 2024 $ 15,375

Advances from Customers—We receive advances from customers associated with certain contracts. These advances are
paid in cash by customers, and we account for these as liabilities until our contractual obligations are complete.

Guarantees—\We are periodically required to provide performance bonds to do business with certain customers. These
arrangements are common in the industry and generally have terms ranging between one year and ten years . The bonds are provided
by various bonding agencies. However, we are ultimately liable for claims that may occur against them. As of June 30, 2023 and 2024,
we had a maximum financial exposure related to performance bonds of approximately $ 64 million and $ 99 million, respectively. As
described in Note 8, we and several of our foreign subsidiaries have issued letters of credit under the revolving credit facility and
international bank facilities. These letters of credit are issued to protect various customers, suppliers and government agencies under
contractual arrangements and regulatory requirements. We have no history of significant claims and there are no pending matters that
would require us to perform under any of these arrangements, and we believe that the resolution of any claims that might arise in the
future, either individually or in the aggregate, would not materially affect the consolidated financial statements. Accordingly, no liability
for any of these arrangements has been recorded as of June 30, 2023 and 2024.

Environmental Contingencies—We are subject to various environmental laws. We conduct environmental investigations at
our manufacturing facilities in North America, Asia-Pacific, and Europe, and, to the extent practicable, on all new properties in order to
identify, as of the date of such investigation, potential areas of environmental concern related to past and present activities or from
nearby operations. In certain cases, we have conducted further environmental assessments consisting of soil and groundwater testing
and other investigations deemed appropriate by independent environmental consultants.

We have not accrued for loss contingencies relating to environmental matters because we believe that, although unfavorable
outcomes are possible, they are not considered by our management to be probable and reasonably estimable. If one or more of these
environmental matters are resolved in a manner adverse to us, the impact on our business, financial condition, results of operations
and cash flow could be material.

Indemnifications and Certain Employment-Related Contingencies—In the normal course of business, we have agreed to
indemnify certain parties with respect to certain matters. We have agreed to hold certain parties harmless against losses arising from a
breach of representations, warranties or covenants, or intellectual property infringement or other claims made by third parties. These
agreements may limit the time within which an indemnification claim can be made and the amount of the claim. In addition, we have
entered into indemnification agreements with our directors and certain of our officers. It is not possible to determine the maximum
potential amount under these indemnification agreements due to the limited history of prior indemnification claims and the unique facts
and circumstances involved in each particular agreement. We have not recorded any liability for costs related to contingent
indemnification obligations as of June 30, 2024.

On December 31, 2017, we and Deepak Chopra, our Chief Executive Officer, entered into an amendment to Mr. Chopra’s
employment agreement that, among other things, provided for a $ 13.5 million bonus payment to Mr. Chopra on or within 45 days of
January 1, 2024 contingent upon Mr. Chopra’s continued employment with us through that date, subject to accelerated payout terms in
the event of Mr. Chopra’s death or disability. The bonus was recorded in the financial statements over the remaining term of the
employment agreement and was included in accrued payroll and related expenses at June 30, 2023 and subsequently paid in February
2024.
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Legal Proceedings— In February 2023, one of our subsidiaries received a subpoena from the U.S. Department of Justice
(“DoJ"). The subpoena was issued as part of a DoJ case against a former employee of an OSI| Systems subsidiary for embezzlement
and other conduct occurring before he was hired by our subsidiary and while he was employed by another company in the United
States and Mexico. The subpoena requests documents and records relating to, among other things, the former employee and the
Company’s business dealings in Mexico since 2020. In February 2024, we received a follow-up subpoena requesting the same
categories of documents but extending the relevant time period through to the date of the second subpoena. We have produced
documents in response to these subpoenas and intend to cooperate with any further subpoenas or other requests in connection with
this or any ensuing investigation.

We are involved in various other potential or actual claims and legal proceedings arising in the ordinary course of business. In
our opinion after consultation with legal counsel, the ultimate disposition of such proceedings is not likely to have a material adverse
effect on our business, financial condition, results of operations or cash flows. We have not accrued for loss contingencies relating to
any non-ordinary course matters because we believe that, although unfavorable outcomes in the proceedings are possible, they are not
considered by management to be probable and reasonably estimable. If one or more of these matters are resolved in a manner
adverse to our company, the impact on our business, financial condition, results of operations and cash flows could be material.

12. RELATED-PARTY TRANSACTIONS

In 1994, we, together with an unrelated company, formed ECIL-Rapiscan Security Products Limited, a joint venture organized
under the laws of India. We own a 36 % interest in the joint venture, our Chairman and Chief Executive Officer owns a 10.5 % interest,
and one of our Executive Vice Presidents owns a 4.5 % ownership interest. Our initial investment in the joint venture was approximately
$ 0.1 million. For each of the years ended June 30, 2022, 2023 and 2024 our equity earnings in the joint venture were less than $ 0.1

million. We, our Chairman and Chief Executive Officer and our Executive Vice President collectively control less than 50 % of the

board of directors voting power in the joint venture. As a result, we account for the investment under the equity method of accounting.
The joint venture was formed for the purpose of the manufacture, assembly, service and testing of security and inspection systems and
other products. Some of our subsidiaries are suppliers to the joint venture partner, which in turn manufactures and sells the resulting
products. Net sales to the joint venture partner for fiscal 2022, 2023 and 2024 were approximately $ 2.3 million, $ 6.9 million and $
10.4 million, respectively. Receivables from the joint venture were $ 1.9 million and $ 1.4 million as of June 30, 2023 and 2024,
respectively.

13. EMPLOYEE BENEFIT PLANS
Employee Retirement Savings Plans
We have various qualified employee retirement savings plans. Participants can contribute certain amounts to the plans and we

match a certain portion of employee contributions. We contributed approximately $ 6.9 million, $ 7.2 million and $ 7.4 million to the
plans for the fiscal years ended June 30, 2022, 2023 and 2024, respectively.
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Deferred Compensation Plan

We have a deferred compensation plan, which meets the requirements for deferred compensation under Section 409A of the
Internal Revenue Code. The plan provides that selected employees are eligible to defer up to 80 % of their salaries and up to 100 % of
their bonuses. We may also make employer contributions to participant accounts in certain circumstances. The benefits under this plan
are unsecured. Participants are generally eligible to receive payment of their vested benefit at the end of their elected deferral period or
after termination of their employment for any reason or at a later date to comply with the restrictions of Section 409A. Discretionary
company contributions and the related earnings are subject to a vesting schedule dependent upon years of service to us and, also, vest
completely upon the participant’s disability or death while employed by us or immediately prior to a change of control. We made
contributions of $ 0.5 million, $ 0.6 million and $ 0.7 million for fiscal year 2022, 2023 and 2024, respectively. As of June 30, 2024, we
held assets of $ 40.6 million and liabilities of $ 40.5 million related to this plan. Assets related to this plan are included in other assets
and liabilities related to this plan are included in other long-term liabilities in the consolidated balance sheets. The plan liabilities include
accrued employer contributions not yet funded to the plan.

Employee Pension Plans

We sponsor a number of qualified and nonqualified pension plans for our employees at certain locations. In accordance with
accounting standards for employee pension and postretirement benefits, we fully recognize the overfunded or underfunded status of
each of our defined benefit plans as an asset or liability in the consolidated balance sheets. The asset or liability equals the difference
between the fair value of the plans’ assets and their benefit obligations. The liabilities associated with underfunded plans are classified
as noncurrent, except to the extent the fair value of the plans’ assets is less than the plans’ estimated benefit payments over the next
12 months. We measure our pension and postretirement benefit plans’ assets and benefit obligations as of June 30.

The following provides a reconciliation of the changes in the plans’ benefit obligations and fair value of assets for fiscal years
2023 and 2024, and a statement of the funded status as of June 30, 2023 and 2024 (in thousands):

2023 2024
Change in Benefit Obligation
Benefit obligation at beginning of year $ 18,464 $ 18,228
Translation adjustment 149 (11)
Interest costs 624 795
Actuarial (gain) loss (847) 71
Benefits paid (162) (6,216)
Benefit obligation at end of year 18,228 12,867
Change in Plan Assets
Fair value of plan assets at beginning of year 5,977 6,513
Translation adjustment 243 11
Actual return on plan assets 413 1,159
Company contributions — 6,009
Benefits paid (120) (6,175)
Fair value of plan assets at end of year 6,513 7,517
Funded status and net benefit obligation amount recognized $(11,715) $ (5,350)
Amount recognized in consolidated balance sheets consists of:
Net benefit asset (included in other current assets) $ 3264 $ 4,203
Current portion of net pension liability (included in other current liabilities) (6,189) (1,412)
Net long term pension liability (included in other long-term liabilities) (8,790) (8,201)
Accumulated other comprehensive income (loss) 2,365 (349)

One of our defined benefit pension plans is considered a nonqualified plan, therefore we have funded a separate rabbi trust
which comprises insurance company contracts with fair values of $ 13.6 million and $ 9.0 million as of June 30, 2023 and 2024,
respectively, included in Other Assets on the consolidated balance sheets. These amounts are not included in the fair value of plan
assets
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in the table above. In the fiscal year ending June 30, 2024, $ 6.0 million from the rabbi trust was used as a company contribution to the
nonqualified plan and paid during the year.

The following table provides the net periodic benefit costs for the fiscal years ended June 30, (in thousands):

2022 2023 2024
Net Periodic Benefit Costs
Interest costs $ 464 $ 624 $ 795
Service costs — — —
Expected return on plan assets (279) (340) (487)
Amortization of prior service costs 1,115 1,330 548
Recognized actuarial loss (gain) 41 83 (119)
Net periodic benefit cost $ 1341 $ 1697 $ 737
Plan Assumptions
2023 2024
Weighted average assumptions at year-end:
Discount rate 53% 50%
Expected return on plan assets 58% 7.6%
Rate of compensation increase — % — %

The long-term return on assets has been derived from the weighted average of assumed returns on each of the major asset
categories. The weighted average is based on the actual proportion of each major asset class held, rather than a benchmark portfolio
of assets. The expected returns for each major asset class have been derived from a combination of both historical market returns and
current market data as well as the views of a range of investment managers. There is no assumed rate of compensation increase as
most of the plan participants are retirees or no longer employed by OSI.

Plan Assets and Investment Policy

Fiscal year ended Fiscal year ended
June 30, 2023 June 30, 2024
Proportion of Expected Rate Proportion of Expected Rate
Fair Value of Return Fair Value of Return
Equity securities 86 % 6.6 % 87 % 8.4 %
Debt securities 13 % 0.8 % 12 % 1.9%
Cash 1% 0.4 % 1% 1.9%
Combined 100 % 5.8 % 100 % 7.6 %

The defined benefit plans’ assets are invested in a range of pooled investment funds that provide access to a diverse range of
asset classes. The investment objective is to maximize the investment return over the long term without exposing the fund to an
unnecessary level of risk. Within this objective, it is recognized that benefits will be secured by the purchase of annuities at the time of
employee retirement.

The benchmark is to hold assets in both equity and debt securities. The proportion in each investment class is not mandated
and is allowed to fluctuate with market movements. The equity holdings are maintained in balanced funds under the control of

investment managers.
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Day-to-day equities selection decisions are delegated to investment managers, although these are monitored against

performance and risk targets. Due to the nature of the pooled funds, there are no significant holdings in any single company (greater
than 5% of the total assets). The investment strategy is reviewed on a regular basis, based on the results of third-party liability studies.

Projected Benefit Payments

The following table reflects estimated benefits payments, based upon the same assumptions used to measure the benefit
obligation and net pension cost, as of June 30, 2024 (in thousands):

Pension Benefits

July 1, 2024 to June 30, 2025 $ 1,545
July 1, 2025 to June 30, 2026 2,304
July 1, 2026 to June 30, 2027 2,323
July 1, 2027 to June 30, 2028 2,338
July 1, 2028 to June 30, 2029 1,790
July 1, 2029 to June 30, 2034 2,056

Company Contribution

A contribution of $ 6.0 million during fiscal year 2024 for the nonqualified plan was provided by the rabbi trust as described
above. Future contributions for the nonqualified plan are expected to be provided by the rabbi trust.

14. SEGMENT INFORMATION

We operate in three identifiable industry segments: (a) security and inspection systems (Security division), (b) optoelectronic
devices and manufacturing (Optoelectronics and Manufacturing division) and (c) medical monitoring systems (Healthcare division). We
also have a corporate segment (Corporate) that includes executive compensation and certain other general and administrative
expenses; expenses related to stock issuances and legal, audit and other professional service fees not allocated to industry segments.
Both the Security and Healthcare divisions comprise primarily end-product businesses whereas the Optoelectronics and Manufacturing
division primarily supplies components and subsystems to external OEM customers, as well as to the Security and Healthcare divisions.
Sales between divisions are at transfer prices that approximate market values. All other accounting policies of the segments are the
same as described in Note 1, Summary of Significant Accounting Policies.

The following tables present our results of operations and identifiable assets by industry segment (in thousands):

Fiscal 2022
Optoelectronics
and
Security Manufacturing Healthcare
Division Division Division Corporate  Eliminations Consolidated
Revenues:
External customer revenue $ 663,159 $ 314,419 $ 205,658 $ — % — $ 1,183,236
Revenue between product segments — 52,242 — — (52,242) —
Total revenues $ 663,159 $ 366,661 $ 205658 $ — $ (52,242) $ 1,183,236
Income (loss) from operations $ 98,784 $ 45,030 $ 24,696 $(46,950) $ 189 $ 121,749
Segments assets $ 839,769 $ 301,483 $ 231,423 $ 104,834 $ (34,359) $ 1,443,150
Capital expenditures $ 5513 $ 4533 $ 2295 $ 2580 $ — $ 14921
Depreciation and amortization $ 22970 $ 8,098 $ 5915 $ 1696 $ — $ 38679
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Fiscal 2023
Optoelectronics
and
Security Manufacturing Healthcare
Division Division Division Corporate  Eliminations Consolidated
Revenues:
External customer revenue $ 760,291 $ 327,648 $ 190,488 $ — % — $ 1,278,427
Revenue between product segments — 59,783 — — (59,783) —
Total revenues $ 760,291 $ 387,431 $ 190,488 $ — $ (59,783) $ 1,278,427
Income (loss) from operations $ 115,023 $ 46,680 $ 11,365 $(39,075) $ 1,286 $ 135,279
Segments assets $ 948,126 $ 310,930 $ 245856 $ 94,678 $ (43,904) $ 1,555,686
Capital expenditures $ 3689 $ 7,390 $ 2726 $ 1968 $ 38 $ 15,811
Depreciation and amortization $ 23504 $ 7582 $ 5757 $ 1670 $ — $ 38,513
Fiscal 2024
Optoelectronics
and
Security Manufacturing Healthcare
Division Division Division Corporate  Eliminations Consolidated
Revenues:
External customer revenue $1,043,073 $ 324,250 $ 171,435 $ —  $ — $ 1,538,758
Revenue between product segments — 60,018 — — (60,018) —
Total revenues $1,043,073 $ 384,268 $ 171,435 $ — $ (60,018) $ 1,538,758
Income (loss) from operations $ 183270 $ 42,814 $ 6,013 $(40,913) $ (2,123) $ 189,061
Segments assets $1,333,259 $ 288,629 $ 255,093 $ 106,078 $ (47,051) $ 1,936,008
Capital expenditures $ 11997 $ 4007 $ 3219 $ 2879 $ — $ 22,102
Depreciation and amortization $ 25831 $ 9040 $ 5794 $ 1544 $ — $ 42,209

The following tables present the revenues and identifiable assets by geographical area (in thousands):

Fiscal 2022

External Intersegment Total Long-lived Long-lived

revenues revenues Consolidated  tangible assets assets

Geographic region:

United States $ 569601 $ 16,322 $ 585923 $ 117,622 $ 514,489
Mexico 8,109 — 8,109 261 261
Other Americas 47,737 — 47,737 8,091 27,676
Total Americas 625,447 16,322 641,769 125,974 542,426
United Kingdom 276,658 2,887 279,545 27,749 80,758
Other Europe, Middle East and Africa 52,952 — 52,952 4,837 6,776
Total EMEA 329,610 2,887 332,497 32,586 87,534
Asia-Pacific 228,179 33,002 261,181 20,589 23,916
Eliminations — (52,211) (52,211) — —
Total $1,183,236 $ — $1,183236 $ 179,149 $ 653,876
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Fiscal 2023

External Intersegment Total Long-lived Long-lived

revenues revenues Consolidated  tangible assets assets

Geographic region:
United States $ 653,127 $ 17461 $ 670588 $ 126,388 $ 534,417
Mexico 23,467 — 23,467 609 609
Other Americas 63,416 — 63,416 8,050 25,844
Total Americas 740,010 17,461 757,471 135,047 560,870
United Kingdom 280,268 5,835 286,103 27,952 87,289
Other Europe, Middle East and Africa 44,498 — 44,498 4,233 6,198
Total EMEA 324,766 5,835 330,601 32,185 93,487
Asia-Pacific 213,651 36,487 250,138 21,478 24,715
Eliminations — (59,783) (59,783) — —
Total $1,278427 $ — $1,278427 $ 188,710 $ 679,072
Fiscal 2024

External Intersegment Total Long-lived Long-lived

revenues revenues Consolidated tangible assets Assets

Geographic region:

United States $ 527,120 $ 23316 $ 550436 $ 127,682 $ 535,225
Mexico 423,185 — 423,185 3,312 4,407
Other Americas 61,583 — 61,583 6,600 22,465
Total Americas 1,011,888 23,316 1,035,204 137,594 562,097
United Kingdom 234,858 11,083 245,941 26,506 82,690
Other Europe, Middle East and Africa 49,972 — 49,972 4,256 11,381
Total EMEA 284,830 11,083 295,913 30,762 94,071
Asia-Pacific 242,040 25,619 267,659 17,524 20,721
Eliminations — (60,018) (60,018) — —
Total $ 1,538,758 $ — $1538758 $ 185880 $ 676,889

Pursuant to ASC 280 Segment Reporting, external revenues are attributed to individual countries based upon the location of
our selling entity.

* k k ok k%
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The following tables present unaudited quarterly financial information for the four quarters in the fiscal years ended June 30,
2023 and 2024 (in thousands, except per share data):

Quarter Ended

September 30, December 31, March 31, June 30,
2022 2022 2023 2023
(Unaudited)

Net revenues $ 268,071 $ 295597 $302,889 $411,870
Costs of goods sold 180,574 199,390 199,103 268,850

Gross profit 87,497 96,207 103,786 143,020
Operating expenses:

Selling, general and administrative 53,438 54,003 53,707 67,165

Research and development 14,540 14,456 14,852 15,504

Impairment, restructuring and other charges, net 1,219 2,257 890 3,200
Total operating expenses 69,197 70,716 69,449 85,869
Income from operations 18,300 25,491 34,337 57,151
Interest and other expense, net (3,432) (5,180) (5,727) (5,702)
Other income — — — —
Income before income taxes 14,868 20,311 28,610 51,449
Provision for income taxes (3,633) (3,957) (6,802) (9,068)
Net income $ 11235 $ 16354 $ 21,808 $ 42,381
Basic earnings per common share $ 0.66 $ 097 $ 130 $ 2.53
Diluted earnings per common share $ 065 $ 096 $ 127  $ 2.46

Quarter Ended

September 30, December 31, March 31, June 30,
2023 2023 2024 2024
(Unaudited)

Net revenues $ 279210 $ 373,235 $405,406 $480,907
Costs of goods sold 180,465 231,934 269,311 326,590

Gross profit 98,745 141,301 136,095 154,317
Operating expenses:

Selling, general and administrative 59,798 71,604 66,584 71,745

Research and development 15,922 16,350 17,144 15,859

Impairment, restructuring and other charges, net 466 1,026 1,004 3,895
Total operating expenses 76,186 88,980 84,732 91,499
Income from operations 22,559 52,321 51,363 62,818
Interest and other expense, net (5,748) (6,534) (7,407) (8,158)
Income before income taxes 16,811 45,787 43,956 54,660
Provision for income taxes (3,932) (9,234) (9,913) (9,981)
Net income $ 12879 $ 36,553 $ 34,043 $ 44,679
Basic earnings per common share $ 0.77 $ 215 % 2.00 $ 2.62
Diluted earnings per common share $ 0.75 $ 211 $ 19 $ 2.55
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* Filed herewith

T Denotes a management contract or compensatory plan or arrangement.

@ Previously filed with our Current Report on Form 8-K filed on March 8, 2010.

@ Previously filed with our Quarterly Report on Form 10-Q filed on January 26, 2024.

© Previously filed with our Current Report on Form 8-K filed on October 10, 2008.

@ Previously filed with our Quarterly Report on Form 10-Q filed on October 24, 2014.

®) Previously filed with our Annual Report on Form 10-K filed on August 27, 2010.

©) Previously filed with our Current Report on Form 8-K filed on April 6, 2012.

@ Previously filed with our Current Report on Form 8-K filed on January 5, 2018.

®) Previously filed with our Proxy Statement on Schedule 14A filed on October 21, 2020.

©® Previously filed with our Registration Statement on Form S-8 filed on August 16, 2013.

10) Previously filed with our Current Report on Form 8-K filed on May 23, 2016.

11 Previously filed with our Quarterly Report on Form 10-Q filed on January 28, 2016.

12 Previously filed with our Quarterly Report on Form 10-Q filed on April 30, 2024.

13) Previously filed with our Current Report on Form 8-K filed on July 19, 2024.

a4 Previously filed with our Proxy Statement on Schedule 14A filed on October 21, 2016.

1s) Previously filed with our Annual Report on Form 10-K filed on August 21, 2020.

16) Previously filed with our Quarterly Report on Form 10-Q filed on October 29, 2021.

an Previously filed with our Annual Report on Form 10-K filed on August 19, 2022.

1) Previously filed with our Quarterly Report on Form 10-Q filed on January 27, 2023.

(19)

Previously filed with our Proxy Statement on Schedule 14A filed on October 27, 2023.
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SIGNATURES

Pursuant to the requirements of Section 13 or 15(d) of the Securities Exchange Act of 1934, the registrant has duly caused this
report to be signed on its behalf by the undersigned, thereunto duly authorized.

OSI SYSTEMS, INC.
(Registrant)

Date: August 29, 2024 By: /sl ALAN EDRICK
Alan Edrick,
Executive Vice President & Chief Financial Officer

POWER OF ATTORNEY

KNOW ALL PERSONS BY THESE PRESENTS, that each person whose signature appears below does hereby constitute and
appoint Deepak Chopra, Alan Edrick and Victor Sze, and each of them singly, our true and lawful attorneys with full power to them, and
each of them singly, to sign for us and in our hames in the capacities indicated below, the Form 10-K filed herewith and any and all
amendments to said Form 10-K, and generally to do all such things in our names and in our capacities as officers and directors to
enable OSI Systems, Inc. to comply with the provisions of the Securities Exchange Act of 1934, as amended, and all requirements of
the Securities and Exchange Commission in connection therewith, hereby ratifying and confirming our signatures as they may be
signed by our said attorneys, or any of them, to said Form 10-K and any and all amendments thereto.

Pursuant to the requirements of the Securities Exchange Act of 1934, this report has been signed below by the following
persons on behalf of the registrant and in the capacities and on the dates indicated.

Name Title Date
Chairman of the Board
/s| DEEPAK CHOPRA '
= Deepak Chopra President and Chief Executive Officer August 29, 2024
p p (Principal Executive Officer)
Executive Vice President and Chief
ALAN EDRICK
sl Alan Edrick Financial Officer (Principal August 29, 2024
an Edric Financial Officer)
/sl CARY OKAWA. Chief Accounting Officer (Principal August 29, 2024
Cary Okawa Accounting Officer)

/s/ WILLIAM F. BALLHAUS, JR. .
William F. Ballhaus, Jr. Director August 29, 2024

/s/ GERALD CHIZEVER .
Gerald Chizever Director August 29, 2024

/s/ JAMES B. HAWKINS .
James B. Hawkins Director August 29, 2024
[s/ MEYER LUS.KIN Director August 29, 2024

Meyer Luskin

/s KELLI BERNARD Director August 29, 2024

Kelli Bernard
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EXHIBIT 4.4
DESCRIPTION OF SECURITIES

The following is a summary of the terms of each class of securities of OSI Systems, Inc. that is registered pursuant to
Section 12 of the Securities Exchange Act of 1934, as amended (the “Exchange Act”). As this is only a summary, it does not contain all
of the information that may be important to you. For a complete description of the matters set forth below, you should refer to our
certificate of incorporation and amended and restated bylaws, which are included as exhibits to our Annual Report on Form 10-K, and
to the applicable provisions of Delaware law.

Our authorized capital stock currently consists of 100,000,000 shares of common stock, $0.001 par value per share (“Common
Stock”), and 10,000,000 shares of preferred stock, $0.001 par value per share (“Preferred Stock”). As of June 30, 2024, our Common
Stock is the only class of securities registered pursuant to Section 12 of the Exchange Act.
COMMON STOCK

Voting Rights

The holders of Common Stock are entitled to one vote for each share held of record on all matters submitted to a vote of the
shareholders.

Dividends

Subject to preferences that may be applicable to any shares of Preferred Stock issued in the future, holders of Common Stock
are entitled to receive ratably such dividends as may be declared by the Board of Directors out of funds legally available therefore.
Since the consummation of our initial public offering in 1997, we have not issued any dividends.

Liquidation, Dissolution or Winding-Up

In the event of a liquidation, dissolution or winding up of the Company, holders of the Common Stock are entitled to share
ratably with the holders of any then outstanding Preferred Stock in all assets remaining after payment of liabilities and the liquidation
preference of any then outstanding preferred stock. Holders of Common Stock have no preemptive rights and no right to convert their
Common Stock into any other securities. There are no redemption or sinking fund provisions applicable to the Common Stock.




Exhibit 10.14

AMENDMENT TO
EMPLOYMENT AGREEMENT

This Amendment (“Amendment”) to that certain EMPLOYMENT AGREEMENT (the
“Agreement”) entered into as of January 1, 2012 by and between OSI Optoelectronics Inc., a California
corporation (the “Company”), and Manoocher Mansouri (“Executive”) is made effective July 1, 2015.

WHEREAS, Company and Executive have agreed to revise and clarify the definition of Good
Reason, to remove the Stay Bonus and to clarify certain other terms of the Agreement:

NOW THEREFORE, the parties agree as follows:
1. Section 4.3.1 is hereby amended and restated in its entirety to provide as follows:

4.3.1 Good Reason. Executive may terminate this Agreement for “Good Reason,” which shall
mean the occurrence of any of the following events, unless Executive specifically agrees in writing that such
event is not Good Reason provided that (x) Executive terminates this Agreement within six (6) months
following the initial existence of one or more of the following events that occur without Executive’s consent
and (y) Executive provides written notice to the Company of the existence of one pr more of the following
events within ninety (90) days of the initial existence of such event or events, the Company fails to remedy
such event or events within thirty (30) days :of receiving such notice, and termination is effective within sixty
(60) days following the end of such cure period:

(@) Substantial Change in Duties. Any substantial negative change in the nature and status
of duties assigned to Executive such that Executive is given duties not commensurate with Executive’s title
(For avoidance of doubt, duties may be changed to comparable duties of similar importance and stature
commensurate with the title of President of the Company, without constituting Good Reason. Furthermore,
changes in service or participation on the Company’s Board of Directors (“Board”) shall not constitute Good
Reason.);

(b)  Relocation. Following a Change in Control, the relocation of Executive’s principal office
location more than twenty-five (25) miles from its location as of the Effective Date (but not closer to
Executive’s principal residence);

(c) Reduction in Salary. Executive’s Base Salary is reduced by more than ten percent
(10%) of Executive’s initial Base Salary specified in Section 3.1. or, following a Change in Control, any
reduction in Executive’s Base Salary (for avoidance of doubt, a reduction of less than 10% of Base Salary
from Executive’s initial Base Salary prior to a Change in Control shall not be considered a breach of this
Agreement);




Amendment to Manoocher Mansouri Employment Agreement
(d) Material Breach. Any material breach of the Agreement by the Company;

(e) Change in Title. Any change in Executive’s titles such that Executive no longer holds the
tittes (and privileges commensurate with such titles) set forth in Section 1.1 and instead is given a title or
privileges of less importance and stature; and

® Change in Reporting Relationship. Any change in the reporting relationship, such that
Executive no longer reports to the Parent’s Chief Executh,1e Officer.

2. Section 4.4.6 which provides for the payment of a Stay Bonus is hereby removed in its entirety
and no Stay Bonus shall be payable under the Agreement.

3. Section 8.12 is hereby amended and restated in its entirety to provide as follows:

8.12 Application of Section 409A. To the extent applicable, it -is intended that this
Agreement comply with the provisions of Section 409A of the Internal Revenue Code and the guidance
promulgated thereunder (“Section 409A"). This Agreement shall be administered in a manner consistent with
this intent, and any provision that would cause the Agreement to fail to satisfy Section 409A shall have no
force and effect until amended by the parties to comply with Section 409A (which amendment may be
retroactive to the extent permitted by Section 409A). Unless otherwise expressly provided, any payment of
compensation by the Company to Executive, whether pursuant to this Agreement or otherwise, shall be made
no later than the 15th day of the third month (i.e., 2% months) after the later of the end of the calendar year
or the Company’s fiscal year in which Executive’'s right to such payment vests (i.e., is not subject to a
“substantial risk of forfeiture” for purposes of Code Section 409A). For purposes of this Agreement,
“Separation from Service” shall have the meaning given to such term under Section 409A. Each payment and
each installment of any severance payments provided for under this Agreement shall be treated as a separate
payment for purposes of application of Section 409A. To the extent that any severance payments come within
the definition of “short term deferrals” or “involuntary severance” under Section 409A, such amounts shall be
excluded from “deferred compensation” as allowed under Section 409A, and shall not be subject to the
following Section 409A compliance requirements. All payments of “nonqualified deferred compensation”
(within the meaning of Section 409A) are intended to comply with the requirements of Section 409A, and shall
be interpreted in accordance therewith. Neither party individually or in combination may accelerate, offset or
assign any such deferred payment, except in compliance with Section 409A. No amount shall be paid prior to
the earliest date on which it is permitted to be paid under Section 409A and Executive shall have no discretion
with respect to the timing of payments except as permitted under Section 409A. Any payments to which
Section 409A applies which are subject to execution of a waiver and release which may be executed and/or
revoked in a calendar year following the calendar year in which the payment event (such as Separation from
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Service) occurs shall commence payment only in the calendar year in which the release revocation period
ends if necessary to comply with Section 409A. In the event that Executive is determined to be a “key
employee” (as defined and determined under Section 409A) of the Company at a time when its stock is
deemed to be publicly traded on an established securities market, payments determined to be “nonqualified
deferred compensation” payable upon Separation from Service shall be made no earlier than (i) the first day
of the seventh (7th) complete calendar month following such termination of employment, or (ii) Executive’s
death, if required and consistent with the provisions of Section 409A. Any payment delayed by reason of the
prior sentence shall be paid out in a single lump sum at the end of such required delay period in order to
catch up to the original payment schedule. All expense reimbursement or in-kind benefits subject to Section
409A provided under this Agreement or, unless otherwise specified in writing, under any Company program or
policy, shall be subject to the following rules to the extent necessary to comply with Section 409A: (i) the
amount of expenses eligible for reimbursement or in-kind benefits provided during one calendar year may not
affect the benefits provided during any other year; (ii) reimbursements shall be paid no later than the end of
the calendar year following the year in which Executive incurs such expenses, and Executive shall take all
actions necessary to claim all such reimbursements on a timely basis to permit the Company to make all such
reimbursement payments prior to the end of said period, and (iii) the right to reimbursement or in-kind benefits
shall not be subject to liquidation or exchange for another benefit. Notwithstanding anything herein to the
contrary, no amendment may be made to this Agreement if it would cause the Agreement or any payment
hereunder riot to be in compliance with Section 409A.

4, Section 8.15 is hereby amended and restated in its entirety to provide as follows:

8.15. Clawback Policy. Notwithstanding anything contained herein or in any incentive
compensation plan, program or arrangement sponsored by the Company, all incentive or performance based
compensation shall be subject to reduction or repayment by reason of a restatement of the Company’s or
Parent’s financial statements if and to the extent such reduction or repayment is required by any applicable
law.

5. A new Section 8.16 is hereby added to provide as follows:

8.16 Limitation on Remedies. Executive acknowledges and agrees that this Agreement is
being executed voluntarily, knowingly and without duress. Executive’s exclusive remedy against the Company
in the event the Company materially breaches this Agreement shall be to invoke the provisions of Section
4.3.1 and Section 4.4 hereof. If Executive brings a claim based on breach of the Company’s obligation to
provide any of the benefits and compensation promised to him in this Agreement, and it is determined that the
Company breached such obligation, the amount of any award to Executive shall not exceed the amounts
provided under Section 4.4 and, except as specifically provided in Section 4.4.2, shall not be reduced by
alternative income or benefits he receives before or after his separation from the
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Company, nor shall he otherwise be required to mitigate his damages based on breach of this Agreement.

6. All other terms of the Agreement shall remain unchanged and the Agreement, as amended
hereby, is hereby ratified and confirmed in all respects.

IN WITNESS WHEREOF, the parties hereto have executed this Amendment to be effective as
of the date set forth above.

EXECUTIVE

/s/ Manoocher Mansouri
Manoocher Mansouri

OSI OPTOELECTRONICS INC.,

/s/ Deepak Chopra
By: Deepak Chopra, CEO OSI Systems, Inc.
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Insider Trading Policy

OSI Systems, Inc. and its subsidiaries (collectively, the “Company”) are committed to complying with
applicable securities regulations and maintaining the highest ethical standards. We prohibit the
trading in Company securities while in possession of material non-public information about the
Company.

Summary of Key Points

® Trading in Company securities while in possession of material non-public information (“Inside
Information”) is a violation of this Policy as well as federal and state laws regulating securities
(“Securities Laws”), and is known as “insider trading”. Individuals who engage in insider trading may be
subject to consequences that include, among other things, imprisonment, fines, and termination of their
relationship with the Company.

® You are prohibited from trading in derivatives relating to the Company’s stock (for example, buying or
selling puts or calls) or otherwise hedging the Company’s stock (for example, short selling).

e The Company imposes Blackout Periods (explained below), both scheduled and unscheduled, during
which you may not trade in Company securities. However, even outside of Blackout Periods, you must
comply with all requirements under applicable Securities Laws and this Policy.

¢ Designated Insiders (defined below) must obtain the Compliance Officer’s written permission prior to
trading in Company securities, regardless of whether there is a Blackout Period in effect

* While this Policy is designed to assist you in avoiding violation of Securities Laws, it is your personal
responsibility to comply with Securities Laws while trading in Company securities. If you are unsure
whether any planned trading in Company securities is in compliance with this Policy and applicable
Securities Laws, you should consult the Vice President, Corporate Compliance, who serves as the
Compliance Officer for this Policy.

Trading While in Possession of Material Non-Public Information Is Prohibited

While in possession of material hon-public information, you may not offer to buy, sell, or otherwise transact in
Company securities. It is also a violation of this Policy and applicable Securities Laws to disclose Inside
Information to another individual for the purpose of enabling that person to trade in Company securities on the
basis of that Inside Information.




You are required to comply with all Securities Laws and are prohibited from misusing corporate information.

In the ordinary course of business, you may learn highly sensitive information regarding the Company and our
activities. This information may not be adequately disclosed to the general public at the time you become
aware of it, but nonetheless may be considered “material” to an investor's decision about whether to trade in
the Company’s securities.

It may be difficult to determine whether particular information is material or not. Although you may be entrusted
with this information due to your relationship with the Company, the Inside Information is the property of the
Company. Consequently, pursuant to this Policy as well as applicable Securities Laws, you may not use Inside
Information for personal gain, either by trading in securities yourself, or through an agent, or by passing the
information on to others to enable them to profit through trading.

This Policy was developed to provide you with an overview of the most significant aspects of insider trading. It
also was developed generally to advise you of your legal responsibilities in handling Inside Information and the
severe repercussions that may be imposed for any misuse of such information, including, among other things,
imprisonment, fines, and termination of your relationship with the Company. However, it is your responsibility
to comply with all Securities Laws when you trade in Company securities.

Other Prohibited Transactions

In order to avoid even the appearance of impropriety, you are prohibited from engaging in the following
activities related to Company securities whether or not you are in possession of material non-public
information:

e Hedqging Company Securities. This prohibition includes effecting any transaction designed to hedge or
offset economic risks of owning Company securities. Hedging is highly speculative and may also create
the appearance of a lack of confidence in the Company’s future prospects. Prohibited hedging activities
include short sales of Company securities and selling security futures related to Company securities.

e Trading in Options or Derivatives Related to Company Securities. These activities are highly speculative
and prohibited by this Policy.

e Purchases of Company Securities on Margin. You may not purchase Company securities on margin (i.e.,
borrowing money to fund the stock purchase). This prohibition does not apply to cashless exercises of
employee stock options.




Non-Public Information

Non-public information is typically information that members of the investing public may not generally be able
to access. It is important to note that even after information is disclosed to the general public or the market,
such information still may be considered non-public until it has been widely disseminated (such as through a
press release or a filing with the Securities and Exchange Commission) and the market has had sufficient time
to absorb and respond to such information. For this reason, trading may not resume until at least two full
trading days have passed after such disclosures have been made.

Material Information

In general, information is considered material if typical investors would likely consider it to be
significant in arriving at a decision to buy, sell, or hold the stock of a company or would view its
disclosure as significantly altering the “total mix” of information available to such investors.
Information also is material if it would likely cause a change in the price of a company’s securities
if such information became public.

While it is not possible to outline all types of material information, the following matters should be
considered prior to trading in Company securities:

v Financial results and reporting (including earnings guidance, revenues, expenses, earnings,
earnings estimates, and new sales or investment returns)

v Actual or anticipated signing of, or cancellation of, major
contracts

v Potential mergers, acquisitions, divestitures, and restructuring
activities

v Changes in senior
management

v Actual or threatened litigation, investigations, or related
activities

v Information related to product releases, audits, regulatory certifications, defects, or
recalls

If you are in doubt about whether information you possess is considered material or non-public,
you should consult the Company’s Compliance Officer.

Blackout Periods

To support compliance with Securities Laws and this Policy, you may not buy, sell, transfer, or otherwise trade
in Company securities during a Blackout Period. Blackout Periods are imposed during times when individuals
within the Company are likely to have Inside Information. However, even during times when there is no
Blackout Period, you may possess Inside Information, and are therefore prohibited from trading in Company
securities at those times.

e Scheduled Blackout Periods. The Company has designated four Scheduled Blackout Periods
associated with the Company'’s fiscal quarters and subsequent financial reporting and disclosures.




Blackout Beginning Blackout Expiration
On the 16th calendar day of the final  [After the completion of two full trading days
month in each fiscal quarter (currently [following public release of the Company’s
March, June, September, and earnings.
December).

If the Company’s financial reporting and disclosures are made after the start of any trading day, the
Scheduled Blackout Period will not end until two full trading days have elapsed (beginning on the next
trading day).

e Special Blackout Periods. From time to time, the Company may institute additional Blackout Periods
for all or a subset of directors or employees (a “Special Blackout Period”). The Compliance Officer, or
his/her designee, will communicate the imposition or extension of a Special Blackout Period to all
affected parties. Individuals subject to a Special Blackout Period may not disclose to anyone the fact
that trading has been suspended, including other employees (who may themselves not be subject to
the blackout), friends, or brokers. The imposition of a Special Blackout Period is to be treated as
material non-public information.

Scheduled Blackout Period Exceptions

You must seek authorization from the Company’s Compliance Officer in writing in order to trade in Company
securities during a Scheduled Blackout Period. If you are not in possession of material non - public
information, you may request an exception in the following circumstances:

e Gifts and Related Transactions. This includes acquisitions, dispositions, and sales of Company
securities for no consideration, including genuine gifts, inheritances, or transfers to family members or
trusts.

Additional Restrictions for Designated Insiders

To support compliance with applicable Securities Laws and this Policy, the Company has identified specific
individuals (collectively “Designated Insiders”) who must follow additional pre-clearance procedures and
comply with additional trading restrictions. Designated Insiders include:

e Members of the Company’s Board of Directors;

e Section 16 Officers (those Company employees designated as Section 16 officers in writing by the
Board of Directors); and

e Any other person designated by the Compliance Officer in writing, after consultation with the General
Counsel and Chief Financial Officer.

Pre-clearance Requirements:

Designated Insiders are required to obtain written pre-clearance from the Company’s Compliance Officer prior
to issuing instructions to trade in Company securities at any time — even during an open trading window. In
addition, Designated Insiders must obtain written pre-clearance from the Company’s




Compliance Officer prior to authorizing any change in beneficial ownership in Company securities, including
ownership changes through a gift to a charity or a transfer to a family trust.

Pre-clearance Conditions:

Designated Insiders may not provide instructions to engage in any transactions related to Company securities
until and unless they receive written pre-clearance from the Company’s Compliance Officer. If the Designated
Insider receives pre-clearance, the Designated Insider will have until the end of the fifth trading day following
the date pre-clearance is received to provide instructions to take investment actions, unless otherwise noted
by the Compliance Officer.

Transaction Completion Notification:

Designated Insiders must provide the Compliance Officer with written notice of the completion of any cleared
transaction within two business days of the completion of any investment action.

Securities Filing Obligations:

Certain Designated Insiders, including directors and Section 16 Officers, may have individual reporting
requirements under the Securities Exchange Act of 1934. The Company, in its sole discretion, may provide
administrative and other support services for completing and/or filing applicable regulatory filings.

10b5-1 Trading Plans

Eligible directors and employees may wish to establish a 10b5-1 Trading Plan under which transactions in
Company securities may take place during a Blackout Period. However, the 10b5-1 Trading Plan may only be
established during a non-Blackout Period and when the individual is not in possession of any material non-
public information about the Company. All modifications to a 10b5-1 Trading Plan, including termination before
its natural expiration, are trading decisions subject to the pre-clearance procedures outlined above for
Designated Insiders. Plan transactions that comply with a pre-approved trading plan will not require further
pre-clearance at the time of the transaction. If you wish to establish a 10b5-1 Trading Plan, contact the
Compliance Officer for approval.

Discussion and Disclosure of Company Information

Employees other than those expressly designated by the Company shall not discuss information about the
Company, any subsidiary, affiliate, or business partner with the press, analysts, or other persons outside of the
Company. This includes social media interactions and online content contributions.

Announcements of information regarding the Company, our subsidiaries, affiliates, and business partners may
only be made by persons specifically authorized by the Company to make such announcements. Securities
Laws govern the nature and timing of such announcements to outsiders or the public, and unauthorized
disclosure could result in substantial liability for you, the Company, our management, and others. Inquiries by
any third party about such information should be directed to our Chief Financial Officer or Vice President,
Business Development.




Your Responsibilities

The ultimate responsibility for complying with Securities Laws and this Policy rests with you. It can
sometimes be difficult to know whether a potential transaction complies with the law or this Policy.
When any doubt exists, you should assume that you possess material non-public information and
refrain from trading in Company securities until you have consulted with the Compliance Officer.

Material Non-Public Information Related to Other Companies

In the course of normal business, you may obtain material non-public information aboutother companies, such
as vendors, customers, competitors, and potential acquisition targets.

You must keep this information confidential and are prohibited from trading in related securities while in
possession of this information.

Household Members

You are responsible for ensuring that members of your household understand the rules regarding insider
trading and comply with this Policy, including Scheduled Blackout Periods and Special Blackout Periods.

Questions and Assistance

In some cases, you may have questions about whether the information you possess may be considered
material or if it has been made public. In these instances, you should seek assistance from the Company’s
General Counsel or Compliance Officer.

Policy Violations

Failure to abide by applicable Securities Laws and this Policy may result in civil and criminal liabilities, as well
as Company disciplinary action, up to and including termination of employment or other relationship with the
Company.

Policy Enforcement

This Policy is enforced by the Corporate Compliance Department with authority from the Risk Management
Committee of the Board of Directors.

The Vice President, Corporate Compliance is responsible for ensuring that:

e this Policy is reviewed and updated, as appropriate;

e pre-clearance requests are reviewed in a timely manner and documented in accordance with a pre-
established procedure;
directors, employees, and contractors have been trained on this Policy; and
allegations of non-compliance or violation of this Policy are investigated in accordance with our
Investigation Protocol.




Policy Application

This Policy applies to all our directors, employees, contractors, and part-time and temporary workers globally.
This Policy also applies to those who share a household with someone otherwise subject to this Policy.

In addition, individuals who have recently departed from the Company or otherwise terminated a relationship
with the Company will be expected to comply with the terms of this Policy for a minimum of 30 days after the
date of departure or termination of the relationship or for the period of time during which such individuals are
in possession of Inside Information until its public release and absorption by the securities market, whichever
period is longer.

&5 ETHICS HOTLINE

To report known or suspected instances of misconduct, unethical conduct, or insider trading, please reach out to a
member of the Compliance Department or the OSI Ethics Hotline at:
http://osi.ethicspoint.com

: Policy Information :
e +:
Policy Owner Publication Date Application
i Vice President, Corporate Compliance OSI September 3, 2019 This Policy applies to all directors, :
Systems, Inc. employees, contractors, and part-time and
: Review Cycle temporary workers employed by, or under;
: Annual the control of, OSI Systems and all of its !

global subsidiaries.




SUBSIDIARIES OF OSI SYSTEMS, INC.

EXHIBIT 21.1

Name Jurisdiction
Altaflex California
American Science and Engineering Global de Mexico S. de R.L. de C.V. Mexico
American Science and Engineering, Inc. Massachusetts
AS&E Europe, B.V. Netherlands
AS&E Global, Inc. Massachusetts
Control de Accessos y Sequridad Privada Gatekeeper, S. de R.L. de C.V. Mexico

Control Insights, LLC California

CXR Limited United Kingdom
ECIL-Rapiscan Security Products Limited India
Foamhand Limited New Zealand
Foamhand Limited United Kingdom
Gatekeeper Inc. Delaware
Gatekeeper Inspection Technologies LLC Virginia

Gatekeeper Security Middle East FTZ
Global International Holding, Inc.
Herbert Systems Limited

Lenview Limited

Lenview Property Development (Biddulph) Limited
OSlI Billerica Holdings, LLC

OSI Electronics de Mexico, S.A. de C.V.
OSI Electronics, Inc.

OSI Electronics Pte Ltd.

OSI Electronics Sdh. Bhd.

OSI Electronics (UK) Ltd.

OSI (Holdings) Company Limited

OSI Investment Egypt For Trading LLC
OSI Laser Diode, Inc.

OSI Optoelectronics, Inc.

OSI Optoelectronics Limited

OSI Optoelectronics Sdn. Bhd.

OSI Systems Private Limited

PFC Flexible Circuits Limited

Prima Electronic Services Limited

PT OSI Electronics

PT OSI Systems

Quadratica (UK) Limited

Quadratica Training Limited

RAGGI-X Manutencéo em Equipamentos Electrénicos LTDA-ME
Rapiscan Australia Pty Ltd

United Arab Emirates
Delaware
United Kingdom
United Kingdom
United Kingdom
Massachusetts
Mexico
California
Singapore
Malaysia
United Kingdom
United Kingdom
Egypt
Delaware
California
Cyprus
Malaysia

India

Canada

United Kingdom
Indonesia
Indonesia
United Kingdom
United Kingdom
Brazil

Australia




Name

Jurisdiction

Rapiscan Government Services, Inc.
Rapiscan Holdings, Inc.

Rapiscan Laboratories, Inc.

Rapiscan Mexico Holdings LLC

Rapiscan Services Egypt LLC

Rapiscan Systems Canada Inc.

Rapiscan Systems (Cyprus) Limited
Rapiscan Systems Electrical Trading LLC
Rapiscan Systems GmbH

Rapiscan Systems Hong Kong Limited
Rapiscan Systems, Inc.

Rapiscan Systems Limited

Rapiscan Systems New Zealand
Rapiscan Systems Mexico S. de R.L. de C.V.
Rapiscan Systems Private Limited
Rapiscan Systems (Private) Limited
Rapiscan Systems Pte. Ltd.

Rapiscan Systems Pty Ltd

Rapiscan Systems Sdn. Bhd.

RAPISCAN SYSTEMS TURKEY GUVENLIK TEKNOLOJILERI ANONIM SIRKETI.

Rapiscan Systems Turkmen

Rapiscan Systems, S.A. de C.V.
Rapiscan Systems, Unipessoal LDA.

S2 Airport Services S. de R.L. de C.V.

S2 Albania Sh.p.k.

S2 Event Security, LLC

S2 Global Ecuador S.A.S.

S2 Global Healthcare S. de R.L. de C.V.
S2 Global, Inc.

S2 Global SAL

S2 Global Screening Solutions Sociedad Anonima
S2 Muscat LLC

S2 Screening Solutions S. de R.L. de C.V.
S2 Secure Albania SH.P.K.

S2 Services, Ltd.

S2 Services Puerto Rico, LLC

SL Healthcare Limited
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Exhibit 23.1
CONSENT OF INDEPENDENT REGISTERED PUBLIC ACCOUNTING FIRM

We have issued our reports dated August 29, 2024, with respect to the consolidated financial statements, financial statement schedule
and internal control over financial reporting included in the Annual Report of OSI Systems, Inc. on Form 10-K for the year ended June
30, 2024. We consent to the incorporation by reference of said reports in the Registration Statements of OSI Systems, Inc. on Forms
S-3 (File Nos. 333-73618, 333-75228, 333-100791, 333-101716, 333-119704, and 333-148937) and Forms S-8 (File Nos. 333-45049,
333-69433, 333-106176, 333-122674, 333-132142, 333-148936, 333-157032, 333-173758, 333-190693, 333-213552, 333-222956,
and 333-252582).

/sl GRANT THORNTON LLP

Los Angeles, California
August 29, 2024




Exhibit 23.2
CONSENT OF INDEPENDENT REGISTERED PUBLIC ACCOUNTING FIRM

We consent to the incorporation by reference in the Registration Statements on Form S-3 (No. 333-73618, No. 333-75228, No. 333-
100791, No. 333-101716, No. 333-119704, and No. 333-148937) and Form S-8 (No. 333-45049, No. 333-69433, No. 333-106176, No.
333-122674, No. 333-132142, No. 333-148936, No. 333-157032, No. 333-173758, No. 333-190693, No. 333-213552, No. 333-
222956, No. 333-252582, and No. 333-276715) of OSI Systems, Inc. (the “Company”), of our report dated August 19, 2022, relating to
the consolidated statements of operations, comprehensive income, stockholders’ equity and cash flows of the Company appearing in
this Annual Report on Form 10-K of the Company for the year ended June 30, 2024.

/sl Moss Adams LLP

Los Angeles, California
August 29, 2024




EXHIBIT 31.1

CERTIFICATION

I, Deepak Chopra, certify that:

1.

2.

| have reviewed this Annual Report on Form 10-K of OSI Systems, Inc.;

Based on my knowledge, this report does not contain any untrue statement of a material fact or omit to state a material fact
necessary to make the statements made, in light of the circumstances under which such statements were made, not
misleading with respect to the period covered by this report;

Based on my knowledge, the financial statements, and other financial information included in this report, fairly present in all
material respects the financial condition, results of operations and cash flows of the registrant as of, and for, the periods
presented in this report;

The registrant’s other certifying officer and | are responsible for establishing and maintaining disclosure controls and
procedures (as defined in Exchange Act Rules 13a-15(e) and 15d-15(e)) and internal control over financial reporting (as
defined in Exchange Act Rules 13a-15(f) and 15d-15(f)) for the registrant and have:

(a) Designed such disclosure controls and procedures, or caused such disclosure controls and procedures to be designed
under our supervision, to ensure that material information relating to the registrant, including its consolidated
subsidiaries, is made known to us by others within those entities, particularly during the period in which this report is
being prepared;

(b) Designed such internal control over financial reporting, or caused such internal control over financial reporting to be
designed under our supervision, to provide reasonable assurance regarding the reliability of financial reporting and the
preparation of financial statements for external purposes in accordance with generally accepted accounting principles;

(c) Evaluated the effectiveness of the registrant’s disclosure controls and procedures and presented in this report our
conclusions about the effectiveness of the disclosure controls and procedures, as of the end of the period covered by
this report based on such evaluation; and

(d) Disclosed in this report any change in the registrant’s internal control over financial reporting that occurred during the
registrant’'s most recent fiscal quarter (the registrant’s fourth fiscal quarter in the case of an annual report) that has
materially affected, or is reasonably likely to materially affect, the registrant’s internal control over financial reporting;
and

The registrant’s other certifying officer and | have disclosed, based on our most recent evaluation of internal control over
financial reporting, to the registrant's auditors and the audit committee of the registrant's board of directors (or persons
performing the equivalent functions):

(a) All significant deficiencies and material weaknesses in the design or operation of internal control over financial
reporting which are reasonably likely to adversely affect the registrant’s ability to record, process, summarize and
report financial information; and

(b) Any fraud, whether or not material, that involves management or other employees who have a significant role in the
registrant’s internal control over financial reporting.

Date: August 29, 2024

/sl DEEPAK CHOPRA
Deepak Chopra
Chief Executive Officer
(Principal Executive Officer)




EXHIBIT 31.2

CERTIFICATION

I, Alan Edrick, certify that:

1.

2.

| have reviewed this Annual Report on Form 10-K of OSI Systems, Inc.;

Based on my knowledge, this report does not contain any untrue statement of a material fact or omit to state a material fact
necessary to make the statements made, in light of the circumstances under which such statements were made, not
misleading with respect to the period covered by this report;

Based on my knowledge, the financial statements, and other financial information included in this report, fairly present in all
material respects the financial condition, results of operations and cash flows of the registrant as of, and for, the periods
presented in this report;

The registrant’s other certifying officer and | are responsible for establishing and maintaining disclosure controls and
procedures (as defined in Exchange Act Rules 13a-15(e) and 15d-15(e)) and internal control over financial reporting (as
defined in Exchange Act Rule 13a-15(f) and 15d-15(f)) for the registrant and have:

(a) Designed such disclosure controls and procedures, or caused such disclosure controls and procedures to be designed
under our supervision, to ensure that material information relating to the registrant, including its consolidated
subsidiaries, is made known to us by others within those entities, particularly during the period in which this report is
being prepared;

(b) Designed such internal control over financial reporting, or caused such internal control over financial reporting to be
designed under our supervision, to provide reasonable assurance regarding the reliability of financial reporting and the
preparation of financial statements for external purposes in accordance with generally accepted accounting principles;

(c) Evaluated the effectiveness of the registrant's disclosure controls and procedures and presented in this report our
conclusions about the effectiveness of the disclosure controls and procedures, as of the end of the period covered by
this report based on such evaluation; and

(d) Disclosed in this report any change in the registrant’s internal control over financial reporting that occurred during the
registrant’'s most recent fiscal quarter (the registrant’s fourth fiscal quarter in the case of an annual report) that has
materially affected, or is reasonably likely to materially affect, the registrant’s internal control over financial reporting;
and

The registrant’s other certifying officer and | have disclosed, based on our most recent evaluation of internal control over
financial reporting, to the registrant’s auditors and the audit committee of the registrant's board of directors (or persons
performing the equivalent functions):

(a) All significant deficiencies and material weaknesses in the design or operation of internal control over financial
reporting which are reasonably likely to adversely affect the registrant’s ability to record, process, summarize and
report financial information; and

(b) Any fraud, whether or not material, that involves management or other employees who have a significant role in the
registrant’s internal control over financial reporting.

Date: August 29, 2024

/s/ ALAN EDRICK
Alan Edrick
Chief Financial Officer
(Principal Financial Officer)




EXHIBIT 32.1

CERTIFICATION PURSUANT TO 18 U.S.C. SECTION 1350
AS ADOPTED PURSUANT TO SECTION 906 OF THE SARBANES-OXLEY ACT OF 2002

In connection with the Annual Report of OSI Systems, Inc. (the “Company”) on Form 10-K for the year ended June 30, 2024 as
filed with the Securities and Exchange Commission on the date hereof (the “Report”), I, Deepak Chopra, Chief Executive Officer of the
Company, certify, pursuant to 18 U.S.C. Section 1350, as adopted pursuant to Section 906 of the Sarbanes-Oxley Act of 2002, that:

(1) The Report fully complies with the requirements of Section 13(a) or 15(d) of the Securities Exchange Act of
1934, as amended; and

2) The information contained in the Report fairly presents, in all material respects, the financial condition and
results of operations of the Company at the dates and for the periods presented in the Report.

Date: August 29, 2024
/s| DEEPAK CHOPRA

Deepak Chopra
Chief Executive Officer

The foregoing certification is being furnished solely pursuant to 18 U.S.C. Section 1350, is not being filed as part of the Report
or as a separate disclosure document, and is not being incorporated by reference into any filing of the Company under the Securities
Act of 1933, as amended, or the Securities Exchange Act of 1934, as amended (whether made before or after the date of the Report),
irrespective of any general incorporation language contained in such filing. The signed original of this written statement required by
Section 906 of the Sarbanes-Oxley Act of 2002 has been provided to the Company and will be retained by the Company and furnished
to the Securities and Exchange Commission or its staff upon request.




EXHIBIT 32.2

CERTIFICATION PURSUANT TO 18 U.S.C. SECTION 1350
AS ADOPTED PURSUANT TO SECTION 906 OF THE SARBANES-OXLEY ACT OF 2002

In connection with the Annual Report of OSI Systems, Inc. (the “Company”) on Form 10K for the year ended June 30, 2024 as
filed with the Securities and Exchange Commission on the date hereof (the “Report”), I, Alan Edrick, Chief Financial Officer of the
Company, certify, pursuant to 18 U.S.C. Section 1350, as adopted pursuant to Section 906 of the Sarbanes-Oxley Act of 2002, that:

(1) The Report fully complies with the requirements of Section 13(a) or 15(d) of the Securities Exchange Act of
1934, as amended; and

2) The information contained in the Report fairly presents, in all material respects, the financial condition and
results of operations of the Company at the dates and for the periods presented in the Report.

Date: August 29, 2024
/s/ ALAN EDRICK

Alan Edrick
Chief Financial Officer

The foregoing certification is being furnished solely pursuant to 18 U.S.C. Section 1350, is not being filed as part of the Report
or as a separate disclosure document, and is not being incorporated by reference into any filing of the Company under the Securities
Act of 1933, as amended, or the Securities Exchange Act of 1934, as amended (whether made before or after the date of the Report),
irrespective of any general incorporation language contained in such filing. The signed original of this written statement required by
Section 906 of the Sarbanes-Oxley Act of 2002 has been provided to the Company and will be retained by the Company and furnished
to the Securities and Exchange Commission or its staff upon request.




Exhibit 97.1
OSI SYSTEMS, INC. POLICY FOR RECOVERY OF ERRONEOUSLY AWARDED COMPENSATION

OSI Systems, Inc. (the “Company”) has adopted this Policy for Recovery of Erroneously Awarded Compensation (the
“Policy”), effective as of October 2, 2023 (the “ Effective Date”). Capitalized terms used in this Policy but not otherwise defined herein
are defined in Section 11.

1. Persons Subject to Policy

This Policy shall apply to current and former Officers of the Company. Each Officer shall be required to sign an
acknowledgment pursuant to which such Officer will agree to be bound by the terms of, and comply with, this Policy; however, any
Officer’s failure to sign any such acknowledgment shall not negate the application of this Policy to the Officer.

2. Compensation Subject to Policy

This Policy shall apply to Incentive-Based Compensation received on or after the Effective Date. For purposes of this Policy,
the date on which Incentive-Based Compensation is “received” shall be determined under the Applicable Rules, which generally provide
that Incentive-Based Compensation is “received” in the Company'’s fiscal period during which the relevant Financial Reporting Measure
is attained or satisfied, without regard to whether the grant, vesting or payment of the Incentive-Based Compensation occurs after the
end of that period.

3. Recovery of Compensation

In the event that the Company is required to prepare a Restatement, the Company shall recover, reasonably promptly, the
portion of any Incentive-Based Compensation that is Erroneously Awarded Compensation, unless the Committee has determined that
recovery would be Impracticable. Recovery shall be required in accordance with the preceding sentence regardless of whether the
applicable Officer engaged in misconduct or otherwise caused or contributed to the requirement for the Restatement and regardless of
whether or when restated financial statements are filed by the Company. For clarity, the recovery of Erroneously Awarded
Compensation under this Policy will not give rise to any person’s right to voluntarily terminate employment for “good reason,” or due to
a “constructive termination” (or any similar term of like effect) under any plan, program or policy of or agreement with the Company or
any of its affiliates.

4. Manner of Recovery; Limitation on Duplicative Recovery

The Committee shall, in its sole discretion, determine the manner of recovery of any Erroneously Awarded Compensation,
which may include, without limitation, reduction or cancellation by the Company or an affiliate of the Company of Incentive-Based
Compensation or Erroneously Awarded Compensation, reimbursement or repayment by any person subject to this Policy of the
Erroneously Awarded Compensation, and, to the extent permitted by law, an offset of the Erroneously Awarded Compensation against
other compensation payable by the Company




or an affiliate of the Company to such person. Notwithstanding the foregoing, unless otherwise prohibited by the Applicable Rules, to
the extent this Policy provides for recovery of Erroneously Awarded Compensation already recovered by the Company pursuant to
Section 304 of the Sarbanes-Oxley Act of 2002 or Other Recovery Arrangements, the amount of Erroneously Awarded Compensation
already recovered by the Company from the recipient of such Erroneously Awarded Compensation may be credited to the amount of
Erroneously Awarded Compensation required to be recovered pursuant to this Policy from such person.

5. Administration

This Policy shall be administered, interpreted and construed by the Committee, which is authorized to make all determinations
necessary, appropriate or advisable for such purpose. The Board of Directors of the Company (the “Board”) may re-vest in itself the
authority to administer, interpret and construe this Policy in accordance with applicable law, and in such event references herein to the
“Committee” shall be deemed to be references to the Board. Subject to any permitted review by the applicable national securities
exchange or association pursuant to the Applicable Rules, all determinations and decisions made by the Committee pursuant to the
provisions of this Policy shall be final, conclusive and binding on all persons, including the Company and its affiliates, equityholders and
employees. The Committee may delegate administrative duties with respect to this Policy to one or more directors or employees of the
Company, as permitted under applicable law, including any Applicable Rules.

6. Interpretation

This Policy will be interpreted and applied in a manner that is consistent with the requirements of the Applicable Rules, and to
the extent this Policy is inconsistent with such Applicable Rules, it shall be deemed amended to the minimum extent necessary to
ensure compliance therewith.

7. No Indemnification; No Liability

The Company shall not indemnify or insure any person against the loss of any Erroneously Awarded Compensation pursuant to
this Policy, nor shall the Company directly or indirectly pay or reimburse any person for any premiums for third-party insurance policies
that such person may elect to purchase to fund such person’s potential obligations under this Policy. None of the Company, an affiliate
of the Company or any member of the Committee or the Board shall have any liability to any person as a result of actions taken under
this Policy.

8. Application; Enforceability

Except as otherwise determined by the Committee or the Board, the adoption of this Policy does not limit, and is intended to
apply in addition to, any other clawback, recoupment, forfeiture or similar policies or provisions of the Company or its affiliates,
including any such policies or provisions of such effect contained in any employment agreement, bonus plan, incentive plan, equity-
based plan or award agreement thereunder or similar plan, program or agreement of the Company or an affiliate or required under
applicable law (the “Other Recovery Arrangements”).




The remedy specified in this Policy shall not be exclusive and shall be in addition to every other right or remedy at law or in equity that
may be available to the Company or an affiliate of the Company.

9. Severability

The provisions in this Policy are intended to be applied to the fullest extent of the law; provided, however, to the extent that any
provision of this Policy is found to be unenforceable or invalid under any applicable law, such provision will be applied to the maximum
extent permitted, and shall automatically be deemed amended in a manner consistent with its objectives to the extent necessary to
conform to any limitations required under applicable law.

10. Amendment and Termination

The Board or the Committee may amend, modify or terminate this Policy in whole or in part at any time and from time to time in
its sole discretion. This Policy will terminate automatically when the Company does not have a class of securities listed on a national
securities exchange or association.

11. Definitions

“Applicable Rules” means Section 10D of the Exchange Act, Rule 10D-1 promulgated thereunder, the listing rules of the
national securities exchange or association on which the Company’s securities are listed, and any applicable rules, standards or other
guidance adopted by the Securities and Exchange Commission or any national securities exchange or association on which the
Company'’s securities are listed.

“Committee” means the committee of the Board responsible for executive compensation decisions comprised solely of
independent directors (as determined under the Applicable Rules), or in the absence of such a committee, a majority of the
independent directors serving on the Board.

“Erroneously Awarded Compensation” means the amount of Incentive-Based Compensation received by a current or former
Officer that exceeds the amount of Incentive-Based Compensation that would have been received by such current or former Officer
based on a restated Financial Reporting Measure, as determined on a pre-tax basis in accordance with the Applicable Rules.

“Exchange Act’ means the Securities Exchange Act of 1934, as amended.

“Financial Reporting Measure” means any measure determined and presented in accordance with the accounting principles
used in preparing the Company’s financial statements, and any measures derived wholly or in part from such measures, including

GAAP, IFRS and non-GAAP/IFRS financial measures, as well as stock or share price and total equityholder return.

“GAAP” means United States generally accepted accounting principles.




“IFRS” means international financial reporting standards as adopted by the International Accounting Standards Board.

“Impracticable” means (a) the direct costs paid to third parties to assist in enforcing recovery would exceed the Erroneously
Awarded Compensation; provided that the Company (i) has made reasonable attempts to recover the Erroneously Awarded
Compensation, (ii) documented such attempt(s), and (iii) provided such documentation to the relevant listing exchange or association,
(b) to the extent permitted by the Applicable Rules, the recovery would violate the Company’s home country laws pursuant to an
opinion of home country counsel; provided that the Company has (i) obtained an opinion of home country counsel, acceptable to the
relevant listing exchange or association, that recovery would result in such violation, and (ii) provided such opinion to the relevant listing
exchange or association, or (c) recovery would likely cause an otherwise tax-qualified retirement plan, under which benefits are broadly
available to employees of the Company, to fail to meet the requirements of 26 U.S.C. 401(a)(13) or 26 U.S.C. 411(a) and the
regulations thereunder.

“Incentive-Based Compensation” means, with respect to a Restatement, any compensation that is granted, earned, or vested
based wholly or in part upon the attainment of one or more Financial Reporting Measures and received by a person: (a) after beginning
service as an Officer; (b) who served as an Officer at any time during the performance period for that compensation; (c) while the issuer
has a class of its securities listed on a national securities exchange or association; and (d) during the applicable Three-Year Period.

“Officer’ means each person who serves as an executive officer of the Company, as defined in Rule 10D-1(d) under the
Exchange Act.

“Restatement’ means an accounting restatement to correct the Company’s material noncompliance with any financial
reporting requirement under securities laws, including restatements that correct an error in previously issued financial statements (a)
that is material to the previously issued financial statements or (b) that would result in a material misstatement if the error were
corrected in the current period or left uncorrected in the current period.

“Three-Year Period” means, with respect to a Restatement, the three completed fiscal years immediately preceding the date
that the Board, a committee of the Board, or the officer or officers of the Company authorized to take such action if Board action is not
required, concludes, or reasonably should have concluded, that the Company is required to prepare such Restatement, or, if earlier, the
date on which a court, regulator or other legally authorized body directs the Company to prepare such Restatement. The “Three-Year
Period” also includes any transition period (that results from a change in the Company’s fiscal year) within or immediately following the
three completed fiscal years identified in the preceding sentence. However, a transition period between the last day of the Company’s
previous fiscal year end and the first day of its new fiscal year that comprises a period of nine to 12 months shall be deemed a
completed fiscal year.




