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SPECIAL NOTE REGARDING FORWARD-LOOKING STATEMENTS

This Annual Report on Form 10-K contains forward-looking statements within the meaning of Section 27A of the Securities Act of 1933, as
amended, (the “Securities Act”), and Section 21E of the Securities Exchange Act of 1934, as amended, (the “Exchange Act"), about us and our industry
that involve substantial risks and uncertainties. All statements other than statements of historical facts contained in this Annual Report on Form 10-K,
including statements regarding our future results of operations and financial condition, business strategy, and plans and objectives of management for
future operations, are forward-looking statements. In some cases, forward-looking statements may be identified by words such as “anticipate,” “believe,”
“continue,” “could,” "design,” “estimate,” “expect,” "intend,” “may,” “plan,” “potentially,” “predict,” “project,” "should,” “will,” "would,” “target,” or the negative
of these terms or other similar expressions.

Forward-looking statements are based on our management’'s beliefs and assumptions and on information currently available. These forward-
looking statements are subject to a humber of known and unknown risks, uncertainties and assumptions, including risks described in the section titled
“Risk Factors” and elsewhere in this Annual Report on Form 10-K, regarding, amongst other things:

. defects, interruptions, outages, delays in performance, or similar problems with our platform;

. our ability to attract new enterprise customers and to have existing enterprise customers continue and increase their use of our platform;

. the potential loss or significant reduction in usage by one or more of our major customers;

. component delays, shortages, and price increases;

. our limited operating history and history of operating losses;

. the potential that security measures, or those of third parties upon which we rely, are compromised, or the security, confidentiality, integrity or

availability of our information technology, software, services, networks, communications or data is compromised, limited or fails;

. our ability to efficiently develop and sell new products and respond effectively to rapidly changing technology, evolving industry standards,
changing regulations, and changing customer needs, requirements, or preferences;

. our ability to forecast our revenue accurately and manage our expenditures;

. our ability to effectively develop and expand our marketing and sales capabilities;

. our ability to compete effectively with existing competitors and new market entrants;

. our ability to maintain and enhance our brand;

. our ability to identify and integrate acquisitions, strategic investments, partnerships, or alliances;

. our ability to attract and retain qualified employees and key personnel;

. our reliance on the performance of highly skilled personnel, including our senior management and other key employees, and the loss or

transition of one or more of such personnel, or of a significant number of our team members;
. our potential involvement in class-action lawsuits and other litigation matters; and
. stock price volatility, and the potential decline in the value of our Class A common stock.

We caution you that the foregoing list may not contain all of the forward-looking statements made in this Annual Report on Form 10-K.



Other sections of this Annual Report on Form 10-K may include additional factors that could harm our business and financial performance.
Moreover, we operate in a very competitive and rapidly changing environment. New risk factors emerge from time to time, and it is not possible for our
management to predict all risk factors nor can we assess the impact of all factors on our business or the extent to which any factor, or combination of
factors, may cause actual results to differ from those contained in, or implied by, any forward-looking statements.

You should not rely upon forward-looking statements as predictions of future events. We cannot assure you that the events and circumstances
reflected in the forward-looking statements will be achieved or occur. Although we believe that the expectations reflected in the forward-looking
statements are reasonable, we cannot guarantee future results, levels of activity, performance or achievements. Except as required by law, we undertake
no obligation to update publicly any forward-looking statements for any reason after the date of this Annual Report on Form 10-K or to conform these
statements to actual results or to changes in our expectations. You should read this Annual Report on Form 10-K and the documents that we reference in
this Annual Report on Form 10-K and have filed as exhibits to this Annual Report on Form 10-K with the understanding that our actual future results,
levels of activity, performance, and achievements may be materially different from what we expect. We qualify all of our forward-looking statements by
these cautionary statements.

In addition, statements that “we believe” and similar statements reflect our beliefs and opinions on the relevant subject. These statements are
based upon information available to us as of the filing date of this Annual Report on Form 10-K, and while we believe such information forms a
reasonable basis for such statements, such information may be limited or incomplete, and our statements should not be read to indicate that we have
conducted an exhaustive inquiry into, or review of, all potentially available relevant information. These statements are inherently uncertain and investors
are cautioned not to unduly rely upon these statements.

Investors and others should note that we may announce material business and financial information to our investors using our investor relations
website (www.fastly.com/investors), our filings with the Securities and Exchange Commission, our corporate X account (@Fastly), our blog
(www.fastly.com/blog), our corporate LinkedIn account (www.linkedin.com/company/fastly), webcasts, press releases, and conference calls. We use
these mediums, including our website, to communicate with investors and the general public about us, our products, and other issues. It is possible that
the information that we make available on these mediums may be deemed to be material information. We therefore encourage investors and others
interested in us to review the information that we make available through these channels.

RISK FACTOR SUMMARY

Our business is subject to significant risks and uncertainties that make an investment in us speculative and risky. Below we summarize what we
believe are the principal risk factors but these risks are not the only ones we face, and you should carefully review and consider the full discussion of our
risk factors in the section titled “Risk Factors”, together with the other information in this Annual Report on Form 10-K. If any of the following risks actually
occurs (or if any of those listed elsewhere in this Annual Report on Form 10-K occurs), our business, reputation, financial condition, results of operations,
revenue, and future prospects could be seriously harmed. Additional risks and uncertainties that we are unaware of, or that we currently believe are not
material, may also become important factors that adversely affect our business.

* If our platform fails to perform properly due to defects, interruptions, outages, delays in performance, or similar problems, and if we fail to develop
enhancements to resolve any defect, interruption, delay, or other problems, we could lose customers, become subject to service performance or
warranty claims or incur significant costs.

* If we are unable to attract new customers, in particular, enterprise customers, and to have existing enterprise customers continue and increase
their use of our platform, our business will likely be harmed.

* We receive a substantial portion of our revenues from a limited number of customers from a limited number of industries, and the loss of, or a
significant reduction in usage by, one or more of our major customers would result in lower revenues and could harm our business.



Component delays, shortages or price increases could interrupt our ability to complete the construction of our servers to meet the usage needs of
our customers. Our operating results could be materially harmed if we are unable to adequately manage our server needs.

Our limited operating history and our history of operating losses makes it difficult to evaluate our current business and prospects and may
increase the risks associated with your investment.

If our information technology systems or data, or those of third parties upon which we rely, are compromised now, or in the future, or the security,
confidentiality, integrity or availability of our information technology, software, services, networks, communications or data is compromised,
limited or fails, our business could experience materially adverse consequences, including but not limited to regulatory investigations or actions,
litigation, fines and penalties, disruptions of our business operations, loss of revenue or profits, loss of customers or sales, reputational harm, and
other adverse consequences.

If we fail to efficiently develop and sell new products and respond effectively to rapidly changing technology, evolving industry standards,
changing regulations, and changing customer needs, requirements, or preferences, our products may become less competitive.

If we fail to forecast our revenue accurately, or if we fail to manage our expenditures, our operating results could be adversely affected.

Failure to effectively develop and expand our marketing and sales capabilities could harm our ability to increase our customer base and achieve
broader market acceptance of our platform.

The markets in which we participate are competitive, and if we do not compete effectively, our business will be harmed.

If we fail to maintain and enhance our brand, our ability to expand our customer base will be impaired and our business, results of operations and
financial condition may suffer.

Acquisitions, strategic investments, partnerships, or alliances could be difficult to identify and integrate, divert the attention of management,
disrupt our business, and dilute stockholder value.

The failure to attract and retain qualified personnel could prevent us from executing our business strategy.

We rely on the performance of highly skilled personnel, including our senior management and other key employees, and the loss or transition of
one or more of such personnel, or of a significant number of our team members, could harm our business.

We have previously been and may in the future be involved in class-action lawsuits and other litigation matters that are expensive and time-
consuming. If resolved adversely, lawsuits and other litigation matters could seriously harm our business.

Our stock price may be volatile, and the value of our Class A common stock may decline.
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Item 1. Business
Overview

Organizations around the world are more dependent on the quality of digital experiences they provide than ever before. At Fastly, we deliver an
edge cloud platform capable of delivering fast, safe, and engaging digital experiences. By focusing holistically on the edge cloud from developer
inspiration to end-user experience, we have the opportunity to differentiate with our global footprint, dynamic infrastructure, and security solution.
Performance, security, and building the most engaging applications are paramount to driving mission success for Fastly’s customers.

The edge cloud is a category of Infrastructure as a Service (“laaS”) that enables developers to build, secure, and deliver digital experiences, at the
edge of the Internet. This service represents the convergence of the Content Delivery Network (“CDN") with functionality that has been traditionally
delivered by hardware-centric appliances such as Application Delivery Controllers (“ADC”), Web Application Firewalls (“WAF"), Bot Detection, Distributed
Denial of Service (“DD0S"), and observability solutions. It also includes the emergence of a new, but growing, edge computing market which aims to
move compute power and logic as close to the end user as possible. When milliseconds matter, processing at the edge is an ideal way to handle highly
dynamic and time-sensitive data. This has led to its acceptance and adoption by organizations who monetize or grow their user base with every
millisecond saved. Organizations that want to improve their user experience, whether it's faster loading websites or reduced shopping cart abandonment,
can benefit from processing at the edge. The edge cloud complements data center, central cloud, and hybrid solutions.

Organizations must keep up with complex and ever-evolving end-user requirements. We help them surpass their end users’ expectations by
powering fast, safe, and engaging digital experiences. We built a powerful edge cloud platform, designed from the ground up to be programmable and
support agile software development. We believe that our platform gives our customers a significant competitive advantage, whether they were born into
the digital age or are just embarking on their digital transformation journey.

Developers on the Fastly platform have a high degree of flexibility with granular control and real-time visibility, where they can write and deploy
code in a serverless environment and push application logic to the edge. Our infrastructure is built for the software-defined future. Our network is
powerful, efficient, and flexible, designed to enable us to rapidly scale to meet the needs of the most demanding customers. Our approach to scalable,
secure reliability integrates security into multiple layers of development: architecture, engineering, and operations. That's why we invest in building
security into the fabric of our platform, alongside performance. We provide developers and security operations teams with a fast and safe environment to
create, build, and run modern applications.

We serve established enterprises, mid-market companies, and technology-savvy organizations. Our customers represent a diverse set of
organizations across many industries with one thing in common: they care about delivering best-in-class digital experiences. With our edge cloud
platform, our customers are disrupting existing industries and creating new ones. For example, several of our customers have reinvented digital
publishing by connecting readers through subscription models to indispensable content. Fastly’s ability to dynamically manage content in real time
enables readers to have instant access to the most up to date information.

Our customers’ ecommerce solutions use Fastly's edge compute functionality to deliver very low- latency customer experiences, including providing
better recommendations to their shoppers, converting more shopping carts into sales and executing fast and secure financial transactions. Content
streaming organizations leverage Fastly's platform to deliver content to users around the world and those that livestream gain easy access to enormous
edge compute resources for even greater reliability. The range of applications that developers build with our edge cloud platform continues to expand
rapidly.

Our mission is to make the Internet a better place where all experiences are fast, safe, and engaging. We want all developers to have the ability
to deliver the next transformative digital experience on a global scale. And because big ideas often start small, we love it when developers experiment
and iterate on our platform, coming up with exciting new ways to solve today’s complex problems.

For the fiscal years ended December 31, 2023, 2022 and 2021, our revenue was $506.0 million, $432.7 million, and $354.3 million, respectively.
We continue to invest in our business and had a net loss of $133.1 million, $190.8 million and $222.7 million for the fiscal years ended December 31,
2023, 2022 and 2021, respectively.



We measure the revenue growth from existing customers attributable to increased usage of our platform and features, and purchase of
additional products and services with our Dollar-Based Net Expansion Rate ("DBNER"), Net Retention Rate ("NRR") and Last-Twelve Months Net
Retention Rate ("LTM NRR") metrics. See “Management’s Discussion and Analysis of Financial Condition and Results of Operations—Key Business
Metrics" for further discussion of DBNER, NRR and LTM NRR.

Products & Services
Programmable Edge Platform

Fastly’s programmable edge platform was built to support modern digital experiences. We sit between our customers’ end users and their origin—
whether that's in the cloud, on premise or a hybrid environment-and power online experiences that are fast, safe, and engaging.

Fastly was founded in an era where legacy CDNs were failing to keep up with the explosive growth of user-generated content and demands for
faster, more personalized websites and apps. Legacy CDNs could not cache highly dynamic content at the edge—they had to continuously go back to
origin to fetch this content, driving up egress costs. Deploying changes meant, at best, hours-long waits for configurations to propagate. At worst, it
meant being forced to engage professional services at a cost of hundreds of dollars an hour. Legacy CDNs also failed to provide real-time visibility. Traffic
logs were provided in batch format, meaning the data could be anywhere from 15 minutes to several hours old, making it impossible to monitor
performance and get instant feedback.

With a view to addressing these challenges, we have taken a fundamentally different approach to architecting our platform.

*  Powerful POPs. We have architected our Points of Presence (“POPs”) using robust customized servers with incredible processing
density. As a result, our POPs require minimal footprint and yield colocation cost savings compared to traditional POP architectures. We
have located these POPs near major cloud providers and peered with Internet exchange points around the world, so that we can deliver
content as close to end users as possible. Because our POPs are powerful and well-connected to the Internet, we are able to operate
fewer of them and still achieve optimal performance relative to traditional POPs.

«  Software-defined network. We have built a smarter network using fast switches and routing intelligence at the server layer. This has
allowed us to provide real-time responses by ensuring our customers’ traffic is routed in the most optimal manner on our network.

*  Network Resilience. Our network is built to withstand common performance degradation or connectivity issues with internet transit
providers. With fast path failover we automatically detect and re-route underperforming edge connections at the transport layer.
Precision Path detects underperforming origin connections and automatically reroutes the connection to the best alternative in real-time.
AutoPilot is an automated egress traffic engineering solution which enables us to reliably deliver high traffic events without manual
intervention.

*  Fully programmable. In keeping with our belief that companies should be able to control everything through software, we have built a
fully programmable platform. Using Varnish Configuration Language (“VCL") as a domain-specific language, and flexible application
programming interfaces (“APIs”), we give customers comprehensive control over how their content is cached and how we respond to
end user requests. Our customers are able to make their own configuration changes versu s waiting on a professional services
engagement. This translates into faster end-user experiences and cost savings.

«  DevOps-friendly. We have made it easy for our customers to integrate Fastly into their existing DevOps toolchains and workflows. We
have enabled deep integration through rich APIs that let teams build with Terraform, or integrate with Amazon S3, Google Cloud
Storage, Splunk, Drupal and many more popular platforms. Combined with our configurability and visibility, this empowered developers
to make Fastly part of their continuous integration and continuous deployment (“CI/CD”) processes. As a result, our customers have
been able to enhance end user experiences by speeding up software and feature releases, without their CDN getting in the way. For
example, we have seen customers release new code to production multiple times a day instead of once a month.



All of our product lines have been built on top of this single, programmable platform, and therefore they all benefit from the same granular control,
real-time visibility, and immediate scalability.
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As developers gained awareness of the power of our programmable platform, they have tapped into it to build complex performance-based use
cases on top of it, from paywall authentication at the edge to A/B testing and edge redirects. From this trend, we realized that there was a need for a
more general compute environment versus one that was primarily designed for caching and content delivery.

To address this need, we built a powerful compute environment on top of our programmable platform. We give customers access to our
serverless compute environment through our compute offering, Fastly Compute. App developers can use this offering to build high performance,
personalized apps on our programmable edge without the complexity of managing the underlying infrastructure. We knew our customers would need this
environment to be scalable, fast and secure so we chose its building blocks carefully:

*«  WebAssembly (“WASM”). We chose WASM, an extremely powerful open source technology that allows developers to run complex code on our
platform. Apps can be compiled to WASM (using native machine code for better performance) and replicated to all our edge POPs.

«  [solation technology. With security top of mind, we created a unique isolation technology. This gives us the ability to create and destroy an
isolated sandbox for each user request that comes through, enabling code to be run in a safe, fast execution environment at scale.

e WASM compiler and runtime. To make this code run even faster, we built our own WASM compiler and runtime.

Through our observability offerings, we also provide real-time insights to inform continuous performance improvements and facilitate faster
debugging during development. See Compute and Observability sections below for more details.

Network Services

Fastly is an extension of our customers’ infrastructure. Our Network Services are designed to speed up and optimize the delivery of web and
application traffic while ensuring developers and engineers do not lose visibility or control. Whether customers are looking to deliver engaging web and
streaming experiences to their users, move apps to the cloud or scale their DevOps practices, our Network Services provide the speed, security and
flexibility needed.



Content Delivery Network

Dynamic Site Acceleration. Speeds up requests and responses between cache nodes in our POPs and customers’ origin servers to
serve their dynamic web and mobile content faster.

Origin Shield. Allows us to designate a specific POP to serve as a shield for a customer’s origin servers. When web content is refreshed
and multiple end users request the new content simultaneously, a deluge of requests can hit a customer’s origin server. This can result
in poor web or application performance. With Origin Shield, we collapse all these content requests into a single request and hold it in
queue at the Origin Shield POP. That allows us to retrieve the new content from the customer’s origin server only once, and then serve it
to all end users who requested it. This approach reduces costs for our customers, while improving performance for their end users.

Instant Purge. Allows customers to clear the cached copy of their content globally in milliseconds, not seconds. We allow customers to
send a command to our platform that invalidates an old version of their content throughout our global edge infrastructure. This causes a
new version of content to be retrieved from the application server the next time it is requested. This feature enables our customers to
serve highly dynamic content at the edge more quickly and allows for delightful application experiences. Rapidly changing content like
shopping cart items, flight search results, sports scores, or current weather conditions in any given location can all be served faster from
the network edge.

Surrogate Keys. Allows customers to fine-tune purging by tagging related objects across their site with a key name and description, then
purging by that key. They can purge their entire site of a given object or set of objects at once, without impacting performance. For
example, they could purge any images and content related to discontinued sale items, discounted products, or outdated news across
their site all at once.

Programmatic Control. Provides direct programmatic control of edge delivery services to our customers via VCL, allowing them to
precisely control what content is cached, for how long and when it should be refreshed. Combined with comprehensive APIs, VCL
allows our customers to build, test and deploy custom logic, using their own development, test and deployment environment, for even
the most complex digital experiences.

Content Compression. Compresses content with technologies like Gzip and Brotli, providing direct performance improvements and a
more responsive web experience for end users.

Reliability Features. Support the availability of customer content with features including origin health checks, a ‘grace mode’ feature that
will continue serving content even when customer origin(s) fail, Multipath TCP, and real time error dashboards and API feeds that are
backed by a 100% uptime Service Level Agreement (“SLA”).

Fanout. Enables customers to push data in real time to many users, such as synchronous communication of messages in a chatroom,
server updates to loT devices and other types of data between devices. Realtime messaging is used in a wide range of data streaming
applications, including IoT, live commenting, end user notifications, chat and more.

Domainr. Provides customers with a real-time and programmatic means for checking domain availability. A programmatic solution for
verifying trust for domains is especially useful for platform customers. Using Domainr's APIs, customers can embed these functions
directly into their workflows.

Modern protocols and performance. Helps our customers, and the Internet in general, receive the best possible performance regardless
of user device, connectivity or location though supporting the development of next generation web technologies and protocols such as
HTTP/3, QUIC, client hints and HTTP prioritization.
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*  Privacy. Fastly offers several privacy enablement capabilities. Our OHTTP Relay solution provides fast, reliable separation and isolation
of end user data, while passing along non-identifying requests to the business server. Fastly’'s OHTTP Relay is designed to enhance
online privacy for users of several of the largest internet vendors. Fastly has worked with others to develop and standardize the
technology behind Private Access Tokens. As an alternative to CAPTCHAS, Privacy Access Tokens provide better user privacy by
helping ensure there is no leakage of non-essential data.

Video / Streaming

« Live Streaming. Delivers millions of concurrent high-quality live streams. It can deliver online content using major HTTP streaming
formats while providing real-time feedback to optimize viewer experiences. In addition, we partner with multiple video platform vendors to
improve the flexibility and scale of live-streaming workflows and reduce the total cost of ownership.

*  Video on Demand. Reduces the load on origin servers and accelerates time-to-first-frame by caching and rapidly delivering Video on
Demand content. Our on-the-fly-packaging feature optimizes streaming media on demand and facilitates immediate playback, thus
enhancing viewer experiences across regions, devices, and platforms.

¢ Media Shield. Large streaming customers typically use multiple CDNs for media delivery for redundancy and protection. Our Media
Shield product supports these efforts and can reduce the total cost of ownership while also regaining lost visibility and improving
performance. By collapsing multiple origin requests for identical content across several CDNs, content can be streamed faster, more
efficiently, and with a significantly smaller infrastructure burden.

Load Balancing

e Load Balancer. Manages HTTP/HTTPS requests to a customer’s origin using granular content-aware routing decisions. We allow
customers to manage traffic across multiple laaS providers, data centers, and hybrid clouds. We also provide improved performance and
cost savings over ADCs, especially during a spike or surge in traffic.

Image Optimization

* Image Optimizer. We offer a real-time image manipulation and delivery service and store transformations at the edge. When an image is
requested, we resize it, adjust quality, crop/trim, change orientations, convert formats, and more, all on demand. Transforming images at
the edge eliminates latency and reduces traffic to a customer’s origin servers, allowing them to save on infrastructure and egress costs.

TLS Encryption

e Transport Layer Security (“TLS”). As part of our standard product, our platform terminates HTTPS connections at our network edge,
offloading encrypted traffic from our customers’ web servers for better performance. We provide a number of different certificate
procurement and hosting options.

e Platform TLS. Our Platform TLS offering is designed to allow customers with multiple web properties to manage TLS certificates at scale,
while enabling a fast, secure experience for their end-users. It supports delivery and management of hundreds of thousands of
certificates, supported by our worldwide TLS termination and acceleration solution.

e Certainly: In August 2023, we launched Certainly, our own publicly-trusted TLS Certification Authority (“CA”). Fastly customers can use a
certificate issued by Certainly to secure any website or API endpoint served by our CDN.
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Origin Connect

*  Origin Connect. Ideal for companies moving more than one gigabyte of data per second, such as media, video, and streaming
companies, Origin Connect provides a direct private network connection between an organization’s origin server and an Origin Shield
POP. It is an effective way to lower transit costs, reduce engineering complexity, and improve reliability for high-volume streaming
content.

Security

Security is an essential part of every online business, and customers rely on Fastly to help rapidly secure their business-critical websites, apps,
and APIs. Our modern approach to application security provides the accuracy, flexibility, and ease-of-use that our customers have come to know and
expect. Fastly provides a range of security solutions for businesses that focus on protecting websites, apps, and APIs from various threats, including
DDoS attacks, application layer attacks and abusive behavior from automated software. These solutions are designed to be real-time, scalable, and
customizable, offering businesses the ability to tailor their security to their specific needs. With a focus on performance and flexibility, Fastly enables
businesses to safeguard their digital experiences.

Next-Gen WAF. Our next-generation Web Application Firewall (“WAF") protects applications from malicious attacks that seek to compromise
apps and APIs. Our solution requires no tuning, and is more accurate than the traditional rule or signature-based approaches. Our WAF can be
installed in any infrastructure: cloud, container, on-premise data center or hybrid environments or at the edge. Key features include:

* Bot Management. Bad bots can perform content scraping, tie up system resources, perform account brute forcing and other harmful
actions. Our solution monitors web application and API traffic for automated bot activity, allowing customers to automatically block
malicious bot-generated web requests, while providing access for wanted or verified bots.

« API Protection. Attackers often target sensitive APIs, attempting to validate stolen credit cards, perform ecommerce gift card fraud or
obtain patient healthcare records. We help customers stop API abuse by enabling them to monitor for unexpected values and parameters
submitted to API endpoints, and block unauthorized requests.

* ATO Protection. Account takeover (“ATO”) occurs when attackers use authentication credentials to take over legitimate user accounts.
Attackers test stolen credentials in an automated manner called “credential stuffing.” Our Account Takeover Protection empowers
customers to automatically block and alert on credential stuffing attacks.

Advanced Rate Limiting. Advanced Rate Limiting enables customers to stop malicious and anomalous high volume web requests and reduce
resource consumption while allowing legitimate traffic through to application and API endpoints—doing so means companies can provide a
superior customer experience that scales to meet increasing demand.

DDoS. Our DDoS protection is an always-on service that provides immediate protection from network and application layer attacks, so web apps
and APlIs are always available and performant. Our high-bandwidth, globally distributed network is built to absorb DDoS attacks without
impacting performance. Customers can respond to attacks in real time, filtering and rate limiting malicious requests at the network edge, before
they reach the customers' origin.

Compliance. We speed up the caching and delivery of sensitive content at the edge, helping customers meet data compliance and privacy
regulations such as the Health Insurance Portability and Accountability Act (‘HIPAA”), the European Union's General Data Protection Regulation
(“EU GDPR”) and the United Kingdom’s GDPR (“U.K. GDPR”), in addition to industry standards such as PCI Data Security Standard and SOC.
Fastly is also certified to the ISO/IEC 27001:2013 standard for its Information Security Management System. Our Assurance Services offering
includes support for additional documentation and audit procedures for customers with these needs.
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Compute

Fastly Compute allows app developers to build high performance, personalized apps on Fastly's programmable edge without the cost and
complexity of managing the underlying infrastructure. Like all our offerings, Compute is built to be secure, performant and scalable.

Compute supports a multitude of use cases, including:
« Enhancing Search Engine Optimization ranking by managing redirects at the edge to improve site performance and gain real-time
visibility;
¢ Lowering infrastructure costs and offering faster personalized experiences by generating unique user tokens for authentication; and
« Enabling low latency ad personalization by allowing our customers to serve ads quickly from the edge based on user data.

Key features of Compute include:

«  Serverless execution environment: Compute offers a fast, secure serverless code execution engine. It allows customers to deploy code
across Fastly’s global edge cloud infrastructure, and execute the code close to the user for low latency. Compute also exposes the
power of Fastly’s global infrastructure via a set of powerful developer API's for fine grained programmatic control (e.g. Cache API’s).

¢ Language support. Compute works with any WASM-supported languages, including JavaScript, Rust, Go, Ruby and more. Customers
also have the ability to create their own language Software Development Kits. Support for languages that developers already know and
want to code in is key for adoption and we will continue to add more over time.

« Data. Compute has a number of features that makes it easier and faster to access data at the edge instead of having to go back to the
central cloud. This helps developers innovate faster and unlocks more latency-sensitive use cases at the edge.

o KV Store. KV Store offers global, durable storage for compute functions at the edge. With fast reads and writes from both the
edge or via API, customers can store, control, or cache their data to reduce origin dependency and unlock new use cases.

o Config Store. Developers want to iterate fast when developing applications. Config Store supports this by allowing them to store
multiple common code configurations at the edge, which they can then deploy instantly, instead of having to push new code for
every single configuration change.

o Secret Store: Secret Store is a secure and performant storage system for Compute customers' most sensitive data like API
keys, passwords, certificates, and other credentials. It leverages the Hashicorp vault to centrally store, access, and manage
secrets across Fastly's cloud infrastructure.

*  Visibility. In addition to real-time logs and metrics, which all our products benefit from, Compute also features log tailing and tracing to
improve developer visibility.

> Log Tailing. We give customers visibility into log messages from their applications so they can quickly identify bugs all within
their terminal of choice with Fastly Command Line Interface. This helps avoid difficult third party log management and
debugging challenges.

o Tracing. For customers building apps with Compute, we tag individual end-user requests with unique identifiers and maintain

request tracing parameters by tracking when users enter and exit our serverless platform. This feature allows developers to
more easily track the performance of application functions post-deployment.
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Observability

Developer Experience. Our award-winning Developer Experience team and products exist to bring success to all developers from their
first interaction with Fastly to serving billions of requests per second. The team works cross functionally to advocate for developers
across Fastly’s product line, defining and teaching best practices that foster developer success.

> Developer Relations. The Developer Relations team guides developers through training materials, events, and tooling aimed at
building a deep understanding of our products. By maintaining code samples published to Fastly Developer Hub and building
testing tools like Fastly Fiddle, we engage developers with our products, such as Compute, that integrate directly into DevOps
tools and internal developer platforms. We also facilitate testing on our platform with rapid global deploy times and live logs, in
addition to debugging.

Glitch. In order to expand our product offerings to more developers, we acquired Glitch, Inc. (“Glitch”) in May of 2022. Glitch is a popular
tool for web-based development with a total lifetime user count of over 2.6M registered developers as of December, 2023. We are now
working on integrating Compute with Glitch’s easy-to-use interface, so Glitch’s community of developers can seamlessly deploy code to
Fastly’s serverless compute environment.

Open Source Support. Our Fast Forward program is designed to empower and support developers, open source projects, and
nonprofits that share our vision of an internet that is free, open, and safe for all. Any eligible open source project can apply to receive
free Fastly products.

For customers, the ability to continuously monitor the status of their website, product, or service is essential. Across all our Network Services,
Compute and Security product lines, we provide customers with real-time insights for better decision making. DevOps and engineers can quickly identify
potential issues, investigate anomalies, improve performance, and uptime and iterate faster on new releases.

Real-time Logging. To help tune the performance of Fastly services, we support real-time log streaming of customer data that passes
through Fastly. We support a number of protocols that allow our customers to stream logs to a variety of locations, including third-party
services, for storage and analysis.

Live Event Monitoring. With real-time monitoring, streaming delivery, request collapsing, capacity planning, and flexible deployment,
Fastly Live Event Monitoring gives customers insights into their live streaming performance and the ability to troubleshoot immediately—
all while reducing costs.

Logging Insights. Logging Insights provides actionable intelligence that can be used to diagnose and troubleshoot issues for optimal
performance and user experience. Our expert consultants implement a guided customization of preconfigured dashboards tailored to a
customer’s specific goals.

Metrics. We offer customers a variety of ways to report on the performance and activity of their services. Our metrics, APIs and
dashboards provide real-time, per-second visibility and historical reporting.

Origin Inspector. Customers can simplify their data pipeline and easily monitor every origin response, byte, status code, and more
without needing a third party data collector. They can report on egress data within the Fastly web interface with interactive dashboards.
Customers can also verify the success of their Fastly services, especially with shielding or multi-CDN environments.

Domain Inspector. Customers can easily monitor traffic for a single fully qualified domain name or multiple domains within a Fastly
service. They can account for every domain request, byte, and status code or quickly determine edge or origin issues with our combined
edge and aggregated origin metrics, all without needing to send log data to a third-party data collector.

Edge Observer: Provides per-second visibility and historical reporting on the performance and activity of multiple Fastly services in a
single pane of glass. Metrics and logs along with every part of the request path are available for consumption in real-time without adding
latency.
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Services
Professional Services. Fastly offers the following professional services:

*  Network Services. Distributed systems can be complex, but regardless of a customer’s skill level, Fastly technical experts are available
to guide and optimize the customer's cloud strategy. We offer various levels of engagements, from a light helping hand, to acting as an
extension of developer teams, with global support and flexible professional services hours.

e Managed Security Service. The Fastly Managed Security Service is a full-service offering for our Next-Gen WAF, DDoS and Edge Rate
Limiting customers who require comprehensive monitoring over their environments.

* Response Security Service. Fastly’s Response Security Service provides Next-Gen WAF customers with priority, direct access to
Fastly’s Customer Security Operations Center 24/7/365 along with regular configuration maintenance and an industry-leading response
SLA.

Managed CDN. Fastly’s Managed CDN provides maximum control and flexibility. We deploy our edge cloud network on dedicated POPs within
a customer’s private network at locations of their choosing. Our service can be used exclusively, or as part of a hybrid, multi-CDN strategy.

Support Plans. Fastly offers three levels of support plans and available technical support add-ons with dedicated technical specialists and
account managers that provide extended security expertise.

¢ Standard. The Standard support plan gives every Fastly customer immediate access to our Community Forum and extensive
documentation. Customer support is available via email during business hours.

¢ Gold. The Gold support plan offers enhanced product support, priority routing for support cases, and expedited 24/7 incident response
times.

«  Enterprise. Enterprise level support equips customers with 24/7 online support for incidents and general inquiries, 15-minute escalation
response times, phone support, access to a private Slack channel, and a team of technical experts to help optimize a customer’s Fastly
service, including compliance support.

Our Growth Strategy

Our growth strategy focuses on making our edge cloud platform accessible to a broader base of customers through enhancing our product
experience, investments in technology, and vertical expansion. Key elements of our growth strategy include the following:

*  Product strategy. Built upon a strategy of durable innovation, our programmable edge cloud platform creates a consistent and
predictable pipeline of innovation. We plan to expand existing product lines like Network Services and Security, and expect to further
incubate newer product lines like Compute and Observability for future growth.

With the goal of making it easier for customers to do business with us, we will continue to build out a single, unified platform where they
can access and manage all their Fastly services in one place. We will simplify customer onboarding and service usage, through easy
access to self-training information from within the Fastly app, and more code samples and support. In 2023, we simplified our pricing and
packaging in order to make it easier for customers to buy and renew our services.

We launched our Next-Gen WAF in Q1 of 2022. This enables us to protect customers’ applications and APIs on premise, in the cloud

and on the edge. We plan to continue to invest in application security with the goal of making it easier for developers to seamlessly
protect their apps and APIs wherever they are without impacting performance.
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Expansion into additional vertical markets. Our platform offers a broad range of capabilities. Our differentiated high performance and
low-latency delivery network and edge compute platform, as well as enhanced security capabilities, allows us to serve the needs of our
existing customers and continue to add customers from a diverse set of industries.

Expand existing customer relationships. Over time, our customers have expanded their use of our platform. In more technically savvy
organizations, developers have championed our solution, paving the way for us to engage with business decision makers. For more
traditional organizations, we are often brought in to initially help facilitate a move to the cloud and from there we extend our product to
support many other use cases. We plan to continually increase wallet-share over time for existing customers as we build out new
products and features, and as customers continue to fully recognize the value of our platform.

Grow our technology partner ecosystem. We operate between and complement the “big 3” origin cloud platforms, Amazon Web Services
(“AWS”), Microsoft (Azure), and Google Cloud Platform, and a growing community of companies that provide big data, machine learning,
and security solutions. In this sense, we act as the unifying layer for a growing nhumber of cloud services. As customers consume more
cloud and software as a service (“SaaS”) offerings, we can create additional value and grow with these partners.

International expansion. As our customer base grows, we plan to scale our network to bring edge computing closer to where our
customers are. We believe significant opportunities exist for international growth.

Partner Ecosystem

We partner with a number of global channel partners who offer our performant and secure solutions on top of their own value-added services.
We work with top cloud service providers to combine our complementary products and services to deliver even more value for our joint end users. We
also partner with a number of third-party technologies to extend our capabilities across new markets and use-cases. Ultimately, partners help our

customers by:

Providing a complete suite of value-added services and solutions
Offering flexible and efficient engagement models
Acting as a single point of contact; and

Extending geographic coverage and support

Channel Partners. Our channel program provides partners with the flexibility to accommodate different go-to-market models and allows each
partner to customize their offerings to provide their own differentiated value. The two primary channel partner types we work with are:

Referral partners: Recommend Fastly products to their customers for a commission and include partners like agencies and consultants;
and

Reseller partners: Act as a reseller to offer additional value on top of Fastly’s products and services and include partners like value-
added resellers, managed service providers, managed security service providers, system integrators, and more.

Resellers work with Fastly's sales and presales teams to scale sales cycle support. This helps expand our worldwide network of partners
dedicated to protecting and delivering customers’ content. We have expanded the reach and breadth of these partners to include cross-
selling delivery and security products. We have made significant investments in this area by adding additional channel sales and
marketing resources, technical training and enablement, a new partner portal, enhanced pricing and packaging offerings, and an
elevated partner program to offer partners even more benefits.

Cloud Partners. We integrate with major cloud providers to enhance their services and create solutions that are powerful, scalable, and secure.
We have exclusive Private Network Interconnects (PNIs) and peering arrangements with key cloud providers such as Google Cloud Platform,
AWS, and others to eliminate or minimize egress fees,
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enhance security, and improve overall performance. We are also available for purchase on the Google Cloud Marketplace and AWS Marketplace
which can help eliminate the need for customers to have separate billing arrangements and makes Fastly services eligible for Google Cloud and
AWS committed spends. We have strong go-to-market relationships with our cloud partners which allow us to access the benefits of their partner
programs like joint business planning, co-selling, account support, added marketing funding, and more.

Integration Partners. We integrate with a number of third party partners who offer complementary technology across a number of strategic use-
cases and industries. These partners help expand our reach into new markets by offering customers a solution that seamlessly integrates with
their existing technology stack making our technology even stickier. Here are some examples:

Competition

Security: Our Next-Gen WAF seamlessly integrates with third-party tools to help customers enhance their workflows, empower DevOps
processes, increase their security visibility, and drive operational efficiencies. Examples include: VMware (Tanzu), Palo Alto Networks,
Cisco, Datadog, Citrix, PagerDuty and more.

In May 2023, we announced a partnership with A10. The Fastly Next-Gen WAF was integrated into the A10 ADC appliances and offered
as an optional Application Security control for their customers. The A10-Fastly partnership gives us access to new customers, many of
whom use their own data centers, have less of a public cloud footprint, and are located in different geographic areas than Fastly's
traditional customer base.

Logging & Analytics: Our real-time logging feature integrates with more than 20 logging endpoint partners to allow customers to
customize and visualize their edge data for better monitoring of performance and security anomalies. Examples include: DataDog,
Looker (Google Cloud), SumoLogic, Logentries, Google Cloud Platform, Microsoft (Azure Blob Storage), and more.

Compute: We work with a growing ecosystem of partners who are tapping into our powerful Compute serverless technology to extend
their solutions across a variety of different use-cases.

Media & Entertainment: We have partnerships across a number of technology providers in the media & entertainment industry to
enhance our edge platform’s performance features, modern security offerings, and real-time metrics.

Our platform spans several markets from cloud computing and cloud security to CDNs. We segment the competitive landscape into six key

categories:

Legacy CDNs like Akamai and Edgio;

Application and API security vendors like Akamai, AWS, Cloudflare, F5, and Thales (Imperva);

Point CDN players like Bunny CDN, CDNetworks, and CDN77;

CDN providers, which now offer serverless edge compute functionality like Akamai (Linode), and Cloudflare;

Cloud hosting providers (or public cloud providers) that have added CDN & WAF capabilities like AWS, Google Cloud Platform, and
Microsoft (Azure); and

Traditional on-premise, data center appliance vendors for load balancing, WAF, and DDoS like F5, Thales (Imperva), NetScaler, and
Radware.

The principle competitive factors in our market include:

platform functionality, scalability, performance, ease of use, ease of integration and programmability, reliability, security availability, and
cost effectiveness;
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« global network coverage and availability;

« ability to support modern application development processes and utilize new and proprietary technologies to offer services and features
previously not available in the marketplace;

« ability to identify new markets, applications, and technologies;

¢ ability to attract and retain customers;

e brand, reputation, and trustworthiness;

¢ credibility with developers;

e quality of customer support;

¢ ability to recruit software engineers and sales and marketing personnel;

« ability to protect intellectual property; and

< ability to identify opportunities for acquisitions and strategic relationships and successfully execute on them.

We believe we generally compete favorably with our competitors on the basis of these factors. Our edge cloud platform integrates many of the
point products offered by our competitors which is a key differentiator. However, many of our competitors have substantially greater financial and
technical resources in addition to larger sales and marketing budgets, broader market distribution, and more mature intellectual property portfolios.
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Our Culture and Human Capital Resources
Our Values

Technology has the potential to make a radically positive impact on the world, and we aspire to improve human lives through our work. We were
founded on strong ethical principles, and have intentionally grown values-first, scaling our workforce, services, customer portfolio, and investment
partners purposefully. We are only as good as the company we keep, and this guides our hiring practices as well as the ethics we are committed to
upholding as we scale. We believe that as a result of our values, we have been able to identify, attract, engage and retain great people. We want to serve
the very best of the Internet. We choose to work with customers that we believe have integrity, are trustworthy, and do not promote violence or hate. Our
eight core values define who we are and how we choose to grow, hire, train, work, communicate, make decisions, support each other, and serve our
customers.

* £ ©

We are We have a We focus We are
competitive curious spirit on the customer passionate
N | =/
§ . # ' N
We are We are We operate We embrace
trustworthy good people with integrity transparency

Our Hiring Strategy

We are dedicated to building a diverse workforce and leadership team that reflects our values and the unique needs of our global customer base.
We strive to be a company full of talented, highly effective, kind, honest, passionate, and high-integrity people. We are dependent on our highly qualified
employees and executives, and it is crucial that we continue to attract, engage and retain valuable employees. We believe in investing in our people and
motivating talented individuals with a strong career path and competitive compensation program. Our U.S. support engineers are often hired from code
schools, and many code school graduates transition from support into other organizations within the company, championing the customer voice and
infusing our teams with a strong, service-focused mindset. Our engineering staff recruits world-class experts in every part of the technology stack that
makes up the Internet, which inspires great developers to join us. Our compensation program is designed to attract, retain, and motivate highly qualified
employees and executives. We use a mix of competitive base salary, equity compensation awards, and other employee benefits.

We are building a global, healthy, safe, and diverse workforce and an inclusive culture that empowers and supports our employees and customers.
We onboard all new employees with training programs on our values, certain aspects of our business, and important policies, including our Safe,
Welcoming, and Productive Work Environment Policy. Annually thereafter we provide employees with code of conduct and security awareness training, a
learning reimbursement program and performance evaluations. Our employee engagement efforts currently include company-wide newsletters and all-
hands meetings, through which we aim to keep our employees well-informed and increase transparency. We also use employee engagement surveys to
collect employee feedback and assess the effectiveness of our culture, our strategy, and various health and well-being programs.
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Employees

As of December 31, 2023, we had a total of 1,207 employees worldwide and 250 employees located outside of the United States; 46% of our
employees resided within 50 miles of a Fastly office and 54% of our employees worldwide were considered remote, which means they resided more than
50 miles from a Fastly office or in locations where we do not have a Fastly office presence. We will continue to search for the best possible talent for
every role and cultivate best-in-class in-office and remote employee experiences.

Our Organization
Sales & Marketing

By focusing our resources, expertise and talent we have the opportunity to drive growth for Fastly, gain market share in our total addressable
market and become a place where team members can develop their skills and grow their careers.

We are building a go-to-market engine that scales, becomes increasingly more efficient, and is nimble enough to continue to grow our business in
four dimensions:

e Customer logo acquisition

« Expansion into additional vertical markets and within existing customers
e Partner ecosystem leverage

¢ International expansion

Fastly’s marketing efforts have a significant impact on new logo acquisition and demand generation. We are focused on optimizing the return on
our marketing investment to drive demand across our portfolio and regions.

Our sales and marketing organizations work together closely to cultivate customer relationships with developers and business leaders at
enterprises and technology-savvy organizations to drive revenue growth. We have geographically-based sales teams that continue to enhance our value-
based selling methodology. Our land and expand sales strategy for enterprise customers has successfully demonstrated our platform’s capabilities, and
our customer support enables broad adoption of our technology within an organization.

Customer Support

We have designed our products and platform to be self-service and require minimal customer support. Customers are automatically covered by our
standard support plan as soon as they sign up with us. They can file a ticket with the support team, access documentation including online FAQs, API
references, and configuration guidelines. Our support approach is unique as we have built it with developers in mind. Our first-line support employee
typically has an engineering background and is highly technical.

We also provide several options for premier, hands-on support from a team of highly-technical senior support engineers and technical account
managers. They act as a single point of contact for our support, product, and engineering teams. Our support model is global, with 24/7 coverage and
support offices located in North America, EMEA, and APAC.

Research & Development

Our research and development team members are responsible for the design, development, and reliability of all aspects of our edge cloud platform.
Continuous improvement and innovation are core to our DNA, and these efforts are baked directly into our service life cycle. Scale, performance,
security, and reliability are core functional requirements of everything we build into our platform to serve our customers.

Our philosophy of customer empowerment guides our research processes. Our product managers regularly engage with customers and
developers, DevOps and site reliability engineering communities, as well as our internal stakeholders and subject
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matter experts, in order to understand customer needs. Our engineering team includes experts with deep experience who intimately understand
customers’ technical challenges and build solutions accordingly.

Throughout the strategic design and build phases of our product life cycle, our development organization works closely with our product,
infrastructure, operations, and compliance teams to design, develop, test, and launch any given solution. We strive for a balance of rapid iteration without
compromise on the core functional requirements that our customers expect: scale, performance, security, and reliability.

As of December 31, 2023, we had 422 employees in our research and development group. Our research and development expenses were $152.2
million for the year ended December 31, 2023.

Infrastructure

Our infrastructure team is responsible for the design, deployment, and maintenance of the servers and network hardware that form the foundation
of our mission critical edge cloud environment in 79 markets as of December 31, 2023. We invest in research into global Internet geography to identify
optimal colocation site selection, network partner identification, and network-to-network interconnection opportunities. These activities allow us to connect
in close proximity to core Internet backbones and Internet service providers, thereby enhancing network performance. We carefully evaluate and test
hardware from leading server, network, and component manufacturers to assess their compliance with our workload performance, system efficiency, and
mean time-to-repair standards. In our process, we evaluate commodity server and network platforms to avoid vendor lock-in, while optimizing the mix of
components in an effort to improve efficiency and optimize our capital expenditures. We intend to grow the number of data center colocation sites as
traffic on our network grows and as demands for new markets justify investment.

Trust

Our security, compliance and data governance teams, as well as other departments across the company, continually iterate on our trust programs
to better meet growing customer needs, updated regulatory requirements, and the evolving security threat landscape. To help validate the controls that
safeguard our platform and the data moving through it, we have expanded our portfolio of security and compliance-related assessments and certifications
over time.

Intellectual Property

We rely on a combination of patent, copyright, trademark, and trade secret laws in the United States and other jurisdictions, as well as license
agreements and other contractual protections, to protect our proprietary technology. We also rely on a number of registered and unregistered trademarks
to protect our brand.

As of December 31, 2023, in the United States, we had 103 issued or allowed patents, which expire between August 2033 and February 2042, and
19 patent applications pending for examination. As of such date, we also had 24 issued patents and 10 patent applications pending for examination in
foreign jurisdictions and one Patent Cooperation Treaty patent application pending for examination, all of which are related to U.S. patents and patent
applications. In addition, as of December 31, 2023, we had 19 registered trademarks and one pending trademark in the United States.

In addition, we seek to protect our intellectual property rights by requiring our employees and independent contractors involved in development of
intellectual property on our behalf to enter into agreements acknowledging that all works or other intellectual property generated or conceived by them on
our behalf are our property, and assigning to us any rights, including intellectual property rights, that they may claim or otherwise have in those works or
property, to the extent allowable under applicable law.

Despite our efforts to protect our technology and proprietary rights through intellectual property rights, licenses, and other contractual protections,
unauthorized parties may still copy or otherwise obtain and use our software and other technology. In addition, we intend to continue to expand our
international operations, and effective intellectual property, copyright, trademark, and trade secret protection may be unavailable or limited in foreign
countries. Any significant impairment of our intellectual property rights could harm our business or our ability to compete. Further, companies in the
communications and technology industries own large numbers of patents, copyrights, and trademarks and frequently threaten litigation, or file suit based
on allegations of infringement or other violations of intellectual property rights. We are currently subject to, and
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expect to face in the future, allegations that we have infringed the intellectual property rights of third parties. From time to time, we also receive demands
for indemnification from our customers under the terms of our contracts with them for infringement of a third-party’s intellectual property rights.

Legal Proceedings

From time to time, we have been and will continue to be subject to legal proceedings and claims, including proceedings and claims relating to
employment, intellectual property, and commercial disputes. We are not presently a party to any legal proceedings that, if determined adversely to us,
would individually or taken together have a material effect on our business, results of operations, financial condition, or cash flows. We have received,
and may in the future continue to receive, claims from third parties asserting, among other things, infringement of their intellectual property rights. Future
litigation may be necessary to defend ourselves, our partners, and our customers by determining the scope, enforceability, and validity of third-party
proprietary rights, or to establish our proprietary rights. The results of any current or future litigation cannot be predicted with certainty, and regardless of
the outcome, litigation can have an adverse impact on us because of defense and settlement costs, diversion of management resources, and other
factors.

Please refer to Note 10—Commitments and Contingencies for discussion around our legal proceedings.
Regulatory

We are subject to a number of U.S. federal and state and foreign laws and regulations that involve matters central to our business. These laws and
regulations may involve privacy and data security, intellectual property, competition, consumer protection, critical infrastructure or other subjects. Many of
the laws and regulations to which we are subject are still evolving and being tested in courts and could be interpreted in ways that could harm our
business. In addition, the application and interpretation of these laws and regulations often are uncertain, particularly in the new and rapidly evolving
industry in which we operate. Because global laws and regulations have continued to develop and evolve rapidly, it is possible that we may not be, or
may not have been, compliant with each such applicable law or regulation. For a description of the risks we face related to regulatory matters, refer to
“Item 1A.—Risk Factors” in this Annual Report on Form 10-K.

Corporate Information

We were initially incorporated under the laws of the State of Delaware in March 2011 under the name SkyCache, Inc. We changed our name to
Fastly, Inc. in May 2012. Our principal executive offices are located at 475 Brannan Street, Suite 300, San Francisco, California 94107. Our telephone
number is 1-844-432-7859. Our website address is www.fastly.com. The information contained on, or that can be accessed through, our website does
not constitute part of this Annual Report on Form 10-K.

We file annual reports on Form 10-K, quarterly reports on Form 10-Q, current reports on Form 8-K, and amendments to reports filed or furnished
pursuant to Sections 13(a), 14 and 15(d) of the Exchange Act. The SEC maintains a website at https://www.sec.gov that contains reports, and other
information regarding us and other companies that file materials with the SEC electronically. Copies of our reports on Forms 10-K, Forms 10-Q, and
Forms 8-K, may be obtained, free of charge, electronically through our investor relations website at www.fastly.com/investors as soon as reasonably
practicable after we file such material with, or furnish such material to, the SEC.
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Item 1A. Risk Factors

Investing in our Class A common stock involves a high degree of risk. Investors should carefully consider the risks and uncertainties described
below, together with all of the other information contained in this Annual Report on Form 10-K, including the section titled “Management's Discussion and
Analysis of Financial Condition and Results of Operations” and our consolidated financial statements and related notes, before deciding to invest in our
Class A common stock. Unless otherwise indicated, references to our business being harmed in these risk factors will include harm to our business,
reputation, customer growth, results of operations, financial condition, or prospects. Any of these events could cause the trading price of our Class A
common stock to decline, which would cause our stockholders to lose all or part of their investment. Our business, results of operations, financial
condition, or prospects could also be harmed by risks and uncertainties not currently known to us or that we currently do not believe are material.

Risks Related to Our Business, Industry and Technology

If our platform fails to perform properly due to defects, interruptions, outages, delays in performance, or similar problems, and if we fail to
develop enhancements to resolve any defect, interruption, delay, or other problems, we could lose customers, become subject to service
performance or warranty claims, or incur significant costs.

Our operations are dependent upon our ability to prevent system interruption. The applications underlying our edge cloud computing platform are
inherently complex and may contain material defects or errors, which may cause disruptions in availability or other performance problems. We have from
time to time found defects and errors in our platform and may discover additional defects or errors in the future that could result in data unavailability,
unauthorized access to, loss, corruption, or other harm to our customers’ data. These defects or errors could also be found in third-party applications or
open source software on which we rely. We may not be able to detect and correct defects or errors before implementing our products. Consequently, we
or our customers may discover defects or errors after our products have been deployed.

We currently serve our customers from our POPs located around the world. Our customers need to be able to access our platform at any time,
without interruption or degradation of performance. However, we have not developed redundancies for all aspects of our platform. We depend, in part, on
our third-party facility providers’ ability to protect these facilities against damage or interruption from natural disasters, power or telecommunications
failures, criminal acts, armed conflict, public health issues, such as a pandemic or epidemic, and similar events. In some cases, third-party cloud
providers run their own platforms that we access, and are, therefore, vulnerable to their service interruptions. In the event that there are any defects or
errors in software, failures of hardware, damages to a facility, or misconfigurations of any of our services, we may have to divert resources away from
other planned work, could experience lengthy interruptions in our platform, and also incur delays and additional expenses in arranging new facilities and
services. Our customers may choose to divert their traffic away from our platform as a result of interruptions or delays. Disaster recovery arrangements,
including the existence of redundant data centers that are designed to become active during certain lapses of service, may not function as intended, and
any disruptions to our service could harm our business.

We design our system infrastructure and procure and own or lease the computer hardware used for our platform. Design and mechanical errors,
spikes in usage volume, and failure to follow system protocols and procedures could cause our systems to fail, resulting in interruptions on our platform.
Moreover, we have experienced and may in the future experience system failures or interruptions in our platform as a result of human error. These
outages have resulted and may in the future result in service level agreement claims. Any interruptions or delays in our platform, whether caused by our
products or our data centers, third-party error, our own error, natural disasters, the effects of climate change (such as drought, flooding, wildfires,
increased storm severity, and sea level rise), security breaches, or whether accidental or willful, could harm our relationships with customers, reduce
customers’ usage of our platform, cause our revenue to decrease and our expenses to increase, and divert resources away from product development.
Also, in the event of damage or interruption, our insurance policies may not adequately compensate us for any losses that we may incur. These factors in
turn could further reduce our revenue, subject us to liability and cause us to issue service credits or cause customers to fail to renew their customer
contracts, any of which could harm our business.

The occurrence of any defects, errors, disruptions in service, failures involving redundant data centers, or other performance problems,
interruptions, or delays with our platform, whether in connection with the day-to-day operations or otherwise, could result in:
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® loss of customers;

¢ reduced customer usage of our platforms;

* Jost or delayed market acceptance and sales of our products, or the failure to launch products or features on anticipated timelines;

¢ delays in payment to us by our customers;

* injury to our reputation and brand;

* governmental inquiry or oversight;

* legal claims, including warranty and service level agreement claims, against us; or

¢ diversion of our resources, including through increased service and warranty expenses or financial concessions, and increased insurance costs.

The costs incurred in correcting any material defects, errors, or other performance problems in our platform may be substantial and could harm
our business.

If we are unable to attract new customers, in particular, enterprise customers, and to have existing enterprise customers continue and
increase their use of our platform, our business will likely be harmed.

To grow our business, we must continue to attract new customers, in particular, enterprise customers, and generate revenue from those new
customers. To do so, we must successfully convince potential customers of the benefits and the value of our platform. This may require significant and
costly sales efforts that are targeted at larger enterprises and senior management of these potential customers. Sales to enterprise customers may
involve longer sales cycles as a result of customers requiring considerable time to evaluate our platform, requiring participation in a competitive
purchasing process, having more formal processes for approval of purchases, and more complex requirements. These factors significantly impact our
ability to add new customers and increase the time, resources, and sophistication required to do so. In addition, numerous other factors, some of which
are out of our control, may now or in the future impact our ability to acquire new customers, including potential customers’ commitments to other
providers, real or perceived costs of switching to our platform, our failure to expand, retain, and motivate our sales and marketing personnel, our failure to
develop or expand relationships with potential customers and channel partners, failure by us to help our customers to successfully deploy our platform,
negative media or industry or financial analyst commentary regarding us or our solutions, litigation, and deteriorating general economic conditions. If we
fail to attract new customers, particularly enterprise customers, as a result of these and other factors our business will likely be harmed.

In addition, our ability to grow and generate incremental revenue depends on our ability to maintain and grow our relationships with our existing
enterprise customers so that they continue and increase their usage of our platform. If these customers do not maintain and increase their usage of our
platform, our revenue may decline and our results of operations will likely be harmed.

For some of our products, we charge our customers based on the usage of our platform. Most of our customers, including some of our largest
enterprise customers, do not have long-term contractual financial commitments to us. In addition, most of our current customer contracts are only one
year in duration and these customers may not use our platform in a subsequent year. In order for us to maintain or improve our results of operations, it is
important that our customers, in particular, our enterprise customers, use our platform in excess of their commitment levels, if any, and continue to use
our platform on the same or more favorable terms. Our ability to retain our largest customers and expand their usage could be impaired for a variety of
reasons, including customer budget constraints, customer satisfaction, changes in our customers’ underlying businesses, changes in the type and size of
our customers, pricing changes, competitive conditions (including customers building their own CDNs), the acquisition of our customers by other
companies, governmental actions, or the possibility thereof, and general economic conditions. Because many of our largest customers’ minimum usage
commitments for our platform are relatively low compared to their expected usage, it can be easy for certain customers to quickly reallocate usage or
switch from our platform to an
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alternative platform altogether. In addition, they may reduce or cease their use of our products at any time without penalty or termination charges, even
after they have expanded usage in prior periods.

We base our decisions about expense levels and investments on estimates of our future revenue and anticipated rate of growth. Many of our
expenses are fixed cost in nature for some minimum amount of time, such as colocation and bandwidth, so if we do experience slower usage growth on
our platform it may not be possible to reduce costs in a timely manner or without the payment of fees to exit certain obligations early. If any of these
events were to occur, our business may be harmed.

In addition, many of our customers have negotiated and may continue to negotiate lower rates in exchange for an agreement to renew, expand
their usage in the future, or adopt new products. As a result, in certain cases, even though customers have not reduced their usage of our platform, the
revenue we derive from that usage has decreased. If our platform usage or revenue fall significantly below the expectations of the public market,
securities analysts, or investors, our business would be harmed, which could cause our stock price to decline.

Our future success also depends in part on our ability to expand our existing customer relationships, in particular, with enterprise customers, by
increasing their usage of our platform, selling them additional products and upgrading their existing products. The rate at which our customers increase
their usage of our platform and purchase products from us depends on a number of factors, including our ability to grow our platform and maintain the
security and availability of it, develop and deliver new features and products, maintain customer satisfaction, general economic conditions and pricing and
services offered by our competitors. If our efforts to increase usage of our platform by, or sell new and additional products to, our enterprise customers
are not successful, our business would be harmed. In addition, even if our largest customers increase their usage of our platform, we cannot guarantee
that they will maintain those usage levels for any meaningful period of time. In addition, because many of our products endeavor to deliver increased
efficiency and functionality, the successful sale of a new or additional product to an existing customer could result in a reduction of the customer’s overall
usage of our platform.

We receive a substantial portion of our revenues from a limited number of customers from a limited number of industries, and the loss of, or a
significant reduction in usage by, one or more of our major customers would result in lower revenues and could harm our business.

Our future success is dependent on establishing and maintaining successful relationships with a diverse set of customers. We currently receive a
substantial portion of our revenues from a limited number of customers and from a limited number of industries, such as media and entertainment. Our 10
largest customers generated an aggregate of 37% and 35% of our revenue in the trailing 12 months ended December 31, 2023 and 2022, respectively.
Affiliated customers that are business units of a single company in the streaming entertainment space generated an aggregate of 12% and 11% of our
revenue in the trailing 12 months ended December 31, 2023 and 2022, respectively. It is likely that we will continue to be dependent upon a limited
number of customers for a significant portion of our revenues for the foreseeable future and, in some cases, the portion of our revenues attributable to
individual customers may increase in the future. In addition, changes to our customers’ business may contribute to further customer concentration,
including any impact from acquisition activities, internal business reorganizations leading to operational and decision making changes, and corporate
structure changes such as subsidiary consolidation and reorganization that may arise in the future. The loss of one or more key customers or a reduction
in usage by any major customers would reduce our revenues. If we fail to maintain existing customers or develop relationships with new customers and
across different industries, our business would be harmed.

Component delays, shortages or price increases could interrupt our ability to complete the construction of our servers to meet the usage
needs of our customers. Our operating results could be materially harmed if we are unable to adequately manage our server needs.

Our business depends on the timely supply of certain parts and components to construct our servers. We rely on a limited number of suppliers for
several components of the equipment we use to operate our network and provide products to our customers. Our reliance on these suppliers exposes us
to risks including reduced control over production costs and constraints based on the then current availability, terms, and pricing of these components,
including pricing changes as a result of inflationary pressures. The COVID-19 pandemic caused disruptions and delays for these components and the
delivery and installation of such components at our colocation facilities, in addition to pricing increases. If our supply of certain components is further
disrupted or delayed, there can be no assurance that we will be able to obtain adequate replacements for the existing components or that supplies will be
available on terms and prices that are favorable to us, if at all. Any disruption or delay in the supply of our hardware components has in the past and may
in the future limit capacity expansion or replacement of
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defective or obsolete equipment, or cause other constraints on our operations that could damage our customer relationships and harm our business.

To ensure adequate supply of parts and components, we must forecast server needs and expenses and place orders sufficiently in advance with
our suppliers based on estimates of future demand for network capacity. As we continue to experience growth, we may face challenges managing
adequate server capacity due to potential component delays, shortages, price increases, hardware efficiencies gained through internal development, or
any potential changes in server architecture including due to technological advances or obsolescence. We may incur charges in future periods related to
server management or incorrectly forecast our network capacity needs in future periods. If we have excess server capacity, we have in the past and may
need to continue to write-down or write-off server assets, which may materially harm our operating results. For example, in the year ended December 31,
2023, we recognized computer and networking equipment related write-off charges of $4.3 million. Conversely, if we underestimate network capacity
needs, we may in future periods be unable to meet demand and be required to incur higher costs to secure necessary parts and components of our
servers, which could adversely affect our customer relationships and harm our business.

Our limited operating history and our history of operating losses makes it difficult to evaluate our current business and prospects and may
increase the risks associated with your investment.

We were founded in 2011 and have experienced net losses and negative cash flows from operations since inception. Our limited operating history
makes it difficult to evaluate our current business and our future prospects, including our ability to plan for and model future growth. We have
encountered and will continue to encounter risks and difficulties frequently experienced by growth companies in constantly evolving industries, including
companies in the technology sector, including the risks described in this report. If we do not address these risks successfully, our business may be
harmed.

We generated a net loss of $133.1 million for the year ended December 31, 2023 and, we had an accumulated deficit of $834.8 million. We will
need to generate and sustain increased revenue levels and manage costs in future periods in order to become profitable; even if we achieve profitability,
we may not be able to maintain or increase our level of profitability. We intend to continue to expend significant funds to support further growth and further
develop our platform, including expanding the functionality of our platform, expanding our technology infrastructure and business systems to meet the
needs of our customers, expanding our direct sales force and partner ecosystem, increasing our marketing activities, and growing our international
operations. We have in the past and will continue to face increased compliance costs associated with growth, expansion of our customer base, and the
costs of being a public company. Our efforts to grow our business may be costlier than we expect, and we may not be able to increase our revenue
enough to offset our increased operating expenses. We may incur significant losses in the future for a number of reasons, including the other risks
described herein, and unforeseen expenses, difficulties, complications and delays, and other unknown events. If we are unable to achieve and sustain
profitability, our business may be harmed.

Further, we have limited historical financial data and operate in a rapidly evolving market. As such, any predictions about our future revenue and
expenses may not be as accurate as they would be if we had a longer operating history or operated in a more predictable market.

If our information technology systems or data, or those of third parties upon which we rely, are compromised now, or in the future, or the
security, confidentiality, integrity or availability of our information technology, software, services, networks, communications or data is
compromised, limited or fails, our business could experience materially adverse consequences, including but not limited to regulatory
investigations or actions, litigation, fines and penalties, disruptions of our business operations, loss of revenue or profits, loss of customers
or sales, reputational harm, and other adverse consequences.

Our business is dependent on providing our customers with fast, efficient, and reliable distribution of applications and content over the Internet. In
the ordinary course of our business, we and the third parties upon which we rely, collect, receive, store, process, generate, use, transfer, disclose, make
accessible, protect, secure, dispose of, transmit, and share, proprietary, confidential, and sensitive data, including personal information, intellectual
property, trade secrets, and encryption keys, including our data and data of our customers, including their end-users (collectively, sensitive information).
Maintaining the security and availability of our platform, network, and internal IT systems and the security of information we hold on behalf of our
customers is a critical issue for us and our customers, and we expend significant resources, and may need to fundamentally change our business
activities and continue to modify our practices and operations, in an effort to protect against security incidents and to mitigate, detect, and remediate
actual and potential vulnerabilities.
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Cyber-attacks, malicious Internet-based activity, online and offline fraud, and other similar activities threaten the confidentiality, integrity, and
availability of our sensitive information and information technology systems, and those of the third parties upon which we rely. Such threats are prevalent
and continue to rise, are difficult to detect, and come from a variety of sources, including threat actors, “hacktivists,” personnel (such as through theft or
misuse), sophisticated nation states, and nation-state-supported actors.

Some actors now engage and are expected to continue to engage in cyber-attacks, including without limitation nation-state actors for geopolitical
reasons and in conjunction with military conflicts and defense activities. We have in the past been subject to cyber-attacks from third parties, including
parties who we believe are sponsored by government actors. Since our customers share our multi-tenant architecture, cyber-attacks on any one of our
customers could have a negative effect on other customers. These attacks have in the past significantly increased the bandwidth used on our platform
and have strained our network. During times of war and other major conflicts, we, the third parties upon which we rely, and our customers may be
vulnerable to a heightened risk of these attacks, including retaliatory cyber-attacks, that could materially disrupt our systems and operations, supply
chain, and ability to produce, sell, and distribute our services.

We and the third parties upon which we rely are subject to a variety of evolving threats, including but not limited to social-engineering attacks
(including through deep fakes, which may be increasingly more difficult to identify as fake, and phishing attacks), malicious code , malware (including as
a result of advanced persistent threat intrusions), denial-of-service attacks, account takeover attacks, credential harvesting, personnel misconduct or
error, ransomware attacks, supply-chain attacks, software bugs, server malfunctions, software or hardware failures, attacks facilitated or enhanced by
artificial intelligence (“Al”), loss of data or other information technology assets, adware, telecommunications failures, natural disasters, and other similar
threats. For example, we have experienced DDoS attacks of significant size and severity that caused us to invest resources into improving our systems,
and we expect to continue to be subject to DDoS and other forms of attacks in the future, particularly as they have become more prevalent in our
industry. Similarly, we have been the target of phishing and social engineering schemes that may be designed to, among other things, improperly gain
access to our confidential information or fraudulently obtain payments or funds from us. Further, we are not immune from the possibility of a malicious
insider compromising our information systems and infrastructure or misappropriating our confidential information.

In particular, severe ransomware attacks are becoming increasingly prevalent, and can lead to significant interruptions in our operations, loss of
sensitive data and income, reputational harm, and diversion of funds. Extortion payments may alleviate the negative impact of a ransomware attack, but
we may be unwilling or unable to make such payments due to, for example, applicable laws or regulations prohibiting such payments.

We are incorporated into the supply chain of a number of companies worldwide and, as a result, if our services are compromised, a significant
number or, in some instances, all of our customers and their data could be simultaneously affected. The potential liability and associated consequences
we could suffer as a result of such a large-scale event could be catastrophic and result in irreparable harm.

Future or past business transactions (such as acquisitions or integrations) could expose us to additional cybersecurity risks and vulnerabilities, as
our systems could be negatively affected by vulnerabilities present in acquired or integrated entities’ systems and technologies. Furthermore, we may
discover security issues that were not found during due diligence of such acquired or integrated entities, and it may be difficult to integrate companies into
our information technology environment and security program.

We rely on third-party service providers and technologies to operate critical business systems to process sensitive information in a variety of
contexts, including, without limitation, cloud-based infrastructure, data center facilities, encryption and authentication technology, content delivery to
customers, and other functions. Like many other companies, our ability to monitor third parties’ information security practices is limited, and these third
parties may not have adequate information security measures in place. If our third-party service providers experience a security incident or other
interruption, we could experience adverse consequences. While we may be entitled to damages if our third-party service providers fail to satisfy their
privacy and data security-related obligations to us, any award may be insufficient to cover our damages, or we may be unable to recover such award.

In addition, supply-chain attacks have increased in frequency and severity, and we cannot guarantee that third parties’ infrastructure in our supply
chain or our third-party partners’ supply chains have not been compromised.

Any of the previously identified or similar threats could cause a security incident or other interruption that could result in unauthorized , unlawful, or
accidental acquisition, modification, destruction, loss, alteration, encryption, disclosure of, or access
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to our sensitive information or our information technology systems, or those of the third parties upon whom we rely. A security incident or other
interruption could disrupt our ability (and that of third parties upon whom we rely) to provide our platform, products and services.

In addition, as we expand our emphasis on selling security-related products, we may become a more attractive target for attacks on our
infrastructure intended to destabilize, overwhelm, or shut down our platform. For example, we have had security incidents in the past that have tested the
limits of our infrastructure and impacted the performance of our platform.

In addition to experiencing a security incident, third parties may gather, collect, or infer sensitive information about us from public sources, data
brokers, or other means that reveals competitively sensitive details about our organization and could be used to undermine our competitive advantage or
market position. Further, sensitive information of the Company or our customers could be leaked, disclosed, or revealed as a result of or in connection
with our employees’, personnel’s, or vendors’ use of generative Al technologies.

Certain privacy and data security obligations may require us to implement and maintain specific security measures or industry-standard or
reasonable security measures to protect our information technology systems and sensitive information.

While we have implemented security measures designed to protect against security incidents, there can be no assurance that these measures will
be effective. We take steps to detect and remediate vulnerabilities, but we may not be able to detect and remediate all vulnerabilities because the threats
and techniques used to exploit the vulnerability change frequently and are often sophisticated in nature. Therefore, such vulnerabilities could be exploited
but may not be detected until after a security incident has occurred. These vulnerabilities pose material risks to our business. Further, we may experience
delays in developing and deploying remedial measures designed to address any such identified vulnerabilities.

Applicable privacy and data security obligations may require us to notify relevant stakeholders, including affected individuals, customers,
regulators, and investors of security incidents. For example, SEC rules require disclosure on Form 8-K of the nature, scope and timing of any material
cybersecurity incident and the reasonably likely impact of such incident. Compliance with such disclosure efforts is costly, and the disclosure or the failure
to comply with such requirements could lead to adverse consequences. If we (or a third party upon whom we rely) experience a security incident or are
perceived to have experienced a security incident, we may experience adverse consequences, such as government enforcement actions (for example,
investigations, fines penalties, audits, and inspections); additional reporting requirements and/or oversight, restrictions on processing sensitive
information (including personal data); litigation (including class action claims); indemnification obligations; negative publicity; reputational harm; monetary
fund diversions; diversion of management attention; interruptions or degradation of performance in our services (including availability of data); financial
loss; and other similar harms. Security incidents and attendant consequences may cause customers to stop using our platform, products, and services,
cause us to offer pricing and other concessions, deter new customers from using our platform, products, and services, and negatively impact our ability to
grow and operate our business.

Our contracts may not contain limitations of liability, and even where they do, there can be no assurance that limitations of liability in our contracts
are sufficient to protect us from liabilities, damages, or claims related to our privacy and data security obligations. We cannot be sure that our insurance
coverage will be adequate or sufficient to protect us from or to mitigate liabilities arising out of our privacy and data security practices, that such coverage
will continue to be available on commercially reasonable terms or at all, or that such coverage will pay future claims.

If we fail to efficiently develop and sell new products and respond effectively to rapidly changing technology, evolving industry standards,
changing regulations, and changing customer needs, requirements, or preferences, our products may become less competitive.

The market in which we compete is relatively new and subject to rapid technological change, evolving industry standards and regulatory changes,
as well as changing customer needs, requirements, and preferences. The success of our business will depend, in part, on our ability to adapt and
respond effectively to these changes on a timely basis. If we are unable to develop and sell new products that satisfy and are adopted by our customers
and provide enhancements, new features, and capabilities to our platform that keep pace with rapid technological and industry change, our revenue and
operating results could be adversely affected. Further, some of our prospective customers may require custom development of features as part of their
purchase decision, or our existing customers may require us to develop custom features. If we are unable to meet their requirements, they may look to
our competitors or internal solutions that eliminate reliance on third-party providers, and our revenue and operating results could be adversely affected.
Further, prioritizing such custom features can be difficult to adapt to other customers and may require significant engineering resources. If new
technologies emerge that enable large Internet platform
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companies to utilize their own data centers and implement delivery approaches that limit or eliminate reliance on third-party providers like us, or that
enable our competitors to deliver competitive products and applications at lower prices, more efficiently, more conveniently, or more securely, such
technologies could adversely impact our ability to compete. If our platform does not allow us or our customers to comply with the latest regulatory
requirements, our existing customers may decrease their usage on our platform and new customers will be less likely to adopt our platform.

Our platform must also integrate with a variety of network, hardware, mobile, and software platforms and technologies, and we need to
continuously modify and enhance our products and platform capabilities to adapt to changes and innovation in these technologies. If developers widely
adopt new software platforms, we would have to attempt to develop new versions of our products and enhance our platform’s capabilities to work with
those new platforms. These development efforts may require significant engineering, marketing, and sales resources, all of which would affect our
business and operating results. Any failure of our platform’s capabilities to operate effectively with future infrastructure platforms, technologies, and
software platforms could reduce the demand for our platform. If we are unable to respond to these changes in a cost-effective manner, our products may
become less marketable and less competitive or obsolete, and our business may be harmed.

Moreover, our platform is highly technical and complex. For example, our delivery products rely on knowledge of the VCL to utilize many features
of this platform. Potential developers may be unfamiliar or opposed to working with VCL and therefore decide to not adopt our platform, which may harm
our business.

If we fail to forecast our revenue accurately, or if we fail to manage our expenditures, our operating results could be adversely affected.

We cannot accurately predict customers’ usage or renewal rates given the diversity of our customer base across industries, geographies and size,
and ability of customers to allocate usage, among other factors. Accordingly, we may be unable to accurately forecast our revenues. Notwithstanding our
substantial investments in sales and marketing, infrastructure, and research and development in anticipation of growth in our business, if we do not
realize returns on these investments in our growth, our results of operations could differ materially from our forecasts, which would adversely affect our
results of operations and could disappoint analysts and investors, causing our stock price to decline.

Failure to effectively develop and expand our marketing and sales capabilities could harm our ability to increase our customer base and
achieve broader market acceptance of our platform.

We have historically benefited from word-of-mouth and other organic marketing to attract new customers. Through this word-of-mouth marketing,
we have been able to build our brand with relatively low marketing and sales costs. This strategy has allowed us to build a substantial customer base and
community of users who use our products and act as advocates for our brand and our platform, often within their own corporate organizations. However,
our ability to further increase our customer base and achieve broader market acceptance of our products will significantly depend on our ability to expand
our marketing and sales operations. We plan to continue expanding our sales force and strategic partners, both domestically and internationally. We also
plan to continue to dedicate significant resources to sales, marketing, and demand-generation programs, including various online marketing activities as
well as targeted account-based advertising. The effectiveness of our targeted account-based advertising has varied over time and may vary in the future.
All of these efforts will require us to invest significant financial and other resources and if they fail to attract additional customers, our business will be
harmed. We have also used a strategy of offering free trial versions of our platform in order to strengthen our relationship and reputation within the
developer community by providing these developers with the ability to familiarize themselves with our platform without first becoming a paying customer.
However, these developers may not perceive value in the additional benefits and services we offer beyond the free trial versions of our platform and may
choose not to pay for those additional benefits. Moreover, some existing paying customers may choose not to renew their commitment with us in favor of
relying on the free version of our platform. Most trial accounts do not convert to paid versions of our platform, and to date, only a few users who have
converted to paying customers have gone on to generate meaningful revenue. If our other lead generation methods do not result in broader market
acceptance of our platform and the users of trial versions of our platform do not become, or are unable to convince their organizations to become, paying
customers, or if paying customers choose to convert to the free versions of our platform, we will not realize the intended benefits of this strategy, and our
business will be harmed.

We believe that there is significant competition for sales personnel, including sales representatives, sales managers, and sales engineers, with the
skills and technical knowledge that we require. Our ability to achieve significant revenue growth will depend, in large part, on our success in recruiting,
training, incentivizing, and retaining sufficient numbers of sales personnel to
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support our growth. New hires require significant training and may take significant time before they achieve full productivity. Our recent hires may not
become productive as quickly as we expect, if at all, and we may be unable to hire or retain sufficient numbers of qualified individuals in the markets
where we do business or plan to do business. In addition, particularly if we continue to grow rapidly, new members of our sales force will have relatively
little experience working with us, our platform, and our business model. If we are unable to hire and train sufficient numbers of effective sales personnel,
our sales personnel do not reach significant levels of productivity in a timely manner, our sales personnel are not effectively incentivized, or our sales
personnel are not successful in acquiring new customers or expanding usage by existing customers, our business will be harmed.

The markets in which we participate are competitive, and if we do not compete effectively, our business will be harmed.

The market for cloud computing platforms, particularly enterprise grade products, is highly fragmented, competitive, and constantly evolving. With
the introduction of new technologies and market entrants, we expect that the competitive environment in which we compete will remain intense going
forward. Application and API security vendors like Akamai, Amazon Web Services (“AWS"), Cloudflare, F5, and Thales (Imperva) offer products that
compete with ours. We also compete with CDN providers, which now offer serverless edge compute functionality like Akamai (Linode), and Cloudflare,
cloud hosting providers (or public cloud providers) that have added CDN and WAF capabilities like Alphabet (Google Cloud Platform), AWS, and
Microsoft (Azure), legacy CDNs, such as Akamai and Edgio, point CDN players like Bunny CDN, CDNetworks, and CDN77, and traditional on-premise
data center appliance vendors for load balancing, WAF, and DDoS like F5, Thales (Imperva), NetScaler and Radware. Some of our competitors have
made or may make acquisitions or may enter into partnerships or other strategic relationships that may provide more comprehensive offerings than they
individually had offered. Such acquisitions or partnerships may help competitors achieve greater economies of scale than us. In addition, new entrants
not currently considered to be competitors may enter the market through acquisitions, partnerships, or strategic relationships. We compete on the basis
of a number of factors, including:

* our platform’s functionality, scalability, performance, ease of use, ease of integration and programmability, reliability, security availability, and cost
effectiveness relative to that of our competitors’ products and services;

* our global network coverage and availability;

* our ability to support modern application development processes and utilize new and proprietary technologies to offer services and features
previously not available in the marketplace;

* our ability to identify new markets, applications, and technologies;

* our ability to attract and retain customers;

* our brand, reputation, and trustworthiness;

¢ our credibility with developers;

* the quality of our customer support;

* our ability to recruit software engineers and sales and marketing personnel;

* our ability to protect our intellectual property; and

* our ability to identify opportunities for acquisitions and strategic relationships and successfully execute on them.

We face substantial competition from legacy CDNs, small business-focused CDNSs, cloud providers, traditional data center, and appliance vendors.
In addition, existing customers have transitioned or notified us of their intent to transition, and existing and potential customers may in the future
transition, off of our platform, or may limit their use, because they pursue a “do-it-yourself” approach to develop their own CDN by putting in place
equipment, software, and other technology products
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for content and application delivery within their internal systems; enter into relationships directly with network providers instead of relying on an overlay
network like ours; or implement multi-vendor policies to reduce reliance on external providers like us.

Our competitors vary in size and in the breadth and scope of the products and services offered. Many of our competitors and potential competitors
have greater name recognition, longer operating histories, more established customer relationships and installed customer bases, larger marketing
budgets, and greater resources than we do. While some of our competitors provide a platform with applications to support one or more use cases, many
others provide point-solutions that address a single use case. Other potential competitors not currently offering competitive applications may expand their
product offerings, and our current customers may develop their own products or features, to compete with our offerings. Our competitors may be able to
respond more quickly and effectively than we can to new or changing opportunities, technologies, standards, and customer requirements. An existing
competitor or new entrant could introduce new technology that reduces demand for our platform. In addition to application and technology competition,
we face pricing competition. Some of our competitors offer their applications or services at a lower price, which has resulted in pricing pressures. Some
of our larger competitors have the operating flexibility to bundle competing applications and services with other offerings, including offering them at a
lower price or for no additional cost to customers as part of a larger sale of other products. For all of these reasons, we may not be able to compete
successfully and competition could result in the failure of our platform to achieve or maintain market acceptance, the market for our edge cloud platform
may grow more slowly than we anticipate, any of which could harm our business.

If we fail to maintain and enhance our brand, our ability to expand our customer base will be impaired and our business, results of operations
and financial condition may suffer.

We believe that maintaining and enhancing our brand is important to continued market acceptance of our existing and future products, attracting
new customers, and retaining existing customers. We also believe that the importance of brand recognition will increase as competition in our market
increases. Successfully maintaining and enhancing our brand will depend largely on the effectiveness of our marketing efforts, our ability to provide
reliable products that continue to meet the needs of our customers at competitive prices, our ability to maintain our customers’ trust, our ability to continue
to develop new functionality and products, and our ability to successfully differentiate our platform from competitive products and services. Additionally,
our brand and reputation may be affected if customers do not have a positive experience with our partners’ services. Our brand promotion activities may
not generate customer awareness or yield increased revenue, and even if they do, any increased revenue may not offset the expenses we incurred in
building our brand. If we fail to successfully promote and maintain our brand, our business may be harmed.

Acquisitions, strategic investments, partnerships, or alliances could be difficult to identify and integrate, divert the attention of management,
disrupt our business, and dilute stockholder value.

We have in the past acquired, and we may in the future seek to acquire or invest in, businesses, products, or technologies that we believe could
complement or expand our platform, enhance our technical capabilities, or otherwise offer growth opportunities. Our acquisitions of Glitch and Signal
Sciences reflect this strategy. The pursuit of potential acquisitions may divert the attention of management and cause us to incur various expenses in
identifying, investigating, and pursuing acquisitions, whether or not such acquisitions are completed. In addition, we have limited experience in acquiring
other businesses and we may not successfully identify desirable acquisition targets or, when we acquire additional businesses, we may not be able to
integrate them effectively following the acquisition. Acquisitions could also result in dilutive issuances of equity securities or the incurrence of debt, which
could adversely affect our operating results, may cause unfavorable accounting treatment, may expose us to claims and disputes by third parties,
including intellectual property claims, and may not generate sufficient financial returns to offset additional costs and expenses related to the acquisitions.
We may also incur significant, and sometimes unanticipated costs in connection with these acquisitions or in integration with our business. In addition, if
an acquired business fails to meet our expectations or we do not realize sufficient value, our business may be harmed.

Further, it is possible that there could be a loss of our existing or any acquired company's key employees and customers, disruption of either
company'’s or both companies’ ongoing businesses or unexpected issues, higher than expected costs and an overall post-completion process that takes
longer than originally anticipated. Specifically, the following issues, among others, must be addressed in combining any company’s operations with ours
in order to realize the anticipated benefits of the acquisition so the combined company performs as the parties hope:
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* combining the companies’ corporate functions;

¢ combining their business with our business in a manner that permits us to achieve the synergies anticipated to result from the acquisition, the
failure of which would result in the anticipated benefits of the acquisition not being realized in the time frame currently anticipated or at all;

* maintaining existing and new agreements with customers, service providers, and vendors;

* determining whether and how to address possible differences in corporate cultures, management philosophies and strategies relating to
channels, resellers, and partners;

* integrating the companies’ administrative and information technology infrastructure;
¢ developing products and technology that allow value to be unlocked in the future; and
* evaluating and forecasting the financial impact of the acquisition transaction, including accounting impacts.

Failure to address any of the above listed issues could have a material adverse effect on our business, results of operations and financial position.
In addition, at times the attention of certain members of our management and resources may be focused on completion of the acquisition and integration
planning of the businesses of the two companies and diverted from day-to-day business operations, which may disrupt our ongoing business and the
business of the combined company. For example, certain members of our management team and other personnel spent significant time on the
acquisition and integration of Signal Sciences.

We have previously been and may in the future be involved in class-action lawsuits and other litigation matters that are expensive and time-
consuming. If resolved adversely, lawsuits and other litigation matters could seriously harm our business.

We have previously been and may in the future be subject to litigation such as putative class action and shareholder derivative lawsuits brought by
stockholders. We anticipate that we will be a target for lawsuits in the future, as we have been in the past. Any litigation to which we are a party may
result in an onerous or unfavorable judgment that may not be reversed on appeal, or we may decide to settle lawsuits on similarly unfavorable terms. Any
such negative outcome could result in payments of substantial monetary damages and accordingly our business could be seriously harmed. The results
of lawsuits and claims cannot be predicted with certainty. Regardless of the final outcome, defending these claims, and associated indemnification
obligations, are costly and can impose a significant burden on management and employees, and we may receive unfavorable preliminary, interim, or final
rulings in the course of litigation, which could seriously harm our business.

We may not be able to scale our business quickly enough to meet our customers’ growing needs. If we are not able to grow efficiently, our
business could be harmed.

As usage of our edge cloud computing platform grows and as the breadth of use cases for our platform expands, we will need to devote additional
resources to improving our platform architecture, integrating with third-party applications and maintaining infrastructure performance. In addition, we will
need to appropriately scale our processes and procedures that support our growing customer base, including increasing our number of POPs around the
world and investments in systems, training, and customer support.

Any failure of or delay in these efforts could cause impaired system performance and reduced customer satisfaction. These issues could reduce
the attractiveness of our platform to customers, resulting in decreased sales to new customers, lower renewal rates by existing customers, the issuance
of service credits, or requested refunds, which would hurt our revenue growth and our reputation. Even if we are able to upgrade our systems and expand
our staff, any such expansion will be expensive and complex, and require the dedication of significant management time and attention. We could also
face inefficiencies or operational failures as a result of our efforts to scale our cloud infrastructure, such as by over investing in systems and equipment to
support anticipated growth in our platform. We cannot be sure that the expansion and improvements to our cloud infrastructure will be effectively
implemented on a timely basis, if at all, and such failures would harm our business.
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We may have insufficient transmission bandwidth and colocation space, which could result in disruptions to our platform and loss of
revenue.

Our operations are dependent in part upon transmission bandwidth provided by third-party telecommunications network providers and access to
colocation facilities to house our servers. There can be no assurance that we are adequately prepared for unexpected increases in bandwidth demands
by our customers, particularly when customers experience cyber-attacks. The bandwidth we have contracted to purchase may become unavailable for a
variety of reasons, including service outages, payment disputes, network providers going out of business, natural disasters, networks imposing traffic
limits, or governments adopting regulations that impact network operations. In some regions, bandwidth providers have their own services that compete
with us, or they may choose to develop their own services that will compete with us. These bandwidth providers may become unwilling to sell us
adequate transmission bandwidth at fair market prices, if at all. This risk is heightened where market power is concentrated with one or a few major
networks. We also may be unable to move quickly enough to augment capacity to reflect growing traffic or security demands. Failure to put in place the
capacity we require could result in a reduction in, or disruption of, service to our customers and ultimately a loss of those customers. Such a failure could
result in our inability to acquire new customers demanding capacity not available on our platform.

The nature of our business exposes us to inherent liability risks.

Our platform and related applications, including our security solutions, are designed to provide rapid protection against web application
vulnerabilities and cyber-attacks. However, no security product can provide absolute protection against all vulnerabilities and cyber-attacks. Our platform
is subject to cyber-attacks, and the failure of our platform and related applications to adequately protect against these cyber-attacks may allow our
customers to be attacked. Any adverse consequences of these attacks, and our failure to meet our customers’ expectations as they relate to such attacks,
could harm our business.

Due to the nature of our applications, we are potentially exposed to greater risks of liability for product or system failures than may be inherent in
other businesses. Although substantially all of our customer agreements contain provisions that limit our liability to our customers, these limitations may
not be sufficient, and we cannot assure you that these limitations will be enforced or the costs of any litigation related to actual or alleged omissions or
failures would not have a material adverse effect on us even if we prevail.

Our dedication to our values may negatively influence our financial results.

We have taken, and may continue to take, actions that we believe are in the best interests of our customers, our employees, and our business,
even if those actions do not maximize financial results in the short term. For instance, we do not knowingly allow our platform to be used to deliver
content from groups that promote violence or hate, and that conflict with our values like strong ethical principles of integrity and trustworthiness, among
others. In the past, we have removed customers from our platform who we believed took positions conflicting with these values, and we may continue to
do so in the future. However, this approach may not result in the benefits that we expect, and our employees or third parties may disagree with our
interpretation of our values, or take issue with how we execute on our values, which may result in us becoming a target for negative publicity, increased
scrutiny, lawsuits, or network attacks, in which case our business could be harmed.

Our growth depends in large part on the success of our partner relationships.

We maintain a partner ecosystem of companies who build edge applications to integrate with our platform. We are dependent on these partner
relationships to amplify our reach and provide our customers with enhanced value from our platform. Our future growth will be increasingly dependent on
the success of our partner relationships, including their development of useful applications for our platform. If those partnerships do not provide these
benefits or if our partners are unable to serve our customers effectively, we may need to allocate resources internally to provide these services or our
customers may not realize the full value of our platform, which could harm our business.

Moreover, our partners’ business partners may not completely align with our core values and therefore may do business with companies that we
otherwise would not do business with. Our association with these companies could damage our brand and reputation and potentially harm our business.
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We operate in an emerging and evolving market, which may develop more slowly or differently than we expect. If our market does not grow as
we expect, or if we cannot expand our services to meet the demands of this market, our revenue may decline, or fail to grow, and we may
incur operating losses.

The market for edge computing is still developing. There is considerable uncertainty over the size and rate at which this market will grow, as well as
whether our platform will be widely adopted. Our success will depend, to a substantial extent, on the widespread adoption of our platform as an
alternative to other solutions, such as legacy CDNs, and CDNs focused on enterprise data centers, central cloud, and small businesses. Some
organizations may be reluctant or unwilling to use our platform for a number of reasons, including concerns about additional costs, uncertainty regarding
the reliability, and security of cloud-based offerings or lack of awareness of the benefits of our platform. Moreover, many organizations have invested
substantial personnel and financial resources to integrate traditional on-premise services into their businesses, and therefore may be reluctant or
unwilling to migrate to cloud-based services. Our ability to expand sales of our product into new and existing markets depends on several factors,
including potential customer awareness of our platform; the timely completion of data centers in those markets; introduction and market acceptance of
enhancements to our platform or new applications that we may introduce; our ability to attract, retain and effectively train sales and marketing personnel;
our ability to develop relationships with partners; the effectiveness of our marketing programs; the pricing of our services; and the success of our
competitors. If we are unsuccessful in developing and marketing our product into new and existing markets, or if organizations do not perceive or value
the benefits of our platform, the market for our product might not continue to develop or might develop more slowly than we expect, either of which may
harm our business.

The estimates of market opportunity and forecasts of market growth may prove to be inaccurate, and any real or perceived inaccuracies may
harm our reputation and negatively affect our business. Even if the market in which we compete achieves the forecasted growth, our business
could fail to grow at similar rates, if at all.

Third-party market opportunity estimates and our growth forecasts are subject to significant uncertainty and are based on assumptions and
estimates that may not prove to be accurate. The variables that go into the calculation of our market opportunity are subject to change over time, and
there is no guarantee that any particular number or percentage of addressable companies or end-users covered by our market opportunity estimates will
purchase our products at all or generate any particular level of revenues for us. Even if the market in which we compete meets the size estimates and
growth forecasted, our business could fail to grow for a variety of reasons, including reasons outside of our control, such as competition in our industry.

Usage of our platform accounts for substantially all of our revenue, and as a result, our operating results could suffer from a reduction in
usage.

We expect that we will be substantially dependent on our edge cloud platform to generate revenue for the foreseeable future. As a result, our
operating results could suffer due to:

* any decline in demand for our edge cloud platform;
* the failure of our edge cloud platform to achieve continued market acceptance;
* the market for edge cloud computing services not continuing to grow, or growing more slowly than we expect;

¢ the introduction of products and technologies that serve as a replacement or substitute for, or represent an improvement over, our edge cloud
platform;

* technological innovations or new standards that our edge cloud platform does not address;
* sensitivity to current or future prices offered by us or our competitors;
* our customers’ development of their own edge cloud platform; and

* our inability to release enhanced versions of our edge cloud platform on a timely basis.
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In addition, because substantially all of our revenue from usage is recognized during the term of the relevant contract upon usage, downturns or
upturns in sales contracts are not immediately reflected in full in our operating results.

If the market for our edge cloud platform grows more slowly than anticipated or if demand for our edge cloud platform does not grow as quickly as
anticipated, whether as a result of competition, pricing sensitivities, product obsolescence, technological change, unfavorable economic conditions,
uncertain geopolitical environment, budgetary constraints of our customers, or other factors, our business would be harmed.

We expect fluctuations in our financial results and key metrics, making it difficult to project future results, and if we fail to meet the
expectations of securities analysts or investors, our stock price and the value of your investment could decline significantly.

Our operating results, including revenue, gross margin and net income, as well as our key metrics, including our DBNER, NRR and LTM NRR,
have fluctuated in the past and are expected to fluctuate in the future due to a variety of factors, many of which are outside of our control. As a result, our
past results may not be indicative of our future performance and period-to-period comparisons of our operating results and key metrics may not be
meaningful or accurately measure our business. In addition to the other risks described herein, factors that may affect our operating results include the
following:

¢ fluctuations in demand for or pricing of our platform;
* our ability to attract new customers;
* our ability to retain our existing customers;

¢ fluctuations in the usage of our platform by our customers, which is directly related to the amount of revenue that we recognize from our
customers;

¢ fluctuations in customer delays in purchasing decisions in anticipation of new products or product enhancements by us or our competitors;
¢ changes in customers’ budgets and in the timing of their budget cycles and purchasing decisions;

¢ the timing of customer payments and any difficulty in collecting accounts receivable from customers;

¢ timing of new functionality of our existing platform;

* our ability to control costs, including our operating expenses and transmission bandwidth pricing;

* the amount and timing of payment for operating expenses, particularly research and development and sales and marketing expenses, including
commissions;

* the amount and timing of costs associated with recruiting, training, and integrating new employees;
* the effects of acquisitions or other strategic transactions;

* expenses in connection with acquisitions or other strategic transactions;

* our ability to successfully deploy POPs in new regions;

* general economic conditions, both domestically and internationally, as well as economic conditions specifically affecting industries in which our
customers participate;
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¢ the ability to maintain our partnerships;

¢ the impact of new accounting pronouncements;

* changes in the competitive dynamics of our market, including consolidation among competitors or customers;

* significant security breaches of, technical difficulties with, or interruptions to, the delivery and use of our platform; and
* awareness of our brand and our reputation in our target markets.

Additionally, certain large scale events, such as major elections and sporting events, can significantly impact usage of our platform, which could
cause fluctuations in our results of operations. While increased usage of our platform during these events could result in increased revenue, these
seasonal and one-time events could also impact the performance of our platform during those events and lead to a sub-optimal experience for some
customers. Such annual and one-time events may cause fluctuations in our results of operations as they would impact both our revenue and our
operating expenses.

Any of the foregoing and other factors may cause our results of operations to vary significantly. Furthermore, if our quarterly results of operations or
our guidance fall below the expectations of investors and securities analysts who follow our stock, the price of our Class A common stock could decline
substantially, and our business could be harmed. We cannot assure you that our operating results or projected operating results will meet the
expectations of market analysts or our investors.

Our pricing models subject us to various challenges that could make it difficult for us to derive sufficient value from our customers, and we
do not have sufficient history with our pricing models to accurately predict the optimal pricing necessary to attract new customers and retain
existing customers.

We generally charge our customers for their usage of our platform based on the combined total usage, as well as the features and functionality
enabled. Additionally, once our product is purchased, customers can also buy a combination of our add-on products. We do not know whether our
current or potential customers or the market in general will continue to accept this pricing model going forward and, if it fails to gain acceptance, our
business could be harmed. We also generally purchase bandwidth from Internet service providers and server colocation space from third parties based
on expected usage from our customers. Moreover, if our customers use our platform in a manner that is inconsistent with how we have purchased
bandwidth, servers, and colocation space, our business could be harmed.

We have limited experience with respect to determining the optimal prices for our products and, as a result, we have in the past changed our
pricing model and expect that we may need to do so in the future, including as a result of inflationary pressures. In addition, during 2023 we introduced
the option for customers to purchase product packages with single price points and set limits on usage. We do not charge for overages on these single
price point product packages. We do not know whether our current or potential customers will accept these packages or the impact these packages will
have on our existing usage-based pricing model. As the market for our products matures, or as new competitors introduce new products or services that
compete with ours, we may be unable to attract new customers at the same price or based on the same pricing models as we have used historically.
Pricing decisions may also impact the mix of adoption among our customers and negatively impact our overall revenue. Moreover, larger organizations
may demand substantial price concessions. As a result, in the future we may be required to reduce our prices or develop new pricing models, which
could adversely affect our revenue, gross margin, profitability, financial position, and cash flow.

Our sales and onboarding cycles with customers can be long and unpredictable, and our sales and onboarding efforts require considerable
time and expense.

The timing of our sales with our enterprise customers and related revenue recognition is difficult to predict because of the length and
unpredictability of the sales cycle for these customers. In addition, for our enterprise customers, the lengthy sales cycle for the evaluation and
implementation of our products may also cause us to experience a delay between expenses for such sales efforts and the generation of corresponding
revenue. The length of our sales cycle for these customers, from initial evaluation to payment, can range from several months to well over a year and can
vary substantially from customer to customer. Similarly, the onboarding and ramping process with new enterprise customers, or with existing customers
that are
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moving additional traffic onto our platform, can take several months. As the purchase of our products can be dependent upon customer initiatives, our
sales cycle can extend to even longer periods of time. Customers often view a switch to our platform as a strategic decision requiring significant
investment and, as a result, frequently require considerable time to evaluate, test, and qualify our product offering prior to entering into or expanding a
contract commitment. During the sales cycle, we expend significant time and money on sales and marketing and contract negotiation activities, which
may not result in a completed sale. Additional factors that may influence the length and variability of our sales cycle include:

* the effectiveness of our sales force, particularly new salespeople and sales leadership, as we increase the size of our sales force and train our
new salespeople to sell to enterprise customers;

¢ the discretionary nature of customers’ purchasing decisions and budget cycles;
* customers’ procurement processes, including their evaluation of competing products;
* economic conditions and other factors affecting customer budgets;
¢ the regulatory environment in which our customers operate;
* integration complexity for a customer deployment;
¢ the customer’s familiarity with edge cloud computing platforms;
* evolving customer demands;
¢ selling new products to enterprise customers; and
* competitive conditions.
Given these factors, it is difficult to predict whether and when a customer will switch to our platform.

Given that it can take several months for our customers to ramp up their usage of our platform, during that time, we may not be able to generate
enough revenue from a particular customer or that customer may not increase their usage in a meaningful way. Moreover, because the switching costs
are fairly low, our customers are able to switch from our platform to alternative services relatively easily. As a result, actual usage could be materially
below our forecasts, which could adversely affect our results of operations, disappoint analysts and investors, or cause our stock price to decline.

If our platform does not achieve sufficient market acceptance, our financial results and competitive position will suffer.

To meet our customers’ rapidly evolving demands, we invest substantial resources in research and development of enhanced products to
incorporate additional functionality or expand the use cases that our platform addresses. Maintaining adequate research and development resources,
such as the appropriate personnel and development technology, to meet the demands of the market is essential. If we are unable to develop products
internally due to inadequate or ineffective research and development resources, we may not be able to address our customers’ needs on a timely basis or
at all. In addition, if we seek to supplement our research and development capabilities or the breadth of our products through acquisitions, such
acquisitions could be expensive and we may not successfully integrate acquired technologies or businesses into our business. When we develop or
acquire new or enhanced products, we typically incur expenses and expend resources upfront to develop, market, promote, and sell the new offering.
Therefore, when we develop or acquire and introduce new or enhanced products, they must achieve high levels of market acceptance in order to justify
the amount of our investment in developing or acquiring and bringing them to market. Our new products or enhancements and changes to our existing
products could fail to attain sufficient market acceptance for many reasons, including:

¢ failure to predict market demand accurately in terms of functionality and a failure to supply products that meet this demand in a timely fashion;
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¢ defects, errors, or failures;

* negative publicity about our platform’s performance or effectiveness;

* changes in the legal or regulatory requirements, or increased legal or regulatory scrutiny, adversely affecting our platform;
* emergence of a competitor that achieves market acceptance before we do;

¢ delays in releasing enhancements to our platform to the market; and

* introduction or anticipated introduction of competing products by our competitors.

If our platform and any future enhancements do not achieve adequate acceptance in the market, or if products and technologies developed by
others achieve greater acceptance in the market, our business could be harmed.

Beyond overall acceptance of our platform by our customers, it is important that we maintain and grow acceptance of our platform among the
developers that work for our customers. We rely on developers to choose our platform over other options they may have, and to continue to use and
promote our platform as they move between companies. These developers often make design decisions and influence the product and vendor processes
within our customers. If we fail to gain or maintain their acceptance of our platform, our business would be harmed.

We rely on third-party hosting providers that may be difficult to replace.

We rely on third-party hosting services such as AWS, Google Cloud Platform, Microsoft (Azure), and other cloud providers that facilitate the
offering of our platform. Some of these third-party hosting services offer competing products to ours and therefore may not continue to be available on
commercially reasonable terms, or at all. These providers may be unwilling to do business with us if they view our platform as a threat. Any loss of the
right to use any of the hosting providers could impair our ability to offer our platform and harm our business until we are able to obtain alternative hosting
providers.

If we do not or cannot maintain the compatibility of our platform with third-party applications that our customers use in their businesses, our
business will be harmed.

Because our customers choose to integrate our products with certain capabilities provided by third-party providers, the functionality and popularity
of our platform depends, in part, on our ability to integrate our platform and applications with third-party applications. These third parties may change the
features of their technologies, restrict our access to their applications, or alter the terms governing use of their applications in a manner that is adverse to
our business. Such changes could functionally limit or prevent our ability to use these third-party technologies in conjunction with our platform, which
would negatively affect adoption of our platform and harm our business. If we fail to integrate our platform with new third-party applications that our
customers use, we may not be able to offer the functionality that our customers need, which would harm our business.

We provide service level commitments under our customer agreements. If we fail to meet these contractual commitments, we could be
obligated to provide credits for future service, or face contract termination with refunds of prepaid amounts, which could harm our business.

Most of our customer agreements contain service level commitments. If we are unable to meet the stated service level commitments, including
failure to meet the uptime and delivery requirements under our customer agreements, we may be contractually obligated to provide the affected
customers with service credits which could significantly affect our revenues in the periods in which the uptime and delivery failure occurs and the credits
are applied. In the past, as a result of degradation of service and interruptions to our platform, we have provided service credits to certain of our affected
customers with whom we had service level commitments. We could also face customer terminations with refunds of prepaid amounts, which could
significantly affect both our current and future revenues. Any service level failures could harm our business.
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If we fail to offer high quality support, our business may be harmed.

Our customers rely on our support team to assist them in deploying our products effectively and resolve technical and operational issues. High-
quality support is important for the renewal and expansion of our agreements with existing customers. The importance of maintaining high quality support
will increase as we expand our business and pursue new customers. If we do not help our customers quickly resolve issues and provide effective ongoing
support, our ability to maintain and expand our relationships with existing and new customers could suffer and our business could be harmed. Further,
increased demand for customer support, without corresponding revenue, could increase costs and adversely affect our business. In addition, as we
continue to grow our operations and expand internationally, we will need to be able to provide efficient customer support that meets our customers’ needs
globally at scale and our customer support team will face additional challenges, including those associated with delivering support and documentation in
multiple languages. Our failure to do so could harm our business.

Investors’ expectations of our performance relating to environmental, social and governance factors may impose additional costs and expose
us to new risks.

There is an increasing focus from certain investors, employees, and other stakeholders concerning corporate responsibility, specifically related to
environmental, social, and governance matters (“ESG”). Some investors may use these non-financial performance factors to guide their investment
strategies and, in some cases, may choose not to invest in us if they believe our ongoing policies and actions relating to corporate responsibility are
inadequate. We may face reputational damage in the event that we do not meet the ESG standards set by various constituencies. Furthermore, if our
competitors’ corporate social responsibility performance is perceived to be better than ours, potential or current investors may elect to invest with our
competitors instead. In addition, in the event that we communicate certain initiatives and goals regarding environmental, social, and governance matters,
we could fail, or be perceived to fail, in our achievement of such initiatives or goals, or we could be criticized for the scope of such initiatives or goals. If
we falil to satisfy the expectations of investors, employees and other stakeholders or our initiatives are not executed as planned, our business may be
harmed.

Risks Related to Employees and Managing Our Growth
The failure to attract and retain qualified personnel could prevent us from executing our business strategy.

To execute our business strategy, we must attract and retain highly qualified personnel. Competition for executive officers, software developers,
sales personnel, product managers, and other key employees in our industry is intense. In particular, we compete with many other companies for
software developers with high levels of experience in designing, developing, and managing cloud-based software, as well as for skilled sales, operations,
and security professionals. In addition, we believe that the success of our business and corporate culture depends on employing people with a variety of
backgrounds and experiences, and the competition for such diverse personnel is significant. The market for such talented personnel is competitive. Many
of the companies with which we compete for experienced personnel have greater resources than we do and can frequently offer such personnel
substantially greater compensation than we can offer, including, in some cases, large equity packages and cash incentive bonuses. In addition,
prospective and existing employees often consider the value of the equity awards they receive in connection with their employment. If the perceived
value of our equity awards declines, experiences significant volatility, or increases such that prospective employees believe there is limited upside to the
value of our equity awards, it may adversely affect our ability to recruit and retain key employees. In order to manage attrition, including as a result of
recent stock price decreases and market volatility on the perceived value of our equity awards, we have issued, and may continue to issue, additional
equity awards and increased cash compensation to attract and retain employees, which may impact our results of operations or be dilutive to
stockholders. Moreover, the increase in the number of equity awards has reduced the number of shares available for us to grant under our equity
incentive plan. We also face significant competition in hiring and attracting qualified employees in all aspects of our business, and the move by companies
to offer a remote or hybrid work environment has increased the competition for such employees. If we fail to attract new personnel or fail to retain and
motivate our current personnel, our ability to maintain and enhance our platform, develop and deliver new products, fix bugs, support our existing
customers, attract new customers, respond to competitive pressures, and otherwise execute our business plan would be harmed.
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We rely on the performance of highly skilled personnel, including our senior management and other key employees, and the loss or transition
of one or more of such personnel, or of a significant number of our team members, could harm our business.

We believe that our success has depended, and continues to depend, on the efforts and talents of senior management and key employees,
including Artur Bergman, our Chief Architect and Todd Nightingale, our Chief Executive Officer. There have been, and from time to time, there may
continue to be, changes in our management team resulting from the hiring or departure of executives and key employees, or the transition of executives
within our business, which could disrupt our business. For example, Todd Nightingale began serving as our new Chief Executive Officer, effective
September 1, 2022. Such changes in our executive management team may be disruptive to our business. Some of our executive officers and members of
our management team have been with us for a short period of time and we continue to develop key functions within various aspects of our business. We
are also dependent on the continued service of our existing software engineers because of the complexity of our platform. Our senior management,
including Mr. Nightingale and Mr. Bergman, and key employees are employed on an at-will basis. We cannot ensure that we will be able to retain the
services of any member of our senior management or other key employees or that we would be able to timely replace members of our senior
management or other key employees should any of them depart. The loss of one or more of our senior management or other key employees could harm
our business.

Our past growth may not be indicative of our future growth and we may not be able to manage our growth effectively.

We have experienced growth in various aspects of our business in prior periods. For example, for the years ended December 31, 2023, 2022, and
2021, our revenue was $506.0 million, $432.7 million and $354.3 million, respectively. In addition, we are expanding, and expect to continue to expand in
the future, our international operations. We have also experienced growth in the number of customers, usage, and amount of data delivered across our
platform. This growth has placed, and may continue to place, significant demands on our corporate culture, operational infrastructure, and management.
Although our business has experienced growth in the past, we cannot provide any assurance that our business will continue to grow at the same rate, or
at all. Overall growth of our business depends on a number of factors, including our ability to:

* address new and developing markets, such as large enterprise customers outside the United States;
* recruit, hire, train, and manage additional qualified engineers and product managers;

* recruit, hire, train, and manage additional sales and marketing personnel;

* maintain and enhance our corporate culture;

* expand our international operations;

« establish more mature organizational designs and structures, with more skill, technical and leadership depth with experience scaling and
expanding global businesses;

* implement and improve our administrative, financial and operational systems, procedures, and controls;
* attract new customers and increase our existing customers’ usage on our platform;

¢ expand the functionality and use cases for the products we offer on our platform;

* provide our customers with customer support that meets their needs;

* successfully identify and acquire or invest in businesses, products, or technologies that we believe could complement or expand our products;
and

e recruit experienced leaders and strategists to facilitate successful acquisitions and integrations.

We may not successfully accomplish any of the above objectives. We expect to continue to expend substantial financial and other resources on:
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¢ sales and marketing, including a significant expansion of our sales organization;

¢ our infrastructure, including POP deployments, systems architecture, management tools, scalability, availability, performance, and security, as
well as disaster recovery measures;

* product development, including investments in our product development team and the development of new products and new functionality for our
existing products;

® acquisitions or strategic investments;
* international expansion; and
¢ general administration, including legal and accounting expenses associated with being a public company.

These activities will require significant investments and allocation of valuable management and employee resources, and our growth will continue
to place significant demands on our management and our operational and financial infrastructure. There are no guarantees we will be able to grow our
business in an efficient or timely manner, or at all. If we fail to manage the growth of our business and operations effectively, the quality of our services
and the efficiency of our operations could suffer, which could adversely affect our business, financial condition, and results of operations. If we are unable
to return to our prior level of growth, our business will be harmed.

In addition, our past rapid growth may make it difficult to evaluate our future performance. Our ability to forecast our future results of operations is
subject to a number of uncertainties. If we fail to achieve the necessary level of efficiency in our company as it grows, or if we are not able to accurately
forecast future growth, our business would be negatively impacted.

If we cannot maintain our company culture as we grow, our success and our business may be harmed.

We believe our culture has been a key contributor to our success to date and that the critical nature of the products that we provide promotes a
sense of greater purpose and fulfillment in our employees. Any failure to preserve our culture could negatively affect our ability to recruit and retain
personnel and to effectively focus on and pursue our corporate objectives. As we grow and develop the systems and processes associated with being a
public company, we may find it difficult to maintain these important aspects of our culture. In addition, while we have historically benefited from having a
dispersed workforce, as we have grown and our resources have become more globally dispersed and our organizational management structures have
become more complex, we have found it increasingly difficult to maintain these beneficial aspects of our corporate culture. In addition, we may seek to
acquire or invest in businesses, products or technologies with differing corporate cultures that could be difficult to integrate. If we fail to maintain our
company culture, our business may be harmed.

Risks Related to Our Financial Position and Need for Additional Capital

Our ability to timely raise capital in the future may be limited, or may be unavailable on acceptable terms, if at all, and debt or equity issued to
raise additional capital may reduce the value of our Class A common stock.

We have funded our operations since inception primarily through payments received from our customers, sales of equity and debt securities, and
borrowings under our credit facilities. We cannot be certain when or if our operations will generate sufficient cash to fully fund our ongoing operations or
the growth of our business, or our debt obligations. We also intend to continue to make investments to support our business and may require additional
funds to do so. Our future capital requirements may vary materially from those currently planned and will depend on many factors, including our growth
rate, our operating cash flow, market acceptance of our platform, the expansion of sales and marketing activities, strategic transactions, as well as overall
economic conditions.

We may need to engage in equity or debt financings to secure additional funds, in particular if we are required to repay our outstanding convertible
notes in cash. Additional financing may not be available on favorable terms, if at all, and any additional financing will need to be in compliance with the
terms of our Credit Agreement with the lenders from time to time party thereto and First-Citizens Bank & Trust Company (successor by purchase to the
Federal Deposit Insurance Corporation as
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Receiver for Silicon Valley Bridge Bank, N.A. (as successor to Silicon Valley Bank) (as amended, restated, amended and restated, supplemented,
restructured, or otherwise modified from time to time, the “Credit Agreement”).

We originally entered into our Credit Agreement with Silicon Valley Bank in 2021. On March 10, 2023, Silicon Valley Bank was announced as
closed by the California Department of Financial Protection and Innovation, and the Federal Deposit Insurance Corporation (the “FDIC") was appointed
as a receiver. On March 26, 2023, it was announced that First-Citizens Bank & Trust Company would assume all of Silicon Valley Bank’s deposits and
loans as of March 27, 2023. Following that transaction, the credit facility remains available subject to the same terms and conditions as before. However,
there can be no assurances that the closure of Silicon Valley Bank or any related impacts across the financial services industry will not adversely affect
our ability to access the funds available under the Credit Agreement.

If adequate funds are not available on acceptable terms, we may be unable to invest in future growth opportunities, which could harm our
business, operating results, and financial condition. Furthermore, if we issue additional equity securities, stockholders will experience dilution, and the
new equity securities could have rights senior to those of our Class A common stock. Any debt financing we secure may have higher interest rates and
could involve additional restrictive covenants relating to our capital raising activities and other financial and operational matters, which may make it more
difficult for us to obtain additional capital and to pursue business opportunities, including potential acquisitions. If we were to violate such restrictive
covenants, we could incur penalties, increased expenses and an acceleration of the payment terms of our outstanding debt, which could in turn harm our
business. Because our decision to issue securities in future offerings will depend on numerous considerations, including factors beyond our control, we
cannot predict or estimate the amount, timing, or nature of any future issuances of debt or equity securities. As a result, our stockholders bear the risk of
future issuances of debt or equity securities reducing the value of our Class A common stock and diluting their interests.

Seasonality may cause fluctuations in our sales and operating results.

We have experienced, and expect to continue to experience in the future, seasonality in our business, and our operating results and financial
condition may be affected by such trends in the future. We generally experience seasonal fluctuations in demand for our platform. For example, we have
some customers who increase their usage and requests when they need more capacity during busy periods, especially in the fourth quarter of the year,
and then subsequently scale back. Our customers host certain large-scale events, such as sporting events or coverage of major elections, increasing
their usage on a seasonal or one-time basis which can cause revenue to fluctuate between the periods in which these events occur and subsequent
periods. Since we have built our network to handle seasonal capacity fluctuations, we may not be able to reduce our capacity in a timely manner, and as
such sustain more costs. We believe that the seasonal trends that we have experienced in the past may continue for the foreseeable future, particularly
as we expand our sales to larger enterprises. To the extent we experience this seasonality, it may cause fluctuations in our operating results and financial
metrics, and make forecasting our future operating results and financial metrics difficult. Additionally, we do not have sufficient experience in selling
certain of our products to determine if demand for these products is, or will be, subject to material seasonality.

Our current operations are international in scope and we plan on further geographic expansion, creating a variety of operational challenges.

A component of our growth strategy involves the further expansion of our operations and customer base internationally. For the year ended
December 31, 2023, the percentage of revenue generated from customers outside the United States was 27% of our total revenue. As of December 31,
2023, our edge network spans across 58 markets and 34 countries that are outside of the United States. Additionally, we have employees located
throughout the world. We continue to adapt to and develop strategies to address international markets but there is no guarantee that such efforts will
have the desired effect. As of December 31, 2023, approximately 21% of our full-time employees were located outside of the United States. We expect
that our international activities will grow over the foreseeable future as we continue to pursue opportunities in existing and new international markets,
which will require significant management attention and financial resources. In connection with such expansion, we may face difficulties including costs
associated with varying seasonality patterns, potential adverse movement of currency exchange rates, longer payment cycles, difficulties in collecting
accounts receivable in some countries, tariffs and trade barriers, a variety of regulatory or contractual limitations on our ability to operate, adverse tax
events, reduced protection of intellectual property rights in some countries, and a geographically and culturally diverse workforce and customer base.
Failure to overcome any of these difficulties could harm our business. Our current and future international business and operations involve a variety of
risks, including:

* changes in a specific country’s or region’s political or economic conditions;
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longer payment cycles;

greater difficulty collecting accounts receivable;

potential or unexpected changes in trade relations, regulations, or laws;
increased regulatory inquiry or oversight;

more stringent regulations relating to privacy and data security and the unauthorized use of, or access to, commercial and personal information,
particularly in Europe;

differing labor regulations, especially in Europe and Japan, where labor laws are generally more advantageous to employees as compared to the
United States, including deemed hourly wage and overtime regulations in these locations, and where potential labor organizing and works
council negotiations in certain of those countries could contribute to increased operational costs or otherwise disrupt our business;

challenges inherent in efficiently managing an increased number of employees over large geographic distances, including the need to implement
appropriate systems, policies, benefits, and compliance programs;

challenges to our corporate culture resulting from a dispersed workforce;

difficulties in managing a business in new markets with diverse cultures, languages, customs, legal systems, alternative dispute systems, and
regulatory systems;

increased travel, real estate, infrastructure, and legal compliance costs associated with international operations;

currency exchange rate fluctuations and the resulting effect on our revenue and expenses, and the cost and risk of entering into hedging
transactions if we choose to do so in the future;

challenges related to providing support and developing products in foreign languages;

limitations on our ability to reinvest earnings from operations in one country to fund the capital needs of our operations in other countries;
laws and business practices favoring local competitors or general market preferences for local vendors;

potential tariffs and trade barriers;

limited or insufficient intellectual property protection or difficulties enforcing our intellectual property rights;

political instability, economic sanctions, terrorist activities, or international conflicts, including ongoing conflicts between Russia and Ukraine and
Hamas and Israel, which may impact the operations of our business or the businesses of our customers;

inflationary pressures, such as those the global market is currently experiencing, labor shortages and supply chain disruptions, which may
increase costs for certain services;

exposure to liabilities under anti-corruption and anti-money laundering laws, and similar laws and regulations in other jurisdictions; and
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* adverse tax burdens and foreign exchange controls that could make it difficult to repatriate earnings and cash.

If any of the above risks materialize, it could harm our business and prospects. In addition, our limited experience in operating our business
internationally increases the risk that any potential future expansion efforts that we may undertake will not be successful. If we invest substantial time and
resources to further expand our international operations and are unable to do so successfully and in a timely manner, our business may be harmed.

If our estimates or judgments relating to our critical accounting estimates prove to be incorrect, our results of operations could be adversely
affected.

The preparation of financial statements in conformity with generally accepted accounting principles in the United States (“U.S. GAAP”) requires
management to make estimates and assumptions that affect the amounts reported in the consolidated financial statements and accompanying notes. We
base our estimates on historical experience and on various other assumptions that we believe to be reasonable under the circumstances, as provided in
the section titled “Management’s Discussion and Analysis of Financial Condition and Results of Operations—Critical Accounting Estimates.” The results
of these estimates form the basis for making judgments about the carrying values of assets, liabilities, and equity and the amount of revenue and
expenses that are not readily apparent from other sources. Significant assumptions and estimates used in preparing our consolidated financial
statements include, but are not limited to, those related to revenue, accounts receivable and related reserves, fair value of assets acquired and liabilities
assumed for business combinations, useful lives and realizability of long-lived assets including our goodwill and intangible assets, income tax reserves,
and accounting for stock-based compensation. Our results of operations may be adversely affected if our assumptions change or if actual circumstances
differ from those in our assumptions, which could cause our results of operations to fall below the expectations of securities analysts and investors,
resulting in a decline in the trading price of our Class A common stock.

Current and future indebtedness could restrict our operations, particularly our ability to respond to changes in our business or to take
specified actions.

Our Credit Agreement contains, and any future indebtedness would likely contain, a number of restrictive covenants that impose significant
operating and financial restrictions on us, including restrictions on our ability to incur additional indebtedness, grant liens, pay dividends and make
distributions, transfer property, make investments, and take other actions that may otherwise be in our best interests. In addition, our Credit Agreement
contains a financial covenant that requires us to maintain a consolidated adjusted quick ratio of at least 1:25 to 1:00 tested on a quarterly basis as well as
a springing revenue growth covenant for certain periods if our consolidated adjusted quick ratio falls below 1:75 to 1:00 on the last day of any fiscal
quarter. Our ability to meet these financial covenants can be affected by events beyond our control, and we may not be able to continue to meet those
covenants. In addition, a breach of a covenant under our Credit Agreement or any other current or future credit facility of ours may result in a cross-
default under any such separate credit facility. If we seek to enter into one or more additional credit facilities in the future, we may not be able to obtain
debt financing on terms that are favorable to us, if at all. Holders of our existing debt have, and holders of any future debt we may incur would have, rights
senior to holders of common stock to make claims on our assets. In addition, the terms of our existing debt do, and the terms of any future debt could,
restrict our operations, including our ability to pay dividends on our Class A common stock. If we are unable to obtain adequate financing or financing on
terms that are satisfactory to us when we require it, our ability to continue to support our business growth and to respond to business challenges could be
significantly impaired, and our business may be harmed.

If we are unable to maintain effective internal control over financial reporting in the future, investors may lose confidence in the accuracy and
completeness of our financial reports, and the market price of our Class A common stock may be seriously harmed.

As a public company, we are required to maintain internal control over financial reporting and to report any material weaknesses in those internal
controls. For example, we are required to perform system and process evaluation and testing of our internal control over financial reporting to allow
management to report on the effectiveness of our internal control over financial reporting, as required by Section 404 of the Sarbanes-Oxley Act 9
(“Section 404"). Our independent registered public accounting firm also needs to attest to the effectiveness of our internal control over financial reporting.
We designed, implemented, and tested internal control over financial reporting required to comply with this obligation. That process is time-consuming,
costly, and complicated.

We previously reported and have subsequently remediated material weaknesses in our internal control over financial reporting. We continue to
evaluate and take actions to improve our internal control over financial reporting. However, we
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cannot assure you that the measures we have taken to date will be sufficient to avoid the identification of material weaknesses in the future.

If we fail to identify future material weaknesses in our internal control over financial reporting, if we are unable to comply with the requirements of
Section 404 or assert that our internal control over financial reporting is effective, or if our independent registered public accounting firm is unable to
express an unqualified opinion or expresses a qualified or adverse opinion about the effectiveness of our internal control over financial reporting,
investors may lose confidence in the accuracy and completeness of our financial reports and the market price of our Class A common stock could be
negatively affected. Moreover, any failure to identify new material weaknesses in our internal control over financial reporting, could result in material
misstatements in our financial statements that may continue undetected and cause us to fail to meet our reporting and financial obligations or incur
significant additional costs to remediate new material weaknesses, each of which could harm our ability to raise capital on favorable terms in the future or
otherwise have a negative impact on our financial condition. In addition, we could become subject to investigations by the New York Stock Exchange (the
“NYSE"), the SEC, and other regulatory authorities, which could require additional financial and management resources.

We may not be able to successfully manage the growth of our business if we are unable to improve our internal systems, processes and
controls.

We need to continue to improve our internal systems, processes, and controls to effectively manage our operations and growth. We may not be
able to successfully implement and scale improvements to our systems and processes in a timely or efficient manner or in a manner that does not
negatively affect our operating results. For example, we may not be able to effectively monitor certain extraordinary contract requirements or provisions
that are individually negotiated by our sales force as the number of transactions continues to grow. Moreover, as we continue to improve our pricing
structure, we will need to implement corresponding improvements to our systems around payment of sales commissions. In addition, our systems and
processes may not prevent or detect all errors, omissions, or fraud. We may experience difficulties in managing improvements to our systems,
processes, and controls or in connection with third-party software, which could impair our ability to manage our business, pay sales commissions, or offer
our platform to our customers in a timely manner, causing us to lose customers or employees, limit our growth, limit us to smaller deployments of our
products, or increase our technical support costs.

Our financial results may be adversely affected by changes in accounting principles applicable to us.

GAAP are subject to interpretation by the Financial Accounting Standards Board, the SEC and other various bodies formed to promulgate and
interpret appropriate accounting principles. A change in these principles or interpretations could have a significant effect on our reported financial results
for periods prior to and subsequent to such change, and could affect the reporting of transactions completed before the announcement of a change.

Market practices with respect to these new disclosures are continuously evolving, and securities analysts and investors may not fully understand
the implications of our disclosures or how or why they may differ from similar disclosures by other companies. Any additional new accounting standards
could have a significant effect on our reported results. If our reported results fall below analyst or investor expectations, our stock price could decline.

Risks Related to Laws, Regulations, and the Global Economy
Failure to comply with United States and foreign governmental laws and regulations could harm our business.

Our business is subject to regulation by various federal, state, local, and foreign governments. If we do not comply with these laws or regulations or
if we become liable under these laws or regulations due to the failure of our customers to comply with these laws, we could face direct liability or delivery
of content by our platform may be blocked by certain governments. In certain jurisdictions, these regulatory requirements may be more stringent than
those in the United States. For example, in June 2020, China passed a national security law for Hong Kong that imposes criminal liability for the violation
of content regulations, it is currently not clear how broadly such legislation will be interpreted or applied in relation to our customers or our business, and
additional developments in our understanding of the application of this law could cause us to remove our POP from Hong Kong. Noncompliance with
applicable regulations or requirements could subject us to investigations, sanctions, enforcement actions, disgorgement of profits, fines, damages, civil
and criminal penalties, injunctions, or other collateral consequences. If any governmental sanctions are imposed, or if we do not prevail in any possible
civil or criminal litigation, our business could be harmed. In addition, responding to any action will likely result in a significant diversion of management’s
attention and resources and an increase in professional fees. Enforcement actions and sanctions could harm our business.
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If the United States government prohibits our current or potential customers from doing business with us, whether through policy, regulations or
laws, we could face direct liability or our delivery of content by our platform may be blocked. For example, in the current environment of economic trade
negotiations and tensions between the Chinese and the United States governments, the United States government has expressed concerns about the
ability of companies operating in China to do business in the United States or with United States companies. As a result, we could lose the ability to
contract with current or potential customers and usage of our platform may decrease by affected customers, which could harm our business and
reputation. Even in the absence of new restrictions or trade actions imposed by the United States or other governments, our customers that operate in
China, target China as a market, or that have strong business ties to China, may take actions to reduce dependence on our platform, which could harm
our business.

We are subject, or may become subject, to stringent and evolving U.S. and foreign laws, governmental regulations and rules, and contractual
obligations, industry standards, policies and other obligations related to privacy, infrastructure, and data security. Our actual or perceived
failure to comply with such obligations could harm our business, by resulting in regulatory investigations or actions, litigation, fines and
penalties, disruptions of our business operations, adverse publicity and reputational damage, loss of revenue or profits, loss of customers or
sales and other adverse consequences that may negatively affect the value of our business and decrease the price of our Class A common
stock. Compliance with such obligations could also result in costs and liabilities to us or inhibit sales of our products.

We receive, store, process, collect, generate, use, transfer, disclose, make accessible, protect, secure, dispose of, transmit, and share personal
information and other proprietary, confidential, and sensitive data, including intellectual property, trade secrets, encryption keys, and including our data
and data of our customers (including their end-users). Our handling of data is subject to a variety of obligations related to privacy and data security,
contractual obligations, internal and external privacy policies, guidance, industry standards, and other obligations that govern the processing of personal
information. Additionally, we are or may become subject to other laws and regulations around the world with respect to the Internet related to, among
other things, content liability, security requirements, critical infrastructure designations, Internet resiliency, law enforcement access to information, net
neutrality, data localization requirements, and restrictions on social media or other content.

In the United States, federal, state, and local governments have enacted numerous privacy and data security laws, including data breach
notification laws, personal data privacy laws, consumer protection laws (e.g., Section 5 of the FTC Act), and other similar laws (e.g., wiretapping laws).
Domestically, states have also begun to introduce more comprehensive privacy and data security legislation, including data breach notification laws,
personal information privacy laws, and consumer protection laws.

In the past few years, numerous U.S. states—including California, Virginia, Colorado, Connecticut, and Utah—have enacted comprehensive
privacy and data security laws that impose certain obligations on covered businesses, including providing specific disclosures in privacy notices and
affording residents with certain rights concerning their personal information. As applicable, such rights may include the right to access, correct, or delete
certain personal information, and to opt-out of certain data processing activities, such as targeted advertising, profiling, and automated decision-making.
The exercise of these rights may impact our business and ability to provide our products and services. Certain states also impose stricter requirements for
processing certain personal information, including sensitive information, such as conducting data privacy impact assessments. These state laws allow for
statutory fines for noncompliance. For example, the California Consumer Privacy Act of 2018 as amended by the California Privacy Rights Act of 2020
(“CPRA"), collectively ("CCPA") applies to personal information of consumers, business representatives, and employees who are California residents, and
requires businesses to provide specific disclosures in privacy notices and honor requests of such individuals to exercise certain privacy rights related to
their personal information. The CCPA allows for statutory fines for noncompliance (up to $7,500 per violation), as well as a private right of action for
individuals affected by certain data breaches to recover significant statutory damages.

Similar laws have been proposed in several other states and at the federal and local levels, and we expect more states to pass similar laws in the
future, which could increase our compliance costs and adversely affect our business.

Our customers may deploy Al models or technologies using our platform, and our employees and personnel may use Al to perform their work.
Governments have passed and are likely to pass additional laws regulating Al. Our use of this technology could result in additional compliance costs,
regulatory investigations and actions, and lawsuits. If we are unable to use Al, it could make our business less efficient and result in competitive
disadvantages. Due to inaccuracies or flaws in the inputs, outputs, or logic of the Al, the model could be biased and could lead us to make decisions that
could bias certain individuals (or classes of individuals), and adversely impact their rights, employment, and ability to obtain certain pricing, products,
services, or benefits.
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Several jurisdictions around the globe, including Europe and certain U.S. states, have proposed, enacted, or are considering laws governing the
development, deployment and use of Al, such as the EU’s Al Act. We expect other jurisdictions will adopt similar laws. These obligations may make it
harder for us to conduct our business using Al, lead to regulatory fines or penalties, require us to change our business practices, retrain our Al, or prevent
or limit our use of Al. If we cannot use or are restricted in using Al technologies, or deployment of Al by our customers using our platform is affected, our
business may be less efficient, or we may be at a competitive disadvantage.

Outside of the United States, an increasing number of foreign laws and regulations apply to privacy and data security. For example, the European
Union’s General Data Protection Regulation (“EU GDPR”), the United Kingdom’s GDPR (“UK GDPR"), (collectively “GDPR”) Brazil's General Data
Protection Law (Lei Geral de Protecédo de Dados Pessoais or “LGPD”) (Law No. 13,709/2018), Canada’s Personal Information Protection and Electronic
Documents Act (“PIPEDA") and Canada’s Anti-Spam Legislation (“CASL"), and China’s Personal Information Protection Law (“PIPL") impose strict
requirements for processing the personal information of individuals. For example, under the GDPR, government regulators may impose restrictions or
injunctions on data processing, and fines of up to 20 million euros (£17.5 million) or 4% of annual global revenue, whichever is greater. The GDPR also
provides for private litigation related to the processing of personal information, which can be brought by classes of data subjects or consumer protection
organizations authorized by law to represent the interests of such classes. European legislative proposals and existing laws and regulations also apply to
cookies and similar tracking technologies, electronic communications, and marketing. In the EU and the UK, regulators are increasingly focusing on
compliance with requirements related to the online behavioral advertising ecosystem. It is anticipated that the ePrivacy Regulation and national
implementing laws will replace the current national laws that implement the ePrivacy Directive that governs electronic communications. Compliance with
these laws may require us to make significant operational changes, limit the effectiveness of our marketing activities, divert the attention of our technology
personnel, adversely affect our margins, and subject us to liabilities. Furthermore, there is a new regulation in the EU related to Al that will impose
onerous obligations related to the use of Al-related systems and may require us to change our business practices. We may also become subject to new
laws in the EU that regulate cybersecurity and non-personal information, such as the European Data Act. Depending on how these laws are interpreted,
we may have to adapt our business practices and products to comply with such obligations.

Certain jurisdictions have enacted data localization laws and cross-border personal information transfer laws, which could make it more difficult
to transfer information across jurisdictions. In particular, the European Economic Area (“EEA”) and the United Kingdom (“UK”) have significantly
restricted the transfer of personal information to the United States and other countries whose privacy and data security laws are generally believed to be
inadequate. Other jurisdictions may adopt similarly stringent interpretations of their data localization and cross-border personal information transfer laws.
Although there are currently various mechanisms that may be used to lawfully transfer personal information to the United States, such as the standard
contractual clauses for transfers from the EEA and UK, the UK'’s International Data Transfer Agreement / Addendum, and the EU-U.S. Data Privacy
Framework (which allows for transfers to relevant U.S.-based organizations who self-certify compliance and participate in the Framework), these
mechanisms are subject to legal challenges and there is no assurance that we can satisfy or rely on these measures to lawfully transfer personal
information to the United States or elsewhere. Certain countries outside Europe (e.g., Russia, China, Brazil) have also passed or are considering laws
requiring local data residency or otherwise impeding the transfer of personal information across borders, any of which could increase the cost and
complexity of doing business.

If there is no lawful manner for us to transfer personal information from the EEA, the UK or other jurisdictions to the United States or elsewhere,
or if the requirements for a legally-compliant transfer are too onerous, we may face significant adverse consequences, such as the interruption or
degradation of our operations, increased exposure to regulatory actions, substantial fines, injunctions against processing or transferring personal
information, determinations by customers not to use our services, limited ability to collaborate with parties that are subject to cross-border data transfer or
localization laws, and the need to increase or relocate our personal information processing capabilities and infrastructure in foreign jurisdictions at
significant expense. Additionally, companies that transfer personal information out of the EEA and UK to other jurisdictions, particularly to the United
States, are subject to increased scrutiny from regulators, individual litigants, and activist groups. Some European regulators have ordered certain
companies to suspend or permanently cease certain transfers out of Europe for allegedly violating the EU GDPR's cross-border data transfer limitations.

In addition to government regulation, privacy advocates, and industry groups may propose new and different self-regulatory standards that may
apply to us. We may publish privacy policies, marketing materials and other statements, such as compliance with certain certifications or self-regulatory
principles, regarding privacy and data security. If these policies, materials or statements are found to be deficient, lacking in transparency, deceptive,
unfair, or misrepresentative of our practices, we may be subject to investigation, enforcement actions by regulators or other adverse consequences. We
may also be bound by contractual obligations related to privacy and data security, and our efforts to comply with such obligations may not be successful.
For example, certain privacy and data security laws, such as the EU GDPR and the CCPA, require our customers
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to impose specific contractual restrictions on their service providers. Additionally, in limited circumstances, under various privacy and data security laws
and other obligations, we may be required to obtain certain consents to process personal information. Our inability or failure to do so could result in
adverse consequences. Laws relating to the liability of providers of online services for activities of their users and other third parties are currently being
tested by a number of claims, including actions based on invasion of privacy and other torts, unfair competition, copyright and trademark infringement,
and other theories based on the nature and content of the materials searched, the ads posted, or the content provided by users. Moreover, our global
platform outage in June 2021 increased our public profile and resulted in more frequent interest in our company by regulators. Any additional outages
may draw additional scrutiny or focused legislation from regulators.

In addition, the United States or foreign jurisdictions may establish new laws or regulations regarding the Internet or online services. These new
laws and regulations may affect our products and infrastructure, which could cause us to incur substantial costs to comply, expose us to regulatory
scrutiny, criminal or civil liability, require us to fundamentally change our products or operations, or otherwise have an adverse effect on our business.

Obligations relating to privacy and data security (and customers’ data privacy expectations) are evolving, increasingly stringent, creating
uncertainty, and may result in increasing scrutiny. Such obligations may be subject to different applications and interpretations, and which may be
inconsistent and conflicting among different jurisdictions. Preparing for and complying with these obligations require us to devote significant resources
and may necessitate changes to our services, information technologies, systems, and practices and to those of any third parties that process personal
information on our behalf. Because the interpretation and application of privacy and data security related obligations are uncertain, they may be
interpreted or applied in a manner that is inconsistent with our existing data management practices or the functionality of our platform. We could be
required to fundamentally change our business activities and practices or modify our software, which could have an adverse effect on our business.
Future restrictions on the collection, use, sharing, or disclosure of data or additional requirements for express or implied consent of our customers,
partners, or end-users for the use and disclosure of such information could require us to incur additional costs or modify our platform, possibly in a
material manner, and could limit our ability to develop new functionality.

We may at times fail (or be perceived to have failed) in our efforts to comply with our privacy and data security obligations. Moreover, despite our
efforts, our personnel or third parties on whom we rely may fail to comply with such obligations, which could negatively impact our business operations.

Any failure or perceived failure by us or third parties upon whom we rely to comply with obligations, relating to privacy and data security may
result in significant consequences including but not limited to governmental investigations and enforcement actions (e.g., investigations, fines, penalties,
audits, inspections, and similar), litigation (including class-action claims), additional reporting requirements and/or oversight, bans on processing personal
data, and orders to destroy or not use personal information.

Any of these events could have a material adverse effect on our reputation, business, or financial condition, including but not limited to: loss of
customers; interruptions or stoppages in our business operations; inability to process personal information or to operate in certain jurisdictions; limited
ability to develop or commercialize our products; expenditure of time and resources to defend any claim or inquiry; adverse publicity; or substantial
changes to our business model or operations.

Activities of our customers or the content of their websites and other Internet properties may violate applicable laws and/or our terms of
service and could subject us to lawsuits, regulatory enforcement actions, and/or liability in various jurisdictions.

Through our network, we provide a wide variety of products that enable our customers and our customers’ users to exchange information,
conduct business, and engage in various online activities both domestically and internationally. Our customers and our customers’ users may use our
network and products in violation of applicable law or in violation of our terms of service or the customer’s own policies. The existing laws relating to the
liability of providers of online products and services for activities of their users are highly unsettled and in flux both within the United States and
internationally. In the future we may be subject to lawsuits and/or liability arising from the conduct of our customers and our customers’ users.
Additionally, the conduct of our customers and our customers’ users may subject us to regulatory enforcement actions and/or liability. There can be no
assurance that we will not face litigation in the future or that we will prevail in any litigation we may face. An adverse decision in one or more of these
lawsuits could materially and adversely affect our business, results of operations, and financial condition.

Several U.S. federal statutes may apply to us with respect to various activities of our customers, including the Digital Millennium Copyright Act
(“DMCA"), which provides recourse for owners of copyrighted material who believe their rights
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under U.S. copyright law have been infringed on the Internet; and section 230, enacted in the Communications Decency Act (“CDA”), which addresses
blocking and screening of content on the Internet. Although these and other similar legal provisions provide limited protections from liability for service
providers like us, those protections may not be interpreted in a way that applies to us, may be amended or removed in the future, or may not provide us
with complete protection from liability claims. If we are found not to be protected by the safe harbor provisions of the DMCA, CDA or other similar laws, or
if we are deemed subject to laws in other countries that may not have the same protections or that may impose more onerous obligations on us, we may
owe substantial damages and our brand, reputation, and financial results may be harmed.

Policies and laws in this area remain highly dynamic, and we may face additional theories of intermediary liability in various jurisdictions. For
example, policymakers in the United States have called for a re-examination of CDA section 230 and copyright law, the UK has passed the Online Safety
Act 2023, and the EU has implemented the Digital Services Act and Digital Markets Act to impose additional legal requirements on certain service
providers. The DSA sets out a framework of layered responsibilities targeted at different types of services, including requirements for service providers to
act on orders against illegal content and to publish reports on moderation of content. Member States can also issue rules on penalties for violating the
DSA, with fines of up to 6% of annual global revenue. Complying with these obligations could cause us to change our products, policies, and procedures.
In addition, in 2019, the EU approved a Copyright Directive that will impose additional obligations on service providers and failure to comply could give
rise to significant liability. Other laws and pending legislation at the EU level (terrorist content, child sexual abuse materials) and in the UK (online harms),
Australia (online harms), and India (Digital India Act), as well as other new laws like them, may also expose Internet companies like us to significant
liability. We may incur additional costs to comply with these new laws, which may have an adverse effect on our business, results of operations, and
financial condition.

We could be subject to claims for potential damages based on a significant number of online occurrences under statutory or other damage
theories. Such claims may result in liability that exceeds our ability to pay or our insurance coverage. Even if potential claims against us are ultimately
unsuccessful, defending against such claims could increase our legal expenses and divert management’s attention from the operation of our business,
which could materially and adversely impact our business and results of operations.

Our sales to highly regulated organizations and government entities are subject to a number of challenges and risks.

We sell to customers in highly regulated industries such as financial services, insurance, and healthcare, as well as to various governmental
agency customers, including state and local agency customers, and foreign governmental agency customers. Sales to such entities are subject to a
number of challenges and risks. Selling to such entities can be highly competitive, expensive, and time-consuming, often requiring significant upfront time
and expense without any assurance that these efforts will generate a sale. Government contracting requirements may change and in doing so restrict our
ability to sell into the government sector until we comply with the revised requirements. Government demand and payment for our offerings are affected
by public sector budgetary cycles and funding authorizations, with funding reductions or delays adversely affecting public sector demand for our
offerings.

Further, highly regulated and governmental entities may demand shorter contract terms or other contractual provisions that differ from our standard
arrangements, including terms that can lead those customers to obtain broader rights in our offerings than would be standard. Such entities may have
statutory, contractual, or other legal rights to terminate contracts with us or our partners due to a default or for other reasons, and any such termination
may harm our business. In addition, these governmental agencies may be required to publish the rates we negotiate with them, which could harm our
negotiating leverage with other potential customers and in turn harm our business.

The success of our business depends on customers’ continued and unimpeded access to our platform on the Internet.

Our customers must have Internet access in order to use our platform. Some Internet providers may take measures that affect their customers’
ability to use our platform, such as degrading the quality of the content we transmit over their lines, giving that content lower priority, giving other content
higher priority than ours, blocking our content entirely, or attempting to charge their customers more for using our platform.

In January 2018, the Federal Communications Commission, or the FCC, repealed the “network neutrality” rules adopted during the Obama
Administration, which barred Internet service providers from blocking or slowing down access to online content, protecting services like ours from such
interference. The 2018 decision was largely affirmed by the United States Court
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of Appeals for the District of Columbia Circuit, subject to a remand to consider several issues raised by parties that supported network neutrality, and in
November 2020 the FCC affirmed its decision to repeal the rules. On October 19, 2023, the FCC adopted a notice of proposed rulemaking that would
reinstate the network neutrality rules, and asked for comment on that proposal and on potential changes to those rules. We cannot predict whether or
when the FCC will adopt new rules or the impact of any rules that may be adopted on our operations or business. A number of states have adopted or
are adopting or considering legislation or executive actions that would regulate the conduct of broadband providers. California’s state-specific network
neutrality law has taken effect, as has a similar law in Vermont, but a challenge to the Vermont law remains pending and has been suspended until an
appeal in another case addressing state powers to adopt internet regulation is resolved. In addition, the status of state regimes may be affected by the
FCC's action in its new network neutrality proceeding. We cannot predict whether any FCC order or other state initiatives will be enforced, modified,
overturned, or vacated by legal action of the court, federal legislation, or the FCC.

To the extent network operators attempt to interfere with our platform, absent network neutrality rules, attempt to interfere with our services, extract
fees from us to deliver our platform, or otherwise engage in discriminatory practices, our business could be adversely impacted. Within such a regulatory
environment, we could experience discriminatory or anti-competitive practices that could impede our domestic and international growth, cause us to incur
additional expense, or otherwise harm our business. At the same time, re-adoption of network neutrality rules could affect the services used by us and our
customers by restricting the offerings made by Internet service providers or reducing their incentives to invest in their networks. Such actions could limit
or reduce the quality of Internet access services and have an adverse impact on the quality of the services we provide to our customers.

We are subject to anti-corruption, anti-bribery, anti-money laundering and similar laws, and non-compliance with such laws can subject us to
criminal and/or civil liability and harm our business.

We are subject to the United States Foreign Corrupt Practices Act, the United States domestic bribery statute contained in 18 U.S.C. § 201, the
United States Travel Act, the U.K. Bribery Act, and other anti-bribery and anti-money laundering laws in the countries in which we conduct activities. Anti-
corruption and anti-bribery laws have been enforced aggressively in recent years and are interpreted broadly to generally prohibit companies and their
employees and third-party intermediaries from authorizing, offering or providing, directly or indirectly, improper payments, or benefits to recipients in the
public or private sector. As we increase our international sales and business and sales to the public sector, we may engage with business partners and
third-party intermediaries to market our platform and to obtain necessary permits, licenses, and other regulatory approvals. In addition, we or our third-
party intermediaries may have direct or indirect interactions with officials and employees of government agencies or state-owned or affiliated entities. We
can be held liable for the corrupt or other illegal activities of these third-party intermediaries, our employees, representatives, contractors, partners, and
agents, even if we do not explicitly authorize such activities.

While we have policies and procedures to address compliance with such laws, we cannot assure you that all of our employees and agents will not
take actions in violation of our policies and applicable laws, for which we may be ultimately held responsible. As we increase our international sales and
business, our risks under these laws may increase.

Detecting, investigating, and resolving actual or alleged violations can require a significant diversion of time, resources, and attention from senior
management. In addition, noncompliance with anti-corruption, anti-bribery, or anti-money laundering laws could subject us to whistleblower complaints,
investigations, sanctions, settlements, prosecution or other enforcement actions, disgorgement of profits, significant fines, damages, other civil and
criminal penalties or injunctions, suspension or debarment from contracting with certain persons, the loss of export privileges, reputational harm, adverse
media coverage, and other collateral consequences. If any subpoenas or investigations are launched, or governmental or other sanctions are imposed or
if we do not prevail in any possible civil or criminal litigation, our business could be harmed. In addition, responding to any action will likely result in a
materially significant diversion of management’s attention and resources and significant defense costs and other professional fees. Enforcement actions
and sanctions could further harm our business.

Changes in our effective tax rate or tax liability may harm our business.

Our effective tax rate could be adversely impacted by several factors, including:
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* Changes in the relative amounts of income before taxes in the various jurisdictions in which we operate that have differing statutory tax rates;
* Changes in tax laws, tax treaties, and regulations or the interpretation of them;

* Changes to our assessment about our ability to realize our deferred tax assets that are based on estimates of our future results, the prudence
and feasibility of possible tax planning strategies, and the economic and political environments in which we do business;

* The outcome of current and future tax audits, examinations, or administrative appeals; and
* Limitations or adverse findings regarding our ability to do business in some jurisdictions.
Should our effective tax rate rise, our business could be harmed.

We could be required to collect additional sales taxes or be subject to other tax liabilities that may increase the costs our clients would have
to pay for our offering and harm our business.

An increasing number of states have considered or adopted laws that attempt to impose tax collection obligations on out-of-state companies.
Additionally, the Supreme Court of the United States ruled in South Dakota v. Wayfair, Inc. et al (“Wayfair”) that online sellers can be required to collect
sales and use tax despite not having a physical presence in the buyer’s state. In response to Wayfair, or otherwise, states or local governments may
adopt, or begin to enforce, laws requiring us to calculate, collect, and remit taxes on sales in their jurisdictions. A successful assertion by one or more
jurisdictions requiring us to collect taxes where we presently do not do so, or to collect more taxes in a jurisdiction in which we currently do collect some
taxes, could result in substantial tax liabilities, including taxes on past sales, as well as penalties and interest. The imposition by state governments or
local governments of sales tax collection obligations on out-of-state sellers could also create additional administrative burdens for us, put us at a
competitive disadvantage if they do not impose similar obligations on our competitors and decrease our future sales, which could harm our business.

Historically, we have not collected such taxes from our customers and have therefore recorded such taxes as general and administrative
expenses. We expect that these expenses will decline in future years as we continue to implement our sales tax collection mechanisms and start
collecting these taxes from our customers. However, delays in implementing our sales tax collection mechanisms and changing tax laws could result in
us incurring additional expenses that we may not be able to pass onto our customers.

Adverse tax laws or regulations could be enacted or existing laws could be applied to us, which could adversely affect our business and
financial condition.

We operate, and are subject to taxes, in the United States and numerous other jurisdictions throughout the world. The U.S. federal, state, local, or
non-U.S. international tax laws on income, sales, use, indirect, or other tax laws, statutes, rules, regulations, or ordinances on multinational corporations
to which we are subject are or under which we operate are unsettled in certain respects and may be subject to significant change. For example, many
countries in Europe, as well as a number of other countries and organizations, including the Organization for Economic Cooperation and Development
and the European Commission, have recently proposed, recommended, or (in the case of countries) enacted changes to existing tax laws or new tax
laws that could significantly increase our tax obligations in the countries where we do business or require us to change the manner in which we operate
our business. These proposals, recommendations and enactments include changes to the existing framework in respect of income taxes, as well as hew
types of non-income taxes (such as taxes based on a percentage of revenue or taxes applicable to digital services), which could apply to our business.
These contemplated tax initiatives, if finalized and adopted by countries, may ultimately impact our effective tax rate and could adversely affect our sales
activity resulting in a negative impact on our operating results and cash flows.

In addition, existing tax laws, statutes, rules, regulations, or ordinances could be interpreted, modified, or applied adversely to us (possibly with

retroactive effect), which could require us to pay additional tax amounts, fines or penalties, and interest for past amounts. The additional tax obligations
could relate to our taxes or obligations to report or withhold on
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customer taxes. We could take steps to collect customer related taxes, but if we are unsuccessful in collecting such taxes from our customers, we could
be held liable for such costs, thereby adversely impacting our operating results and cash flows. Further, if our customers must pay additional fines or
penalties, it could adversely affect demand for our services.

Legislation enacted in 2017 informally titled the “Tax Act” significantly revised the Internal Revenue Code of 1986, as amended (the “Code”). In
2022, the Inflation Reduction Act of 2022 (the “IRA”) was enacted, which includes provisions that impact the U.S. federal income taxation of corporations,
including imposing a minimum tax on the book income of certain large corporations and an excise tax on certain corporate stock repurchases that is
imposed on the corporation repurchasing such stock. Future legislation or regulatory guidance, including under the Tax Act or the IRA, or other executive
or Congressional actions in the United States may occur, and could ultimately increase or lessen the impact of such taxes on our business and financial
condition. We urge our stockholders to consult with their legal and tax advisors with respect to this legislation and the potential tax consequences of
investing in or holding our Class A common stock.

Our ability to use our net operating losses to offset future taxable income may be subject to certain limitations.

Our net operating loss (“NOL") carryforwards could expire unused and be unavailable to offset future income tax liabilities because of their limited
duration or because of restrictions under United States tax law. For U.S. federal income tax purposes, our NOLs generated in tax years beginning before
January 1, 2018 are permitted to be carried forward for 20 years. Our U.S. federal NOLs generated in tax years beginning after December 31, 2017 may
be carried forward indefinitely, but our use of such U.S. federal NOLs generally is limited to 80% of such year's taxable income, computed without regard
to the NOL deduction and certain other deductions. It is uncertain if, and to what extent, various states will conform to these limitations on the use of U.S.
federal NOLs.

In addition, under Section 382 of the Code, a corporation that undergoes an “ownership change” may be subject to limitations on its ability to utilize
its pre-change NOLs to offset future taxable income. A detailed analysis was performed through December 31, 2021 for us to determine whether an
ownership change under Section 382 of the Code has occurred, and ownership changes were identified in 2013 and 2020. As a result of this analysis,
we concluded that there is no longer any limitation on our utilization of such NOLs. A detailed analysis was performed for the period March 1, 2014 to
October 1, 2020 for Signal Sciences to determine whether an ownership change under Section 382 of the Code has occurred and an ownership change
was identified in 2020. As a result of this analysis, we concluded that there is no longer any limitation on our utilization of the NOLs of Signal Sciences.
We may experience ownership changes in the future as a result of subsequent shifts in our stock ownership, some of which shifts are outside our control.
Furthermore, our ability to utilize NOLs of companies that we have acquired or may acquire in the future may be subject to limitations. For these reasons,
we may not be able to utilize a material portion of the NOLs, even if we were to achieve profitability.

Our international operations may subject us to potential adverse tax consequences.

We are expanding our international operations and staff to better support our growth into international markets. Our corporate structure and
associated transfer pricing policies contemplate future growth into the international markets, and consider the functions, risks, and assets of the various
entities involved in the intercompany transactions. The amount of taxes we pay in different jurisdictions may depend on: the application of the tax laws of
the various jurisdictions, including the United States, to our international business activities; changes in tax rates; new or revised tax laws or
interpretations of existing tax laws and policies; and our ability to operate our business in a manner consistent with our corporate structure and
intercompany arrangements. The taxing authorities of the jurisdictions in which we operate may challenge our methodologies for pricing intercompany
transactions pursuant to our intercompany arrangements or disagree with our determinations as to the income and expenses attributable to specific
jurisdictions. If such a challenge or disagreement were to occur, and our position was not sustained, we could be required to pay additional taxes,
interest, and penalties, which could result in one-time tax charges, higher effective tax rates, reduced cash flows, and lower overall profitability of our
operations. Our financial statements could fail to reflect adequate reserves to cover such a contingency.

We are subject to governmental export and import controls that could impair our ability to compete in international markets or subject us to
liability if we violate such controls.

Our products are subject to United States export controls, including the Export Administration Regulations administered by the United States
Commerce Department, and economic sanctions administered by the Office of Foreign Assets Control of the United States Treasury Department
(“OFAC"). We incorporate encryption technology into certain of our products. These encryption products and the underlying technology may be exported
outside of the United States only with the required export
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authorizations. Other countries also regulate the import and export of certain encryption products and technology through import and export licensing
requirements, and have enacted laws that could limit our ability to distribute our products or could limit our customers’ ability to implement our products in
those countries. Additionally, export restrictions recently imposed on Russia and Belarus in connection with the military conflict involving Ukraine
specifically restrict the export of encryption software to these locations.

Furthermore, our activities are subject to United States economic sanctions laws and regulations that generally prohibit the direct or indirect
exportation or provision of products and services to countries, governments, and individuals and entities targeted by United States embargoes or
sanctions, except to the extent authorized by OFAC or exempt from sanctions. For example, following Russia’s invasion of Ukraine, the United States and
other countries imposed economic sanctions and severe export control restrictions against Russia and Belarus, and the United States and other countries
could impose wider sanctions and export restrictions and take other actions should the conflict further escalate. Obtaining the necessary export license or
other authorization for a particular sale may not always be possible, and, even if the export license is ultimately granted, the process may be time-
consuming and may result in the delay or loss of sales opportunities. Violations of United States sanctions or export control laws can result in significant
fines or penalties, and possible incarceration for responsible employees and managers could be imposed for criminal violations of these laws.

Changes in our products or future changes in export and import regulations may create delays in the introduction of our products in international
markets, prevent our customers with international operations from deploying our products globally, or, in some cases, prevent the export or import of our
products to certain countries, governments, or persons altogether. From time to time, various governmental agencies have proposed additional regulation
of encryption products and technology, including the escrow and government recovery of private encryption keys. Any change in export or import
regulations, economic sanctions or related legislation, increased export and import controls, or change in the countries, governments, persons, or
technologies targeted by such regulations could result in decreased use of our products by, or in our decreased ability to export or sell our products to,
existing or potential customers with international operations. Any decreased use of our products or limitation on our ability to export or sell our products
would harm our business.

We are exposed to fluctuations in currency exchange rates.

Our sales contracts are primarily denominated in U.S. dollars, and therefore a majority of our revenue is not subject to foreign currency revaluation.
However, a strengthening of the U.S. dollar could increase the real cost of our platform to our customers outside of the United States, which could cause
an increase in requests to renegotiate contracts and adversely affect our operating results. Foreign currency exchange rates have recently been and
could continue to be subject to increased volatility. In addition, our international sales in the future could become foreign currency denominated sales,
increasing our foreign currency risk. In addition, an increasing portion of our operating expenses is incurred outside the United States. These operating
expenses are denominated in foreign currencies and are subject to fluctuations due to changes in foreign currency exchange rates. As these expenses
become more material and if there are significant fluctuations in foreign currency exchange rates, this could result in significant fluctuations in our
operating expenses and results of operations, which could harm our business.

The phase-out of the London Interbank Offered Rate (“LIBOR”), or the replacement of LIBOR with a different reference rate, may adversely
affect interest rates.

On July 27, 2017, the Financial Conduct Authority (the “FCA”), the authority that regulates LIBOR, announced that after December 31, 2021, it
would no longer compel banks to submit the rates required to calculate LIBOR. On March 5, 2021, the ICE Benchmark Administration, which administers
LIBOR, and the FCA announced that all LIBOR settings would either cease to be provided by any administrator, or would no longer be representative,
immediately after December 31, 2021 for all non-U.S. dollar LIBOR settings and one-week and two-month U.S. dollar LIBOR settings, and immediately
after June 30, 2023 for the remaining U.S. dollar LIBOR settings. On June 28, 2023, we entered into the First Amendment to Credit Agreement with the
Lenders and First-Citizens Bank & Trust Company (successor by purchase to the Federal Deposit Insurance Corporation as Receiver for Silicon Valley
Bridge Bank, N.A. (as successor to Silicon Valley Bank)), as a lender and as administrative agent and collateral agent for the Lenders to, among other
things, amend the interest rate provisions to replace LIBOR with the Secured Overnight Financing Rate (“SOFR”) as the interest rate benchmark. The
shift to SOFR from LIBOR is complex and may adversely affect our business, financial condition, results of operations, liquidity, and cash flows.

53



Unfavorable conditions in our industry or the global economy, rising inflation or reductions in information technology spending could harm
our business.

Global economic conditions have impacted, and will likely continue to impact, businesses around the world, including ours. Inflation and other
macroeconomic pressures in the U.S. and the global economy such as rising interest rates, banking instability and recession fears are creating a
complex and challenging environment for us and our customers. Our results of operations may vary based on the impact of changes in our industry or the
global economy on us or our customers and potential customers. Current or future economic uncertainties or downturns could adversely affect our
business and results of operations. The U.S. capital markets experienced and continue to experience extreme volatility. While our ability to do business
has not been materially affected, and the global restrictive measures that have been taken in response to such events, and could be taken in the future,
have created significant global economic uncertainty that could prolong and escalate tensions and expand the geopolitical conflict, which could have a
lasting impact on regional and global economies, any of which could harm our business and operating results. Further, due to political uncertainty and
international military actions, we and the third parties upon which we rely may be vulnerable to a heightened risk of security breaches, computer
malware, social-engineering attacks, supply-chain attacks, software bugs, server malfunctions, software or hardware failures, loss of data or other
information technology assets, and other cyber-attacks, including attacks that could materially disrupt our systems and operations, supply chain, and
ability to do business. These attacks are expected to continue to occur in the future. Furthermore, inflation rates in the U.S. in the past few years have
increased to levels not seen in decades, prompting the Federal Reserve to increase interest rates. Negative conditions in the general economy both in
the United States and abroad, including conditions resulting from changes in gross domestic product growth, financial and credit market fluctuations,
currency and interest rate fluctuations, political turmoil, natural catastrophes, warfare, public health issues, and terrorist attacks on the United States,
Europe, the Asia Pacific region, or elsewhere, could cause a downturn or recession and a decrease in business investments, including spending on
information technology, which would harm our business. To the extent that our platform and our products are perceived by customers and potential
customers as too costly, or difficult to deploy or migrate to, our revenue may be disproportionately affected by delays or reductions in general information
technology spending. Also, our competitors, many of whom are larger and have greater financial resources than we do, may respond to market conditions
by lowering prices and attempting to lure away our customers. In addition, the increased pace of consolidation in certain industries may result in reduced
overall spending on our products. We cannot predict the timing, strength, or duration of any economic slowdown, instability, or recovery, generally or
within any particular industry.

Risks Related to Intellectual Property

We could incur substantial costs in protecting or defending our proprietary rights, and any failure to adequately protect our rights could
impair our competitive position and we may lose valuable assets, experience reduced revenue, and incur costly litigation to protect our
rights.

Our success is dependent, in part, upon protecting our proprietary technology. We rely on a combination of patents, copyrights, trademarks,
service marks, trade secret laws, and contractual provisions in an effort to establish and protect our proprietary rights. However, the steps we take to
protect our intellectual property may be inadequate. While we have issued patents in the United States and other countries and have additional pending
patent applications, we may be unable to obtain patent protection for the technology covered in our patent applications. In addition, any patents issued in
the future may not provide us with competitive advantages, or may be successfully challenged by third parties. Any of our patents, trademarks, or other
intellectual property rights may be challenged or circumvented by others or invalidated through administrative process or litigation. There can be no
guarantee that others will not independently develop similar products, duplicate any of our products, or design around our patents. Furthermore, legal
standards relating to the validity, enforceability, and scope of protection of intellectual property rights are uncertain. Despite our precautions, it may be
possible for unauthorized third parties to copy our products and use information that we regard as proprietary to create products and services that
compete with ours. Some license provisions protecting against unauthorized use, copying, transfer, and disclosure of our products may be unenforceable
under the laws of jurisdictions outside the United States. To the extent we expand our international activities, our exposure to unauthorized copying and
use of our products and proprietary information may increase.

We enter into confidentiality and invention assignment agreements with our employees and consultants and enter into confidentiality agreements
with the parties with whom we have strategic relationships and business alliances. No assurance can be given that these agreements will be effective in
controlling access to and distribution of our products and proprietary information. Further, these agreements do not prevent our competitors or partners
from independently developing technologies that are substantially equivalent or superior to our platform.
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In order to monitor and protect our intellectual property rights, we may be required to spend significant resources. Litigation may be necessary in
the future to enforce our intellectual property rights and to protect our trade secrets. Litigation brought to protect and enforce our intellectual property
rights could be costly, time consuming, and distracting to management and could result in the impairment or loss of portions of our intellectual property.
Furthermore, our efforts to enforce our intellectual property rights may be met with defenses, counterclaims, and countersuits attacking the validity and
enforceability of our intellectual property rights. Our inability to protect our proprietary technology against unauthorized copying or use, as well as any
costly litigation or diversion of our management'’s attention and resources, could delay further sales or the implementation of our platform, impair the
functionality of our platform, delay introductions of new products, result in our substituting inferior or more costly technologies into our products, or injure
our reputation. We will not be able to protect our intellectual property if we are unable to enforce our rights or if we do not detect unauthorized use of our
intellectual property. Moreover, policing unauthorized use of our technologies, trade secrets, and intellectual property may be difficult, expensive, and
time-consuming, particularly in foreign countries where the laws may not be as protective of intellectual property rights as those in the United States and
where mechanisms for enforcement of intellectual property rights may be weak. If we fail to meaningfully protect our intellectual property and proprietary
rights, our business may be harmed.

We may in the future be subject to legal proceedings and litigation relating to intellectual property disputes, which are costly and may subject
us to significant liability and increased costs of doing business. Our business may suffer if it is alleged or determined that our technology
infringes the intellectual property rights of others.

Our industry is characterized by the existence of a large number of patents, copyrights, trademarks, trade secrets, and other intellectual property
rights. From time to time, we may be required to defend against litigation claims by other companies based on allegations of infringement or other
violations of their intellectual property rights. Many of these companies have the capability to dedicate substantially greater resources than us to enforce
their intellectual property rights and to defend claims that may be brought against them. Therefore, we may not be able to withstand any third-party claims
or rights against their use. In addition, we may be required to defend against litigation claims by patent holding companies or other adverse patent owners
that have no relevant product revenue. If a third party is able to obtain an injunction preventing us from accessing such third-party intellectual property
rights, or if we cannot license or develop technology for any infringing aspect of our business, we would be forced to limit or stop selling products
impacted by the claim or injunction or cease business activities covered by such intellectual property, and may be unable to compete effectively. Any
inability to license third-party technology in the future would have an adverse effect on our business and operating results, and would adversely affect our
ability to compete. We may also be contractually obligated to indemnify our customers in the event of infringement of a third party’s intellectual property
rights. We receive demands for such indemnification from time to time and expect to continue to do so. Responding to such claims, regardless of their
merit, can be time consuming, costly to defend in litigation, and damage our reputation and brand.

Lawsuits are time-consuming and expensive to resolve and they divert management’s time and attention. Although we carry insurance, our
insurance may not cover potential claims of this type or may not be adequate to indemnify us for all liability that may be imposed. We cannot predict the
outcome of lawsuits, and the results of any such actions may harm our business.

Elements of our platform and our products use open source software, which may restrict the functionality of our platform and our products,
or require that we release the source code of certain products subject to those licenses.

Our platform incorporates software licensed under open source licenses. Such open source licenses typically require that source code subject to
the license be made available to the public and that any modifications or derivative works to open source software continue to be licensed under open
source licenses. Few courts have interpreted open source licenses, and the manner in which these licenses may be interpreted and enforced is therefore
subject to some uncertainty. We rely on multiple software programmers to design our proprietary technologies, and we do not exercise complete control
over the development efforts of our programmers and we cannot be certain that our programmers have not incorporated open source software into our
proprietary products and technologies or that they will not do so in the future. In the event that portions of our proprietary technology are determined to be
subject to an open source license, we could be required to publicly release the affected portions of our source code, re-engineer all or a portion of our
technologies, or otherwise be limited in the licensing of our technologies, each of which could reduce or eliminate the value of our platform and
technologies and materially and adversely affect our ability to sustain and grow our business.
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Provisions in various agreements potentially expose us to substantial liability for intellectual property infringement, data protection, and other
losses.

Our agreements with customers and other third parties generally include provisions under which we are liable or agree to indemnify them for losses
suffered or incurred as a result of claims of intellectual property infringement, data protection, damages caused by us to property or persons, or other
liabilities relating to or arising from our platform, services, or other contractual obligations. Some of these agreements provide for uncapped liability for
which we would be responsible, and some provisions survive termination or expiration of the applicable agreement. Large liability payments could harm
our business, results of operations, and financial condition. Although we normally contractually limit our liability with respect to such obligations, we may
still incur substantial liability related to them, and in case of an intellectual property infringement indemnification claim, we may be required to cease use
of certain functions of our platform as a result of any such claims. Any dispute with a customer with respect to such obligations could have adverse
effects on our relationship with that customer and other existing customers and new customers and harm our business. Even when we have contractual
protections against such customer claims, we may choose to honor a customer’s request for indemnification or otherwise seek to maintain customer
satisfaction by issuing customer credits, assisting our customer in defending against claims, or in other ways.

Risks Related to Ownership of Our Class A Common Stock
Our stock price may be volatile, and the value of our Class A common stock may decline.

Historically, our stock price has been volatile. During the year ended December 31, 2023, our stock traded as high as $24.31 per share and as low
as $7.97 per share, and from January 1, 2024 to February 20, 2024, our stock price has ranged from $25.87 per share to $14.78 per share. The market
price of our Class A common stock may continue to be highly volatile and may fluctuate or decline substantially as a result of a variety of factors, some of
which are beyond our control or are related in complex ways, including:

* actual or anticipated fluctuations in our financial condition and operating results;

* decreased usage by one or more of our customers;

* variance in our financial performance from expectations of securities analysts or investors;
¢ changes in the pricing we offer our customers;

* changes in our projected operating and financial results;

* changes in laws or regulations applicable to our platform or related products;

* announcements by us or our competitors of significant business developments, acquisitions, or new offerings;
* publicity associated with network outages and problems;

* ourinvolvement in litigation;

* changes in senior management or key personnel;

¢ the trading volume of our Class A common stock;

¢ potential equity or debt financings;

¢ changes in the anticipated future size and growth rate of our market; and

¢ general political, social, economic, regulatory, and market conditions, in both domestic and our foreign markets, including the effects of global
events like the war in Ukraine and the more recent hostilities in Israel on the global
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economy, labor shortages, supply chain disruptions, inflation, increased interest rates, banking instability and slow or negative growth of our
markets.

Broad market and industry fluctuations, as well as general economic, political, social, regulatory, and market conditions, may impact the market
price of our Class A common stock. For example, in connection with the COVID-19 pandemic, we initially experienced an increase in the usage of our
platform, and as a result, the trading price of our Class A common stock significantly increased. Over the past few years, our stock price has declined
significantly. There are no assurances that the trading price of our Class A common stock will recover to prior levels. Moreover, the trading price of our
Class A common stock could experience further volatility and declines. These fluctuations could cause you to lose all or part of your investment in our
Class A common stock.

In addition, extreme price and volume fluctuations in the stock markets have affected and continue to affect many technology companies’ stock
prices, including ours. Often, their stock prices have fluctuated in ways unrelated or disproportionate to the companies’ operating performance.

In the past, companies that have experienced volatility in the market price of their securities have been subject to securities class action litigation.
We may be the target of this type of litigation in the future, which could result in substantial costs and divert our management’s attention.

We may not have the ability to raise the funds necessary to repay or settle conversions of the Notes in whole or in part in cash or to
repurchase the Notes upon a fundamental change, and our future debt may contain limitations on our ability to pay cash upon conversion or
repurchase of the Notes.

In March 2021, we entered into a purchase agreement for the sale of an aggregate of $948.8 million principal amount of our 0% convertible senior
notes due 2026 (the “Notes”). During the year ended December 31, 2022, we entered into separate, privately negotiated transactions with certain
holders of the Notes to repurchase approximately $235.0 million aggregate outstanding principal amount of the Notes for an aggregate cash repurchase
price of approximately $176.4 million. During the year ended December 31, 2023, we entered into several separate, privately negotiated transactions with
certain holders of the Notes to repurchase (the “Repurchases”) $367.3 million of aggregate principal amount of the Notes for an aggregate cash
repurchase price of $309.1 million and aggregate transaction costs of $2.0 million. The remaining Notes with an aggregate principal amount of $346.5
million will mature on March 15, 2026, unless earlier converted, redeemed or repurchased. Holders of the Notes will have the right, subject to certain
conditions and limited exceptions, to require us to repurchase all or a portion of their Notes upon the occurrence of a fundamental change at a
fundamental change repurchase price equal to 100% of the principal amount of the Notes to be repurchased, plus accrued and unpaid special interest, if
any, as described in the indenture governing the Notes. If our stock price is lower than the conversion price of the Notes on maturity, the holders of our
Notes will likely not convert and we will have to repay those Notes in cash. In addition, upon conversion of the Notes, unless we elect to deliver solely
shares of our Class A common stock to settle such conversion (other than paying cash in lieu of delivering any fractional share), we will be required to
make cash payments in respect of the Notes being converted as described in the indenture governing the Notes. However, we may not have enough
available cash or be able to obtain financing at the time we are required to repay or make repurchases of Notes surrendered therefor or pay cash with
respect to Notes being converted. In addition, our ability to repurchase the Notes or to pay cash upon conversions of the Notes may be limited by law, by
regulatory authority or by agreements governing our future indebtedness. Our failure to repurchase notes at a time when the repurchase is required by
the indenture or to pay any cash payable on future conversions of the Notes as required by the indenture would constitute a default under the indenture.
A default under the indenture governing the Notes or the fundamental change itself could also lead to a default under agreements governing our future
indebtedness. If the repayment of the related indebtedness were to be accelerated after any applicable notice or grace periods, we may not have
sufficient funds to repay the indebtedness and repurchase the Notes or make cash payments upon conversions thereof. Such acceleration could result in
our bankruptcy. In a bankruptcy, the holders of the Notes would have a claim to our assets that is senior to the claims of our equity holders.

Conversion of the Notes may dilute the ownership interest of our stockholders or may otherwise depress the price of our Class A common
stock.

The conversion of some or all of the Notes will dilute the ownership interests of our stockholders. Upon conversion of the Notes, we have the
option to pay or deliver, as the case may be, cash, shares of our Class A common stock, or a combination of cash and shares of our Class A common
stock. If we elect to settle our conversion obligation in shares of our Class A common stock or a combination of cash and shares of our Class A common
stock, any sales in the public market of our Class A common stock issuable upon such conversion could adversely affect prevailing market prices of our
Class A common stock. In addition, the existence of the Notes may encourage short selling by market participants because the conversion of the
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Notes could be used to satisfy short positions, or anticipated conversion of the Notes into shares of our Class A common stock could depress the price of
our Class A common stock.

Servicing our debt requires a significant amount of cash, and we may not have sufficient cash flow from our business to pay our substantial
debt.

Our ability to make scheduled payments of the principal of or to refinance our indebtedness, including the Notes, depends on our future
performance, which is subject to economic, financial, competitive, and other factors beyond our control. Our business may not generate cash flow from
operations in the future sufficient to service our debt, including the Notes, and make necessary capital expenditures. If we are unable to generate such
cash flow, we may be required to adopt one or more alternatives, such as selling assets, refinancing or restructuring debt or obtaining additional equity
capital on terms that may be onerous or highly dilutive. Our ability to refinance or restructure our indebtedness will depend on the capital markets and our
financial condition at such time, and if the financial markets become difficult or costly to access, including due to rising interest rates, fluctuations in
foreign currency exchange rates or other changes in economic conditions, our ability to raise additional capital may be negatively impacted. We may not
be able to engage in any of these activities or engage in these activities on desirable terms, which could result in a default on our debt obligations. Even if
we can refinance or restructure our debt, the revised terms may harm our business.

Regulatory actions and other events may adversely affect the trading price and liquidity of the Notes.

We expect that many investors in, and potential purchasers of, the Notes may employ, or seek to employ, a convertible arbitrage strategy with
respect to the Notes. Investors would typically implement such a strategy by selling short the Class A common stock underlying the Notes and
dynamically adjusting their short position while continuing to hold the Notes. Investors may also implement this type of strategy by entering into swaps on
our Class A common stock in lieu of or in addition to short selling the Class A common stock.

The SEC and other regulatory and self-regulatory authorities have implemented various rules and taken certain actions and may in the future adopt
additional rules and take other actions, that may impact those engaging in short selling activity involving equity securities (including our Class A common
stock). Such rules and actions include Rule 201 of SEC Regulation SHO, the adoption by the Financial Industry Regulatory Authority, Inc. and the
national securities exchanges of a “Limit Up-Limit Down” program, the imposition of market-wide circuit breakers that halt trading of securities for certain
periods following specific market declines, and the implementation of certain regulatory reforms required by the Dodd-Frank Wall Street Reform and
Consumer Protection Act of 2010. Any governmental or regulatory action that restricts the ability of investors in, or potential purchasers of, the Notes to
effect short sales of our Class A common stock, borrow our Class A common stock or enter into swaps on our Class A common stock could adversely
affect the trading price and the liquidity of the Notes.

The conditional conversion feature of the Notes, if triggered, may adversely affect our financial condition and operating results.

In the event the conditional conversion feature of the Notes is triggered, holders of Notes will be entitled to convert their Notes at any time during
specified periods at their option. If one or more holders elect to convert their Notes, unless we elect to satisfy our conversion obligation by delivering solely
shares of our Class A common stock (other than paying cash in lieu of delivering any fractional share), we would be required to settle a portion or all of
our conversion obligation through the payment of cash, which could adversely affect our liquidity. In addition, even if holders do not elect to convert their
Notes, we could be required under applicable accounting rules to reclassify all or a portion of the outstanding principal of the Notes as a current rather
than long-term liability, which would result in a material reduction of our net working capital, which could impact our existing covenants and inhibit our
ability to raise future debt. For additional information regarding the conditional conversion feature of the Notes, see Note 9, Debt Instruments.

Future sales and issuances of our capital stock or rights to purchase capital stock could result in dilution of the percentage ownership of our
stockholders and could cause the price of our Class A common stock to decline.

Future sales and issuances of our capital stock or rights to purchase our capital stock could result in substantial dilution to our existing
stockholders. For example, we may issue approximately 3.4 million shares of our Class A common stock if the Notes convert, subject to customary anti-
dilution adjustments. In addition, we may need to secure additional funds for our existing debt obligations, including repayment of the Notes. We may sell
Class A common stock, convertible securities, and other equity securities in one or more transactions at prices and in a manner as we may determine
from time to time. If we sell
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any such securities in subsequent transactions, investors may be materially diluted. New investors in such subsequent transactions could gain rights,
preferences, and privileges senior to those of holders of our Class A common stock.

Future sales of our Class A common stock in the public market could cause the market price of our Class A common stock to decline.

Sales of a substantial number of shares of our Class A common stock in the public market, or the perception that these sales might occur, could
depress the market price of our Class A common stock and could impair our ability to raise capital through the sale of additional equity securities. We are
unable to predict the effect that such sales may have on the prevailing market price of our Class A common stock.

As of December 31, 2023, we have outstanding a total of 133.0 million shares of Class A common stock. All of our outstanding shares are eligible
for sale in the public market, other than shares and options held by directors, executive officers, and other affiliates that are subject to volume limitations
under Rule 144 of the Securities Act, various vesting agreements, and shares that must be sold under an effective registration statement. Additionally,
the shares of Class A common stock subject to outstanding options and restricted stock unit awards under our equity incentive plans and the shares
reserved for future issuance under our equity incentive plans will become eligible for sale in the public market upon issuance, subject to applicable
insider trading policies. The outstanding portion of the Notes will also become convertible at the option of the holders, subject to certain limitations and
restrictions, prior to March 15, 2026.

Future sales also could cause the trading price of our Class A common stock to decline and make it more difficult for investors to sell shares of our
Class A common stock.

If securities or industry analysts do not publish research or publish unfavorable or inaccurate research about our business, our Class A
common stock price and trading volume could decline.

Our stock price and trading volume are heavily influenced by the way analysts and investors interpret our financial information and other
disclosures. If securities or industry analysts do not publish research or reports about our business, delay publishing reports about our business, or
publish negative reports about our business, regardless of accuracy, our Class A common stock price and trading volume could decline.

The trading market for our Class A common stock depends, in part, on the research and reports that securities or industry analysts publish about us
or our business. We do not have any control over these analysts. If the number of analysts that cover us declines, demand for our Class A common stock
could decrease and our Class A common stock price and trading volume may decline.

Even if our Class A common stock is actively covered by analysts, we do not have any control over the analysts or the measures that analysts or
investors may rely upon to forecast our future results. Over-reliance by analysts or investors on any particular metric to forecast our future results may
result in forecasts that differ significantly from our own.

Regardless of accuracy, unfavorable interpretations of our financial information and other public disclosures could have a negative impact on our
stock price. If our financial performance fails to meet analyst estimates, for any of the reasons discussed above or otherwise, or one or more of the
analysts who cover us downgrade our Class A common stock or change their opinion of our Class A common stock, our stock price would likely decline.

We do not intend to pay dividends for the foreseeable future.

We have never declared or paid any cash dividends on our capital stock, and we do not intend to pay any cash dividends in the foreseeable future.
Any determination to pay cash dividends in the future will be at the discretion of our board of directors and are restricted by the terms of our Credit
Agreement. The Credit Agreement permits the payment of cash dividends so long as, after giving effect to any such dividend, we maintain a consolidated
adjusted quick ratio of at least 1.50 to 1.00 and are otherwise in pro forma compliance with all covenants under the Credit Agreement. In addition, the
Credit Agreement permits us to pay up to $10.0 million in cash dividends per fiscal year so long as, after giving effect to any such dividend, we are in pro
forma compliance with all covenants under the Credit Agreement, including a consolidated adjusted quick ratio of at least 1.25 to 1.00. Accordingly,
investors must rely on sales of their Class A common stock after price appreciation, which may never occur, as the only way to realize any future gains
on their investments.
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We incur significant costs as a result of operating as a public company, and our management is required to devote substantial time to
compliance with our public company responsibilities and corporate governance practices.

As a public company, we incur significant legal, accounting, and other expenses that we did not incur as a private company. Such expenses have
further increased now that we are no longer an “emerging growth company.” The Sarbanes-Oxley Act, the Dodd-Frank Wall Street Reform and
Consumer Protection Act, the listing requirements of the NYSE, and other applicable securities rules and regulations impose various requirements on
public companies. Furthermore, the senior members of our management team do not have significant experience with operating a public company. As a
result, our management and other personnel have to devote a substantial amount of time to compliance with these requirements. Moreover, these rules
and regulations increase our legal and financial compliance costs and make some activities more time-consuming and costly. We cannot predict or
estimate the amount of additional costs we will incur as a public company or the timing of such costs.

Anti-takeover provisions in our charter documents, the indenture governing the Notes, and under Delaware law could make an acquisition of
our company more difficult, limit attempts by our stockholders to replace or remove our current board of directors or management and limit
the market price of our Class A common stock.

Provisions in our amended and restated certificate of incorporation and amended and restated bylaws may have the effect of delaying or
preventing a change of control or changes in board of directors or our management. Our amended and restated certificate of incorporation and amended
and restated bylaws include provisions that:

* authorize our board of directors to issue, without further action by the stockholders, shares of undesignated preferred stock with terms, rights,
and preferences determined by our board of directors that may be senior to our Class A common stock;

* require that any action to be taken by our stockholders be effected at a duly called annual or special meeting and not by written consent;

* specify that special meetings of our stockholders can be called only by our board of directors, the chairperson of our board of directors, or our
chief executive officer;

* establish an advance notice procedure for stockholder proposals to be brought before an annual meeting, including proposed nominations of
persons for election to our board of directors;

* establish that our board of directors is divided into three classes, with each class serving three-year staggered terms;
* prohibit cumulative voting in the election of directors;

* provide that our directors may be removed for cause only upon the vote of the holders of a majority of our outstanding shares of common stock;
and

* provide that vacancies on our board of directors may be filled only by a majority of directors then in office, even though less than a quorum.

These provisions may frustrate or prevent any attempts by our stockholders to replace or remove our current management by making it more
difficult for stockholders to replace members of our board of directors, which is responsible for appointing the members of our management. In addition,
because we are incorporated in Delaware, we are governed by the provisions of Section 203 of the Delaware General Corporation Law, which generally,
subject to certain exceptions, prohibits a Delaware corporation from engaging in any of a broad range of business combinations with any “interested”
stockholder for a period of three years following the date on which the stockholder became an “interested” stockholder. Any delay or prevention of a
change of control transaction or changes in our management could cause the market price of our Class A common stock to decline.
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Certain provisions in the indenture governing the Notes may make it more difficult or expensive for a third party to acquire us. For example, the
indenture governing the Notes will require us, except as described therein, to repurchase the Notes for cash upon the occurrence of a fundamental
change and, in certain circumstances, to increase the conversion rate for a holder that converts its notes in connection with a make-whole fundamental
change. A takeover of us may trigger the requirement that we repurchase the Notes, increase the conversion rate, or both, which could make it costlier
for a potential acquirer to engage in such takeover. Such additional costs may have the effect of delaying or preventing a takeover of us that would
otherwise be beneficial to investors.

Our amended and restated certificate of incorporation provides that the Court of Chancery of the State of Delaware and, to the extent
enforceable, the federal district courts of the United States of America will be the exclusive forums for substantially all disputes between us
and our stockholders, which could limit our stockholders’ ability to obtain a favorable judicial forum for disputes with us or our directors,
officers, or employees.

Our amended and restated certificate of incorporation provides that the Court of Chancery of the State of Delaware is the exclusive forum for the
following types of actions or proceedings under Delaware statutory or common law:

* any derivative action or proceeding brought on our behalf;

* any action asserting a breach of fiduciary duty;

* any action asserting a claim against us arising under the Delaware General Corporation Law,

* our amended and restated certificate of incorporation, or our amended and restated bylaws; and
* any action asserting a claim against us that is governed by the internal-affairs doctrine.

This provision would not apply to suits brought to enforce a duty or liability created by the Exchange Act. Furthermore, Section 22 of the Securities
Act creates concurrent jurisdiction for federal and state courts over all such Securities Act actions. Accordingly, both state and federal courts have
jurisdiction to entertain such claims. To prevent having to litigate claims in multiple jurisdictions and the threat of inconsistent or contrary rulings by
different courts, among other considerations, our amended and restated certificate of incorporation provides that the federal district courts of the United
States of America will be the exclusive forum for resolving any complaint asserting a cause of action arising under the Securities Act. While the Delaware
courts have determined that such choice of forum provisions are facially valid, and several state trial courts have enforced such provisions and required
that suits asserting Securities Act claims be filed in federal court, there is no guarantee that courts of appeal will affirm the enforceability of such
provisions and a stockholder may nevertheless seek to bring a claim in a venue other than those designated in the exclusive forum provisions. In such
instance, we would expect to vigorously assert the validity and enforceability of the exclusive forum provisions of our amended and restated certificate of
incorporation. This may require significant additional costs associated with resolving such action in other jurisdictions, and there can be no assurance
that the provisions will be enforced by a court in those other jurisdictions. If a court were to find either exclusive forum provision in our amended and
restated certificate of incorporation to be inapplicable or unenforceable in an action, we may incur further significant additional costs associated with
litigating Securities Act claims in state court, or both state and federal court, which could seriously harm our business, financial condition, results of
operations, and prospects.

These forum provisions may limit a stockholder’s ability to bring a claim in a judicial forum that it finds favorable for disputes with us or our
directors, officers, or other employees, which may discourage lawsuits against us and our directors, officers, and other employees. If a court were to find
either exclusive-forum provision in our amended and restated certificate of incorporation to be inapplicable or unenforceable in an action, we may incur
further significant additional costs associated with resolving the dispute in other jurisdictions, all of which could harm our business.
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Item 1B. Unresolved Staff Comments

None.

Item 1C. Cybersecurity

Risk management and strategy

We have implemented and maintain various information security processes designed to identify, assess and manage material risks from
cybersecurity threats to our critical computer networks, third party hosted services, communications systems, hardware and software, and our critical
data, including intellectual property, confidential information that is proprietary, strategic or competitive in nature, trade secrets, personal information, and
data of our customers (including their end-users) (“Information Systems and Data”).

Our Chief Information Security Officer (“CISO”) and security organization help identify, assess, and manage the Company’s cybersecurity threats
and risks, including through the use of the Company’s security risk register. The CISO and security organization identify and assess risks from
cybersecurity threats by monitoring and evaluating our threat environment and the Company’s risk profile using various methods including, for example:
(2) identifying vulnerabilities through automated scans, vulnerability assessments, and subscriptions to threat intelligence feeds and notices; (2)
assessing security weaknesses identified through internal security reviews, external penetration tests, and reports on our products and services; and (3)
assessing the Company'’s threat landscape given the industry’s risk profile, the results of our enterprise risk assessment, and information technology,
privacy, and security audits.

Depending on the environment, system, and data, we implement and maintain various technical, physical, and organizational measures,
processes, standards, and/or policies designed to manage and mitigate material risks from cybersecurity threats to our Information Systems and Data,
including, for example: an incident response plan; incident detection and response; vulnerability management policy; disaster recovery plans; risk
assessments; implementation of security standards and certifications; encryption of data; network security protocols; data segregation; access controls;
physical security; asset management, tracking and disposal; systems monitoring, vendor risk management program; employee training; penetration
testing; cybersecurity insurance; and a dedicated CISO and security organization.

Our assessment and management of material risks from cybersecurity threats are integrated into the Company’s overall risk management
processes. For example, (1) the security organization is engaged in all major changes to the Company’s environment or products to conduct a risk
assessment and identify potential cybersecurity risk; (2) cybersecurity risk is a component of the Company'’s enterprise risk management program and
managed within the Company’s risk register; (3) the security organization works with senior leadership across the Company to prioritize our risk
management processes and mitigate cybersecurity threats that are most likely to lead to a material impact to our business; and (4) our senior
management evaluates material risks from cybersecurity threats against our overall business objectives and reports the results to the board of directors,
which evaluates our overall enterprise risk.

We use third-party service providers to assist us from time to time to identify, assess, and manage material risks from cybersecurity threats,
including for example: professional services firms, including legal counsel; cybersecurity software providers; managed cybersecurity service providers;
penetration testing firms; and forensic investigators.

We use third-party service providers to perform a variety of functions throughout our business, such as providing cloud-based infrastructure,
hosting third party applications, and delivering content to customers, as well as data center hosting. We have a formal vendor management program to
manage cybersecurity risks associated with our use of these providers. The security organization conducts a risk assessment to determine the criticality
of the vendor prior to onboarding. Depending on the criticality of the vendor—-which is based on the nature of the services provided, the sensitivity of the
Information Systems and Data at issue, and the identity of the provider—our vendor security review process involves different levels of assessment
designed to identify cybersecurity risks associated with a provider prior to onboarding and on a periodic basis, including, for example: (1) a vendor
security questionnaire; (2) results of audit reports and certifications; and (3) policies and standards detailing the third-party’s security program. Based on
the results of the vendor security review, a decision is made on whether the third-party can be engaged. We review our most critical providers' audit
reports and certifications on an annual basis to reassess whether or not they have experienced any material changes or degradations to their security
programs since our initial
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review that may warrant re-evaluation. The Company generally engages reputable third-party service providers and when appropriate, imposes
contractual obligations related to cybersecurity on its providers.

For a description of the risks from cybersecurity threats that may materially affect the Company and how they may do so, see our risk factors
under Part 1. Item 1A. Risk Factors in this Annual Report on Form 10-K, including “If our information technology systems or data, or those of third parties
upon which we rely, are compromised now, or in the future, or the security, confidentiality, integrity or availability of our information technology, software,
services, networks, communications or data is compromised, limited or fails, our business could experience materially adverse consequences, including
but not limited to regulatory investigations or actions, litigation, fines and penalties, disruptions of our business operations, loss of revenue or profits, loss
of customers or sales, reputational harm, and other adverse consequences.”

Governance

Our board of directors addresses the Company’s cybersecurity risk management as part of its general oversight function. The board of directors
is responsible for overseeing Company'’s cybersecurity risk management processes, including oversight and mitigation of risks from cybersecurity threats.

Our cybersecurity risk assessment and management processes are implemented and maintained by certain Company management, including
our CISO, Mr. Marshall Erwin. Our CISO has experience in the technology and government industries, including through his previous roles as CISO for a
major Internet company and an analyst in the US intelligence community. He also served as the cybersecurity and counterterrorism advisor on the
Senate Homeland Security and Government Affairs Committee and as the intelligence specialist at the Congressional Research Service.

Our CISO is responsible for hiring appropriate personnel, helping to integrate cybersecurity risk considerations into the Company’s overall risk
management strategy, and communicating key priorities to relevant personnel. Our CISO is responsible for approving budgets, helping prepare for
cybersecurity incidents, approving cybersecurity processes, and reviewing security assessments and other security-related reports.

Our incident response plan is designed to escalate certain cybersecurity incidents, including breaches, to members of management depending
on the circumstances, including our CISO, general counsel, and other members of leadership when appropriate. The security incident and response team
works with relevant subject matter experts across the organization when necessary to help the Company mitigate and remediate cybersecurity incidents
of which they are notified. In addition, the Company’s incident response plan includes reporting to the board of directors for cybersecurity incidents the
Company's disclosure committee determines are material. The disclosure committee, which includes members of management such as our Chief
Financial Officer and general counsel, meets quarterly. The CISO acts in an advisory capacity to the Company's disclosure committee on an as-needed
basis.

Our board of directors receives periodic reports at least annually from our CISO concerning the Company’s significant cybersecurity threats and
risk and the processes the Company has implemented to address them. Our board of directors also receives various reports, summaries or presentations
related to cybersecurity threats, risk and mitigation.

Item 2. Properties

Our corporate headquarters is located in San Francisco, California and consists of approximately 71,343 square feet of space under a lease that
expires on July 31, 2027. We also maintain offices in Culver City, Denver, Pleasanton, New York, London and Tokyo. We lease all of our facilities and do
not own any real property. We believe that our facilities are sufficient to meet our needs for the immediate future, and that, should it be needed, suitable
additional space will be available to accommodate expansion of our operations.

Item 3. Legal Proceedings

Please refer to Note 10—Commitments and Contingencies for discussion around our legal proceedings.
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Item 4. Mine Safety Disclosures

Not applicable.
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PART I

Item 5. Market for Registrant’s Common Equity, Related Stockholder Matters, and Issuer Purchases of Equity Securities
Market Information

Our Class A common stock has traded on The New York Stock Exchange (“NYSE”) under the symbol “FSLY” since May 17, 2019.
Holders of Record

As of December 31, 2023, there were 47 holders of record of our Class A common stock. The number of beneficial stockholders is substantially
greater than the number of holders of record because a large portion of our common stock is held through brokerage firms.

Dividend Policy

We have never declared or paid any cash dividends on our capital stock. We currently intend to retain any future earnings and do not expect to pay
any dividends in the foreseeable future. Any future determination to declare cash dividends will be made at the discretion of our Board of Directors,
subject to applicable laws, and will depend on a number of factors, including our financial condition, results of operations, capital requirements,
contractual restrictions, general business conditions, and other factors that our Board of Directors may deem relevant. In addition, the terms of our
revolving credit facility place certain limitations on the amount of cash dividends we can pay, even if no amounts are currently outstanding.

Stock Performance Graph

This performance graph shall not be deemed “soliciting material” or to be “filed” with the Securities and Exchange Commission, or the SEC, for
purposes of Section 18 of the Securities Exchange Act of 1934, as amended, or the Exchange Act, or otherwise subject to the liabilities under that
Section, and shall not be deemed to be incorporated by reference into any of our filings under the Securities Act of 1933, as amended, or the Securities
Act.

We have presented below the cumulative total return to our stockholders between May 17, 2019 (the date our Class A common stock commenced
trading on the NYSE) through December 31, 2023 in comparison to the S&P 500 Index and S&P 500 Information Technology Index. The graph assumes
a $100 initial investment at the market close on May 17, 2019 which was the initial trading day of our Class A common stock, and the reinvestment of
dividends. The comparisons are based on historical data and are not indicative of, nor intended to forecast, the future performance of our Class A
common stock.

Cumulative Total Return Performance
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Unregistered Sales of Equity Securities

None.

Issuer Purchases of Equity Securities

None.
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Item 6.

Reserved

Not required.
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ITEM7. Management’s Discussion and Analysis of Financial Condition and Results of Operations

You should read the following discussion and analysis of our financial condition and results of operations together with the consolidated financial
statements and related notes that are included elsewhere in this Annual Report on Form 10-K. This discussion contains forward-looking statements
based upon current plans, expectations, and beliefs that involve risks and uncertainties. Actual results may differ materially from those anticipated in
these forward-looking statements as a result of various factors, including those set forth under “Risk Factors” and in other parts of this Annual Report on
Form 10-K. Our fiscal year ends on December 31.

"

As used herein, “Fastly,” “we,” “our,” “the Company” and similar terms include Fastly, Inc. and its subsidiaries, unless the context indicates

otherwise.

Overview

Organizations around the world are more dependent on the quality of digital experiences they provide than ever before. At Fastly, we deliver an
edge cloud platform capable of delivering fast, safe, and engaging digital experiences. By focusing holistically on edge cloud from developer inspiration
to end-user experience, we have the opportunity to differentiate with our global footprint, dynamic infrastructure, and security solution. Performance,
security, and building the most engaging applications are paramount to driving mission success for Fastly’s customers.

The edge cloud is a category of Infrastructure as a Service (“laaS”) that enables developers to build, secure, and deliver digital experiences, at the
edge of the Internet. This service represents the convergence of the Content Delivery Network (“CDN") with functionality that has been traditionally
delivered by hardware-centric appliances such as Application Delivery Controllers (“ADC”), Web Application Firewalls (“WAF"), Bot Detection, Distributed
Denial of Service (“DD0S") and observability solutions. It also includes the emergence of a new, but growing, edge computing market which aims to move
compute power and logic as close to the end user as possible. When milliseconds matter, processing at the edge is an ideal way to handle highly
dynamic and time-sensitive data. This has led to its acceptance and adoption by organizations who monetize or grow their user base with every
millisecond saved. Organizations that want to improve their user experience, whether it's faster loading websites or reduced shopping cart abandonment,
can benefit from processing at the edge. The edge cloud complements data center, central cloud, and hybrid solutions.

Organizations must keep up with complex and ever-evolving end-user requirements. We help them surpass their end users’ expectations by
powering fast, safe, and engaging digital experiences. We built a powerful edge cloud platform, designed from the ground up to be programmable and
support agile software development. We believe that our platform gives our customers a significant competitive advantage, whether they were born into
the digital age or are just embarking on their digital transformation journey.

Developers on the Fastly platform have a high degree of flexibility with granular control and real-time visibility, where they can write and deploy
code in a serverless environment and push application logic to the edge. Our infrastructure is built for the software-defined future. Our network is
powerful, efficient, and flexible, designed to enable us to rapidly scale to meet the needs of the most demanding customers. Our approach to scalable,
secure reliability integrates security into multiple layers of development: architecture, engineering, and operations. That's why we invest in building
security into the fabric of our platform, alongside performance. We provide developers and security operations teams with a fast and safe environment to
create, build, and run modern applications.

We serve established enterprises, mid-market companies, and technology-savvy organizations. Our customers represent a diverse set of
organizations across many industries with one thing in common: they care about delivering best-in-class digital experiences. With our edge cloud
platform, our customers are disrupting existing industries and creating new ones. For example, several of our customers have reinvented digital
publishing by connecting readers through subscription models to indispensable content. Fastly’s ability to dynamically manage content in real time
enables readers to have instant access to the most up to date information.

Our customers’ ecommerce solutions use Fastly’s edge compute functionality to deliver very low-latency customer experiences, including providing

better recommendations to their shoppers, converting more shopping carts into sales and executing fast and secure financial transactions. Content
streaming organizations leverage Fastly’s platform to deliver content
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to users around the world and those that livestream gain easy access to enormous edge compute resources for even greater reliability. The range of
applications that developers build with our edge cloud platform continues to expand rapidly.

Our mission is to make the Internet a better place where all experiences are fast, safe, and engaging. We want all developers to have the ability
to deliver the next transformative digital experience on a global scale. And because big ideas often start small, we love it when developers experiment
and iterate on our platform, coming up with exciting new ways to solve today’s complex problems.

For the years ended December 31, 2023 and 2022, our revenue was $506.0 million and $432.7 million, respectively, an increase of 17%.

Our 10 largest customers generated an aggregate of 37% and 35% of our revenue in the trailing 12 months ended December 31, 2023 and 2022,
respectively.

No customer accounted for more than 10% of revenue for the years ended December 31, 2023 and 2022. Affiliated customers that are business
units of a single company in the streaming entertainment space generated an aggregate of 12% and 11% of the Company'’s revenue for the years ended

December 31, 2023 and 2022, respectively. We incurred a net loss of $133.1 million and $190.8 million in the years ended December 31, 2023 and 2022,
respectively.

We focus our direct selling efforts on expanding our customer’s use of our platform, which includes companies that are exhibiting significant growth.
We engage with and support these customers with our field sales representatives, account managers, and technical account managers who focus on
customer satisfaction and drive expansion of their usage of our platform and products. These teams work with technical and business leaders to help our
customers’ end-users receive the best possible digital experience, while also lowering our customers’ total cost of ownership. These direct selling efforts
are reflected by the revenue generated from our enterprise customers. Our Dollar-Based Net Expansion Rate (‘DBNER"), Net Retention Rate (“NRR”)
and Last-Twelve Months Net Retention Rate (“LTM NRR”) metrics also measure the revenue growth from existing customers attributable to increased

usage of our platform and features, and purchase of additional products and services. For additional details on our key metrics, refer to the “Key Business
Metrics” section.

We believe that an annual cohort analysis of Fastly’s customers, as depicted in the chart below, demonstrates the continued expansion of our
customers’ use of our platform. Once a customer begins to generate revenue for us, they tend to increase their usage of our platform, in particular in their
second year. Customer accounts acquired in 2019, 2020, 2021, 2022 and 2023 are referred to as the 2019 Cohort, 2020 Cohort, 2021 Cohort, 2022
Cohort and 2023 Cohort, respectively. We calculate the Compound Annual Growth Rate (“CAGR”), which represents the rate of revenue return of our
revenue cohorts, over a five year history from when they were first customers.
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Summary of Revenue Generated by Customer Cohorts Over Time (in millions):
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Our 2019 Cohort increased its revenue 5.5 times in fiscal 2021 and has grown at approximately a 88% CAGR over the next four years from
fiscal 2020 to fiscal 2023.

We generate substantially all of our revenue from charging our customers based on their usage of our platform, and we generate a substantial
majority of our revenue from customers that have negotiated contracts with us. Initially, customers typically choose to become platform customers, for
which we charge fees based on their committed or actual use of our platform, as measured in gigabytes and requests. Many of our customers generate
billings in excess of their minimum commitment. We also generate revenue from additional products as well as professional and other services, such as
implementation, account management and enhanced customer support. We charge a flat one-time or recurring monthly fee depending on the additional
products and services selected. Typically, the term of our contracts with customers is 12 months and includes a minimum monthly billing commitment in
exchange for more favorable pricing terms. In addition, customers can sign up online by providing their credit card information and agreeing to a minimum
monthly fee. We also offer subscriptions to access a unified security web application and application programming interface at a fixed rate.

The majority of our revenue is usage based and changes in usage by our largest customers can create volatility in our revenue. The length of our
sales cycles, from initial evaluation to payment, can range from several months to well over a year and can vary substantially from customer to customer.
Similarly, the onboarding and ramping process with new as well as existing enterprise customers with new business can take several months and can be
subject to delays for unanticipated reasons. The timing of new revenue from our sales efforts and changes in usage by our largest customers can make
revenue difficult to predict.

Factors Affecting Our Performance
Winning New Customers

We are focused on continuing to attract new customers, including those in diverse vertical markets, and expanding our relationship with existing
customers, by enhancing our product experience, investing in technology, and leveraging our partner ecosystem. Our customer base includes large,
established enterprises that are undergoing digital transformation and emerging companies spanning a wide array of industries and verticals. Developers
within these companies often use and advocate for the adoption of our platform by their companies and promotion across the broader developer
community. We will continue to invest in our products and features and developer outreach, leveraging it as a cost-efficient approach to attracting new
customers, and our sales and marketing programs, including various online marketing activities as well as targeted account-based marketing.
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We are continuing to bring a durable, consistent, and predictable pipeline of new innovations to our edge cloud platform and software-defined
modern network architecture, and are seeing interest from customers in our existing product lines like Network Services and Security, and newer product
lines like Compute and Observability. We will continue to build out a single, unified platform, simplify customer onboarding and service usage, and
simplify our pricing and packaging. This will require us to dedicate significant resources to further develop the market for our platform and differentiate our
platform from competitive products and services. We will also need to expand, retain, and motivate our sales and marketing personnel in order to target
our sales efforts at larger enterprises and senior management of these potential customers.

Many jurisdictions have enacted laws on data localization and cross-border data transfers, and the evolving enforcement and interpretation of
such laws has created uncertainty regarding data stored abroad and transferred across borders, which could impact customer growth and acquisition for
customers and potential customers conducting business in Europe and elsewhere outside of the United States. For additional details, refer to the section
titled “Risk Factors.”

Expanding into New Markets and within Our Existing Customer Base

We aim to continue to add customers from a diverse set of industry verticals through our differentiated platform that offers a broad range of
capabilities. By focusing on our key differentiators, including performance and security, we have an opportunity to continue to add customers from a
diverse set of industries.

We emphasize retaining our customers and expanding their usage of our platform and adoption of our other products. Customers often begin with
smaller deployments of one of our products and then expand their usage over time. Our platform includes a variety of offerings across Network Services,
Security, Compute and Observability product lines. As our customers mature, we assist them in expanding their use of our platform, including the use of
additional offerings beyond content delivery or security. As enterprises grow and experience increased traffic, their needs evolve, leading them to find
additional use cases for our platform and expand their usage accordingly. In addition, given that customer acquisition costs are incurred largely for
acquiring and initial onboarding, we may gain operating leverage to the extent that existing customers expand their use of our platform and products.

Our ability to retain customers and expand their usage could be impaired for a variety of reasons, including a customer moving to another
provider or reducing usage within the term of their contract. Even if our customers expand their usage of our platform, we cannot guarantee that they will
maintain those usage levels for any meaningful period of time or that they will renew their commitments. The data localization and cross-border data
transfer issues described above also impact current customers’ usage of our products and services.

In addition, we cannot be certain what actions the United States or another country’s government may take with respect to certain of our
customers that may adversely affect our ability to do business with our customers that operate in China, target China as a market or that have strong
business ties to China.

International Expansion

We intend to continue expanding our efforts to attract customers outside of the United States by augmenting our sales teams and strategically
increasing our presence in the number of markets in select international locations. As of both December 31, 2023 and 2022, our edge network spanned
across 58 markets and 34 countries that are outside of the United States.

Our international expansion, including our global sales efforts, continues to add increased complexity and cost to our business. This requires us
to expand our sales and marketing capabilities outside of the United States, increase the number of markets we have a presence in around the world to
support our customers, and manage the administrative aspects of a global organization, each of which place a strain on our business and culture. In
addition, our bandwidth costs are higher in markets outside of the United States and Europe, which may impact our gross margins.

We are closely monitoring the unfolding events of the Russian invasion of Ukraine, as well as the more recent hostilities in Israel, and their global
impacts. While the conflicts are still evolving and the outcomes remain highly uncertain, we do not believe the Russia-Ukraine or Israel-Hamas conflicts
will have a material impact on our business and results of operations. We do not have POPs or operations in Russia, Ukraine, or Israel. However, some
threat actors now engage and are expected to continue to engage in cyber-attacks, including without limitation nation-state actors for geopolitical reasons
and in conjunction with military conflicts and defense activities. During times of war and other major conflicts, we, the third parties upon which we rely,
and our customers may be vulnerable to a heightened risk of these attacks, including retaliatory cyber-

71



attacks, that could materially disrupt our systems and operations, supply chain, and ability to produce, sell and distribute our goods and services. If either
conflict continues or worsens, leading to greater global economic disruptions and uncertainty, our business and results of operations could be materially
impacted. Our customers operating in Russia, Ukraine, and Israel represented an immaterial portion of our consolidated revenue as of December 31,
2023 and 2022, respectively.

Investing in Sales and Marketing

Our customers have been pivotal in driving brand awareness and broadening our reach. While we continue to leverage the self-service approach
to drive adoption by developers, we will continue to expand our sales and marketing efforts, with an increased focus on sales to enterprises globally.
Utilizing our direct sales force, we have multiple selling points within organizations to acquire new customers and increase usage from our existing
customers. We will continue to increase our discretionary marketing spend, including account-based, targeted demand generation and brand spend, to
drive the effectiveness of our sales teams. As a result, we expect our total operating expenses to increase as we continue to expand. Our investments in
sales and marketing teams are intended to help accelerate our sales, onboarding, and ramp cycles.

These efforts will require us to continue to invest in sales and marketing resources. Furthermore, we believe that there is significant competition for
sales personnel with the skills and technical knowledge that we require. Our ability to achieve significant revenue growth will depend, in large part, on our
success in recruiting, training, and retaining sufficient numbers of sales personnel to support our growth.

Continued Investment in Our Platform and Network Infrastructure

We must continue to invest in our platform and network infrastructure to maintain our position in the market. We expect our revenue growth to be
dependent on an expanding customer base and continued adoption of our edge cloud delivery, security, and other products and services. In anticipation
of winning new customers and staying ahead of our customers’ needs, we plan to continue to invest in order to expand the scale and capacity of our
software-defined modern network. This could result in increased network service provider fees, which could adversely affect our gross margins if we are
unable to offset these costs with revenue from new customers and increase revenue from existing customers. Our customers require constant innovation
within their own organizations and expect the same from us. Therefore, we will continue to invest in resources to enhance our development capabilities
and introduce new products and features on our platform. We believe that investment in research and development will contribute to our long-term growth
but may also negatively impact our short-term profitability. For the years ended December 31, 2023 and 2022, our research and development expenses
as a percentage of revenue were 30% and 36%, respectively. Our research and development expenses each period is impacted by the amount of
software development costs that meet the criteria for capitalization. We may also seek to acquire or invest in businesses, products, or technologies that
we believe could complement or expand our platform, enhance our technical capabilities, or otherwise offer growth opportunities. For example, in May
2022, we acquired Glitch, a software company specializing in developer project management tools to bolster our existing product offerings, by making it
easier to innovate at a layer in the Fastly software stack.

Developers use our platform to build custom applications and require a state-of-the-art infrastructure to test and run these applications. We will
continue to invest in our network infrastructure by strategically increasing our POPs. We also anticipate making investments in upgrading our technology
and hardware to continue providing our customers a fast and secure platform. Our gross margins and operating results are impacted by these
investments. As of December 31, 2023, our global network is located in 79 markets across 35 countries. As we continue to experience growth, we may
face challenges managing adequate server capacity in our POPs due to potential component delays, shortages, price increases, hardware efficiencies
gained through internal development, or any potential changes in server architecture, including due to technological advances or obsolescence. We have
in the past needed to, and may need to continue to, write-down or write-off server assets if we have server asset levels in excess of forecasted network
capacity needs. For example, in the year ended December 31, 2023, we recognized computer and networking equipment related write-off charges of
$4.3 million. Conversely, if we underestimate network capacity needs, we may in future periods be unable to meet demand and be required to incur
higher costs to secure necessary parts and components of our servers.

In the event that there are errors in software, failures of hardware, damages to a facility or misconfigurations of any of our services, whether caused
by our own error, security breaches, third-party error, or natural disasters, we could experience lengthy interruptions in our platform availability as well as
delays and additional expenses in arranging new facilities and services. In addition, there can be no assurance that we are adequately prepared for
unexpected increases in bandwidth demands by our customers, particularly when we or our customers experience cyber-attacks. The bandwidth we
have contracted to purchase may become unavailable for a variety of reasons, including service outages, payment disputes, network providers
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going out of business, natural disasters, networks imposing traffic limits, or governments adopting regulations that impact network operations.
Key Business Metrics

We use the following key metrics presented in the table below to evaluate our business, measure our performance, identify trends affecting our
business, prepare financial projections, and make strategic decisions. The calculation of these key metrics below may differ from other similarly titled
metrics used by other companies, analysts, or investors.

In the first quarter of 2023, we updated the methodology (“new methodology”) by which we calculate our customer count metrics, including Total
Customer Count, Enterprise Customer Count and associated metrics. We believe that the new methodology more accurately reflects the trends in our
business, gives management more insight into these trends, including customer usage of our platform and the seasonality we experience, and reduces
lagging indicators inherent in our previous methodology (“prior methodology”). In conjunction with this update, for comparability purposes we will continue
to report our customer count metrics using both the prior and new methodology, for the current and comparative periods presented in our Annual Reports
on Form 10-K through the end of the fiscal year ended December 31, 2023. We will no longer report our customer count metrics using the prior
methodology beginning with our Quarterly Report on Form 10-Q for the quarter ended March 31, 2024.

As of December 31,

2023 2022
Customer metrics (prior methodology):
Total Customer Count (based on last month revenue) 3,097 2,958
Enterprise Customer Count (based on trailing 12-month revenue) 532 493
Average Enterprise Customer Spend (based on trailing 12-month revenue; in thousands)
$ 859 $ 782
Annual Revenue Retention (“ARR”) Rate 99.1 % 99.2 %
Customer metrics (new methodology):
Total Customer Count (based on current quarter revenue) 3,243 3,062
Enterprise Customer Count (based on annualized revenue) 578 533
Average Enterprise Customer Spend (based on annualized current quarter revenues; in thousands)
$ 880 $ 822
Annual Revenue Retention Rate 99.2 % 98.9 %
Other key metrics:
Dollar-Based Net Expansion Rate (‘“DBNER”) 119.0 % 122.7 %
Net Retention Rate (“NRR”") 110.1 % 110.7 %
Last-twelve Months Net Retention Rate (‘LTM NRR”) 113.4% 119.1 %
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Due to the revisions reflected in the above methodology, the customer count metrics included above calculated using our new methodology are
not comparable to the historical customer count metrics included in our previously filed Annual Reports on Form 10-K, Quarterly Reports on Form 10-Q
and Form S-1 and Form S-3 Registration Statements, outside of the data included in the table above.

Total Customer Count

We believe that our total number of customers is an important indicator of the adoption of our platform. Our definition of a customer consists of
identifiable operating entities with which we have a billing relationship in good standing and which we have recognized revenue from. An identifiable
operating entity is defined as a company, a government entity, or a distinct business unit of a larger company that has a relationship with us through
direct sales or through one of our reseller partners where charges are identified on an end-customer basis. We may treat separate subsidiaries,
segments, divisions, or business units of a single organization that use our platform as unique customers where they have distinct account identifiers. In
cases where charges are identified through a reseller partner rather than on an end-customer basis, we would count the reseller as a single customer in
our customer count. Our customer groupings may be impacted by changes to our customers’ business, including any impact from acquisition activities,
internal business reorganizations leading to operational and decision-making changes, and corporate structure changes such as subsidiary consolidation
and reorganization that may arise in the future.

Our prior methodology by which we calculate total customer count, includes identifiable operating entities with which we have a billing
relationship in good standing, from which we recognized revenue during the last month of the quarter. As of December 31, 2023 and 2022, we had 3,097
and 2,958 customers, respectively.

Our new methodology by which we calculate total customer count, includes identifiable operating entities with which we have a billing
relationship in good standing, from which we recognized revenue during the quarter. As of December 31, 2023 and 2022, we had 3,243 and 3,062
customers, respectively.

In addition to our paying customers, we also have trial, developer, nonprofit and open source programs, and other non-paying accounts that are
excluded from our customer count metric. We operate globally and as a result, the success of our ability to retain our customers is also affected by
general economic and market conditions around the world.

Enterprise Customer Count

Historically our revenue has been driven primarily by a subset of our customers, our enterprise customers, who have leveraged our platform
substantially from a usage standpoint. We believe that the recruitment and cultivation of enterprise customers is critical to our long-term success.

Under our prior methodology, our enterprise customer count is defined as customers with revenue in excess of $100,000 over the trailing 12-
month period. As of December 31, 2023, we had 532 of such enterprise customers, which generated 90% of our revenue for the trailing 12 months ended
December 31, 2023. As of December 31, 2022, we had 493 of such enterprise customers which generated 89% of our revenue for the trailing 12 months
ended December 31, 2022.

Under our new methodology, our enterprise customer count is defined as customers with annualized current quarter revenue in excess of
$100,000. This is calculated by taking the revenue we recognized for each customer in the current quarter and multiplying it by four. As of December 31,
2023, we had 578 of such enterprise customers which generated 92% of the total annualized current quarter revenue for our total customers for the
period ended December 31, 2023. As of December 31, 2022, we had 533 of such enterprise customers which generated 92% of the total annualized
current quarter revenue for our total customers for the period ended December 31, 2022.

Average Enterprise Customer Spend

Our enterprise customers continue to leverage our platform, increasing their spend on our platform and driving our revenue growth year over
year. The continued retention and growth of our enterprise customer spend is key to our long-term growth strategy.

Under the prior methodology, our average enterprise customer spend is calculated by taking the sum of the trailing 12-month revenue
contributed by enterprise customers, as defined under our prior methodology as customers with revenue in excess of $100,000 over the trailing 12-month
period, existing as of December 31, 2023, and dividing that by that same number
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of enterprise customers as of December 31, 2023. As of December 31, 2023, our average enterprise customer spend under the prior methodology was
$859 thousand, as compared to $782 thousand as of December 31, 2022.

Under the new methodology, our average enterprise customer spend is calculated by taking the annualized current quarter revenue contributed
by enterprise customers, as defined under our new methodology as customers with annualized current quarter revenue in excess of $100,000, existing
as of December 31, 2023, and dividing that by that same number of enterprise customers as of December 31, 2023. As of December 31, 2023, our
average enterprise customer spend under the new methodology was $880 thousand, as compared to $822 thousand as of December 31, 2022.

Annual Revenue Retention Rate (“ARR”)

We separately monitor customer retention and churn on an annual basis by measuring our annual revenue retention rate, which we calculate by
first multiplying the final full month of revenue from a customer that terminated its contract with us (a “Churned Customer”) by the number of months
remaining in the same calendar year to get our “Annual Revenue Churn”. The quotient of the Annual Revenue Churn from all of our Churned Customers
divided by our annual revenue of the same calendar year is then subtracted from 100% to determine our annual revenue retention rate. We believe this
calculation is helpful in that it is based on the amount of revenue that we would expect to have received in the remaining portion of a particular period had
a customer not terminated its contract with us. It is not indicative of the actual revenue contribution from churned customers in past periods. By
comparing this amount to actual revenue for the period, we are able to assess our ability to replace terminated revenue by generating revenue from new
and continuing customers.

Under the prior methodology, our ARR rate is calculated by subtracting the quotient of the Annual Revenue Churn from all of our Churned
Customers from which we recognized revenue during the last month of the prior year divided by our annual revenue of the same calendar year from
100%. For the years ended December 31, 2023 and 2022 the ARR was 99.1% and 99.2%, respectively.

Under the new methodology, our ARR rate is calculated by subtracting the quotient of the Annual Revenue Churn from all of our Churned
Customers from which we recognized revenue during the last quarter of the prior year divided by our annual revenue of the same calendar year from
100%. For the years ended December 31, 2023 and 2022 the ARR was 99.2% and 98.9%, respectively.

Dollar-Based Net Expansion Rate (“DBNER”)

Our ability to generate and increase our revenue depends on our ability to increase the number of new customers and usage of our edge cloud
delivery platform, security, and other products and services by our existing customers. We track our growth, in part, by measuring DBNER. Our DBNER
increases when customers increase their usage of our platform or purchase additional products, and declines when they reduce their usage, benefit from
lower pricing on their existing usage, or curtail their purchases of additional products. We believe that DBNER is a key metric in measuring the long-term
value of our customer relationships and our ability to grow our revenue through increased usage of our edge cloud delivery platform, security, and
purchase of additional products and services by our existing customers. However, our calculation of DBNER indicates only expansion among continuing
customers and does not indicate any decrease in revenue attributable to former customers, which may differ from similar metrics of other companies.

We calculate DBNER by dividing the revenue for a given period from customers who remained customers as of the last day of the given period
(“current period”) by the revenue from the same customers for the same period measured one year prior (“base period”). The revenue included in the
current period excludes revenue from (i) customers that churned after the end of the base period and (ii) new customers that entered into a customer
agreement after the end of the base period. For example, to calculate our DBNER for the trailing 12 months ended December 31, 2023, we divide
(i) revenue, for the trailing 12 months ended December 31, 2023, from customers that entered into a customer agreement on or before December 31,
2023, and that remained customers as of December 31, 2023, by (ii) revenue for the trailing 12 months ended December 31, 2022, from the same set of
customers.

For the trailing 12 months ended December 31, 2023 and 2022 our DBNER was 119.0% and 122.7%, respectively. DBNER may fluctuate from
quarter to quarter based on, among other things, the timing associated with new customer accounts. We expect our DBNER for individual cohorts to
decrease once customers in that cohort have used our platform for more than two years and become a larger portion of both our overall customer base
and the revenue that we use to calculate DBNER.
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Net Retention Rate (“NRR”) and Last-Twelve Months Net Retention Rate (“LTM NRR”)

Our ability to generate and increase our revenue is also dependent upon our ability to retain our existing customers. In addition to measuring
expansion using DBNER, NRR and LTM NRR also allow us to track customer retention which demonstrates the stickiness of our edge cloud platform.

Our NRR measures the net change in monthly revenue from existing customers in the last month of the period (the “current” period month)
compared to the last month of the same period one year prior (the “prior” period month) and includes revenue contraction due to billing decreases or
customer churn and revenue expansion due to billing increases, but excludes revenue from new customers. We calculate Net Retention Rate by dividing
the revenue from the current period month by the revenue in the prior period month. For the last month of the years ended December 31, 2023 and 2022
our NRR was 110.1% and 110.7%, respectively.

Our LTM NRR removes some of the volatility that is inherent in a usage-based business model from the measurement of the NRR metric. We
calculate LTM NRR by dividing the total customer revenue for the prior twelve-month period (“prior 12-month period”) ending at the beginning of the last
twelve-month period (“LTM period”) minus revenue contraction due to billing decreases or customer churn, plus revenue expansion due to billing
increases during the LTM period from the same customers by the total prior 12-month period revenue. For the trailing twelve months ended
December 31, 2023 and 2022 our LTM NRR was 113.4% and 119.1%, respectively.

Remaining Performance Obligations (“RPO”)

RPO represent future committed revenue for periods within current contracts with customers, as well as deferred revenue arising from
consideration invoiced for which the related performance obligations have not been satisfied. As of December 31, 2023, the aggregate amount of the
transaction price in our contracts allocated to RPO that were unsatisfied or partially unsatisfied was $ 235.7 million. Subsequent to December 31, 2023,
we entered into a modification of an existing contract with a total commitment of $9.5 million, which contributed to additional RPO.

Key Components of Statement of Operations
Revenue

We derive our revenue primarily from usage-based fees earned from customers using our platform. We also earn fixed-rate recurring revenue from
security and other products and services.

Our usage-based fees earned from customers using our platform are generally billed in arrears. Our security products are primarily annual
subscriptions that are billed in advance. Many customers have tiered usage pricing which reflects discounted rates as usage increases. For most
contracts, usage charges are determined on a monthly basis based on actual usage within the month and do not impact usage charges within any other
month. Our larger customers often enter into contracts that contain minimum billing commitments and reflect discounted pricing associated with such
usage levels.

We define United States revenue as revenue from customers that have a billing address in the United States, and we define international revenue
as revenue from customers that have a billing address outside of the United States.

Cost of Revenue and Gross Margin

Cost of revenue consists primarily of fees paid to network providers for bandwidth and to third-party network data centers for housing servers, also
known as colocation costs. Cost of revenue also includes employee costs for network operation, build-out and support and services delivery, network
storage costs, cost of managed services and software-as-a-service, depreciation of network equipment used to deliver services, and amortization of
network-related internal-use software. Our arrangements with network service providers require us to pay fees based on bandwidth use, in some cases
subject to minimum commitments, which may be underutilized. Over the long term we expect cost of revenue to decrease as a percentage of revenue as
we continue to drive efficiencies in our operations. However, our cost of revenue may fluctuate as a percentage of our revenue from period to period due
to the timing and extent of these expenses.
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Our gross margin has been and will continue to be affected by a number of factors, including utilization of our network, the timing of our
investments in the expansion of our network, which can increase depreciation and colocation costs in advance of expected demand, our ability to
manage our network service providers and cloud infrastructure-related fees, the timing of amortization of capitalized software development costs,
changes in personnel costs to provide customer support and operate the network, and customer pricing. Over the long term we expect gross margin to
increase as we continue to drive efficiencies in our operations and increase in revenue. However, our gross margin may fluctuate from period to period.

Research and Development

Research and development expenses consist primarily of personnel costs, including salaries, benefits, bonuses, and stock-based compensation.
Research and development expenses also include cloud infrastructure fees for development and testing, and an allocation of our general overhead
expenses. We capitalize the portion of our software development costs that meet the criteria for capitalization.

We continue to focus our research and development efforts on adding new features and products including new use cases, improving the
efficiency and performance of our network, and increasing the functionality of our existing products. Over the long term we expect our research and
development expenses to decrease as a percentage of our revenue. However, our research and development expenses may fluctuate as a percentage of
our revenue from period to period due to the timing and extent of these expenses.

Sales and Marketing

Sales and marketing expenses consist primarily of personnel costs, including commissions for our sales employees, salaries, benefits, bonuses,
and stock-based compensation. Sales and marketing expenses also include expenditures related to advertising, marketing, our brand awareness
activities, bandwidth and co-location costs for free trial users, costs related to our customer conferences, including our Altitude conference, professional
services fees, amortization of our intangible assets, and an allocation of our general overhead expenses.

We focus our sales and marketing efforts on generating awareness of our platform and products, creating sales leads, and establishing and
promoting our brand, both domestically and internationally. Over the long term, we expect our sales and marketing expenses to decrease as a
percentage of our revenue. However, our sales and marketing expenses may fluctuate as a percentage of our revenue from period to period due to the
timing and extent of these expenses.

General and Administrative

General and administrative expenses consist primarily of personnel costs, including salaries, benefits, bonuses, and stock-based compensation
for our administrative support personnel. General and administrative expenses also include costs related to legal and other professional services fees,
SaasS costs, an allocation of our general overhead expenses, credit losses and acquisition-related costs.

Our general and administrative expenses also include sales and other tax expenses to which we are subject to based on the manner in which we
sell and deliver our products. Historically, we have not collected such taxes from our customers and have therefore recorded such taxes as general and
administrative expenses. We expect that these expenses will decline in future years as we continue to implement our sales tax collection mechanisms
and start collecting these taxes from our customers.

In the near term, we expect to continue to incur costs associated with supporting the growth of our business, including international expansion, but
expect these costs to decrease as a percentage of our revenue over the long term as we continue to drive efficiencies in our operations. However, our
general and administrative expenses may fluctuate as a percentage of our revenue from period to period due to the timing and extent of these expenses.

Impairment expense

Our impairment expense relates to write-off of excess computer and networking equipment including software that we do not expect to use.
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Net Gain on Extinguishment of Debt

Our net gain on extinguishment of debt relates to the partial repurchases of our outstanding senior convertible notes in May 2022, May 2023,
November 2023, and December 2023.

Other Income and Expenses

Our interest income consists primarily of interest earned on our cash, cash equivalents and investments. Our interest expense consists primarily
of the interest expense on our finance leases and amortization of discount and debt issuance costs associated with our debt obligations. Our other
income (expense), net, consists primarily of foreign currency transaction gains and losses.

Income Taxes

Our income tax expense (benefit) consists primarily of income taxes in certain foreign jurisdictions where we conduct business. The Company
currently maintains a full valuation allowance on the Company’s U.S. Federal and state net deferred tax assets. We expect to maintain this valuation
allowance for the foreseeable future.

Results of Operations

In this section, we discuss the results of our operations for the year ended December 31, 2023 compared to the year ended December 31, 2022.
For a discussion of the year ended December 31, 2022 compared to the year ended December 31, 2021, please refer to Part Il, ltem 7, “Management’s
Discussion and Analysis of Financial Condition and Results of Operations” in our Annual Report on Form 10-K for the year ended December 31, 2022.

Year ended December 31,

2023 2022

(in thousands)
Consolidated Statement of Operations:

Revenue $ 505,988 $ 432,725
Cost of revenue 239,660 222,944
Gross profit 266,328 209,781
Operating expenses:
Research and development 152,190 155,308
Sales and marketing 191,773 179,869
General and administrative 116,077 120,803
Impairment expense 4,316 —
Total operating expenses 464,356 455,980
Loss from operations (198,028) (246,199)
Net gain on extinguishment of debt 52,416 54,391
Interest income 18,186 7,044
Interest expense (4,051) (5,887)
Other expense, net (1,832) (29)
Loss before income tax expense (133,309) (190,680)
Income tax expense (benefit) (221) 94

Net loss attributable to common stockholders

&+

(133,088) $ (190,774)
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The following tables set forth our results of operations for the period presented as a percentage of our revenue:

Year ended December 31,

2023 2022
Consolidated Statements of Operations, as a percentage of revenue:*
Revenue 100 % 100 %
Cost of revenue 47 52
Gross profit 53 48
Operating expenses:
Research and development 30 36
Sales and marketing 38 42
General and administrative 23 28
Impairment expense 1 —
Total operating expenses 92 105
Loss from operations (39) (57)
Net gain on extinguishment of debt 10 13
Interest income 4 2
Interest expense Q) Q)
Other income (expense), net — —
Loss before income tax expense (26) (43)
Income tax expense (benefit) — —
Net loss attributable to common stockholders (26)% (43)%
*  Columns may not add up to 100% due to rounding.
Revenue
Year ended December 31, Change
2023 2022 $ Change % Change
(in thousands)
Revenue $ 505,988 $ 432,725 $ 73,263 17 %

Revenue was $506.0 million for the year ended December 31, 2023 compared to $432.7 million for the year ended December 31, 2022, an
increase of $73.3 million, or 17%. Revenue growth was driven by a $58.1 million increase in revenue related to further adoption of our modern edge
platform and products, as well as a $14.7 million increase in revenue related to products acquired from the acquisition of Signal Sciences.

For the years ended December 31, 2023 and 2022, approximately 95% and 94% of our revenue was driven by usage on our platform, respectively.
Revenue was primarily from existing customers, as revenue from new customers contributed less than 10% of our revenue. The proportion of the
revenue contribution between new and existing customers is consistent with prior periods and typical customer behavior as customers tend to contribute
more revenue over time as their use of the platform increases. The remainder of our revenue was generated by our other products and services,
including support and professional services.

Under the prior methodology, as defined earlier in the ‘Key Business Metrics’ section, we had 3,097 customers and 532 enterprise customers as of

December 31, 2023, compared to 2,958 customers and 493 enterprise customers as of December 31, 2022. This represents an increase of 139, or 5%,
in customers and 39, or 8%, in enterprise customers from December 31, 2022.
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Under the new methodology, as defined earlier in the ‘Key Business Metrics’ section, we had 3,243 customers and 578 enterprise customers as of
December 31, 2023, compared to 3,062 customers and 533 enterprise customers as of December 31, 2022. This represents an increase of 181, or 6% in
customers and 45, or 8%, in enterprise customers from December 31, 2022.

U.S. revenue was $370.4 million and 73% of revenue for the year ended December 31, 2023, and $316.1 million and 73% of revenue for the year
ended December 31, 2022. This represents an increase of $54.3 million, or 17%. International revenue was $135.6 million and 27% of revenue for the
year ended December 31, 2023, compared to $116.6 million and 27% of revenue for the year ended December 31, 2022. This represents an increase of
$19.0 million, or 16%.

Under the prior methodology, we had 2,028 domestic customers and 1,069 international customers as of December 31, 2023, and 2,074 domestic
customers and 884 international customers as of December 31, 2022. There was a decrease in domestic customers of 46, or 2%, and an increase in
international customers of 185, or 21%, compared to December 31, 2022.

Under the new methodology, we had 2,117 domestic customers and 1,126 international customers as of December 31, 2023, and 2,145 domestic
customers and 917 international customers as of December 31, 2022. There was a decrease in domestic customers of 28, or 1%, and an increase in
international customers of 209, or 23%, compared to December 31, 2022.

Cost of Revenue
Year ended December 31, Change
2023 2022 $ Change % Change
(in thousands)
Cost of revenue $ 239,660 $ 222944 $ 16,716 7 %

Cost of revenue was $239.7 million for the year ended December 31, 2023 compared to $222.9 million for the year ended December 31, 2022, an
increase of $16.7 million, or 7%. The increase in cost of revenue is a result of an increase in bandwidth costs of $10.1 million, $7.9 million increase in
depreciation expense as a result of increased investments in our platform as well as an increase in repair and maintenance cost of $1.2 million. There
was also a $1.3 million increase in personnel-related costs due to an increase in headcount and equity awards granted to employees supporting the
growth of our business. This increase was partially offset by a decrease of $2.0 million in software and network costs, a $1.1 million decrease in
colocation costs as well as a $0.6 million decrease in loss on disposals of fixed assets.

Gross Profit and Gross Margin

Year ended December 31, Change

2023 2022 $ Change % Change

(in thousands)
Gross profit $ 266,328 $ 209,781 $ 56,547 27 %
Gross margin 53 % 48 % 5 %

Gross profit was $266.3 million for the year ended December 31, 2023 compared to $209.8 million for the year ended December 31, 2022, an
increase of $56.5 million, or 27%. Gross margin was 53% for the year ended December 31, 2023 compared to 48% for the year ended December 31,
2022, an increase of 5%. The increase in gross margin was driven by revenue related to further adoption of our modern edge platform and products, as
well as an increase in revenue related to products acquired from the acquisition of Signal Sciences. Our revenue growth during the year ended
December 31, 2023 outpaced the increases in the costs incurred to support the growth of our network.
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Operating Expenses

Year ended December 31, Change

2023 2022 $ Change % Change

(in thousands)

Research and development $ 152,190 $ 155,308 $ (3,118) (2)%
Sales and marketing 191,773 179,869 $ 11,904 7 %
General and administrative 116,077 120,803 $ (4,726) (4) %
Impairment expense 4,316 — $ 4,316 100 %
Total operating expenses $ 464,356 $ 455,980 $ 8,376 2%
Percentage of revenue:
Research and development 30 % 36 % (6) %
Sales and marketing 38 % 42 % 4)%
General and administrative 23 % 28 % (5) %
Impairment expense 1% — % 1%

Research and development

Research and development expenses were $152.2 million for the year ended December 31, 2023 compared to $155.3 million for the year ended
December 31, 2022, a decrease of $3.1 million, or 2%. This decrease was primarily due to a decrease of $12.9 million in stock-based compensation
expense primarily related to restricted stock awards that fully vested in 2022. The decrease was also due to a $3.1 million increase in capitalized software
from headcount growth as well as a $1.6 million decrease in professional fees related to temporary agency costs. This decrease was partially offset by an
increase of $10.4 million of personnel-related costs, such as salaries and benefits due to an increase in headcount as well as a $2.8 million increase in
costs associated with the transition and separation of a former executive.

Sales and marketing

Sales and marketing expenses were $191.8 million for the year ended December 31, 2023 compared to $179.9 million for the year ended
December 31, 2022, an increase of $11.9 million, or 7%. This increase was primarily due to a $15.0 million increase in personnel related costs, such as
salaries, sales commissions, and benefits. The increase was also due to a $4.4 million increase in marketing spend associated with brand campaign and
advertising, as well as $1.0 million increase in travel and entertainment expenses. The increase was partially offset by a $5.4 million decrease in stock-
based compensation expenses primarily due to restricted stock awards that fully vested in 2022. There was also a $1.0 million decrease in corporate
expenses, $0.9 million decrease in professional fees, $0.9 million decrease in amortization expense as well as a $0.6 million decrease of capitalized
software.

General and administrative

General and administrative costs were $116.1 million for the year ended December 31, 2023 compared to $120.8 million for the year ended
December 31, 2022, a decrease of $4.7 million, or 4%. The decrease was primarily due to a $6.7 million decrease in professional fees related to
temporary agency costs, as well as a $4.1 million decrease due to sales tax refund and changes in sales tax reserve. The decrease was also due to a
$1.9 million decrease in acquisition-related costs, a $1.4 million decrease in impairment of right of use assets, $1.1 million decrease in insurance. This
decrease was partially offset by a $6.9 million increase in stock-based compensation expenses primarily due to new awards granted, a $3.1 million
increase in personnel related costs, as well as a $1.1 million increase in travel and entertainment expenses.

Impairment expense

During the year ended December 31, 2023, the Company recognized an impairment charge of $4.3 million, of which $3.0 million related to property
and equipment, net and $1.3 million related to advance payments for the purchase of property and equipment. The write-off was primarily related to
excess computer and networking equipment including software we expect to not be used. There were no such impairment charges recognized during the
year ended December 31, 2022.
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Net Gain on Extinguishment of Debt

Year ended December 31, Change

2023 2022 $ Change % Change

(in thousands)

Net gain on extinguishment of debt $ 52,416 $ 54,391 $ (1,975) (4) %

Net gain on extinguishment of debt was $52.4 million for the year ended December 31, 2023 compared to $54.4 million for the year ended
December 31, 2022, a decrease of $2.0 million, or 4%. The decrease was primarily due to a lower repurchase price we paid for the transaction during
the year ended December 31, 2022 as compared to the repurchase transactions during the year ended December 31, 2023.

Other Income and Expense

Interest income

Year ended December 31, Change

2023 2022 $ Change % Change

(in thousands)

Interest income $ 18,186 $ 7,044 $ 11,142 158 %

Interest income was $18.2 million for the year ended December 31, 2023 compared to $7.0 million for the year ended December 31, 2022, an
increase of $11.1 million, or 158%. This increase was due to an increase in interest rates on our cash balances and investments portfolio.

Interest expense
Year ended December 31, Change
2023 2022 $ Change % Change
(in thousands)
Interest expense $ (4,051) $ (5,887) $ 1,836 (31) %

Interest expense was $4.1 million for the year ended December 31, 2023 compared to $5.9 million for the year ended December 31, 2022, a
decrease of $1.8 million, or 31%. This decrease was primarily due to the repurchases that occurred during the years ended December 31, 2022 and
December 31, 2023 which reduced the principal amount of our notes.

Other income (expense), net

Year ended December 31, Change

2023 2022 $ Change % Change

(in thousands)

Other expense, net $ (1,832) $ (29) $ (1,803) 6,217 %

Other expense, net was $1.8 million for the year ended December 31, 2023 compared to other expense, net, of less than $0.1 million for the year
ended December 31, 2022, a decrease of $1.8 million, or 6217%. The decrease was mainly driven by our foreign currency transaction gains between the
periods.

Income Taxes

Year ended December 31, Change

2023 2022 $ Change % Change

(in thousands)

Income tax expense (benefit) $ (221) $ 9 3 (315) (335)%

Income tax benefit was $0.2 million for the year ended December 31, 2023 and income tax expense of $0.1 million for the year ended
December 31, 2022. The Company continues to maintain a full valuation allowance in the U.S. and the tax expense (benefit) for the periods were
primarily due to foreign tax expense.
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Liquidity and Capital Resources

As of December 31, 2023, we had cash, cash equivalents, and marketable securities totaling $328.8 million. Our cash, cash equivalents, and
marketable securities primarily consisted of bank deposits, money market funds, investment-grade commercial paper, corporate notes and bonds, U.S.
treasury securities, municipal securities, foreign government and supranational securities and asset-backed securities held at major financial
institutions. As of December 31, 2023, our marketable securities balance includes $6.1 million of marketable securities that were classified as non-
current.

To date, we have financed our operations primarily through equity issuances, payments received from customers, the net proceeds we received
through sales of our debt securities, and proceeds from our convertible notes. Our principal uses of cash in the near term have primarily been around
funding our operations, our capital expenditures, business acquisitions, investments and fulfilling our debt and contractual commitments. We have also
entered into longer term commitments to support our operations, including arrangements to directly lease and operate our infrastructure assets and
colocation facilities. We have not entered into any off-balance sheet arrangements and do not have any holdings in variable interest entities.

We believe that our cash and cash equivalents balances, and available borrowing capacity under our credit facility, and the cash flows generated
by our operations, net of the cash outflows used in our operations, will be sufficient to satisfy our anticipated cash needs for working capital and capital
expenditures for at least the next 12 months. We have generated losses from operations in the past and expect to continue to incur operating losses for
the foreseeable future due to the investments and strategic initiatives we intend to make to grow our business. Our uses of cash beyond the next 12
months will depend on many factors, including the general economic environment in which we operate and our ability to generate cash flow from
operations, which are uncertain. We may also use our cash to buy back any outstanding debt on our convertible notes or on any future equity issuances.

Senior Secured Credit Facilities Agreement

On February 16, 2021, we entered into a Senior Secured Credit Facilities Agreement (“Credit Agreement”) with the lenders from time to time party
thereto (the “Lenders”) and Silicon Valley Bank, as a lender and as administrative agent and collateral agent for the Lenders for an aggregate
commitment amount of $100.0 million, with a maturity date of February 16, 2024. The Credit Agreement originally bore interest at a rate per annum equal
to the sum of LIBOR for the applicable interest period plus 1.75% to 2.00%, depending on the average daily outstanding balance of all loans and letters
of credit under the Credit Agreement. On June 28, 2023, we entered into the First Amendment to Credit Agreement with the Lenders and First-Citizens
Bank & Trust Company (successor by purchase to the Federal Deposit Insurance Corporation as Receiver for Silicon Valley Bridge Bank, N.A. (as
successor to Silicon Valley Bank)), as a lender and as administrative agent and collateral agent for the Lenders, which, among other things, amended the
interest rate provisions of the Credit Agreement to replace LIBOR with the Secured Overnight Finance Rate (“SOFR”) as the interest rate benchmark. On
February 16, 2024, we entered into the Second Amendment to Credit Agreement with the Lenders and Silicon Valley Bank, a division of First-Citizens
Bank & Trust Company, as a lender and as administrative agent and collateral agent for the Lenders, which, among other things, extended the maturity
date of the loans under the Credit Agreement to June 14, 2024. As amended, the revolving loans bear interest, at the Company’s election, at an annual
rate based on SOFR or a base rate. Loans based on SOFR bear interest at a rate per annum equal to SOFR, plus an adjustment of 0.10%, plus 1.75% to
2.00%, depending on the average daily outstanding balance of all loans and letters of credit under the Credit Agreement. Loans based on the base rate
bear interest at a rate per annual equal to the base rate plus 0.75% to 1.00%, depending on the average daily outstanding balance of all loans and letters
of credit under the Credit Agreement.

Interest payments on outstanding borrowings are due on the last day of each interest period. The Credit Agreement has a commitment fee on
the unused portion of the borrowing commitment, which is payable on the last day of each calendar quarter at a rate per annum of 0.20% to 0.25%
depending on the average daily outstanding balance of all loans and letters of credit under the Credit Agreement. The Credit Agreement contains a
financial covenant that requires us to maintain a consolidated adjusted quick ratio of at least 1:25 to 1:00 tested on a quarterly basis as well as a
springing revenue growth covenant for certain periods if our consolidated adjusted quick ratio falls below 1.75 to 1:00 on the last day of any fiscal
quarter. As of December 31, 2023, we were in compliance with these covenants and we expect to continue to be in compliance for at least the next 12
months. During the year ended December 31, 2023 and 2022, no amounts were drawn down on the Credit Agreement.

83



Convertible Senior Notes

In March 2021, we issued $948.8 million aggregate principal amount of 0% convertible senior unsecured notes due in 2026 (the “Notes”) in a
private placement to qualified institutional buyers pursuant to Rule144A under the Securities Act.

During the year ended December 31, 2023, we entered into several separate, privately negotiated transactions with certain holders of the Notes
to repurchase $367.3 million aggregate principal amount of the Notes for an aggregate repurchase price of $309.1 million and aggregate transaction
costs of $2.0 million. The Repurchases were accounted for as a debt extinguishment that resulted in a net gain of $52.4 million, which was recorded as
non-operating income on our consolidated statement of operations for the year ended December 31, 2023.

The remaining Notes will mature on March 15, 2026, unless earlier converted, redeemed or repurchased.
Cash Flows

The following table summarizes our cash flows for the period indicated:

Year ended December 31,

2023 2022 2021

(in thousands)

Net cash (used in) provided by operating activities $ 362 $ (69,632) $ (38,482)
Net cash (used in) provided by investing activities 294,940 235,751 (794,511)
Net cash (used in) provided by financing activities (331,380) (189,149) 936,551

Cash Flows from Operating Activities

For the year ended December 31, 2023, cash provided by operating activities consisted primarily of our net loss of $133.1 million, adjusted for non-
cash items of $203.3 million, and net cash flows used in operating assets and liabilities of $69.9 million. The main drivers of the changes in operating
assets and liabilities were an increase in accounts receivable of $32.9 million, primarily due to an increase in revenue and the timing of cash receipts, an
increase in other assets of $23.1 million related to deferred contract costs as well as $22.1 million of operating lease payments. This was partially offset
by decreases of $8.7 million in prepaid expenses.

For the year ended December 31, 2022, cash used in operating activities consisted primarily of our net loss of $190.8 million, adjusted for non-
cash items of $207.3 million, and net cash flows used in operating assets and liabilities of $86.2 million. The main drivers of the changes in operating
assets and liabilities were an increase in other assets of $35.4 million related to deferred contract costs, an increase in accounts receivable of $27.4
million, primarily due to an increase in revenue and the timing of cash receipts from certain of our larger customers and an increase of $6.8 million in
prepaid expenses and other assets due to pre-payments for hosting services and software licenses. We also had $27.0 million of operating lease
payments. There were also increases of $8.3 million in accrued expenses and $2.1 million in accounts payable and other liabilities due to timing of
payments.

For the year ended December 31, 2021, cash used in operating activities consisted primarily of our net loss of $222.7 million adjusted for non-cash
items of $227.3 million. With respect to changes in operating assets and liabilities, there was an increase in accounts receivable of $14.6 million, primarily
due to an increase in revenue and the timing of cash receipts from certain of our larger customers and an increase of $15.2 million in prepaid expenses
and other assets due to pre-payments for software licenses. We also had $26.4 million of operating lease payments. This was partially offset by increases
of $4.3 million in accrued expenses and $8.9 million in other liabilities due to timing of payments.

Cash Flows from Investing Activities

For the year ended December 31, 2023, cash provided by investing activities was $294.9 million, primarily consisting of $459.4 million of maturities
and sales of marketable securities. This was offset by $132.2 million in purchases of marketable securities, $21.3 million of additions to capitalized
internal-use software, and $11.0 million of payments related to purchases of property and equipment to expand our network.
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For the year ended December 31, 2022, cash provided by investing activities was $235.8 million, primarily consisting of $697.0 million of maturities
and sales of marketable securities. This was offset by $355.5 million in purchases of marketable securities, $42.2 million of advanced payments and
$20.0 million of payments related to purchases of property and equipment to expand our network, $26.0 million related to business acquisitions and $18.1
million of additions to capitalized internal-use software.

For the year ended December 31, 2021, cash used in investing activities was $794.5 million, primarily consisting of $928.2 million in purchases of
marketable securities, $34.8 million of payments related to purchases of property and equipment to expand our network, and $13.5 million of additions to
capitalized internal-use software. This was partially offset by $184.6 million of maturities and sales of marketable securities.

Cash Flows from Financing Activities

For the year ended December 31, 2023, cash used in financing activities was $331.4 million, primarily consisting of $310.5 million used for the
partial repurchase of our convertible debt, $27.2 million of finance lease liabilities repayments and $4.4 million in payments for deferred consideration for
business acquisitions. This was partially offset by $8.6 million in proceeds from the employee stock purchase plan (“ESPP”) and $2.2 million in proceeds
from stock option exercises by our employees and directors.

For the year ended December 31, 2022, cash used in financing activities was $189.1 million, primarily consisting of $177.1 million used for the
partial repurchase of our convertible debt and $22.5 million of finance lease liabilities repayments. This was partially offset by $4.8 million in proceeds
from the ESPP and $5.7 million in proceeds from stock option exercises by our employees and directors.

For the year ended December 31, 2021, cash provided by financing activities was $936.6 million, primarily consisting of $930.8 million of proceeds
from the issuance of the Notes, net of issuance costs, $8.1 million in proceeds from the ESPP and $12.6 million in proceeds from stock option exercises
by our employees and directors. This was partially offset by $13.6 million of finance lease liabilities repayments.

Contractual Obligations and Other Commitments

The following table summarizes our non-cancelable contractual obligations as of December 31, 2023:

Less than 1 Year 1-3 Years 3-5 Years More than 5 Years Total

(in thousands)

Purchase obligations — non-equipment® $ 54,638 $ 7,990 $ 151 $ — 8 62,779
Purchase obligations — equipment @ 4,541 12,120 — — 16,661
Operating lease obligations®) 28,160 39,764 12,948 1,838 82,710
Finance lease obligations® 16,064 1,617 — — 17,681
Debt obligation® — 346,489 — — 346,489
Total $ 103,403 $ 407,980 $ 13,099 $ 1,838 $ 526,320

(1) Purchase obligations-non equipment represent total future minimum payments under contracts with our cloud infrastructure providers, network
service providers, and other vendors. Purchase obligations exclude agreements that are cancellable without penalty. Our purchase obligations
exclude our operating lease commitments associated with our colocation arrangements which have been separately disclosed under our operating
lease obligations.

(2) Purchase obligations-equipment represent total future minimum payments under contracts for capital expenditures.

(3) Operating lease obligations represent total future minimum rent payments under non-cancelable operating lease agreements, such as our facilities
and colocation (i.e. data center) leases.

(4) Finance lease obligations represents principal and interest payments under our networking equipment leases.

(5) Debt obligation aggregate principal amount of our 0% convertible senior notes due on March 15, 2026.

These commitments will generally be settled with existing cash on hand, cash generated from operations and our current or any future financing
arrangements.
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Critical Accounting Estimates

We prepare our consolidated financial statements in accordance with U.S. GAAP. The preparation of our consolidated financial statements
requires us to make estimates, judgments, and assumptions that affect the reported amounts of assets, liabilities, revenue, costs, expenses, and related
disclosures. Actual results and outcomes could differ significantly from our estimates, judgments, and assumptions. To the extent that there are material
differences between these estimates and actual results, our future financial statement presentation, financial condition, results of operations, and cash
flows will be affected.

Revenue recognition

We recognize revenue in accordance with ASC 606, where revenue is recognized upon transfer of control of promised products or services to
customers in an amount that reflects the consideration we expect to receive in exchange for those products or services. The processing and recording of
certain revenue requires a manual process, which uses a complex set of procedures to generate complete and accurate data to record these revenue
transactions. We enter into contracts that can include various combinations of products and services, each of which are distinct and accounted for as
separate performance obligations.

Our performance obligations generally represent stand-ready obligations that are satisfied over time as the customer simultaneously receives and
consumes the benefits provided by us. These obligations can be network services, security, compute, professional services, support, and other edge
cloud platform services. For contracts with multiple performance obligations that are delivered over different time periods, we allocate the contract
transaction price to each performance obligation using the estimated standalone selling price (“SSP”) of each distinct good or service in the contract.
Judgment is required to determine the SSP for each distinct performance obligation. We analyze separate sales of our products and services or the
discounted list price per our approved price list as a basis for estimating the SSP of these products and services. In instances where SSP is not directly
observable, such as when we do not sell the product or service separately, we determine the SSP using information that may include market conditions
and other observable inputs. We typically have more than one SSP for individual products and services due to the stratification of those products and
services by customers and circumstances. In these instances, we may use information, such as geographic region and distribution channel, in
determining the SSP.

Stock-based Compensation Fair Value determination

We recognize compensation expense related to stock options based on the fair value of stock-based awards on the date of grant. We determine
the grant date fair value of the awards using the Black-Scholes option-pricing model. The related stock-based compensation expense is recognized on a
straight-line basis over the period in which an employee is required to provide service in exchange for the stock-based award, which is generally four
years. Our stock price volatility and expected option life involve management’s best estimates, both of which impact the fair value of the option calculated
under the Black-Scholes option pricing model and, ultimately, the expense that will be recognized over the life of the option.

We recognize stock-based compensation expense related to market-based performance stock awards based on the grant-date fair value of the
awards. We determine the grant date fair value of the awards using the Monte Carlo simulation valuation model. The related stock-based compensation
expense is recognized on an accelerated attribution method over the derived service period. The expected volatility was a blended volatility rate which
incorporated both our observed equity volatility and our relevant guideline companies’ volatilities. The derived service period and the expected volatility
involve management’s best estimates, both of which impact the fair value of the option calculated under the Monte Carlo simulation valuation model and,
ultimately, the expense that will be recognized over the life of the option.

Valuation of Goodwill and Other Acquired Intangible Assets in Business Combinations

We account for our acquisitions using the acquisition method of accounting, which requires, among other things, allocation of the fair value of
purchase consideration to the tangible and intangible assets acquired and liabilities assumed at their estimated fair values on the acquisition date. The
excess of the fair value of purchase consideration over the values of these identifiable assets and liabilities is recorded as goodwill.

Determining the fair value of assets acquired and liabilities assumed requires significant judgment and estimates including the selection of valuation
methodologies, future expected cash flows, discount rates, and useful lives. Our estimates of fair value are based on assumptions believed to be
reasonable, but which are inherently uncertain and, as a result, actual results may
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differ from estimates. During the measurement period, not to exceed one year from the date of acquisition, we may record adjustments to the assets
acquired and liabilities assumed with a corresponding offset to goodwill to reflect new information obtained about facts and circumstances that existed as
of the acquisition date. At the conclusion of the measurement period, or final determination of the values of assets acquired or liabilities assumed,
whichever comes first, any subsequent adjustments are reflected in the consolidated statements of operations.

Long-lived Assets Impairment

Long-lived assets, including property and equipment, are reviewed for impairment whenever events or changes in circumstances, such as service
discontinuance, technological obsolescence, facility closures, planned use of the assets or work-force reductions indicate that the carrying amount of the
long-lived asset or asset group may not be recoverable. When such events occur, we compare the carrying amount of the asset or asset group to the
undiscounted expected future cash flows related to the asset or asset group. If this comparison indicates that an impairment is present, the amount of the
impairment is calculated as the difference between the carrying amount and the fair value of the asset or asset group. The estimates required to apply
this accounting policy include forecasted usage of the long-lived assets, the useful lives of these assets and expected future cash flows.

Goodwill Impairment

Goodwill represents the excess of the purchase price of an acquired business over the fair value of the net tangible and identifiable intangible
assets acquired. The carrying amount of goodwill is reviewed for impairment at least annually, in the fourth quarter, or whenever events or changes in
circumstances indicate that the carrying value may not be recoverable. We have a single operating segment and reporting unit structure for all of the
periods presented.

To test for goodwill impairment, we compare the carrying value of our reporting unit with its fair value. If the carrying value of the goodwill is

considered impaired, a loss is measured as the excess of the reporting unit’s carrying value over the fair value. As of December 31, 2023, we believe the
estimated fair value of our one single reporting unit has substantially exceeded its carrying value.

Recent Accounting Pronouncements

Please refer to Note 2—Summary of Significant Accounting Policies included in the Notes to consolidated financial statements.
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Item 7A. Quantitative and Qualitative Disclosures about Market Risk

We are exposed to certain market risks in the ordinary course of our business. These risks primarily include interest rate and currency exchange
risks as follows:

Interest Rate Risk

We had cash, cash equivalents, and marketable securities of $328.8 million, as of December 31, 2023 which primarily consisted of bank deposits,
money market funds, investment-grade commercial paper, corporate notes and bonds, U.S. treasury securities, agency bonds, foreign government and
supranational securities and asset-backed securities held at major financial institutions. The cash and cash equivalents are held for working capital
purposes. The restricted cash is held as cash collateral in connection with our existing lease arrangements. Our cash equivalents and our investment
portfolio are subject to market risk due to fluctuations in interest rates. The primary objective of our investment activities is to preserve principal while
generating income without significantly increasing risk. We do not enter into investments for trading or speculative purposes and have not used any
derivative financial instruments to manage our interest rate risk exposure. Due to the short-term nature of our investments, we have not been exposed to,
nor do we anticipate being exposed to, material risks due to changes in interest rates. A hypothetical 10% change in interest rates during the period
presented would not have had a material impact on our consolidated financial statements.

Currency Exchange Risks

The functional currency of our foreign subsidiaries is the U.S. dollar. Therefore, we are exposed to foreign exchange rate fluctuations as we convert
the financial statements of our foreign subsidiaries into U.S. dollars. Our foreign subsidiaries remeasure monetary assets and liabilities at period-end
exchange rates, while non-monetary items are remeasured at historical rates. Revenue and expense accounts are remeasured at the average exchange
rate in effect during the period. If there is a change in foreign currency exchange rates, the conversion of our foreign subsidiaries’ financial statements
into U.S. dollars would result in a realized gain or loss which is recorded in our consolidated statements of operations. We do not currently engage in any
hedging activity to reduce our potential exposure to currency fluctuations, although we may choose to do so in the future. A hypothetical 10% change in
foreign exchange rates during the period presented would not have had a material impact on our consolidated financial statements.
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Item 8. Financial Statements and Supplementary Data

FASTLY, INC.

INDEX TO CONSOLIDATED FINANCIAL STATEMENTS

The following financial statements are filed as part of this Annual Report on form 10-K:

Report of Independent Reqistered Public Accounting Firm (PCAOB ID No. 34)
Consolidated Balance Sheets

Consolidated Statements of Operations

Consolidated Statements of Comprehensive Loss

Consolidated Statements of Stockholders’ Equity

Consolidated Statements of Cash Flows

Notes to Consolidated Financial Statements
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REPORT OF INDEPENDENT REGISTERED PUBLIC ACCOUNTING FIRM
To the stockholders and the Board of Directors of Fastly, Inc.
Opinion on the Financial Statements

We have audited the accompanying consolidated balance sheets of Fastly, Inc. and subsidiaries (the “Company”) as of December 31, 2023 and 2022,
the related consolidated statements of operations, comprehensive loss, stockholders’ equity, and cash flows, for each of the three years in the period
ended December 31, 2023, and the related notes (collectively referred to as the “financial statements”). In our opinion, the financial statements present
fairly, in all material respects, the financial position of the Company as of December 31, 2023 and 2022, and the results of its operations and its cash
flows for each of the three years in the period ended December 31, 2023, in conformity with accounting principles generally accepted in the United States
of America.

We have also audited, in accordance with the standards of the Public Company Accounting Oversight Board (United States) (PCAOB), the Company’s
internal control over financial reporting as of December 31, 2023, based on criteria established in Internal Control — Integrated Framework (2013) issued
by the Committee of Sponsoring Organizations of the Treadway Commission and our report dated February 21, 2024, expressed an unqualified opinion
on the Company's internal control over financial reporting.

Basis for Opinion

These financial statements are the responsibility of the Company’s management. Our responsibility is to express an opinion on the Company’s financial
statements based on our audits. We are a public accounting firm registered with the PCAOB and are required to be independent with respect to the
Company in accordance with the U.S. federal securities laws and the applicable rules and regulations of the Securities and Exchange Commission and
the PCAOB.

We conducted our audits in accordance with the standards of the PCAOB. Those standards require that we plan and perform the audit to obtain
reasonable assurance about whether the financial statements are free of material misstatement, whether due to error or fraud. Our audits included
performing procedures to assess the risks of material misstatement of the financial statements, whether due to error or fraud, and performing procedures
that respond to those risks. Such procedures included examining, on a test basis, evidence regarding the amounts and disclosures in the financial
statements. Our audits also included evaluating the accounting principles used and significant estimates made by management, as well as evaluating the
overall presentation of the financial statements. We believe that our audits provide a reasonable basis for our opinion.

Critical Audit Matter

The critical audit matter communicated below is a matter arising from the current-period audit of the financial statements that was communicated or
required to be communicated to the audit committee and that (1) relates to accounts or disclosures that are material to the financial statements and (2)
involved our especially challenging, subjective, or complex judgments. The communication of critical audit matters does not alter in any way our opinion
on the financial statements, taken as a whole, and we are not, by communicating the critical audit matter below, providing a separate opinion on the
critical audit matter or on the accounts or disclosures to which it relates.

Revenue - Refer to Notes 2 and 3 to the financial statements
Critical Audit Matter Description

Revenue is recognized upon transfer of control of promised products or services to customers in an amount that reflects the consideration the Company
expects to receive in exchange for those products or services. The processing and recording of certain revenue requires a manual process, and therefore
the Company uses a complex set of procedures to generate complete and accurate data to record its revenue transactions.

We identified manually processed revenue as a critical audit matter as the manually processed revenue requires a complex set of manual procedures to

generate complete and accurate data to process and record revenue. This required an increased extent of effort to audit these manually processed
revenue transactions.
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How the Critical Audit Matter Was Addressed in the Audit
Our audit procedures related to manually processed revenue included the following, among others:
* We tested the effectiveness of controls over the recognition of manually processed revenue.

* We obtained an understanding of the nature of the manually processed revenue through inquiry with the Company personnel responsible for the
invoice as well as review of the contract with the customer.

*  For a sample of manually processed revenue transactions, we recalculated the manually processed revenue by comparing key attributes utilized

in our recalculation to source information and documents, including usage, bandwidth, and other services provided. We compared our
recalculation of manually processed revenue transactions to the Company’s recorded revenue and evaluated any differences.

/sl Deloitte & Touche LLP
San Francisco, California
February 21, 2024

We have served as the Company’s auditor since 2014.
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FASTLY, INC.
CONSOLIDATED BALANCE SHEETS
(in thousands, except share amounts)

2023 2022

ASSETS
Current assets:

Cash and cash equivalents $ 107,921 $ 143,391

Marketable securities, current 214,799 374,581

Accounts receivable, net of allowance for credit losses of $ 7,054 and $ 5,029 as of December 31, 2023 and

December 31, 2022, respectively 120,498 89,578

Prepaid expenses and other current assets 20,455 28,933
Total current assets 463,673 636,483
Property and equipment, net 176,608 180,378
Operating lease right-of-use assets, net 55,212 68,440
Goodwill 670,356 670,185
Intangible assets, net 62,475 82,900
Marketable securities, non-current 6,088 165,105
Other assets 90,779 92,622
Total assets $ 1,525,191 $ 1,896,113
LIABILITIES AND STOCKHOLDERS’ EQUITY
Current liabilities:

Accounts payable $ 5611 $ 4,786

Accrued expenses 61,818 61,161

Finance lease liabilities, current 15,684 28,954

Operating lease liabilities, current 24,042 23,026

Other current liabilities 40,539 34,394
Total current liabilities 147,694 152,321
Long-term debt 343,507 704,710
Finance lease liabilities, non-current 1,602 15,507
Operating lease liabilities, non-current 48,484 61,341
Other long-term liabilities 4,416 7,076
Total liabilities 545,703 940,955
Commitments and contingencies (Note 10)
Stockholders’ equity:

Class A Common stock, $ 0.00002 par value; 1,000,000,000 shares authorized as of both December 31, 2023

and 2022; 132,992,126 and 124,336,171 shares issued and outstanding at December 31, 2023 and 2022,

respectively 3 2

Additional paid-in capital 1,815,245 1,666,106

Accumulated other comprehensive loss (1,008) (9,286)

Accumulated deficit (834,752) (701,664 )
Total stockholders’ equity 979,488 955,158
Total liabilities and stockholders’ equity $ 1,525,191 $ 1,896,113

As of December 31,

As of December 31,

The accompanying notes are an integral part of the consolidated financial statements.
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FASTLY, INC.
CONSOLIDATED STATEMENTS OF OPERATIONS
(in thousands, except per share data)

Year ended December 31,

2023 2022 2021
Revenue $ 505,988 $ 432,725 % 354,330
Cost of revenue 239,660 222,944 167,002
Gross profit 266,328 209,781 187,328
Operating expenses:
Research and development 152,190 155,308 126,859
Sales and marketing 191,773 179,869 152,645
General and administrative 116,077 120,803 126,845
Impairment expense 4,316 — —
Total operating expenses 464,356 455,980 406,349
Loss from operations (198,028) (246,199) (219,021)
Net gain on extinguishment of debt 52,416 54,391 —
Interest income 18,186 7,044 1,282
Interest expense (4,051) (5,887) (5,245)
Other income (expense), net (1,832) (29) 356
Loss before income tax expense (133,309) (190,680 ) (222,628)
Income tax expense (benefit) (221) 94 69
Net loss $ (133,088) $ (190,774) $ (222,697)
Net loss per share attributable to common stockholders, basic and diluted $ (1.03) $ (157) $ (1.92)
Weighted-average shares used in computing net loss per share attributable to common stockholders,
basic and diluted 128,770 121,723 116,053

The accompanying notes are an integral part of the consolidated financial statements.
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FASTLY, INC.

CONSOLIDATED STATEMENTS OF COMPREHENSIVE LOSS

Net loss
Other comprehensive loss:

Foreign currency translation adjustment

Gain (loss) on investments in available-for-sale-securities
Total other comprehensive gain (loss)

Comprehensive loss

The accompanying notes are an integral part of the consolidated financial statements.

(in thousands)

94

Year ended December 31,

2023 2022 2021

(133,088) $  (190,774) $  (222,697)
565 $ (255) $ (286)
7,713 (6,404) (2,347)
8278 $ (6,659) $ (2,633)

(124,810) $  (197,433) $  (225330)




FASTLY, INC.
CONSOLIDATED STATEMENTS OF STOCKHOLDERS’ EQUITY
(in thousands)

Common Stock—Class A Common Stock—Class B Accumulated
Additional Other Total
Paid-in Compr i Acct | olders’
Shares Amount Shares Amount Capital Income (Loss) Deficit Equity

Balance as of December 31, 2020 103,394 $ 1 10,229 $ 1 $ 1,350,050 $ 6 $ (288,193) $ 1,061,865
Exercise of vested stock options 2,188 — — — 12,626 — — 12,626
Vesting of early exercised stock options 48 — 43 — 405 — — 405
Vesting of restricted stock units 2,000 — — — — — — —
Proceeds from sale of restricted shares 224 — — — 10,655 — — 10,655
Issuance of restricted stock awards 448 - - - - - — —
Shares issued under employee stock purchase program 236 — — — 8,798 — — 8,798
Stock-based compensation — — — — 144,934 — — 144,934
Conversion of Class B common stock to Class A common stock 10,272 1 (10,272) (1) — — — —
Net loss — — — — — — (222,697) (222,697)
Other comprehensive loss — — — — — (2,633) — (2,633)
Balance as of December 31, 2021 118,811  $ 2 — % — 3 1,527,468 $ (2,627) $ (510,890) $ 1,013,953
Exercise of vested stock options 1,778 — — — 5,688 — — 5,688
Vesting of restricted stock units 3,119 — — — — — — —
Issuance of restricted stock awards 112 — — — — — — —
Shares issued under employee stock purchase program 516 — — — 4,665 — — 4,665
Stock-based compensation — — — — 128,285 — — 128,285
Net loss — — — — — — (190,774) (190,774 )
Other comprehensive loss — — — — — (6,659) — (6,659)
Balance at December 31, 2022 124336 $ 2 — 8 — $ 1,666,106 $ (9.286) $ (701,664) $ 955,158
Exercise of vested stock options 291 — — — 2,169 — — 2,169
Vesting of restricted stock units 6,150 1 — — — — — 1
Shares issued under bonus program 1,193 — — — 16,599 — — 16,599
Shares issued under employee stock purchase program 1,022 — — — 8,692 — — 8,692
Stock-based compensation — — — — 121,679 — — 121,679
Net loss — — — — — — (133,088) (133,088)
Other comprehensive income — — — — — 8,278 — 8,278
Balance as of December 31, 2023 132,992 $ 3 — % — $ 1,815245 $ (1,008) $ (834,752) $ 979,488
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FASTLY, INC.
CONSOLIDATED STATEMENTS OF CASH FLOWS
(in thousands)



Year ended December 31,

2023 2022 2021
Cash flows from operating activities:
Net loss $ (133,088) $ (190,774) $ (222,697)
Adjustments to reconcile net loss to net cash used in operating activities:
Depreciation expense 51,602 42,619 28,799
Amortization of intangible assets 20,424 21,696 21,238
Non-cash lease expense 22,678 25,448 23,065
Amortization of debt discount and issuance costs 2,476 3,169 3,185
Amortization of deferred contract costs 15,548 8,916 6,294
Stock-based compensation 136,303 145,796 140,488
Deferred income taxes (900) — —
Provision for credit losses 2,025 2,406 196
(Gain) loss on disposals of property and equipment 505 854 (300)
Amortization and accretion of discounts and premiums on investments (646) 3,137 2,221
Impairment of operating lease right-of-use assets 744 2,083 —
Impairment expense 4,316 — —
Net gain on extinguishment of debt (52,416) (54,391) —
Other adjustments 648 3,688 4
Changes in operating assets and liabilities:
Accounts receivable (32,945) (27,359) (14,563)
Prepaid expenses and other current assets 8,709 (6,758) (4,777)
Other assets (23,137) (35,396) (10,423)
Accounts payable 382 (4,724) 146
Accrued expenses (7,856) 8,289 4,261
Operating lease liabilities (22,074) (22,778) (22,629)
Other liabilities 7,064 4,447 7,010
Net cash (used in) provided by operating activities 362 (69,632) (38,482)
Cash flows from investing activities:
Purchases of marketable securities (132,233) (355,479) (928,155)
Sales of marketable securities 25,625 161,918 66,527
Maturities of marketable securities 433,767 535,040 118,085
Business acquisitions, net of cash acquired — (25,902) (1,169)
Advance payment for purchase of property and equipment — (42,197) —
Purchases of property and equipment (10,976) (19,975) (34,816)
Proceeds from sale of property and equipment 49 492 588
Capitalized internal-use software (21,292) (18,146) (13,479)
Purchases of intangible assets — — (2,092)
Net cash (used in) provided by investing activities 294,940 235,751 (794,511)
Cash flows from financing activities:
Issuance of convertible note, net of issuance costs — — 930,775
Payments of debt issuance costs — — (1,351)
Cash paid for debt extinguishment (310,540) (177,082) —
Repayments of finance lease liabilities (27,175) (22,532) (13,568)
Cash received for restricted stock sold in advance of vesting conditions — 10,655 —
Cash paid for early sale of restricted shares — (10,655) —
Payment of deferred consideration for business acquisitions (4,393) — —
Proceeds from exercise of vested stock options 2,169 5,688 12,626
Proceeds from employee stock purchase plan 8,559 4777 8,069
Net cash (used in) provided by financing activities (331,380) (189,149) 936,551
Effects of exchange rate changes on cash, cash equivalents, and restricted cash 608 (390) (477)
Net increase (decrease) in cash, cash equivalents, and restricted cash (35,470) (23,420) 103,081
Cash, cash equivalents, and restricted cash at beginning of period 143,541 166,961 63,880

Cash, cash equivalents, and restricted cash at end of period $ 108,071  $ 143541 $ 166,961
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FASTLY, INC.
CONSOLIDATED STATEMENTS OF CASH FLOWS—Continued
(in thousands)

Year ended December 31,

2023 2022 2021
Supplemental disclosure of cash flow information:
Cash paid for interest $ 1574 % 2656 $ 1,938
Cash paid for income taxes, net of refunds received $ 331 % 250 $ 267
Noncash investing and financing activities:
Property and equipment additions not yet paid in cash or financed $ 640 $ 1492 $ 18,275
Vesting of early-exercised stock options $ —  $ —  $ 405
Stock-based compensation capitalized to internal-use software $ 9,975 $ 7997 $ 4,446
Assets obtained in exchange for operating lease obligations $ 5769 $ 29,606 $ 32,458
Assets obtained in exchange for finance lease obligations $ — % 23575 $ 31,529
Net non-cash change in operating lease assets and liabilities associated with modifications and terminations $ (4425) $ 3126 $ —
Interest paid for finance leases $ 1,329 $ 2,381 $ 1,754
Purchase consideration associated with business combination, accrued but not paid $ — % 8,000 $ —
Deployments of prepaid capital equipment $ 8,665 $ 5184 $ =
Receivable related to shares of restricted stock $ — % — % 10,655
Reconciliation of cash, cash equivalents, and restricted cash as shown in the statements of cash flows
Cash and cash equivalents $ 107,921  $ 143,391  $ 166,068
Restricted cash 150 150 —
Restricted cash included in other assets — — 893
Total cash, cash equivalents, and restricted cash $ 108,071  $ 143,541 3 166,961

The accompanying notes are an integral part of the consolidated financial statements.
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FASTLY, INC.
NOTES TO CONSOLIDATED FINANCIAL STATEMENTS

1. Nature of Business

Fastly, Inc. has built an edge cloud platform that can process, serve, and secure its customer’s applications as close to their end users as possible.
As of December 31, 2023, the Company’s edge network spans across 79 markets around the world. The Company was incorporated in Delaware in 2011
and is headquartered in San Francisco, California.

As used herein, “Fastly,” “the Company,” “its” and similar terms include Fastly, Inc. and its subsidiaries, unless the context indicates otherwise.
Conversion of Dual Class Common Stock Structure

On July 12, 2021, all outstanding shares of Class B common stock automatically converted into the same number of shares of Class A common
stock (the “Conversion”) pursuant to the terms of the Company’s amended and restated certificate of incorporation (the “Certificate”). Upon the
Conversion, outstanding options denominated in shares of Class B common stock issued under any of the Company’s equity incentive plans remained
unchanged, except that such options now represent the right to receive shares of Class A common stock on exercise. In accordance with the Certificate,
the shares of Class B common stock that converted to Class A common stock were retired and will not be reissued by the Company.

2. Summary of Significant Accounting Policies
Basis of Presentation and Consolidation

The accompanying consolidated financial statements and footnotes have been prepared in accordance with accounting principles generally
accepted in the United States of America (“GAAP”). The accompanying consolidated financial statements include the accounts of the Company and its
wholly-owned subsidiaries. All intercompany transactions and balances have been eliminated in consolidation.

Certain changes to presentation have been made to conform the prior period presentation to the current period reporting. The Company has made
certain presentation changes to consolidate the interest paid on finance lease line into other liabilities working capital changes and components of the
non-cash lease expense related to operating lease liability changes into operating lease liability working capital changes within operating cash flows in
the consolidated statements of cash flows. Such reclassifications did not affect the consolidated balance sheets, total revenues, operating income, net
income, or cash flows from operating, investing or financing activities.

Use of Estimates

The preparation of consolidated financial statements in conformity with GAAP requires management to make estimates, judgments, and
assumptions that affect the reported amounts of assets, liabilities, revenue, costs and expenses, and related disclosures. Actual results and outcomes
could differ significantly from the Company’s estimates, judgments, and assumptions. Significant estimates, judgments, and assumptions used in these
financial statements include, but are not limited to, those related to revenue, accounts receivable and related reserves, internal-use software
development costs, the incremental borrowing rate related to the Company’s lease liabilities, fair value of assets acquired and liabilities assumed during
business combinations, useful lives of acquired intangible assets and property and equipment, fair value of the Company’s long-lived assets as well as
reporting unit, income tax reserves, and accounting for stock-based compensation. Estimates are periodically reviewed in light of changes in
circumstances, facts, and experience. The effects of material revisions in estimates are reflected in the consolidated financial statements in the period of
change and prospectively from the date of the change in estimate.

Concentrations of Credit Risk

Financial instruments that potentially subject the Company to significant concentrations of credit risk consist primarily of cash, cash equivalents,
marketable securities and accounts receivable.

The Company’s cash, cash equivalents, and marketable securities primarily consisted of bank deposits, money market funds, investment-grade

commercial paper, corporate notes and bonds, U.S. treasury securities, agency bonds, municipal securities, foreign government and supranational
securities and asset-backed securities held at major financial institutions that
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the Company believes to be of high credit standing. The primary focus of its investment strategy is to preserve capital and meet liquidity requirements.
The Company’s investment policy limits the amount of credit exposure with any one financial institution or commercial issuer. The Company maintains
deposits in federally insured financial institutions in excess of federally insured limits. The Company is exposed to credit risk in the event of default by the
financial institutions holding its cash and cash equivalents to the extent recorded in the balance sheets. While the Company has not experienced any
losses in such accounts and the Company has historically maintained its cash in multiple financial institutions, the failure of Silicon Valley Bank (“SVB”) in
March 2023, at which the Company held cash and cash equivalents in multiple accounts, exposed the Company to limited credit risk prior to the
completion by the Federal Deposit Insurance Corporation (“FDIC”) of the resolution of SVB in a manner that fully protected all depositors.

Concentrations of credit risk with respect to accounts receivable are primarily limited to certain customers to which the Company makes substantial
sales. The Company’s customer base consists of a large number of geographically dispersed customers diversified across several industries . No
customer accounted for more than 10% of revenue for both the years ended December 31, 2023, 2022 and 2021. One customer accounted for more
than 10% of the total accounts receivable balance as of December 31, 2023, whereas no customers accounted for more than 10% of the total accounts
receivable balance as of December 31, 2022. Affiliated customers that are business units of a single company in the streaming entertainment space
generated an aggregate of 12 %, 11 % and 11 % of the Company'’s revenue for the years ended December 31, 2023, 2022 and 2021, respectively. The
same affiliated customers accounted for an aggregate of 23 % and 15 % of the Company’s accounts receivable balance as of December 31, 2023 and
2022, respectively.

Cash, Cash Equivalents and Marketable Securities

Cash and cash equivalents include cash held in banks, highly liquid money market funds, U.S. treasury securities and commercial paper, all with
original maturities of three months or less when acquired. The Company’s short-term and long-term marketable securities consists of fixed income U.S.
and foreign government agency securities, corporate bonds, agency bonds, asset-backed securities and commercial paper. Management determines the
appropriate classification of the Company’s investments at the time of purchase and reevaluates such designation at each balance sheet date. The
Company classifies its marketable securities as either short-term or long-term based on each instrument’s underlying remaining contractual maturity
date.

The Company classifies its marketable securities as available-for-sale as it has the ability to sell the marketable securities prior to its maturity. The
Company’s marketable securities are reported at fair value with unrealized gains and losses reported, net of tax, as a separate component of
accumulated other comprehensive income (loss) in stockholders’ equity. Cash and cash equivalents are stated at cost, which approximate fair market
value. Short-term and long-term marketable securities are classified as available-for-sale debt securities and are also carried at fair market value. When
the available-for-sale debt securities are sold, cost is based on the specific identification method, and the realized gains and losses are included in other
income (expense), net in the consolidated statements of operations.

The Company evaluates its investments periodically for possible other-than-temporary impairment. A decline in fair value below the amortized
costs of its available-for-sale debt securities is considered an other-than-temporary impairment if the Company has the intent to sell the security or it is
more likely than not that the Company will be required to sell the security before recovery of the entire amortized cost basis. Otherwise, the credit loss
component of the impairment is recorded as allowance for credit losses with an offsetting entry charged to other income (expense), net, while the
remaining loss is recognized in other comprehensive income (loss).

Restricted Cash

As of both December 31, 2023 and 2022, the Company had a restricted cash balance of $ 0.2 million, which consists of a letter of credit related to a
lease arrangement that is collateralized by restricted cash. As of December 31, 2023 and 2022, these amounts are included in prepaid expenses and
other current assets on the consolidated balance sheets.

Accounts Receivable, net

Accounts receivable are recorded and carried at the original invoiced amount, net of an allowance for any potential credit losses. The allowance for
credit losses is determined based upon the assessment of various factors, such as historical experience, credit quality of its customers, age of the
accounts receivable balances, geographic related risks, economic
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conditions, and other factors that may affect a customer’s ability to pay. The Company records these charges as a component of general and
administrative expenses in the consolidated statements of operations in the period in which the change occurs. The Company does not have any off-
balance sheet credit exposure related to its customers.

Incremental Costs to Obtain a Contract with a Customer

The Company capitalizes incremental costs associated with obtaining customer contracts, specifically certain commission payments. The Company
pays commissions based on contract value upon signing a new arrangement with a customer and upon renewal and upgrades of existing contracts with
customers only if the renewal and upgrades result in an incremental increase in contract value. These costs are deferred on the consolidated balance
sheets and amortized over the expected period of benefit on a straight-line basis. The Company also pays commissions on an ongoing basis based upon
revenue recognized. In these cases, no incremental costs are deferred, as the commissions are earned and expensed in the same period for which the
associated revenue is recognized. Based on the nature of the Company’s technology and services, and the duration of its relationships with its
customers, the expected period of benefit is determined to be five years . Amortization is primarily included in sales and marketing expense in the
consolidated statements of operations. Deferred commission and incentive payments are included in other assets on the consolidated balance sheets.

Fair Value of Financial Instruments

The Company’s available-for-sale securities are recorded at fair value. The Company’s cash and cash equivalents and restricted cash are recorded
at cost, which approximates fair value. Additionally, accounts receivable, accounts payable, and accrued expenses approximate fair value due to their
short-term nature. For disclosure purposes, the Company measures the fair value of its outstanding senior convertible notes using a market approach
based on actual bids and offers in an over-the-counter market, or Level 2 inputs, on the last trading day of the period.

Property and Equipment

Property and equipment are stated at cost less accumulated depreciation and amortization. Depreciation and amortization are computed on a
straight-line basis over the estimated useful lives of the assets. The estimated useful life of each asset category is as follows:

Computer and networking equipment 3to 5 years

Leasehold improvements Shorter of lease term or 5 years
Furniture and fixtures 3 years

Office equipment 3 years

Internal-use software 3to 5 years

The Company periodically reviews the estimated useful lives of property and equipment and any changes to the estimated useful lives are recorded
prospectively from the date of the change.

Upon retirement or sale, the cost of the assets disposed of and the related accumulated depreciation are removed from the accounts, and any
resulting gain or loss is included in the consolidated statements of operations. Repairs and maintenance costs are expensed as incurred.

Internal-Use Software Development Costs

Labor and related costs associated with internal-use software incurred during the application development stage are capitalized. Capitalization of
costs begins when the preliminary project stage is completed, management has committed to funding the project, and it is probable that the project will
be completed and the software will be used to perform the function intended. Capitalization ceases at the point when the project is fully tested, is
substantially completed and is ready for its intended purpose. The capitalized amounts are included in property and equipment, net on the consolidated
balance sheets. The Company amortizes such costs on a straight-line basis over the estimated useful life of the software, which is generally three to five
years . Completed internal-use software that is related to the Company’s network is amortized to cost of revenue over its
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estimated useful life. Costs incurred during the planning, training, and post-implementation stages of the software development life-cycle are expensed
as incurred.

Business Combinations

The Company accounts for its acquisitions using the acquisition method of accounting, which requires, among other things, allocation of the fair
value of purchase consideration to the tangible and intangible assets acquired and liabilities assumed at their estimated fair values on the acquisition
date. The excess of the fair value of purchase consideration over the values of these identifiable assets and liabilities is recorded as goodwiill.

Determining the fair value of assets acquired and liabilities assumed requires significant judgment and estimates including the selection of valuation
methodologies, future expected cash flows, discount rates, and useful lives. The Company’s estimates of fair value are based on assumptions believed to
be reasonable, but which are inherently uncertain and, as a result, actual results may differ from estimates. During the measurement period, not to
exceed one year from the date of acquisition, the Company may record adjustments to the assets acquired and liabilities assumed with a corresponding
offset to goodwill to reflect new information obtained about facts and circumstances that existed as of the acquisition date. At the conclusion of the
measurement period, or final determination of the values of assets acquired or liabilities assumed, whichever comes first, any subsequent adjustments
are reflected in the consolidated statements of operations.

Transaction costs associated with business combinations are expensed as incurred, and are included in general and administrative expense in the
consolidated statements of operations.

Segments

The Company considers operating segments to be components of the Company in which separate financial information is available and is
evaluated regularly by the Company’s Chief Operating Decision Maker (“CODM") in deciding how to allocate resources and in assessing performance.
The CODM is the Chief Executive Officer (“CEQ”). The CEO reviews financial information presented on a consolidated basis, accompanied by
information about revenue, customer size, and industry vertical for purposes of allocating resources and evaluating financial performance.

The Company has determined that it is organized as a single operating segment with no segment managers who are held accountable for
operations, operating results, or plans for levels or components below the consolidated unit level. Accordingly, the Company has determined that it has a
single reportable segment and operating segment.

Goodwill, Intangible Assets and Other Long-Lived Assets

Goodwill represents the excess of the purchase price of an acquired business over the fair value of the net tangible and identifiable intangible
assets acquired. The carrying amount of goodwill is reviewed for impairment at least annually, in the fourth quarter, or whenever events or changes in
circumstances indicate that the carrying value may not be recoverable. The Company has a single operating segment and reporting unit structure for all
of the periods presented.

As part of the annual goodwill impairment test, the Company first performs a qualitative assessment to determine whether further impairment
testing is necessary. If, as a result of the qualitative assessment, it is more likely than not that the fair value of the reporting unit is less than its carrying
amount, the quantitative impairment test will be required. If the Company has determined it necessary to perform a quantitative impairment assessment,
the Company will compare the fair value of the reporting unit with its carrying amount and recognize an impairment charge for the amount by which the
carrying amount exceeds the reporting unit's fair value, limited to the total amount of goodwill of the reporting unit. The Company did not recognize any
goodwill impairment charges for any of the periods presented.

The Company’s definite lived intangible assets are carried at cost, net of accumulated amortization. Intangible assets are amortized on a straight-
line basis over their estimated useful lives. The Company estimates the useful life by estimating the expected period of economic benefit.
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The useful lives of the intangible assets are as follows:

Customer relationships
Developed technology
Trade names

Backlog

Internet protocol addresses

In-process research and development (“IPR&D”)

Long-lived assets, including property and equipment, definite lived intangible assets, and operating lease right-of-use assets, are reviewed for
impairment whenever events or changes in circumstances, such as service discontinuance, technological obsolescence, significant decreases in market
capitalization, facility closures, or work-force reductions indicate that the carrying amount of the long-lived asset or asset group may not be recoverable.
When such events occur, the Company compares the carrying amount of the asset or asset group to the undiscounted expected future cash flows
related to the asset or asset group. If this comparison indicates that an impairment is present, the amount of impairment is calculate as the difference
between the carrying amount and the fair value of the asset or asset group. The Company’s indefinite lived intangibles are assessed annually for
impairment. In addition to the recoverability assessment, the Company periodically reviews the remaining estimated useful lives of long-lived assets. If
the estimated useful life assumption for any asset is changed due to new information, the remaining unamortized balance would be depreciated or
amortized over the revised estimated useful life, on a prospective basis. Refer to Note 6 — Balance Sheet Information and Note 7 — Leases for

3 to 8 years

4 to 5 years

3to 4 years
2 years
10 years

Indefinite

discussion of impairment of property and equipment and impairment of operating lease right-of-use asset, respectively.

102



Leases

The Company leases office space and data centers (“colocation leases”) under non-cancelable operating leases with various expiration dates. The
Company also leases server equipment under non-cancelable finance leases with various expiration dates. The Company determines if an arrangement
contains a lease at inception.

Operating lease right-of-use assets and lease liabilities are recognized at the present value of the future lease payments at commencement date.
The interest rate implicit in the Company’s operating leases is not readily determinable, and therefore an incremental borrowing rate is estimated to
determine the present value of future payments. The estimated incremental borrowing rate factors in a hypothetical interest rate on a collateralized basis
with similar terms, payments, and economic environments. Operating lease right-of-use assets also include any prepaid lease payments and exclude
lease incentives.

Operating lease expense is recognized on a straight-line basis over the lease term commencing on the date the Company has the right to use the
leased property. The lease terms may include options to extend or terminate the lease. The Company generally uses the base, non-cancelable, lease
term when recognizing the lease assets and liabilities, unless it is reasonably certain that the option will be exercised. The lease agreements may contain
variable costs such as common area maintenance, operating expenses or other costs. Variable lease costs are expensed as incurred on the
consolidated statements of operations. The Company’s lease agreements generally do not contain any residual value guarantees or restrictive
covenants.

Certain of our operating leases contain both lease and non-lease components. Non-lease components for our office spaces include fixed payments
for maintenance, utilities, real estate taxes, and management fees. Non-lease components for colocation leases include fixed payments for utilities and
other operating costs. For both office spaces and colocation leases, the Company combines fixed lease and non-lease components and account for
them as a single lease component.

The Company leases networking equipment from a third party, through equipment finance leases. These leases include a bargain purchase option,
resulting in a full transfer of ownership at the completion of the lease term.

Operating leases are reflected in operating lease right-of-use assets, operating lease liabilities, and operating lease liabilities, non-current on the
consolidated balance sheets. Finance leases are included in property and equipment, net, finance lease liabilities, and finance lease liabilities, non-
current on the consolidated balance sheets.

Convertible Debt

The Company evaluated the terms of its debt in line with Accounting Standards Update (“ASU”) 2020-06 and concluded that the instrument does
not require separation and that there were no other derivatives that required separation. The Company has combined these features with the host
contract and accounted for the convertible debt as a single liability in long-term debt on the consolidated balance sheets. The carrying amount of the
liability is based on the gross proceeds, net of the unamortized transaction costs incurred related to the issuance of the convertible debt instrument, and
the partial repurchases made in 2022 and 2023. The debt discount from the net unamortized transaction cost is amortized to interest expense over the
term of the convertible debt instrument using the effective interest rate method.

Revenue recognition

The Company primarily derives revenue from the sale of services to customers executing contracts in which the standard contract term is one year,
although terms may vary by contract. Most of the Company’s contracts are non-cancelable over the contractual term. The majority of the Company’s
usage-based contracts commit the customer to a minimum monthly level of usage and specify the rate at which the customer must pay for actual usage
above the monthly minimum. The Company also offers subscriptions to access a unified security web application and application programming interface
at a fixed rate.

The Company recognizes revenue in accordance with Accounting Standards Codification (“ASC”) 606, where revenue is recognized upon transfer
of control of promised products or services to customers in an amount that reflects the consideration the Company expects to receive in exchange for
those products or services. The processing and recording of certain revenue requires a manual process, which uses a complex set of procedures to
generate complete and accurate data to record these revenue transactions. The Company enters into contracts that can include various combinations of
products and services, each of which are distinct and accounted for as separate performance obligations. Revenue is recognized net of any taxes
collected from customers, which are subsequently remitted to governmental authorities.
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The Company’s contracts with customers often include promises to transfer multiple products and services to a customer. Determining whether
products and services are considered distinct performance obligations that should be accounted for separately versus together may require significant
judgment. Performance obligations generally represent stand-ready obligations that are satisfied over time as the customer simultaneously receives and
consumes the benefits provided by the Company. These obligations can be network services, security, compute, professional services, support, and
other edge cloud platform services. Accordingly, the Company’s revenue is recognized over time, consistent with the pattern of benefit provided to the
customer over the term of the agreement.

For contracts with multiple performance obligations that are delivered over different time periods, the Company allocates the contract transaction
price to each performance obligation using the estimated standalone selling price (“SSP”) of each distinct good or service in the contract. Judgment is
required to determine the SSP for each distinct performance obligation. The Company analyzes separate sales of its products and services or the
discounted list price per management's approved price list as a basis for estimating the SSP of these products and services. In instances where SSP is
not directly observable, such as when the Company does not sell the product or service separately, the Company determines the SSP using information
that may include market conditions and other observable inputs. The Company typically has more than one SSP for individual products and services due
to the stratification of those products and services by customers and circumstances. In these instances, the Company may use information, such as
geographic region and distribution channel, in determining the SSP.

The transaction price in a contract for usage-based services is typically equal to the minimum commit price in the contract plus any variable
amounts of usage above the minimum commitment, less any discounts provided. The transaction price in a contract that does not contain usage-based
services is equal to the total contract value. Because the Company'’s typical contracts represent distinct services delivered over time with the same
pattern of transfer to the customer, usage-based consideration primarily related to actual consumption over the minimum commit levels is allocated to the
period to which it relates. The amount of consideration recognized for usage above the minimum commit price is limited to the amount the Company
expects to be entitled to receive in exchange for providing services. The Company has elected to apply the practical expedient for estimating and
disclosing the variable consideration when variable consideration is allocated entirely to a wholly unsatisfied performance obligation or to a wholly
unsatisfied promise to transfer a distinct good or service that forms part of a single performance obligation from its remaining performance obligations
under these contracts. For contracts to which such practical expedient cannot be applied, consideration is estimated. For custom arrangements, other
methods may be used as a measure of progress towards satisfying the performance obligations. Revenue on the Company’s subscription services are
recognized ratably over their respective contractual term.

At times, customers may request changes that either amend, replace, or cancel existing contracts. Judgment is required to determine whether the
specific facts and circumstances within the contracts should be accounted for as a separate contract or as a prospective modification.

In contracts where there are timing differences between when the Company transfers a promised good or service to the customer and when the
customer pays for that good or service, the Company has determined its contracts do not include a significant financing component. The Company has
also elected the practical expedient to not measure financing components for any contract where the timing difference is less than one year.

Cost of Revenue

Cost of revenue consists primarily of fees paid to network providers for bandwidth and to third-party network data centers for housing servers, also
known as colocation costs. Cost of revenue also includes employee costs for network operation, build-out and support and services delivery, network
storage costs, cost of managed services and software-as-a-service, depreciation of network equipment used to deliver services, and amortization of
network-related internal-use software. The Company enters into contracts for bandwidth with third-party network providers with terms of typically one
year . These contracts generally commit the Company to pay minimum monthly fees plus additional fees for bandwidth usage above the committed level.
The Company enters into contracts for colocation services with third-party providers with terms typically ranging from one to six years .

104



Research and Development Costs

Research and development costs consist of primarily payroll and related personnel costs for the design, development, testing, and enhancement of
the Company’s edge cloud platform. Research and development expenses also include cloud infrastructure fees for development and testing. Costs
incurred in the development of the Company’s edge cloud platform are expensed as incurred, excluding those expenses which meet the criteria for the
capitalization of internal-use software.

Advertising Expense

The Company recognizes advertising expense as incurred. The Company recognized total advertising expense of approximately $ 4.6 million, $ 2.5
million and $ 2.3 million for the years ended December 31, 2023, 2022, and 2021, respectively.

Accounting for Stock-Based Compensation

The Company recognizes stock-based compensation expense based on the grant-date fair value of the awards. The fair values of the restricted
stock units (“RSUs"), restricted stock awards (“RSAs”) and performance stock awards (“PSUs”) are based on the fair value of the Company’s stock price
on the grant date. The fair values of stock options and ESPP are based on the Black-Scholes option-pricing model. The fair value of the market-based
performance stock awards (“MPSUs") is measured using a Monte Carlo simulation valuation model.

The determination of the fair value of a stock-based award is affected by the deemed fair value of the underlying stock price on the grant date, as
well as assumptions regarding a number of other complex and subjective variables, including expected term and stock price volatility of the awards.

Stock-based compensation expense for awards with service-based vesting only is recognized on a straight-line basis over the requisite service
period of the awards, which is generally three or four years . In addition to service-based conditions, stock-based compensation expense for awards that
have performance-based or market-based conditions are recognized over the requisite service period for each separately-vesting tranche as though
each tranche of the award is its own separate grant, which results in an accelerated recognition of compensation cost. The Company accounts for
forfeitures as they occur.

Foreign Currency

The functional currency of the Company'’s foreign subsidiaries is the U.S. dollar. The monetary assets and liabilities that are denominated in a
currency other than the U.S. dollar of the Company'’s foreign subsidiaries are remeasured into U.S. dollars at the exchange rate on the balance sheet
date, while non-monetary items are remeasured at historical rates. Revenue and expenses are remeasured at average exchange rates during the period.
Transaction gains and losses that arise from exchange rate fluctuations on transactions denominated in a currency other than the functional currency are
included in other income (expense), net in the consolidated statements of operations. The aggregate transaction gain or loss for the years ended
December 31, 2023, 2022 and 2021 is included in the determination of net income for the period and was not material to the respective periods.

Income Taxes

The Company accounts for income taxes under the asset and liability method, which requires the recognition of deferred tax assets and liabilities
for the expected future tax consequences of events that have been included in the financial statements. Under this method, the Company determines
deferred tax assets and liabilities on the basis of the differences between the financial statement and tax bases of assets and liabilities by using enacted
tax rates for the year in which the differences are expected to reverse. The effect of a change in tax rates on deferred tax assets and liabilities is
recognized in income in the period that includes the enactment date.

The Company recognizes deferred tax assets to the extent that it believes that these assets are more likely than not to be realized. In making such a
determination, the Company considers all available positive and negative evidence, including future reversals of existing taxable temporary differences,
projected future taxable income, tax-planning strategies, and results of recent operations. If the Company determines that it would be able to realize its
deferred tax assets in the future in excess of
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their net recorded amount, the Company would make an adjustment to the deferred tax asset valuation allowance, which would reduce the provision for
income taxes.

The Company records uncertain tax positions in accordance with ASC 740 on the basis of a two-step process in which (1) it determines whether it
is more likely than not that the tax positions will be sustained on the basis of the technical merits of the position and (2) for those tax positions that meet
the more-likely-than-not recognition threshold, the Company recognizes the largest amount of tax benefit that is more than 50 percent likely to be realized
upon ultimate settlement with the related tax authority.

The Company recognizes interest and penalties related to unrecognized tax benefits on the income tax expense line in the accompanying
consolidated statement of operations and consolidated statement of comprehensive loss. Accrued interest and penalties are included in accrued
expenses on the consolidated balance sheet.

Net Loss Per Share Attributable to Common Stockholders

Basic and diluted net loss per share is computed by dividing net loss by the weighted-average number of shares of common stock outstanding
during the period. Diluted earnings per share attributable to common stockholders adjusts basic earnings per share for the potentially dilutive impact of
stock options, restricted stock units, restricted stock awards, shares issuable under its employee stock purchase place and performance stock awards.
The Company also applies the if-converted method for calculation of diluted per share for its convertible debt instruments. As the Company has reported
losses for all periods presented, all potentially dilutive securities are antidilutive and accordingly, basic net loss per share equals diluted net loss per
share.

Prior to the Conversion, the Company'’s basic and diluted net loss per share attributable to common stockholders was presented in conformity with
the two-class method required for multiple classes of common stock and participating securities. Under the two-class method, net income is attributed to
common stockholders and participating securities based on their participation rights. Under the two-class method, basic net loss per share attributable to
common stockholders is computed by dividing the net loss attributable to common stockholders by the weighted-average number of shares of common
stock outstanding during the period. Diluted earnings per share attributable to common stockholders adjusts basic earnings per share for the potentially
dilutive impact of stock options, restricted stock units, restricted stock awards, shares issuable under our employee stock purchase place and
performance stock awards.

Recently Issued and Adopted Accounting Pronouncements

In November 2023, the FASB issued ASU 2023-07 “Segment Reporting - Improvements to Reportable Segment Disclosures”, which updates
reportable segment disclosure requirements, primarily through enhanced disclosures about significant segment expenses and information used to assess
segment performance. The guidance is effective for the Company's annual periods beginning in 2024 and interim periods beginning in the first quarter of
fiscal year 2025. The Company is currently evaluating the impact of the new guidance and intends to adopt the guidance retrospectively when it becomes
effective in 2024.

In December, 2023, the FASB issued ASU 2023-09 “Income Taxes (Topic 740): Improvements to Income Tax Disclosures”, which expands
disclosures in an entity’s income tax rate reconciliation table and regarding cash taxes paid both in the U.S. and foreign jurisdictions. The guidance is
effective for the Company's annual periods beginning in 2025. The Company is currently evaluating the impact of the new guidance and intends to adopt
the guidance prospectively when it becomes effective in 2025 .
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3. Revenue

Disaggregation of revenue

Revenue by geography is based on the billing address of the customer. Aside from the United States, no other single country accounted for more
than 10% of revenue for the years ended December 31, 2023, 2022 and 2021. The following table presents the Company’s net revenue by geographic

region:

United States
Asia Pacific
Europe

All other

Total revenue

Year ended December 31,

2023 2022 2021

(in thousands)

370,424 $ 316,149 $ 260,399

72,873 58,073 39,496
42,770 38,469 35,177
19,921 20,034 19,258

505,988 $ 432,725 $ 354,330

The majority of the Company’s revenue is derived from enterprise customers. In the first quarter of 2023, the Company updated its methodology
(“new methodology”) by which it calculates its customer count metrics, including Total Customer Count, Enterprise Customer Count and associated

metrics.

Under the prior methodology, enterprise customers is defined as customers with revenue in excess of $ 100,000 over the trailing 12-month period.
The following table presents the Company’s net revenue for enterprise and non-enterprise customers based on the prior methodology:

Enterprise customers
Non-enterprise customers

Total revenue

Year ended December 31,

2023 2022 2021

(in thousands)
458,472 % 386,853 $ 313,360
47,516 45,872 40,970

505,988 $ 432,725 $ 354,330

Under the new methodology, enterprise customers is defined as customers with annualized current quarter revenue in excess of $ 100,000 . This
is calculated by taking the sum of revenue for each customer within the quarter and multiplying it by four. The following table presents the Company’s net

revenue for enterprise and non-enterprise customers based on the new methodology:

Enterprise customers
Non-enterprise customers

Total revenue

Year ended December 31,

2023 2022 2021

(in thousands)
464,452 $ 393,152 $ 315,918
41,536 39,573 38,412

505,988 $ 432,725 $ 354,330




Contract balances

The timing of revenue recognition may differ from the timing of invoicing to customers. The Company has an unconditional right to consideration
when it invoices its customers and records a receivable. The Company records a contract asset, or a receivable, when revenue is recognized prior to
invoicing. The Company records a contract liability, or deferred revenue, when revenue is recognized subsequent to invoicing.

Deferred revenue includes amounts billed to customers for which revenue has not been recognized and consists of the unearned portions of edge
cloud platform usage and billings to customers for the Company’s security subscription services. Amounts that have been invoiced for annual
subscriptions, but not collected, are recorded in accounts receivable and in unearned revenue or in revenue depending on whether services have been
delivered to the customer. The Company’s payment terms and conditions vary by contract type, and generally range from 30 to 90 days.

The following table presents the Company’s contract assets and contract liabilities as of December 31, 2023 and 2022:

As of December 31, 2023 As of December 31, 2022

(in thousands)
Contract assets $ 621 $ 19
Contract liabilities $ 38,150 $ 30,544

The following table presents revenue recognized during the years ended December 31, 2023 and 2022 from amounts included in the contract
liability at the beginning of the period:

Year ended December 31,

2023 2022

(in thousands)

Revenue recognized in the period from amounts included in contract liability at the beginning of the period $ 28,616 $ 26,274
Remaining performance obligations

As of December 31, 2023, the aggregate amount of the transaction price in the Company's contracts allocated to remaining performance
obligations that were unsatisfied or partially unsatisfied was $ 235.7 million. This amount includes future committed revenue for periods within current
contracts with customers, as well as deferred revenue arising from consideration invoiced for which the related performance obligations have not been
satisfied. The Company has elected to not provide certain information about its remaining performance obligations for service contracts with an original
contract duration of one year or less. As of December 31, 2023, the Company expects to recognize approximately 80 % of its remaining performance
obligations over the next 12 months. The Company’s typical contractual term with its customers is one year, although terms may vary by contract.

Costs to obtain a contract

As of December 31, 2023 and December 31, 2022, the Company’s costs to obtain contracts were as follows:

As of December 31, 2023 As of December 31, 2022

(in thousands)

Deferred contract costs, net $ 61,981 $ 50,523

During the years ended December 31, 2023, 2022 and 2021, the Company recognized $ 15.5 million, $ 8.9 million and $ 6.3 million of
amortization related to deferred contract costs, respectively. These costs are recorded within sales and marketing expenses on the accompanying
consolidated statements of operations.
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4. Investments and Fair Value Measurements

The Company’s total cash, cash equivalents and marketable securities consisted of the following:

As of December 31,

2023 2022

(in thousands)

Cash and cash equivalents:

Cash $ 21,269 $ 46,516
U.S. Treasury securities 52,830 —
Money market funds 21,166 96,875
Commercial paper 12,656 —
Total cash and cash equivalents 107,921 143,391

Marketable securities:

U.S. Treasury securities $ 73,448 $ 287,988
Corporate notes and bonds 105,566 $ 71,744
Commercial paper 25,934 —
Agency bonds 9,851 —
Asset-backed securities — 175
Municipal securities — 2,221
Foreign government and supranational securities — 12,453
Total marketable securities, current $ 214,799 $ 374,581
Corporate notes and bonds 5,999 140,949
Asset-backed securities 89 24,156
Total marketable securities, non-current $ 6,088 $ 165,105
Total marketable securities $ 220,887 $ 539,686
Total cash, cash equivalents and marketable securities $ 328,808 $ 683,077
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The following table summarizes adjusted cost, gross unrealized gains and losses, and fair value related to cash and cash equivalents and
available-for-sale securities on the accompanying consolidated balance sheets as of December 31, 2023 and December 31, 2022:

As of December 31, 2023

Gross Gross
Amortized Unrealized Unrealized Fair
Cost Gain Loss Value

(in thousands)

Cash and cash equivalents:

U.S. Treasury securities $ 52,824 $ 6 $ — 3 52,830
Commercial paper $ 12,663 $ — 3 (7) $ 12,656
Marketable securities:
U.S. Treasury securities $ 73,444 % 8 $ (4) $ 73,448
Corporate notes and bonds 112,487 9 (931) 111,565
Commercial paper 25,946 — (12) 25,934
Asset-backed securities 89 — — 89
Agency bonds 9,854 — (3) 9,851
Total available-for-sale investments $ 287,307 $ 23 % (957) $ 286,373

As of December 31, 2022

Amortized Gross Unrealized Gross Fair
Cost Gain Unrealized Loss Value

(in thousands)

Marketable securities:

U.S. Treasury securities $ 291,685 $ — % (3,697) $ 287,988
Corporate notes and bonds 217,187 — (4,494) 212,693
Asset-backed securities 24,617 — (286) 24,331
Municipal securities 2,322 — (101) 2,221
Foreign government and supranational securities 12,522 — (69) 12,453
Total available-for-sale investments $ 548,333 $ — 3 (8,647) $ 539,686

There were no material realized gains or losses from sales of marketable securities that were reclassified out of accumulated other comprehensive
income (loss) into other income (expense), net as of December 31, 2023 and December 31, 2022. There were 28 and 76 securities in a continuous loss
position for 12 months or longer as of December 31, 2023, and 2022, respectively. Investments are reviewed periodically to identify possible other-than-
temporary impairments. For the years ended December 31, 2023 and 2022, the Company did not record any impairment charges for its marketable debt
securities in its consolidated statements of operations. No impairment loss has been recorded on the securities as the Company does not intend to sell
any impaired securities, nor is it more likely than not that the Company would be required to sell impaired securities before recovery of amortized cost
basis. Furthermore, the Company has determined that the decline in fair value of the investment is not due to credit related factors.

Fair Value of Financial Instruments

For certain of the Company’s financial instruments, including cash held in banks, accounts receivable, and accounts payable, the carrying amounts
approximate fair value due to their short maturities, and are therefore excluded from the fair value tables below.

Fair value is defined as the exchange price that would be received for an asset or paid to transfer a liability (an exit price) in the principal or most
advantageous market for the asset or liability in an orderly transaction between market participants on the measurement date. There is a three-tier fair
value hierarchy, which prioritizes the inputs used in measuring fair value as follows:
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Level 1—Observable inputs such as quoted prices in active markets for identical assets or liabilities;

Level 2—Inputs other than Level 1 that are observable, either directly or indirectly, such as quoted prices for similar assets or liabilities, quoted
prices in markets that are not active, or other inputs that are observable or can be corroborated by observable market data for substantially the full term of
the assets or liabilities; and

Level 3—Unobservable inputs that are supported by little or no market activity, which require management judgment or estimation.

The Company measures its cash equivalents, marketable securities, and restricted cash at fair value. The Company classifies its cash equivalents,
marketable securities and restricted cash within Level 1 or Level 2 because the Company values these investments using quoted market prices or
alternative pricing sources and models utilizing market observable inputs.

The Company classifies its investments, which are comprised of corporate notes and bonds, commercial paper, U.S. treasury securities, agency
bonds, foreign government and supranational securities and asset-backed securities within Level 2 of the fair value hierarchy because the fair value of
these securities is priced by using inputs based on non-binding market consensus prices that are primarily corroborated by observable market data or
guoted market prices for similar instruments.

Financial assets and liabilities measured and recorded at fair value on a recurring basis consisted of the following types of instruments:

As of December 31, 2023

Level 1 Level 2 Level 3 Total

(in thousands)

Cash equivalents:

Money market funds $ 21,166 $ — $ — $ 21,166
U.S. Treasury securities — 52,830 — 52,830
Commercial paper — 12,656 — 12,656
Total cash equivalents 21,166 65,486 — 86,652
Marketable securities:
U.S. Treasury securities — 73,448 — 73,448
Corporate notes and bonds — 111,565 — 111,565
Commercial paper — 25,934 — 25,934
Asset-backed securities — 89 — 89
Agency bonds — 9,851 — 9,851
Total marketable securities — 220,887 — 220,887

Restricted cash:

Restricted cash, current 150 — — 150
Total restricted cash 150 — — 150
Total financial assets $ 21,316 $ 286,373 $ — $ 307,689
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As of December 31, 2022

Level 1 Level 2 Level 3 Total

(in thousands)

Cash equivalents:

Money market funds $ 96,875 $ — 8 — 3 96,875

Total cash equivalents 96,875 — — 96,875
Marketable securities:

U.S. Treasury securities — 287,988 — 287,988

Corporate notes and bonds — 212,693 — 212,693

Asset-backed securities — 24,331 — 24,331

Municipal securities — 2,221 — 2,221

Foreign government and supranational securities — 12,453 — 12,453
Total marketable securities — 539,686 — 539,686
Restricted cash:

Restricted cash, current 150 — — 150
Total restricted cash 150 — — 150
Total financial assets $ 97,025 $ 539,686 $ — % 636,711

Restricted cash was $ 0.2 million as of both December 31, 2023 and 2022. The restricted cash balance consisted of letters of credit related to lease
arrangements that were collateralized by the Company’s cash. The amounts as of December 31, 2023 and 2022, were both classified as current on the
Company’s consolidated balance sheets.

There were no transfers of assets and liabilities measured at fair value between Level 1 and Level 2, or between Level 2 and Level 3, during the
years ended December 31, 2023 and 2022.

5. Business Combinations
Glitch, Inc.

On May 18, 2022, the Company acquired 100 % of the voting equity interest of Glitch, Inc. (“Glitch”), a software company specializing in developer
project management tools, for $ 34.9 million in cash, of which $ 8.0 million was held back as security for indemnification claims under the terms of the
merger agreement (“Holdback”). During the year ended December 31, 2023, $ 4.1 million of the Holdback was distributed to certain shareholders of
Glitch and the remaining Holdback will be distributed 24 months following the acquisition closing date. The acquisition expands the Company’s brand
awareness within the developer community and bolsters the Company’s existing product offerings by making it easier to innovate at a layer in the
Company’s software stack.

The Company accounted for the transaction as a business combination. The purchase price was preliminarily allocated based on the estimated
fair value of the identified intangible assets of $ 2.0 million, cash of $ 1.6 million and other net assets of $ 0.6 million, and goodwill of $ 32.5 million.

The goodwill was primarily attributed to the value of synergies created with the acquisition of Glitch’s technology offering. Goodwill is not deductible
for income tax purposes.

Identifiable finite-lived intangible assets were comprised of the following (in thousands):

Total Estimated useful life (in years)
Developed technology $ 630 4
Customer relationships 760 3
Trade name 610 4
Total intangible assets acquired $ 2,000
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For the year ended December 31, 2022, we incurred $ 2.0 million in acquisition-related expenses. The acquired intangible assets have a total
weighted average amortization period of 3.6 years.

From the date of the acquisition, the financial results of Glitch have been included in and are not material to the Company’s consolidated financial
statements. Pro forma revenue and results of operations have not been presented because the historical results are not material to the consolidated
financial statements in any period presented.

6. Balance Sheet Information
Allowance for Credit Losses

The activity in the accounts receivable reserves is as follows:

As of December 31,

2023 2022 2021

(in thousands)

Beginning balance $ 5029 $ 3311 % 3,248
Additions to the reserves 2,025 2,406 196
Write-offs and adjustments — (688) (133)
Ending balance $ 7054 $ 5029 $ 3,311

Property and Equipment, Net

Property and equipment, net consisted of the following:

As of December 31,

2023 2022

(in thousands)

Computer and networking equipment $ 224,313 $ 225,009
Leasehold improvements 8,605 8,374
Furniture and fixtures 2,142 1,792
Office equipment 1,228 1,176
Internal-use software 97,623 66,488
Property and equipment, gross 333,911 302,839
Accumulated depreciation and amortization (157,303) (122,461)
Property and equipment, net $ 176,608 $ 180,378

During the year ended December 31, 2023, the Company recognized an impairment charge of $ 4.3 million, of which $ 3.0 million related to
property and equipment, net and $ 1.3 million related to advance payments for the purchase of property and equipment. The write-off was primarily
related to excess computer and networking equipment including software the Company does not expect to use and therefore abandoned. Impairment
charges are included within impairment expense in the consolidated statements of operations. There were no impairments during the years ended
December 31, 2022 and 2021.

Depreciation on property and equipment for the years ended December 31, 2023, 2022 and 2021 was approximately $ 51.6 million, $42.6 million,
and $ 28.8 million, respectively. Included in these amounts was amortization expense for capitalized internal-use software costs of approximately $ 14.0
million, $ 8.6 million and $ 4.6 million for the years ended December 31, 2023, 2022 and 2021, respectively. As of December 31, 2023 and 2022, the
unamortized balance of capitalized internal-use software costs on the Company’s consolidated balance sheets was approximately $ 62.6 million and $
45.5 million, respectively.

The Company leases certain networking equipment from various third parties through equipment finance leases. The Company’s networking
equipment assets as of December 31, 2023 and 2022, included a total of $ 74.7 million and $ 77.3 million acquired under finance lease agreements,
respectively. These leases are capitalized in property and equipment,
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and the related amortization of assets under finance leases is included in depreciation and amortization expense. The accumulated depreciation of the
associated networking equipment assets under finance leases totaled $ 40.1 million and $ 28.1 million as of December 31, 2023 and 2022, respectively.

Other Assets
Other assets consisted of the following:

As of December 31,

2023 2022

(in thousands)

Deferred contract costs, net $ 61,981 $ 50,523
Advance payment for purchase of property and equipment 24,509 37,013
Other assets 4,289 5,086
Total other assets $ 90,779 $ 92,622
Accrued Expenses

Accrued expenses consisted of the following:

As of December 31,

2023 2022

(in thousands)

Accrued compensation and related benefits $ 14,918 $ 20,204
Accrued bonus 24,614 15,818
Accrued colocation and bandwidth costs 14,362 10,448
Other tax liabilities 4,344 8,698
Other accrued expenses 3,580 5,993

$ 61,818 $ 61,161

Total accrued expenses

Other Current Liabilities
Other current liabilities consisted of the following:

As of December 31,

2023 2022

(in thousands)

Deferred revenue $ 33,824 $ 28,047
Accrued computer and networking equipment 1,673 1,467
Holdback payable 3,771 4,013
Other current liabilities 1,271 867
Total other current liabilities $ 40,539 $ 34,394
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Accumulated Other Comprehensive Loss

The following table summarizes the changes in accumulated other comprehensive loss, which is reported as a component of stockholders’

equity:
Foreign Currency Unrealized gainl/(loss) for Accumulated Other Comprehensive
Translation available-for-sale investments Income (Loss)
(in thousands)
Balance at December 31, 2020 $ (36) $ 42 $ 6
Other comprehensive loss (286) (2,347) (2,633)
Balance at December 31, 2021 (322) (2,305) (2,627)
Other comprehensive loss (255) (6,404) (6,659)
Balance at December 31, 2022 $ (577) $ (8,709) $ (9,286)
Other comprehensive income 565 7,713 8,278
Balance at December 31, 2023 $ (12) $ (996) $ (1,008)

There were no material reclassifications out of accumulated other comprehensive loss for the years ended December 31, 2023 and 2022.
Additionally, there was no material tax impact on the amounts presented.

7. Leases

The Company has operating leases for corporate offices and data centers (“colocation” leases), and finance leases for networking equipment. The
Company’s operating leases have remaining lease terms ranging from less than 1 year to 7 years, some of which include options to extend the leases.
The Company'’s finance leases have remaining lease terms up to 1 year. The Company also subleases a portion of its corporate office spaces. The
Company’s subleases have remaining lease terms ranging from 1 year to 7 years. Sublease income was $ 1.2 million, $0.9 million, and $ 1.0 million
for the years ended December 31, 2023, 2022 and 2021, respectively.

The components of lease cost were as follows:

As of December 31,

2023 2022 2021

(in thousands)

Operating lease cost:

Operating lease cost $ 26,996 $ 30,976 $ 26,716
Variable lease cost 15,112 11,736 6,820
Total operating lease cost $ 42,108 $ 42,712 $ 33,536
Finance lease cost:
Amortization of assets under finance lease $ 14,391 % 14539 $ 6,834
Interest 1,328 2,381 1,754
Total finance lease cost $ 15,719 $ 16,920 $ 8,588

The short-term lease costs were not material for the years ended December 31, 2023, 2022 and 2021. During the years ended December 31,
2023 and 2022, the Company recognized impairment on its operating lease right-of-use assets of $ 0.7 million and $ 2.1 million, respectively. The
Company did no t recognize any material impairment on its operating lease right-of-use assets for the year ended December 31, 2021.
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As of December 31,

2023 2022 2021

(in thousands)
Weighted Average Remaining Lease term (in years):
Operating leases 3.48 4.09 4.41
Finance leases 1.00 1.74 2.23

Weighted Average Discount Rate:
Operating leases 6.03 % 5.36 % 5.20 %
Finance leases 4.67 % 4.73 % 4.86 %

Future minimum lease payments under non-cancellable leases as of December 31, 2023 were as follows:

Operating Leases Finance Leases

(in thousands)

Year ending December 31,

2024 $ 28,160 $ 16,064
2025 20,868 1,617
2026 18,896 —
2027 10,502 —
2028 2,446 —
Thereafter 1,838 =
Total future minimum lease payments $ 82,710 $ 17,681
Less: imputed interest (7,905) (395)
Total liability $ 74,805 $ 17,286

As of December 31, 2023, the Company has undiscounted commitments of $ 2.3 million for operating leases that have not yet commenced, and
therefore are not included in the right-of-use asset or operating lease liability. These operating leases will commence in 2024 with lease terms of 3 years.

8. Goodwill and Intangible Assets
Goodwill

The changes in the carrying amount of goodwill for th e years ended December 31, 2023 and 2022 are as follows:

Year ended December 31,

2023 2022

(in thousands)

Beginning balance $ 670,185 $ 636,805
Goodwill acquired from business combinations — 33,419
Foreign currency translation and other adjustments 171 (39)

Ending balance $ 670,356 $ 670,185

The goodwill acquired from business combinations are from the Company’s acquisition described in Note 5 — Business Combinations. The
Company did not record an impairment charge on goodwill for the fiscal years ended December 31, 2023, 2022 and 2021.
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Intangible Assets, net

As of December 31, 2023 and December 31, 2022, the Company'’s intangible assets consisted of the following:

As of December 31, 2023

As of December 31, 2022

Gross carrying

Accumulated

Gross carrying

Accumulated

value amortization Net carrying value value amortization Net carrying value
(in thousands)
Intangible assets:
Customer relationships $ 69,860 $ (28,473) $ 41,387 $ 69,860 $ (19,582) $ 50,278
Developed technology 50,130 (32,424) 17,706 50,130 (22,367) 27,763
Trade names 3,910 (3,542) 368 3,910 (2,564) 1,346
Internet protocol addresses 4,984 (1,970) 3,014 4,984 (1,471) 3,513
Backlog — — — 2,200 (2,200) —
Total intangible assets $ 128,884 $ (66,409) $ 62,475 $ 131,084 $ (48,184) $ 82,900

The Company’s customer relationships, developed technology, trade names, backlog and Internet protocol addresses represent intangible
assets subject to amortization. Amortization expense was $ 20.4 million, $ 21.7 million and $ 21.2 million, for the years ended December 31, 2023,

2022 and 2021, respectively.

The Company did not purchase any intangible assets during the year ended December 31, 2023. During the year ended December 31, 2022,
the Company added $ 2.0 million of intangible assets from the acquisition of Glitch, which are subject to amortization. During the year ended
December 31, 2021, the Company purchased $ 2.1 million of intangible assets. The Company did not record any impairments during the years ended

December 31, 2023, 2022 and 2021.

The expected amortization expense of intangible assets subject to amortization as of December 31, 2023 is as follows:

2024
2025
2026
2027
2028
Thereafter
Total

9. Debt Instruments

Senior Secured Credit Facilities Agreement

As of December 31, 2023

(in thousands)
$ 19,599
16,976
9,193
9,051
6,891
765

$ 62,475

On February 16, 2021, the Company entered into a Senior Secured Credit Facilities Agreement (“Credit Agreement”) with the lenders from time to
time party thereto (the “Lenders”) and Silicon Valley Bank, as a lender and as administrative agent and collateral agent for the Lenders, for an aggregate
commitment amount of $ 100.0 million with a maturity date of February 16, 2024. The Company recorded $ 0.6 million of debt issuance costs
associated with the Credit Agreement in other assets on the Company’s consolidated balance sheet.
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The Credit Agreement originally bore interest at a rate per annum equal to the sum of LIBOR for the applicable interest period plus 1.75 % to 2.00
%, depending on the average daily outstanding balance of all loans and letters of credit under the Credit Agreement. On June 28, 2023, the Company
entered into the First Amendment to Credit Agreement with the Lenders and First-Citizens Bank & Trust Company (successor by purchase to the Federal
Deposit Insurance Corporation as Receiver for Silicon Valley Bridge Bank, N.A. (as successor to Silicon Valley Bank)), as a lender and as administrative
agent and collateral agent for the Lenders, which, among other things, amended the interest rate provisions of the Credit Agreement to replace LIBOR
with the Secured Overnight Finance Rate (“SOFR”) as the interest rate benchmark. On February 16, 2024, the Company entered into the Second
Amendment to Credit Agreement with the Lenders and Silicon Valley Bank, a division of First-Citizens Bank & Trust Company, as a lender and as
administrative agent and collateral agent for the Lenders, which, among other things, extended the maturity date of the loans under the Credit Agreement
to June 14, 2024. As amended, the revolving loans bear interest, at the Company’s election, at an annual rate based on SOFR or a base rate. Loans
based on SOFR bear interest at a rate per annum equal to SOFR, plus an adjustment of 0.10 %, plus 1.75 % to 2.00 %, depending on the average daily
outstanding balance of all loans and letters of credit under the Credit Agreement. Loans based on the base rate bear interest at a rate per annum equal to
the base rate plus 0.75 % to 1.00 %, depending on the average daily outstanding balance of all loans and letters of credit under the Credit Agreement.

Interest payments on outstanding borrowings are due on the last day of each interest period. The Credit Agreement has a commitment fee on the
unused portion of the borrowing commitment, which is payable on the last day of each calendar quarter at a rate per annum of 0.20 % to 0.25 %
depending on the average daily outstanding balance of all loans and letters of credit under the Credit Agreement. In addition, the Company’s Credit
Agreement contains a financial covenant that requires the Company to maintain a consolidated adjusted quick ratio of at least 1.25 tested on a quarterly
basis as well as a springing revenue growth covenant for certain periods if the Company’s consolidated adjusted quick ratio falls below 1.75 on the last
day of any fiscal quarter. The Credit Agreement requires the Company to comply with various affirmative and negative covenants, and contains
customary events of default.

As of December 31, 2023 and 2022, the Company was in compliance with all of the Credit Agreement’s covenants. During the years ended
December 31, 2023 and 2022, no amounts were drawn down on the Company’s Credit Agreement. As of the years ended December 31, 2023 and 2022,
no amounts were outstanding under the Credit Agreement.

Convertible Senior Notes

On March 5, 2021, the Company issued approximately $ 948.8 million aggregate principal amount of 0 % convertible senior notes due 2026 (the
“Notes”), including the exercise in full by the initial purchasers of their option to purchase up to an additional approximately $ 123.8 million principal
amount of the Notes. The Notes were issued in a private placement to qualified institutional buyers pursuant to Rule 144A under the Securities Act. The
Notes will mature on March 15, 2026, unless earlier converted, redeemed or repurchased. The net proceeds from the issuance of the Notes were
approximately $ 930.0 million after deducting the initial purchasers’ discounts and transaction costs.

The Company may not redeem the Notes prior to March 20, 2024. On or after March 20, 2024, the Company may redeem for cash, all or any
portion of the Notes, at the Company’s option, at a redemption price equal to 100 % of the principal amount of the Notes to be redeemed, plus accrued
and unpaid special interest, if any, to, but excluding, the redemption date, if the last reported sale price of the Company’s Class A common stock has
been at least 130 % of the conversion price for the Notes then in effect for at least 20 trading days (whether or not consecutive) during any 30
consecutive trading day period (including the last trading day of such period) ending on, and including, the trading day immediately preceding the date on
which the Company provides notice of redemption. No sinking fund is provided for the Notes.

Holders of the Notes may convert their notes at their option at any time prior to the close of business on the business day immediately preceding
December 15, 2025, only under the following circumstances: (i) during any calendar quarter commencing after the calendar quarter ending on June 30,
2021 (and only during such calendar quarter), if the last reported sale price of the Company’s Class A common stock for at least 20 trading days
(whether or not consecutive) during a period of 30 consecutive trading days ending on, and including, the last trading day of the immediately preceding
calendar quarter is greater than or equal to 130 % of the conversion price for the Notes on each applicable trading day; (ii) during the five business day
period after any ten consecutive trading day period (the “Measurement Period”) in which the trading price, as defined in the indenture agreement
governing the Note filed with the Company’s Current Report on Form 8-K filed with the Securities and Exchange Commission on March 5, 2021, per
$1,000 principal amount of notes for each trading day of the Measurement Period was less than 98 % of the product of the last reported sale price of the
Company’s Class A common stock and the conversion
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rate on each such trading day; (iii) if the Company calls such Notes for redemption, at any time prior to the close of business on the scheduled trading
day immediately preceding the applicable redemption date, but only with respect to the Notes called (or deemed called) for redemption; or (iv) upon the
occurrence of specified corporate events. On or after December 15, 2025 until the close of business on the second scheduled trading day immediately
preceding the maturity date, holders may convert all or any portion of their notes at any time, regardless of the foregoing circumstances.

Upon conversion, the Company may satisfy its conversion obligation by paying or delivering, as the case may be, cash, shares of its Class A
common stock or a combination of cash and shares of its Class A common stock, at the Company'’s election. The initial conversion rate is 9.7272 shares
of Class A common stock per $1,000 principal amount of Notes, equivalent to an initial conversion price of approximately $ 102.80 per share of Class A
common stock. The conversion rate is subject to adjustment as described in the indenture governing the Notes but will not be adjusted for any accrued
and unpaid special interest. In addition, following certain corporate events that occur prior to the maturity date of the Notes or if the Company delivers a
notice of redemption in respect of the Notes, the Company will, in certain circumstances, increase the conversion rate of the Notes for a holder who
elects to convert its Notes, in connection with such a corporate event or convert its Notes called (or deemed called) for redemption during the related
redemption period, as the case may be.

The indenture includes customary covenants and sets forth certain events of default after which the Notes may be declared immediately due and
payable and sets forth certain types of bankruptcy or insolvency events of default involving the Company after which the Notes become automatically due
and payable. If the Company undergoes a fundamental change, as defined in the indenture agreement governing the Notes, then subject to certain
conditions and except as described in the indenture governing the Notes, holders may require the Company to repurchase for cash all or any portion of
their Notes at a fundamental change repurchase price equal to 100 % of the principal amount of the Notes to be repurchased, plus accrued and unpaid
special interest, if any, to, but excluding, the fundamental change repurchase date.

The Company evaluated the terms of its debt and concluded that the instrument does not require separation and that there were no other
derivatives that required separation. As such, the Company has combined these features with the host contract and the Company accounts for its
convertible debt as a single liability in long-term debt on its consolidated balance sheet. The initial purchasers’ discounts and transaction costs of $ 18.6

million incurred related to the issuance of the Notes were classified as liability and represents the difference between the principal amount of the Notes
and the liability component (the “debt discount”), which is amortized to interest expense using the effective interest method over the term of the Notes.

As of December 31, 2023, the conversion conditions had not been met and therefore the Notes were not yet convertible.

On May 25, 2022, the Company entered into separate, privately negotiated transactions with certain holders of the Notes to repurchase (the
“Repurchases”) $ 235.0 million aggregate principal amount of the Notes for an aggregate cash repurchase price of $ 176.4 million and aggregate
transaction costs of $ 0.7 million. The Repurchases were accounted for as a debt extinguishment that resulted in a net gain of $ 54.4 million, which was
recorded as non-operating income on the Company's consolidated statement of operations for the year ended December 31, 2022.

During the year ended December 31, 2023, the Company entered into several separate privately negotiated transactions with certain holders of
the Notes to repurchase $ 367.3 million aggregate principal amount of the Notes for an aggregate cash repurchase price of $ 309.1 million and
aggregate transaction costs of $ 2.0 million. The Repurchases were accounted for as a
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debt extinguishment that resulted in a net gain of $ 52.4 million, which was recorded as non-operating income on the Company’s consolidated statement
of operations for the year ended December 31, 2023.

The following table reflects the carrying values of the debt agreements as of December 31, 2023 and 2022 as follows:

Year ended December 31,

2023 2022

(in thousands)

Convertible Senior notes (effective interest rate of 0.38 % and 0.40 % as of December 31, 2023 and 2022,

respectively)
Principal amount $ 346,489 $ 713,753
Less: unamortized debt issuance costs (2,982) (9,043)

Less: current portion of long-term debt — —
Long-term debt, less current portion $ 343,507 $ 704,710

For the years ended December 31, 2023, 2022 and 2021, interest expense related to the Company’s debt obligations was $ 2.7 million, $ 3.4
million, and $ 3.5 million respectively. As of December 31, 2023 and 2022, the total estimated fair value of the Notes were $ 301.4 million and $517.5
million, respectively.

10. Commitments and Contingencies
Purchase Commitments

As of December 31, 2023, the Company had long-term commitments for cost of revenue related agreements (i.e., bandwidth usage, peering and
other managed services with various networks, fixed asset vendors, Internet service providers and other third-party vendors). The Company also has
non-cost of revenue long-term commitments for various non-cancelable agreements.

Aside from the Company'’s finance and operating lease commitments, including its colocation operating commitments, which have been disclosed
in Note 7—Leases, the minimum future commitments related to the Company’s purchase commitments as of December 31, 2023 were as follows:

Cost of Revenue Operating Expense Total Purchase
Commitments Commitments Commitments

(in thousands)

2024 $ 48,699 $ 10,480 $ 59,179
2025 6,105 3,797 9,902
2026 8,111 2,097 10,208
2027 111 — 111
2028 40 — 40
Thereafter — — —
Total $ 63,066 $ 16,374 $ 79,440
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Sales and Use Tax

The Company conducts its operations in many tax jurisdictions throughout the United States. In many of these jurisdictions, non-income-based
taxes, such as sales and use and telecommunications taxes are assessed on the Company’s operations. The Company is subject to indirect taxes, and
may be subject to certain other taxes, in some of these jurisdictions. Historically, the Company has not billed or collected these taxes and, in accordance
with GAAP, the Company has recorded a provision for its tax exposure in these jurisdictions when it is both probable that a liability has been incurred
and the amount of the exposure can be reasonably estimated. As a result, the Company has recorded a liability of $ 4.3 million and $ 7.6 million as of
December 31, 2023 and 2022, respectively. These estimates are based on several key assumptions, including the taxability of the Company’s products,
the jurisdictions in which the Company believes it has nexus and the sourcing of revenues to those jurisdictions. In the event these jurisdictions challenge
the Company’s assumptions and analysis, its actual exposure could differ materially from its current estimates.

Legal Matters

From time to time, the Company has been and may be subject to legal proceedings and claims. Such matters are subject to many uncertainties and
outcomes are not predictable with assurance. The Company accrues for contingencies when it believes that a loss is probable and that the Company can
reasonably estimate the amount of any such loss.

The Company is not presently a party to any legal proceedings that, if determined adversely to it, would individually or taken together have a
material effect on the Company’s business, results of operations, financial condition, or cash flows. As of December 31, 2023, the Company has not
recorded any significant accruals for loss contingencies associated with such legal proceedings, determined that an unfavorable outcome is probable or
reasonably possible, or determined that the amount or range of any possible loss is reasonably estimable.

Indemnification

The Company enters into standard indemnification agreements in the ordinary course of business. Pursuant to these agreements, the Company
agrees to indemnify, hold harmless, and reimburse the indemnified party for losses suffered or incurred by the indemnified party, generally the
Company’s business partners or customers, in connection with its provision of its services. Generally, these obligations are limited to claims relating to
infringement of a patent, copyright, or other intellectual property right, breach of the Company’s security or data protection obligations, or its negligence,
willful misconduct, or violation of law. Subject to applicable statutes of limitation, the term of these indemnification agreements is generally for the duration
of the agreement. The maximum potential amount of future payments the Company could be required to make under these indemnification agreements is
unlimited; however, the Company carries insurance that covers certain third-party claims relating to the Company’s services and could limit its exposure
in that respect.

The Company has agreed to indemnify each of its officers and directors during his or her lifetime for certain events or occurrences that happen by
reason of the fact that the officer or director is, was, or has agreed to serve as an officer or director of the Company. The Company has director and
officer insurance policies that may limit its exposure and may enable it to recover a portion of certain future amounts paid.

To date, the Company has not encountered material costs as a result of such indemnification obligations and has not accrued any related liabilities

in its financial statements. In assessing whether to establish an accrual, the Company considers such factors as the degree of probability of an
unfavorable outcome and the ability to make a reasonable estimate of the amount of loss.
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11. Stockholders’ Equity
Common Stock

The Company’s Amended and Restated Certificate of Incorporation, as amended and restated in May 2019, authorizes the issuance of 1.0
billion shares of Class A common stock and 94.1 million shares of Class B common stock, each at a par value per share of $ 0.00002 . Holders of
Class A common stock are entitled to one vote per share and holders of Class B common stock are entitled to 10 votes per share.

On July 12, 2021, all outstanding shares of Class B common stock automatically converted into the same number of shares of Class A common
stock (the “Conversion”) pursuant to the terms of the Company’s amended and restated certificate of incorporation (the “Certificate”). Upon the
Conversion, outstanding options denominated in shares of Class B common stock issued under any of the Company’s equity incentive plans remained
unchanged, except that such options now represent the right to receive shares of Class A common stock on exercise. In accordance with the Certificate,
the shares of Class B common stock that converted to Class A common stock were retired and will not be reissued by the Company. Accordingly, the
Company filed a certificate with the Secretary of State of the State of Delaware effecting the retirement of the shares of Class B common stock that were
issued but no longer outstanding following the Conversion. Upon the effectiveness of the certificate, the Company’s total number of authorized shares of
capital stock was reduced by the retirement of 94.1 million shares of Class B common stock.

Equity Incentive Plans

The Company maintains four equity incentive plans: the 2019 Equity Incentive Plan (the “2019 Plan”), 2011 Equity Incentive Plan (“2011 Plan”),
Employee Stock Purchase Plan and the Signal Sciences Corp. 2014 Stock Option and Grant Plan, as amended (the “Signal Plan”). The 2019 Plan
became effective in May 2019 and replaced the 2011 Plan. The Company’s 2019 Plan provides for the issuance of incentive stock options, non-statutory
stock options, stock appreciation rights, restricted stock units (“‘RSUs”), restricted stock awards, performance-based stock awards (“PSUs"), and other
forms of equity compensation, which are collectively referred to as stock awards to its employees, directors, and consultants. The Signal Plan includes
251,754 registered shares which can be exercised to purchase shares of Fastly’'s common stock.

As of December 31, 2023 and 2022, there were 8.9 million and 9.6 million Class A common stock available for issuance under the 2019 Plan,
respectively. As of December 31, 2023 and 2022, 133.0 million and 124.3 million shares of Class A common stock were issued and outstanding,
respectively. As of both December 31, 2023 and 2022, no shares of Class B common stock were issued and outstanding.

Stock Options

Options granted under the 2011 Plan and 2019 Plan are exercisable for Class A common stock and generally expire within 10 years from the date
of grant and generally vest over four years , at the rate of 25 % on the first anniversary of the date of grant and ratably on a monthly basis over the
remaining 36-month period thereafter based on continued service. Due to the Conversion on July 12, 2021, options granted under the 2011 Plan are now
exercisable for Class A common stock. Forfeitures are recognized as they occur.

The following table summarizes stock option activity during the year ended December 31, 2023:

Weighted-Average

Weighted-Average Remaining Aggregate
Number of Shares Exercise Price Contractual Term Intrinsic Value
(in thousands) (in years) (in thousands)
Outstanding at December 31, 2022 2,443 $ 6.01 47 $ 7,674
Granted 602 16.47
Exercised (291) 7.45
Forfeited (44) 8.41
Outstanding at December 31, 2023 2,710 $ 8.14 51 % 26,383
Vested and exercisable at December 31, 2023 2,142 % 5.94 38 % 25,620
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The total pre-tax intrinsic value of options exercised during the years ended December 31, 2023, 2022, and 2021 was $ 3.1 million, $ 8.9 million,
and $ 64.9 million, respectively.

The total grant date fair value of employee options vested for the years ended December 31, 2023, 2022, 2021 was $ 2.1 million, $ 5.6 million, and
$ 6.9 million, respectively.

The weighted-average grant date fair value for options granted to employees during the year ended December 31, 2023 was $ 10.97 . The
Company did not grant any options for the years ended December 31, 2022 and 2021.

The Company estimates the fair value of stock options on the date of grant using the Black-Scholes option-pricing model. Each of the Black-
Scholes inputs is subjective and generally requires significant judgments to determine. The Company estimated the fair value of stock option awards
during the year ended December 31, 2023 on the date of the grant using the Black-Scholes option pricing model with the following weighted-average
assumptions:

Year ended December 31,

2023
Fair value of common stock $16.47
Expected term (in years) 5.96
Risk-free interest rate 4.67 %
Expected volatility 71.2%
Dividend yield — %

During the years ended December 31, 2023 and 2022, and 2021, the Company recognized stock-based compensation expense from stock options
of approximately $ 2.1 million, $ 6.1 million, and $ 24.9 million, respectively.

As of December 31, 2023, total unrecognized stock-based compensation cost related to outstanding unvested stock options that are expected to
vest was $ 6.2 million. This unrecognized stock-based compensation cost is expected to be recognized over a weighted-average period of approximately
3.6 years.

Early Exercise of Stock Options

Certain stock options granted by the Company are exercisable at the date of grant, with unvested shares subject to repurchase by the Company in
the event of voluntary or involuntary termination of employment of the stockholder. Such exercises are recorded as a liability on the accompanying
consolidated balance sheets and reclassified into equity as the options vest. During the year ended December 31, 2021, the Company modified the
terms of 47,882 unvested options subject to repurchase, with an exercise value of approximately $ 0.2 million, to become fully vested upon change in
service status. As of December 31, 2021, a total of 90,977 shares of Class B Common Stock were subject to repurchase by the Company at the lower of
(i) the fair market value of such shares on the date of repurchase, or (ii) the original exercise price of such shares. The corresponding exercise value of
approximately $ 0.4 million as of December 31, 2021, was recorded in other current liabilities and other liabilities on the related consolidated balance
sheets. The Company did not have any early exercise awards for the year ended December 31, 2023 and 2022.

Restricted Stock Units (“RSUs”)

The Company began granting RSUs under the 2019 Plan during the fiscal year ended December 31, 2019. The fair value of RSUs is based on the
grant date fair value and is expensed on a straight-line basis over the applicable vesting period. RSUs granted to new hires typically vest over three or
four years , at the rate of 33 % or 25 %, respectively, on the first anniversary of the vesting start date and ratably on a quarterly basis over the remaining
24-month or 36-month period thereafter, respectively. RSUs granted to existing employees typically vest in equal quarterly installments over a three or
four-year service period. All vesting is contingent on continued service. Forfeitures are recognized as they occur.
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The following table summarizes RSU activity during the years ended December 31, 2023:

Weighted-Average Grant Date Fair
Number of Shares Value Per Share

(in thousands)

Nonvested RSUs as of December 31, 2022 11,990 $ 20.10
Granted 7,667 15.80
Vested (6,719) 18.94
Cancelled/forfeited (1,694) 22.80
Nonvested RSUs as of December 31, 2023 11,244 $ 17.46

During the years ended December 31, 2023, 2022 and 2021, the weighted-average grant date fair value for RSUs granted was $ 15.80 , $ 14.63
and $ 54.92 per share, respectively. During the years ended December 31, 2023, 2022 and 2021, the total weighted-average grant date fair value of
RSUs vested was $ 127.3 million, $ 97.9 million and $ 67.7 million, respectively.

During the years ended December 31, 2023, 2022 and 2021, the Company recognized stock-based compensation expense related to RSUs of $
105.2 million, $98.5 million and $ 78.3 million, respectively.

As of December 31, 2023, total unrecognized stock-based compensation cost related to non-vested RSUs was $ 177.1 million. This unrecognized
stock-based compensation cost is expected to be recognized over a weighted-average period of approximately 2.4 years.

Stock Subject to Revest (“Revest Shares”)

In conjunction with a prior acquisition in fiscal 2020, a restriction was placed on 896,499 shares belonging to the three co-founders of the target
which are subject to revesting on a quarterly basis over a 2-year period.

The Company did no t recognize any stock-based compensation expense related to revest shares for the year ended December 31, 2023. For
the year ended December 31, 2022, the Company recognized stock-based compensation expense related to revest shares of $ 27.6 million. As of
December 31, 2023, there is no unrecognized stock-based compensation cost related to revest shares.

On January 24, 2022, the Company entered into an agreement with certain holders of restricted stock, who had sold their awards in advance of
their vesting conditions, in order to return the proceeds associated with the remaining 224,124 unvested shares as of December 31, 2021. These
stockholders are eligible to continue vesting under the original agreements as long as they have continued service as either an employee or consultant.
On January 31, 2022, the Company received $ 10.7 million from these stockholders related to the settlement of the matter, which the Company
classified as unrestricted cash on its consolidated balance sheets. This amount will similarly be returned to the holders in accordance with the vesting
under the original agreements. Correspondingly, the Company reclassified the award from equity to liability as the award will now be settled for the fixed
monetary amount received, rather than a release of the restrictions on shares. The modification did not result in any incremental expense to be
recognized.

In February 2022, one of the stockholders had a change in employment status and the Company accelerated the remaining stock-based
compensation associated with his awards on his last day of service as an employee as his services under the modified arrangement were not
substantive. For the year ended December 31, 2022, the Company recognized stock-based compensation expense of $ 5.6 million associated with the
modification of these awards, which is included in the total stock-based compensation expense. For the year ended December 31, 2023, the Company
did no t recognize any stock-based compensation expense associated with the modification of these awards.

Performance-Based Restricted Stock Units ("PSUs")
Performance stock awards for executive officers ("executive PSUs”)

In February 2021, pursuant to the Company’s 2019 Equity Incentive Plan, the Company granted shares of executive PSUs to certain employees of
the Company, which are to vest based on the level of achievement of certain Company and individual targets related to the Company’s operating plan for
the fiscal year 2021 (“2021 Operating Plan”). In February 2022,
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the Company concluded that the minimum target performance to be eligible for vesting under the 2021 Operating Plan was not attained, and as such,
none of the 2021 executive PSUs were eligible to vest and the awards were cancelled.

In February 2022, pursuant to the Company’s 2019 Equity Incentive Plan, the Company granted certain employees shares of executive PSUs,
which are to vest based on the level of achievement of certain Company-wide targets related to the Company’s operating plan for the fiscal year 2022.
The Company has accounted for these awards as equity-based awards and will recognize stock-based compensation expense over the employees’
requisite service period based on the expected attainment of the Company-wide targets as of the end of each reporting period.

On March 29, 2023, May 4, 2023, and May 30, 2023, pursuant to the Company’s 2019 Equity Incentive Plan, the Company granted certain
employees shares of executive PSUs, which are to vest based on the level of achievement of certain Company-wide targets related to the Company’s
operating plan for the fiscal year 2023. The Company has accounted for these awards as equity-based awards and will recognize stock-based
compensation expense over the employees’ requisite service period based on the expected attainment of the Company-wide targets as of the end of
each reporting period.

Weighted-Average Grant Date Fair
Number of Shares Value Per Share

(in thousands)

Nonvested executive PSUs as of December 31, 2022 267 $ 28.16
Granted 762 15.88
Vested (84) 28.16
Cancelled/forfeited (213) 24.35
Nonvested executive PSUs as of December 31, 2023 732 $ 16.49

For the years ended December 31, 2023, 2022 and 2021, the Company recognized $ 4.3 million, $ 1.4 million, and $ 3.4 million of stock-based
compensation expense associated with these awards, respectively.

Company-wide Bonus Program (“Bonus Program”)

On February 11, 2022, the Compensation Committee approved a company-wide bonus program, including performance targets, to most of the
Company’s employees on active payroll in fiscal year 2022. Shares awarded under the program were paid out in February 2023 in fully vested RSUs and
based on the final attainment of Company-wide performance targets which were tied to its operating plan for fiscal year 2022. The Company recognized
stock-based compensation expense over the employees requisite service period, based on the final attainment of the Company-wide targets. In February
2023, the Company paid out the bonus liability associated with the 2022 Bonus Program in 1.2 million of restricted stock units, and correspondingly
recorded a charge to additional paid-in-capital of $ 16.6 million.

On March 29, 2023, the Compensation Committee approved a company-wide bonus program, including performance targets, to most of the
Company’s employees on active payroll in fiscal year 2023. Shares awarded under the program will be in fully vested RSUs and will be based on the
final attainment of Company-wide performance targets which are tied to its operating plan for fiscal year 2023. The payout of the 2023 Company-wide
bonus program will vary linearly between 50 %, 100 % and 150 % based on the achievement of these targets. Employees are required to be employed
through the payout date to earn the awards. The Company has accounted for these awards as liability-based awards, since the monetary value of the
obligation associated with the award is based predominantly on a fixed monetary amount known at inception, and it has an unconditional obligation that it
must or may settle by issuing a variable number of its equity shares. The Company is recognizing the stock-based compensation expense over the
employees requisite service period, based on the expected attainment of the Company-wide targets as of the end of each reporting period.

During the years ended December 31, 2023, and 2022, the Company recognized $ 24.7 million and $ 14.9 million of stock-based compensation
expense associated with the Bonus Programs, respectively. The Company did no t recognize any stock-based compensation expense associated with
the Bonus Program for the year ended December 31, 2021.

Market-Based Performance Stock Awards (“MPSUs”)

In September 2022 and January 2023, pursuant to the Company’s 2019 Equity Incentive Plan, the Company granted certain employees shares
of MPSUs, which are to vest upon the satisfaction of the Company’s achievement of specified Fastly
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Class A common stock price targets during the applicable performance period. In addition, the awards are subject to each recipient’s continuous service
through each applicable vest dates.

The Company measured the fair value of the MPSUs using a Monte Carlo simulation valuation model. The risk-free interest rates used were
3.37 % - 3.68 %, which were based on five-year US treasury yield, adjusted to a continuous time basis. The expected volatility was a blended volatility
rate of 80 %, which incorporated both the Company’s observed equity volatility and the relevant guideline company volatility.

Weighted-Average Grant Date
Number of Shares Fair Value Per Share

(in thousands)

Nonvested MPSUs as of December 31, 2022 2,174 $ 6.80
Granted 87 7.25
Vested (540) 7.84
Cancelled/forfeited (250) 6.69
Nonvested MPSUs as of December 31, 2023 1471  $ 6.46

Stock-based compensation expense relating to the MPSUs are recognized using the accelerated attribution method over the derived service
period. For the year ended December 31, 2023, the Company recognized $ 5.9 million of stock-based compensation expense associated with these
awards.

Total unrecognized stock-based compensation expense related to the unvested portion of the MPSUs was $ 4.7 million as of December 31,
2023. This expense is expected to be amortized over a weighted-average vesting period of 3.9 years.

Employee Stock Purchase Program (“ESPP”)

The ESPP allows eligible employees to purchase shares of the Company’s Class A common stock through payroll deductions of up to 15 % of their
eligible compensation. The ESPP provides for six-month offering periods, commencing in May and November of each year. At the end of each offering
period employees are able to purchase shares at 85 % of the lower of the fair market value of the Company’s Class A common stock on the first trading
day of the offering period or on the date of purchase.

The Company estimates the fair value of shares to be issued under the ESPP on the first day of the offering period using the Black-Scholes
valuation model. The inputs to the Black-Scholes option pricing model are the Company’s stock price on the first date of the offering period, the risk-free
interest rate, the estimated volatility of the Company’s stock price over the term of the offering period, the expected term of the offering period and the
expected dividend rate. Stock-based compensation expense related to the ESPP is recognized on a straight-line basis over the offering period.
Forfeitures are recognized as they occur.

The Company estimated the fair value of shares granted under the ESPP on the first date of the offering period using the Black-Scholes option
pricing model with the following assumptions:

Year ended December 31,

2023 2022 2021
Fair value of common stock $3.33-$6.09 $8.40-$11.85 $41.24 - $ 44.87
Expected term (in years) 0.49 - 0.50 0.49 0.49 - 0.50
Risk-free interest rate 4.65 % —5.43 % 1.57 % —4.65 % 0.02 % — 0.07 %
Expected volatility 70 % — 88 % 88 % — 101 % 47 % — 58 %
Dividend yield — % — % — %

During the years ended December 31, 2023, 2022 and 2021, the Company recognized $ 4.1 million, $ 3.2 million, and $ 3.5 million in stock-
based compensation expense related to the ESPP, respectively. As of December 31, 2023, total unrecognized stock-based compensation cost related to
ESPP was $ 1.9 million. This unrecognized stock-based compensation cost is expected to be recognized over a weighted-average period of
approximately 0.4 years.
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During the years ended December 31, 2023, 2022 and 2021, an aggregate of 1.0 million and 0.5 million and 0.2 million shares of the Company’s
Class A common stock was purchased under the ESPP, respectively.

Equity Awards Modification

In September 2023, as part of one employee's separation and transition plan, the Company modified this employee’s outstanding equity awards in
an amount that would have vested if this individual had remained an employee for an additional period of time. As a result of the modification, the
Company recognized stock-based compensation expense of $ 2.0 million for the year ended December 31, 2023.

In September 2022, as part of one employee's separation and transition plan, the Company modified this employee’s outstanding equity awards in
an amount that would have vested if this individual had remained an employee for an additional period of time. As a result of the modification, the
Company recognized stock-based compensation expense of $ 3.1 million for the year ended December 31, 2022.

Stock-based Compensation Expense

The following table summarizes the components of total stock-based compensation expense included in the accompanying consolidated
statements of operations:

Year ended December 31,

2023 2022 2021

(in thousands)

Cost of revenue $ 11,656 $ 12,050 $ 7,227
Research and development 47,827 58,435 47,019
Sales and marketing 33,703 39,083 31,159
General and administrative 43,117 36,228 55,083
Total $ 136,303 $ 145,796 $ 140,488

For the years ended December 31, 2023, 2022 and 2021, the Company capitalized $ 10.1 million, $ 8.0 million, and $ 4.4 million of stock-
based compensation expense, respectively.

For the year ended December 31, 2023, the Company recognized $ 24.7 million of stock-based compensation expense associated with liability
classified awards related to the company-wide Bonus Program. For the year ended December 31, 2022, the Company recognized $ 25.5 million of
stock-based compensation expense associated with liability classified awards related to the company-wide Bonus Program and certain of the Company’s
Revest Shares that were modified. The Company did not recognize any stock-based compensation expense associated with liability classified awards for
the year ended December 31, 2021.

12. Net Loss Per Share Attributable to Common Stockholders

Basic net loss per share is computed by dividing net loss by basic weighted-average shares outstanding during the period. Diluted net loss per
share is computed by dividing net loss by diluted weighted-average shares outstanding, including potentially dilutive securities.

On July 12, 2021, the shares of Class B common stock that converted to Class A common stock were retired and will not be reissued by the
Company. Prior to that date, the Company computed net loss per share using the two-class method required for multiple classes of common stock and
participating securities. The rights of the holders of the Class A common stock and Class B common stock are identical, except with respect to voting and
conversion. Accordingly, the Class A common stock and Class B common stock share equally in the Company’s net losses.

127



The following table presents the computation of basic and diluted net loss per share of common stock (in millions, except per share data):

Year ended December 31,

2023 2022 2021

Class A® Class B@ ClassA ™ Class B® ClassA ™ Class B®

(in thousands, except per share amounts)

Net loss attributable to common stockholders $ (133,088) $ — $ (190,774) $ — $ (212,120) $ (10,577)

Weighted-average shares used in computing net
loss per share attributable to common stockholders,
basic and diluted 128,770 — 121,723 — 110,541 5,512

Net loss per share attributable to common
stockholders, basic and diluted $ (1.03) $ — % (157) $ — (1.92) $ (1.92)

(1) Class A common stock includes the issuance of 12.9 million shares of Class A common stock issued by the Company in connection with the IPO
and the shares issued in connection with the follow-on offering on May 26, 2020. It also includes shares issued upon the exercise of options and
vesting of RSUs granted subsequent to the IPO, shares issued as part of the prior acquisitions, and converted Common B shares.

(2) Class B common stock includes, for all periods presented, common stock issued prior to the IPO and the conversion of all of the Company’s
preferred stock into an aggregate of 53.6 million shares of the Company’s Class B common stock upon closing of the IPO. Some of these shares
were previously converted into shares of Class A common stock. On July 12, 2021, all shares of Class B common stock were converted into shares
of Class A common stock.

The following securities were excluded from the computation of diluted net loss per share of common stock for the periods presented as their
effect would have been antidilutive:

Number of Shares

Year ended December 31,

2023 2022 2021

(in thousands)

Stock options 2,710 2,443 4,369
RSUs 11,244 11,990 5,285
Revest shares - — 336
PSUs 732 267 71
MPSUs 1,471 2,174 —
Bonus PSUs 1,572 1,777 —
Shares issuable pursuant to the ESPP 410 186 51
Convertible senior notes (if-converted) 3,370 7,338 9,229
Total 21,509 26,175 19,341
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13. Income Taxes

Loss before income taxes includes the following components:

United States
Foreign

Loss before income taxes

The income tax expense (benefit) consists of the following:

Current tax provision (benefit):
Federal
State
Foreign
Deferred tax benefit:
Federal
State
Foreign

Total tax expense (benefit)

Year ended December 31,

2023 2022 2021
(in thousands)
(137,240) $ (196,469) $ (224,159)
3,931 5,789 1,531
(133,309) $ (190,680) $ (222,628)
Year ended December 31,
2023 2022 2021
(in thousands)
— — % —
57 (79) —
622 173 322
—_ —_ (253)
(900) —_ —_
(221) $ 94 $ 69

Reconciliation between the Company'’s effective tax rate on income from continuing operations and the U.S. federal statutory rate is as follows:

Provision at federal statutory tax rate
Change in valuation allowance
Foreign tax rate differential
Stock-based compensation
Research and development credits
Disallowed executive compensation
Restructuring

Effective tax rate

Year ended December 31,

2023 2022 2021
21 % 21 % 21 %
(25) (14) (30)

1 — _

(4) (9) 2

10 2 5

(3) — —

— — 2

— %




The Company recorded tax benefit of $ 0.2 million for the year ended December 31, 2023 and recorded tax expense of $ 0.1 million for both the
years ended December 31, 2022 and 2021. The Company’s income tax expense (benefit) is primarily due to income taxes from certain foreign
jurisdictions where the Company conducts business and state minimum income taxes in the United States.

The Company’s deferred tax assets and liabilities were as follows:

Year ended December 31,

2023 2022

(in thousands)

Deferred tax assets:

Net operating losses $ 178,149 % 183,306
Lease liability 20,137 23,245
Research and development credits 38,280 21,383
Capitalized research and development 45,418 21,032
Stock-based compensation 11,765 10,429
Deferred revenue 4,934 2,811
Reserves and accruals 4,336 4,648
Other 1,889 4,179
Deferred tax assets 304,908 271,033
Intangible asset amortization (16,310) (21,713)
Right-of-use asset (15,322) (18,847)
State taxes (13,032) (10,732)
Prepaid commissions (13,868) (11,526)
Deferred tax liabilities (58,532) (62,818)
Valuation allowance (245,476) (208,215)
Net deferred tax (liabilities) assets $ 900 $ —

As of December 31, 2023 and 2022, the Company had NOL carryforwards for U.S. federal income tax purposes of approximately $ 626.4 million
and $ 658.8 million, respectively; and for state income tax purposes of approximately $ 568.3 million and $ 528.9 million, respectively. The federal NOL
carryforwards, if not utilized, will begin to expire in 2035. The state NOL carryforward, if not utilized, will begin to expire on various dates starting in 2024.
The Company also has federal and California research and development credit carryforwards totaling $ 42.1 million and $ 12.2 million as of
December 31, 2023, respectively. The federal research and development credit carryforwards will begin to expire in 2033, unless previously utilized. The
California research credits do not expire.

As of December 31, 2023, the Company has NOL carryforwards for United Kingdom purposes of approximately $ 27.9 million. The UK NOL
carryforwards do not expire.

Based on all available evidence on a jurisdictional basis the Company believes that it is more likely than not that the Company’s U.S. deferred tax
assets will not be utilized and have recorded a full valuation allowance against its U.S. net deferred tax assets. The Company assesses on a periodic
basis the likelihood that it will be able to recover its deferred tax assets. The Company considers all available evidence, both positive and negative,
including historical losses. The Company determined that it is more likely than not that the U.S. net deferred tax assets will not be fully realizable for the
years ended December 31, 2023 and 2022.

The Company has a valuation allowance for U.S. deferred tax assets, including NOL carryforwards. The Company expects to maintain this

valuation allowance for the foreseeable future. During the year ended December 31, 2023, the valuation allowance related to the Company’s U.S.
deferred tax assets increased by $ 37.3 million.
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Utilization of the net operating loss carryforwards may be subject to a substantial annual limitation due to the ownership change limitations under
the Code and similar state provisions. Under Section 382 of the Code, a corporation that undergoes an “ownership change” may be subject to limitations
on its ability to utilize its pre-change NOLSs to offset future taxable income. A detailed analysis was performed through December 31, 2021 for the
Company to determine whether an ownership change under Section 382 of the Code has occurred, and ownership changes were identified in 2013 and
2020. As a result of this analysis, the Company concluded that there is no longer any limitation on the utilization of such NOLs. A detailed analysis was
performed for the period March 1, 2014 to October 1, 2020 for Signal Sciences to determine whether an ownership change under Section 382 of the
Code has occurred and an ownership change was identified in 2020. As a result of this analysis, the Company concluded that there is no longer any
limitation on its utilization of the NOLs of Signal Sciences.

No provision for U.S. income and foreign withholding taxes has been made for these permanently reinvested foreign earnings because it is
management’s intention to permanently reinvest such undistributed earnings outside the United States.

A reconciliation of the Company’s unrecognized tax benefits is as follows (in thousands):

Year ended December 31,

2023 2022
Balance at beginning of year $ 17,337 $ 7,808
Increases related to prior year tax positions 2,674 8,697
Decreases related to prior year tax positions — (751)
Increases related to current year tax positions 3,234 1,583
Balance at end of year $ 23,245 $ 17,337

The Company has considered the amounts and probabilities of the outcomes that can be realized upon ultimate settlement with the tax authorities
and determined unrecognized tax benefits primarily related to credits should be established as noted in the summary rollforward above. The
unrecognized tax benefits, if recognized and in absence of full valuation allowance, would impact the income tax provision by $ 23.2 million and $ 17.3

million at December 31, 2023 and 2022, respectively. As of December 31, 2023, the Company does not believe that it is reasonably possible that its
unrecognized tax benefits would significantly change in the following 12 months. The Company'’s policy is to recognize interest and penalties associated
with uncertain tax benefits as part of the income tax provision and include accrued interest and penalties with the related income tax liability on its
consolidated balance sheet. To date, the Company has not recognized any interest and penalties in its consolidated statements of operations, nor has it
accrued for or made payments for interest and penalties.

Generally, in the U.S. federal and state taxing jurisdictions, tax periods in which certain loss and credit carryovers are generated remain open for
audit until such time as the limitation period ends for the year in which such losses or credits are utilized.

14. Information About Revenue and Geographic Areas
Revenue

Revenue by geography is based on the billing address of the customer. Refer to Note 3—Revenue for more information on net revenue by
geographic area.
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Long-Lived Assets

The Company’s property and equipment and operating lease right-of-use assets, each net, by geographic area were as follows:

As of December 31,

2023 2022

(in thousands)

United States $ 166,413 $ 175,794
All other countries 65,407 73,024
Total long-lived assets $ 231,820 $ 248,818

15. Subsequent Event

On February 16, 2024, the Company entered into the Second Amendment to Credit Agreement with the Lenders and Silicon Valley Bank, a
division of First-Citizens Bank & Trust Company, as a lender and as administrative agent and collateral agent for the Lenders, which, among other things,
extended the maturity date of the loans under the Credit Agreement to June 14, 2024.
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Item 9. Changes in and Disagreements with Accountants on Accounting and Financial Disclosure

None.

Item 9A. Controls and Procedures

Evaluation of Disclosure Controls and Procedures

Our disclosure controls and procedures are designed to ensure that information we are required to disclose in reports that we file or submit under
the Exchange Act is recorded, processed, summarized, and reported within the time periods specified in SEC rules and forms, and that such information
is accumulated and communicated to our management, including our Chief Executive Officer and our Chief Financial Officer, as appropriate, to allow
timely decisions regarding required disclosure.

Our management, with the participation of our Chief Executive Officer and our Chief Financial Officer, evaluated the effectiveness of our disclosure
controls and procedures (as defined in Rules 13a-15(e) and 15d-15(e) under the Securities Exchange Act) as of December 31, 2023. Based on such
evaluation, our Chief Executive Officer and our Chief Financial Officer have concluded that as of December 31, 2023, our disclosure controls and
procedures were, in design and operation, effective at a reasonable assurance level.

Management’s Annual Report on Internal Control Over Financial Reporting

Our management is responsible for establishing and maintaining adequate internal control over financial reporting and for the assessment of the
effectiveness of internal control over financial reporting as defined in Rule 13a-15(f) and 15d-15(f) under the Exchange Act. Our management conducted
an assessment of the effectiveness of our internal control over financial reporting as of December 31, 2023 based on the criteria established in Internal
Control — Integrated Framework (2013) issued by the Committee of Sponsoring Organizations of the Treadway Commission. Based on the results of its
assessment, management concluded that our internal control over financial reporting was effective as of December 31, 2023. The effectiveness of our
internal control over financial reporting as of December 31, 2023 has been audited by Deloitte & Touche LLP, an independent registered public
accounting firm, as stated in its report.

Changes in Internal Control over Financial Reporting

There were no changes during the year ended December 31, 2023 in our internal control over financial reporting that materially affected, or are
reasonably likely to materially affect, our internal control over financial reporting.

Inherent Limitations on Effectiveness of Controls

An effective internal control system, no matter how well designed, has inherent limitations, including the possibility of human error or overriding of
controls, and therefore can provide only reasonable assurance with respect to reliable financial reporting. Because of its inherent limitations, our internal
control over financial reporting may not prevent or detect all misstatements, including the possibility of human error, the circumvention or overriding of
controls, or fraud. Effective internal controls can provide only reasonable assurance with respect to the preparation and fair presentation of financial
statements.
REPORT OF INDEPENDENT REGISTERED PUBLIC ACCOUNTING FIRM
To the stockholders and the Board of Directors of Fastly, Inc.
Opinion on Internal Control over Financial Reporting
We have audited the internal control over financial reporting of Fastly, Inc. and subsidiaries (the “Company”) as of December 31, 2023, based on criteria
established in Internal Control — Integrated Framework (2013) issued by the Committee of Sponsoring Organizations of the Treadway Commission

(COSO0). In our opinion, the Company maintained, in all material respects, effective internal control over financial reporting as of December 31, 2023,
based on criteria established in Internal Control — Integrated Framework (2013) issued by COSO.
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We have also audited, in accordance with the standards of the Public Company Accounting Oversight Board (United States) (PCAOB), the consolidated
financial statements as of and for the year ended December 31, 2023, of the Company and our report dated February 21, 2024, expressed an unqualified
opinion on those financial statements.

Basis for Opinion

The Company’s management is responsible for maintaining effective internal control over financial reporting and for its assessment of the effectiveness
of internal control over financial reporting, included in the accompanying Management’s Annual Report on Internal Control over Financial Reporting. Our
responsibility is to express an opinion on the Company'’s internal control over financial reporting based on our audit. We are a public accounting firm
registered with the PCAOB and are required to be independent with respect to the Company in accordance with the U.S. federal securities laws and the
applicable rules and regulations of the Securities and Exchange Commission and the PCAOB.

We conducted our audit in accordance with the standards of the PCAOB. Those standards require that we plan and perform the audit to obtain
reasonable assurance about whether effective internal control over financial reporting was maintained in all material respects. Our audit included
obtaining an understanding of internal control over financial reporting, assessing the risk that a material weakness exists, testing and evaluating the
design and operating effectiveness of internal control based on the assessed risk, and performing such other procedures as we considered necessary in
the circumstances. We believe that our audit provides a reasonable basis for our opinion.

Definition and Limitations of Internal Control over Financial Reporting

A company’s internal control over financial reporting is a process designed to provide reasonable assurance regarding the reliability of financial reporting
and the preparation of financial statements for external purposes in accordance with generally accepted accounting principles. A company’s internal
control over financial reporting includes those policies and procedures that (1) pertain to the maintenance of records that, in reasonable detail, accurately
and fairly reflect the transactions and dispositions of the assets of the company; (2) provide reasonable assurance that transactions are recorded as
necessary to permit preparation of financial statements in accordance with generally accepted accounting principles, and that receipts and expenditures
of the company are being made only in accordance with authorizations of management and directors of the company; and (3) provide reasonable
assurance regarding prevention or timely detection of unauthorized acquisition, use, or disposition of the company’s assets that could have a material
effect on the financial statements.

Because of its inherent limitations, internal control over financial reporting may not prevent or detect misstatements. Also, projections of any evaluation of
effectiveness to future periods are subject to the risk that controls may become inadequate because of changes in conditions, or that the degree of
compliance with the policies or procedures may deteriorate.

/s/ Deloitte & Touche LLP
San Francisco, California
February 21, 2024

Item 9B. Other Information

Trading Arrangements

During the Company'’s last fiscal quarter, the Company’s directors and officers (as defined in Rule 16a-1(f) under the Exchange Act) adopted or
terminated the contracts, instructions or written plans for the purchase or sale of the Company’s securities set forth in the table below.

Type of Trading
Arrangement
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Name and Position Action Adoption/ Rule Non- Total Shares of | Total Shares of Expiration Date
Termination 10b5-1* Rule Class A Class A Common
Date 10b5-1** | Common Stock Stock to be
to be Sold Purchased

Ronald Kisling , Chief Adoption 11/20/2023 X — 163,938 — 12/31/2024
Financial Officer (1)
Richard Daniels , Director Adoption 11/17/2023 X — 7,766 — 03/29/2024
2
Brett Shirk , former Chief Termination 12/20/2023 X — — — 12/31/2024
Revenue Officer (3)

* Contract, instruction or written plan intended to satisfy the affirmative defense conditions of Rule 10b5-1(c) under the Exchange Act.

** “Non-Rule 10b5-1 trading arrangement” as defined in ltem 408(c) of Regulation S-K under the Exchange Act.

(1) Ronald Kisling , our Chief Financial Officer , adopted a Rule 10b5-1 Plan on November 20, 2023. Mr. Kisling's plan provides for the potential sale of
up to 163,938 shares of the Company’s Class A Common Stock, plus any shares that are granted to him in 2024 relating to the 2023 company-wide
Bonus Program; provided, however, because certain of Mr. Kisling’s planned sale amounts are equal to a designated percentage of the net number of
shares resulting from RSUs vesting, of which a portion will be surrendered to the Company or sold to cover withholding taxes, depending on how many
shares are withheld in these instances, the maximum number of shares to be sold may be less. The plan expires on December 31, 2024, or upon the
earlier completion of all authorized transactions under the plan.

(2) Richard Daniels , a member of our board of directors, adopted a Rule 10b5-1 Plan on November 17, 2023. Mr. Daniels' plan provides for the potential
sale of up to 7,766 shares of the Company’s Class A Common Stock; provided, however, because certain of Mr. Daniels' planned sale amounts are equal
to a designated percentage of the net number of shares resulting from RSUs vesting, of which a portion will be surrendered to the Company or sold to
cover withholding taxes, depending on how many shares are withheld in these instances, the maximum number of shares to be sold may be less. The
plan expires on March 29, 2024, or upon the earlier completion of all authorized transactions under the plan.

(3) Brett Shirk , our former Chief Revenue Officer , on December 20th, 2023, terminated a Rule 10b5-1 Plan entered into on August 21, 2023 in
connection with his departure.

Second Amendment to Senior Secured Credit Facilities Agreement

On February 16, 2024, we entered into the Second Amendment to Credit Agreement with the Lenders and Silicon Valley Bank, a division of First-

Citizens Bank & Trust Company, as a lender and as administrative agent and collateral agent for the Lenders, which, among other things, extended the
maturity date of the loans under the Credit Agreement to June 14, 2024.

The foregoing summary of the Second Amendment to Credit Agreement does not purport to be complete and is subject to and is qualified in its
entirety by the terms of the Second Amendment to Credit Agreement, which is attached to this Annual Report on Form 10-K as Exhibit 10.22, and
incorporated herein by reference.

Item 9C. Disclosure Regarding Foreign Jurisdictions that Prevent Inspections

Not applicable.
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PART Ill

Item 10. Directors, Executive Officers, and Corporate Governance

Information required by this Item is incorporated by reference to the sections of our proxy statement to be filed with the SEC no later than 120 days
after December 31, 2023 in connection with our 2024 Annual Meeting of Stockholders (the “Proxy Statement”).

We have adopted a Code of Business Conduct and Ethics for our directors, officers (including our principal executive officer, principal financial
officer and principal accounting officer) and employees. Our Code of Business Conduct and Ethics is available on our website at
www.fastly.com/investors under the “Governance” tab. Within the time period required by the SEC and the NYSE, we will post on our website at
www.fastly.com/investors under the “Governance” tab any amendment to our Code of Business Conduct and Ethics or any waivers of such provisions
granted to executive officers and directors.

Item 11. Executive Compensation

Information required by this Item is incorporated by reference to our Proxy Statement.

Item 12.  Security Ownership of Certain Beneficial Owners and Management and Related Stockholder Matters

Information required by this Item is incorporated by reference to our Proxy Statement.

Item 13. Certain Relationships and Related Transactions and Director Independence

Information required by this Item is incorporated by reference to our Proxy Statement.

Item 14. Principal Accountant Fees and Services

Information required by this Item is incorporated by reference to our Proxy Statement.
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Item 15.

Exhibits

(a)(1) Financial statements

PART IV

The information concerning the Company’s financial statements and the Report of Independent Registered Public Accounting Firm required by this
Item 15(a)(1) is incorporated by reference herein to the section of this Annual Report on Form 10-K in Part Il, Item 8, “Financial Statements and
Supplementary Data.”

(a)(2) Financial statement schedules

All financial statement schedules have been omitted as the information is not required under the related instructions or is not applicable or because

the information required is already included in the financial statements or the notes to those financial statements.

(a)(3) Exhibits

We have filed, or incorporated into this Annual Report on Form 10-K by reference, the exhibits listed on the accompanying Exhibit Index immediately
preceding the signature page of this Annual Report on Form 10-K.

Exhibit
Number

Exhibit Description

Form

File No.

Exhibit

Filing Date

Filed Herewith

2.1
31

3.2
3.3
34

4.1

4.2

4.3

4.4
4.5
10.1+

10.2+
10.3+

10.4+

10.5+
10.6+

10.7

Agreement and Plan of Reorganization, dated August 8-K

26, 2020.

Amended and Restated Certificate of Incorporation .

Certificate of Amendment of Amended and Restated

Certificate of Incorporation.
Certificate of Retirement.

Amended and Restated Bylaws .
Form of Class A common stock certificate of Fastly,
Inc.

Reference is made to Exhibits 3.1 through 3.3.

Indenture, dated as of March 5, 2021, by and between

Fastly, Inc. and U.S. Bank National Association, as
Trustee.

Form of Note, representing Fastly, Inc.'s 0%
Convertible Senior Notes due 2026 (included as
Exhibit A to the Indenture filed as Exhibit 4.3).

Description of Securities.

2011 Equity Incentive Plan, as amended to date.
Forms of Option Agreement, Notice of Stock Option
Grant, and Exercise Notice under 2011 Equity
Incentive Plan.

2019 Equity Incentive Plan.

Forms of Option Agreement, Notice of Stock Option

Grant, and Exercise Notice under 2019 Equity
Incentive Plan.

8-K
8-K

8-K
10-Q

S-1/A

8-K

8-K
10-K
S-1
S-1

S-1/A
S-1/A

Form of Restricted Stock Unit Award Agreement under 10-Q

2019 Equity Incentive Plan.
2019 Employee Stock Purchase Plan.
Form of Indemnification Agreement by and between

Fastly, Inc. and each of its directors and executive
officers.

S-1/A
S-1/A

137

001-38897

001-38897
001-38897

001-38897
001-38897

333-230953

001-38897

001-38897
001-38897
333-230953
333-230953

333-230953

333-230953

001-38897

333-230953
333-230953

21

31
3.1

3.1
3.3

4.1

4.1

4.2
4.5
10.2
10.3

10.4

10.5

10.3

10.7
10.8

October 12, 2020

May 21, 2019
June 10, 2020

July 13, 2021
August 7, 2020

May 6, 2019

March 5, 2021

March 5, 2021
March 1, 2022
April 19, 2019
April 19, 2019

May 6, 2019

May 6, 2019

August 9, 2019

May 6, 2019
May 6, 2019


https://www.sec.gov/Archives/edgar/data/1517413/000151741320000227/fastly-8xkxexhibit21.htm
http://www.sec.gov/Archives/edgar/data/1517413/000119312519152823/d752396dex31.htm
https://www.sec.gov/Archives/edgar/data/1517413/000119312520165805/d890035dex31.htm
https://www.sec.gov/Archives/edgar/data/1517413/000151741321000128/fastly-certificateofretire.htm
https://www.sec.gov/Archives/edgar/data/1517413/000151741320000162/ex33-amendedandrestatedb.htm
http://www.sec.gov/Archives/edgar/data/0001517413/000119312519130754/d702138dex41.htm
https://www.sec.gov/Archives/edgar/data/1517413/000119312521071602/d127610dex41.htm
https://www.sec.gov/Archives/edgar/data/1517413/000119312521071602/d127610dex41.htm
https://www.sec.gov/Archives/edgar/data/1517413/000151741322000038/fastly-10xkxdescriptionofs.htm
http://www.sec.gov/Archives/edgar/data/00001517413/000119312519111675/d702138dex102.htm
http://www.sec.gov/Archives/edgar/data/00001517413/000119312519111675/d702138dex103.htm
http://www.sec.gov/Archives/edgar/data/1517413/000119312519137435/d702138dex104.htm
http://www.sec.gov/Archives/edgar/data/1517413/000119312519137435/d702138dex105.htm
http://www.sec.gov/Archives/edgar/data/1517413/000151741319000012/fsly-10xqexhibit103.htm
http://www.sec.gov/Archives/edgar/data/1517413/000119312519137435/d702138dex107.htm
http://www.sec.gov/Archives/edgar/data/1517413/000119312519137435/d702138dex108.htm

Exhibit
Number

Exhibit Description Form

File No.

Exhibit

Filing Date

Filed Herewith

10.8+

10.9+

10.10

10.11

10.12

10.13+

10.14+

10.15

10.16+

10.17+

10.18+

10.19+

10.20

10.21

10.22

10.23+

10.24+

10.25+

10.26+

211
23.1

24.1

S-1/A
Employment Terms by and between Fastly, Inc. and S-1/A
Artur Bergman, dated May 3, 2019.

Office Lease Agreement, by and between Fastly, Inc. S-1

and CLPF-475 Brannan Street, L.P., dated August
22, 2014.

First Amendment to Lease Agreement, by and S-1
between Fastly, Inc. and CLPF-475 Brannan Street,

L.P., dated May 27, 2015.

Second Amendment to Lease Agreement, by and S-1

between Fastly, Inc. and CLPF-475 Brannan Street
L.P., dated March 11, 2019.

Executive Change in Control and Severance Benefit S-1/A
Plan.

Non-Employee Director Compensation Policy, as
amended.

Stock Ownership Guidelines.
Employment Agreement, by and between Fastly 8-K
International (Holdings) Ltd. and Joshua Bixby dated
February 19, 2020.

Equity Offer Letter, by and between Fastly, Inc. and 8-K
Joshua Bixby dated February 19, 2020.

Employment Terms by and between Fastly, Inc. and 8-K
Artur Bergman, dated May 3, 2019, as modified
through November 2, 2023.

Signal Sciences Corp. 2014 Stock Option and Grant S-8
Plan.

Senior Secured Credit Facilities Credit Agreement, 10-K
among Fastly, Inc., the several lenders from time to

time party thereto, and Silicon Valley Bank, dated as

of February 16, 2021.

First Amendment to the Senior Secured Credit 10-Q
Facilities Credit Agreement dated as of February 16,

2021, among Fastly, Inc., the several lenders from

time to time party thereto, and Silicon Valley Bank,

dated as of June 28, 2023.

Cash Incentive Bonus Plan.

S-1/A

Second Amendment to the Senior Secured Credit
Facilities Credit Agreement dated as of February 16
2021, among Fastly, Inc., the several lenders from

time to time party thereto, and Silicon Valley Bank
dated as of February 16, 2024.

Offer Letter Agreement, by and between Fastly, Inc. 10-K
and Brett Shirk, dated February 9, 2021.

Offer Letter by and between Fastly, Inc. and Ronald 8-K
W. Kisling, dated June 22, 2021.

Offer Letter by and between Fastly, Inc. and Todd 8-K
Nightingale, dated August 1, 2022.

Transition and Separation Agreement by and 8-K
between Fastly, Inc. and Joshua Bixby, dated

September 6, 2022.

Subsidiaries of the Registrant. 10-K
Consent of Independent Registered Public

Accounting Firm.

Power of Attorney (contained on the signature page

of this report).

333-230953
333-230953

333-230953

333-230953

333-230953

333-230953

333-230953
001-38897

001-38897

001-38897

333-249504

001-38897

001-38897

001-38897

001-38897

001-38897

001-38897

001-38897

10.9
10.10

10.17

10.18

10.32

10.31

10.33
10.1

10.2

10.1

99.1

10.23

10.2

10.23

10.1

10.1

10.1

211

May 6, 2019
May 6, 2019

April 19, 2019

April 19, 2019

April 19, 2019

May 6, 2019

May 6, 2019
February 20, 2020

February 20, 2020

November 6, 2023

October 10, 2020

March 1, 2021

August 2, 2023

March 1, 2022

June 29, 2021

August 3, 2002

September 6, 2022

February 24, 2023


http://www.sec.gov/Archives/edgar/data/1517413/000119312519137435/d702138dex109.htm
http://www.sec.gov/Archives/edgar/data/1517413/000119312519137435/d702138dex1010.htm
http://www.sec.gov/Archives/edgar/data/00001517413/000119312519111675/d702138dex1017.htm
http://www.sec.gov/Archives/edgar/data/00001517413/000119312519111675/d702138dex1018.htm
http://www.sec.gov/Archives/edgar/data/00001517413/000119312519111675/d702138dex1032.htm
http://www.sec.gov/Archives/edgar/data/1517413/000119312519137435/d702138dex1031.htm
file:///tmp/T4426/557ecf96-a2bc-49eb-aac5-d0e265894922/ex1014non-employeedirector.htm
http://www.sec.gov/Archives/edgar/data/1517413/000119312519137435/d702138dex1033.htm
https://www.sec.gov/Archives/edgar/data/1517413/000119312520043507/d667390dex101.htm
https://www.sec.gov/Archives/edgar/data/1517413/000119312520043507/d667390dex102.htm
https://www.sec.gov/Archives/edgar/data/1517413/000151741323000308/fastly-modificationofoffer.htm
https://www.sec.gov/Archives/edgar/data/1517413/000151741320000238/fastly-sx8xexhibit991.htm
https://www.sec.gov/Archives/edgar/data/1517413/000151741321000030/fsly-123120x10kex1023.htm
https://www.sec.gov/Archives/edgar/data/1517413/000151741323000218/fastly-firstamendmenttocre.htm
file:///tmp/T4426/557ecf96-a2bc-49eb-aac5-d0e265894922/secondamendmenttocreditagr.htm
https://www.sec.gov/Archives/edgar/data/1517413/000151741322000038/ex1024-brettshirkofferlett.htm
https://www.sec.gov/Archives/edgar/data/1517413/000151741321000116/ronkisling-fastlyxusofferl.htm
https://www.sec.gov/Archives/edgar/data/1517413/000151741322000115/exh101ceoofferletter1.htm
https://www.sec.gov/Archives/edgar/data/1517413/000151741322000138/fastly-ceotransitionsepara.htm
file:///tmp/T4426/557ecf96-a2bc-49eb-aac5-d0e265894922/fsly-123123x10kex211.htm
file:///tmp/T4426/557ecf96-a2bc-49eb-aac5-d0e265894922/fsly-123123x10kex231.htm
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Exhibit

Number Exhibit Description Form File No. Exhibit Filing Date Filed Herewith
311 Certification of the Chief Executive Officer pursuant to X

Exchange Act Rule 13a-14 as adopted pursuant to
Section 302 of the Sarbanes-Oxley Act of 2002.
31.2 Certification of the Chief Financial Officer pursuant to X
Exchange Act Rule 13a-14 as adopted pursuant to
Section 302 of the Sarbanes-Oxley Act of 2002.
32.1* Certification of the Chief Executive Officer pursuant to
18 U.S.C. Section 1350, as adopted pursuant to Section
906 of the Sarbanes-Oxley Act of 2002.
32.2% Certification of the Chief Financial Officer pursuant to 18

U.S.C. Section 1350, as adopted pursuant to Section
906 of the Sarbanes-Oxley Act of 2002.

97.1 Incentive Compensation Recoupment Policy . X
101. INS Inline XBRL Instance Document — the instance

document does not appear in the Interactive Data File
because its XBRL tags are embedded within the Inline

XBRL document. X
101.SCH Inline XBRL Taxonomy Schema Linkbase Document. X
101.CAL Inline XBRL Taxonomy Calculation Linkbase Document. X
101.DEF Inline XBRL Taxonomy Definition Linkbase Document. X
101.LAB Inline XBRL Taxonomy Labels Linkbase Document. X
101.PRE Inline XBRL Taxonomy Presentation Linkbase

Document. X
104 Cover Page Interactive Data File (formatted as inline

XBRL and contained in Exhibit 101).

+ Indicates management contract or compensatory plan.

* The certifications furnished in Exhibit 32.1 and 32.2 hereto are deemed to be furnished with this Annual Report on Form 10-K and will not be deemed
to be “filed” for purposes of Section 18 of the Exchange Act, except to the extent that the Registrant specifically incorporates it by reference.

Item 16. Form 10-K Summary

None.

139


file:///tmp/T4426/557ecf96-a2bc-49eb-aac5-d0e265894922/fsly-123123x10kex311.htm
file:///tmp/T4426/557ecf96-a2bc-49eb-aac5-d0e265894922/fsly-123123x10kex312.htm
file:///tmp/T4426/557ecf96-a2bc-49eb-aac5-d0e265894922/fsly-123123x10kex321.htm
file:///tmp/T4426/557ecf96-a2bc-49eb-aac5-d0e265894922/fsly-123123x10kex322.htm
file:///tmp/T4426/557ecf96-a2bc-49eb-aac5-d0e265894922/ex971incentivecompensation.htm
file:///tmp/T4426/557ecf96-a2bc-49eb-aac5-d0e265894922/ex971incentivecompensation.htm

SIGNATURES

Pursuant to the requirements of the Securities Exchange Act of 1934, as amended, Fastly, Inc. has duly caused this Annual Report on Form 10-K
to be signed on its behalf by the undersigned, thereunto duly authorized.

FASTLY, INC.

Date: February 21, 2024 By:  /s/ Todd Nightingale

Todd Nightingale
Chief Executive Officer (Principal Executive Officer)

Date: February 21, 2024 By: /s/ Ronald W. Kisling

Ronald W. Kisling
Chief Financial Officer (Principal Financial and Accounting Officer)
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POWER OF ATTORNEY

KNOW ALL PERSONS BY THESE PRESENTS, that each person whose signature appears below constitutes and appoints Todd Nightingale and
Ronald W. Kisling, and each of them, as his or her true and lawful attorney-in-fact and agent with full power of substitution and resubstitution, for such
individual in any and all capacities, to sign any and all amendments to this Annual Report on Form 10-K, and to file the same, with all exhibits thereto and
other documents in connection therewith, with the Securities and Exchange Commission, granting unto said attorneys-in-fact and agents, and each of
them, full power and authority to do and perform each and every act and thing requisite and necessary to be done in connection therewith, as fully for all
intents and purposes as he or she might or could do in person, hereby ratifying and confirming all that said attorneys-in-fact and agents, or any of them,
or the individual's substitute, may lawfully do or cause to be done by virtue hereof.

Pursuant to the requirements of the Securities Exchange Act of 1934, as amended, this report has been signed by the following persons on behalf
of the Company and in the capacities and on the dates indicated.

Signature Title Date
/sl Todd Nightingale Chief Executive Officer February 21, 2024
Todd Nightingale (Principal Executive Officer)
/s/ Ronald W. Kisling Chief Financial Officer February 21, 2024
Ronald W. Kisling (Principal Financial Officer and Principal Accounting Officer)
/sl David Hornik Director and Chairperson of our Board of Directors February 21, 2024
David Hornik
/s/ Aida Alvarez Director February 21, 2024
Aida Alvarez
/sl Artur Bergman Chief Architect and Director February 21, 2024

Artur Bergman

/s/ Richard Daniels Director February 21, 2024

Richard Daniels

/sl Paula Loop Director February 21, 2024
Paula Loop
/sl Charles Meyers Director February 21, 2024

Charles Meyers

/sl Christopher B. Paisley Director February 21, 2024

Christopher B. Paisley

/sl Vanessa Smith Director February 21, 2024

Vanessa Smith
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Exhibit 10.14

Fastly, Inc.
Non-Employee Director Compensation Policy

Adopted: May 1, 2019

Amended: August 4, 2020
Amended: July 8, 2021

Amended: November 2, 2021
Amended: April 12, 2023
Amended: December 6, 2023 and Effective: January 1, 2024

Each member of the Board of Directors (the Board"”) of Fastly, Inc. (the “Company”) who is a non-employee director of the
Company (each such member, a “Non-Employee Director”) will receive the compensation described in this Non-Employee
Director Compensation Policy (the “Director Compensation Policy”) for his or her Board service.

The Director Compensation Policy may be amended at any time in the sole discretion of the Board or the Compensation
Committee of the Board.

Annual Cash Compensation

Commencing at the beginning of the first calendar quarter following the closing of the initial public offering (thelPO")
of the Company’s Class A common stock (the ‘Class A Common Stock™), each Non-Employee Director will receive the
cash compensation set forth below for service on the Board. The annual cash compensation amounts will be payable in
equal quarterly installments, in arrears following the end of each quarter in which the service occurred, pro-rated for any
partial months of service. All annual cash fees are vested upon payment.

1. Annual Board Service Retainer.
a. All Eligible Directors: $40,000

2. Annual Committee Chair Service Retainer.
a. Chairperson of the Audit Committee: $20,000
b. Chairperson of the Compensation Committee: $15,000
c. Chairperson of the Nominating and Corporate Governance Committee: $10,000

3. Annual Chairperson Retainer: $20,000

Equity Compensation
Equity awards will be granted under the Company’s 2019 Equity Incentive Plan (the Plan”).

i. Initial Appointment Equity Grant. On appointment to the Board, and without any further action of the Board
or Compensation Committee of the Board, at the close of business on the day of such appointment a Non-Employee
Director will automatically receive a Restricted Stock Unit Award for Class A Common Stock having a value of $400,000
based on the Fair Market Value (as defined in the Plan) of the underlying Class A Common Stock on the date of grant
(the “Initial RSU"). Each Initial RSU will vest on the one-year anniversary measured from the date of grant.

ii. Automatic Equity Grants. Without any further action of the Board or Compensation Committee of the Board,
at the close of business on the date of each Annual Meeting of the Company’s Stockholders (the “Annual Meeting”),
each person who is then a Non-Employee Director will automatically receive a Restricted Stock Unit Award for Class A



Common Stock having a value of $200,000 based on the Fair Market Value (as defined in the Plan) of the underlying
Class A Common Stock on the date of grant (the “Annual RSU”). Each Annual RSU will vest quarterly over one year
following the date of grant and will be fully vested on the earlier of (i) the date of the following year’s Annual Meeting (or
the date immediately prior to the next Annual Meeting if the Non-Employee Director’s service as a director ends at such
meeting due to the director’s failure to be re-elected or the director not standing for re-election); and (ii) the one-year
anniversary measured from the date of grant.

iii. Vesting; Change of Control. All vesting is subject to the Non-Employee Director’s ‘Continuous Service’ (as
defined in the Plan) on each applicable vesting date. Notwithstanding the foregoing vesting schedules, for each Non-
Employee Director who remains in Continuous Service with the Company until immediately prior to the closing of a
“Change of Control’ (as defined in the Plan), the shares subject to his or her then-outstanding equity awards will
become fully vested immediately prior to the closing of such Change of Control.

iv. Calculation of Value of a Restricted Stock Unit Award. The value of a Restricted Stock Unit Award to be
granted under this Director Compensation Policy will be determined based on the Fair Market Value per share on the
grant date.

v. Remaining Terms. The remaining terms and conditions of each Nonstatutory Stock Option and Restricted Stock
Unit Award, including transferability, will be as set forth in the Company’s standard Option Agreement and Restricted
Stock Unit Award Agreement, in the form adopted from time to time by the Board or the Compensation Committee of the
Board.

Expenses

The Company will reimburse Non-Employee Director for ordinary, necessary and reasonable out-of-pocket travel
expenses to cover in-person attendance at and participation in Board and committee meetings; provided, that the Non-
Employee Director timely submit to the Company appropriate documentation substantiating such expenses in accordance
with the Company'’s travel and expense policy, as in effect from time to time.



Exhibit 10.22

SECOND AMENDMENT
TO CREDIT AGREEMENT

This Second Amendment to Credit Agreement (this “Amendment’) dated and effective as of February 16, 2024 (the
“Second Amendment Effective Date”) by and among FASTLY, INC., a Delaware corporation (the “Borrower”), the several
banks and other financial institutions or entities party hereto (the “Lenders”) and SILICON VALLEY BANK, A DIVISION OF
FIRST-CITIZENS BANK & TRUST COMPANY (“SVB”), as the Administrative Agent (SVB, in such capacity, the
“Administrative Agent’), and as the Issuing Lender and the Swingline Lender.

WITNESSETH:

WHEREAS, the Borrower, the Administrative Agent, the Issuing Lender and the Swingline Lender are parties to that
certain Credit Agreement dated as of February 16, 2021 (as amended by that certain First Amendment to Credit Agreement
dated as of June 28, 2023 and as further amended, modified, supplemented or restated and in effect from time to time, the
“Credit Agreement”); and

WHEREAS, the Borrower has requested that the Lenders and the Administrative Agent agree to modify and amend
certain terms and conditions of the Credit Agreement, subject to the terms and conditions contained herein.

NOW, THEREFORE, for good and valuable consideration, the receipt and sufficiency of which is hereby
acknowledged, the parties hereto agree as follows:

1. Capitalized Terms. All capitalized terms used herein and not otherwise defined shall have the same meaning
herein as in the Credit Agreement or in the other Loan Documents, as applicable.

2. Amendments to the Credit Agreement

@ Amended/New Definitions in the Credit Agreement

0] The following new definition is hereby inserted intoSection 1.1 of the Credit Agreement in its
applicable alphabetical order:

“  “Second Amendment Fee Letter’. the letter agreement dated as of February 16, 2024, by and between
the Borrower and the Administrative Agent.”

(i)  The following terms and their respective definitions set forth inSection 1.1 of the Credit Agreement are
hereby deleted in their entirety and replaced with the following:

“  “Loan Documents”: this Agreement, each Security Document, each Note, the Fee Letter, the Second
Amendment Fee Letter, each Assignment and Assumption, each Compliance Certificate, each Increase
Joinder, each Notice of Borrowing, each Notice of Conversion/Continuation, the Solvency Certificate, the
Collateral Information Certificate, each L/C-Related Document, each subordination or intercreditor agreement
and any agreement creating or perfecting rights in cash collateral pursuant to the provisions of Section 3.10,
or otherwise, and any amendment, waiver, supplement or other modification to any of the foregoing.”

“  “Revolving Termination Date". June 14, 2024.”

3. Amendment to Schedules to Credit Agreement Schedule 4.15 to the Credit Agreement is hereby deleted in its
entirety and Schedule 4.15 attached as Annex A hereto is substituted therefor. Each of the other existing Schedules to the
Credit Agreement will remain in full force and effect.




4.

Conditions Precedent to Effectiveness. This Amendment shall not be effective until each of the following

conditions precedent have been fulfilled to the satisfaction of the Administrative Agent:

@)

(b)
(©

(d)

(e)

()

(9)

5.
and the Lend

@)

(b)

This Amendment shall have been duly executed and delivered by the respective parties hereto. The
Administrative Agent shall have received a fully executed copy hereof.

All necessary consents and approvals to this Amendment shall have been obtained.

Immediately after giving effect to this Amendment, no Default or Event of Default shall have occurred and be
continuing.

The representations and warranties set forth in Section 5 of this Amendment shall be true and correct on the
Second Amendment Effective Date.

The Administrative Agent shall have received (i) the Second Amendment Fee Letter, duly executed and
delivered by the Borrower, and (ii) all amounts required to be paid pursuant to the Second Amendment Fee
Letter.

The Administrative Agent shall have received the results of a recent lien search in each of the Loan Parties’
jurisdictions of organization and each other jurisdiction reasonably required by the Administrative Agent, and
such searches shall reveal no Liens on any of the assets of the Loan Parties, except for Liens permitted by
Section 7.3 of the Credit Agreement.

The Administrative Agent shall have received (i) a certificate of each Loan Party, dated as of the Second
Amendment Effective Date and executed by the Secretary, Managing Member or equivalent officer of such
Loan Party, substantially in the form of Exhibit C to the Credit Agreement, with appropriate insertions and
attachments, including (A) the Operating Documents of such Loan Party certified, in the case of formation
documents, as of a recent date by the secretary of state or similar official of the relevant jurisdiction of
organization of such Loan Party, (B) the relevant board resolutions or written consents of such Loan Party
adopted by such Loan Party for the purposes of authorizing such Loan Party to enter into and perform the
Loan Documents to which such Loan Party is party, and (C) the names, titles, incumbency and signature
specimens of those representatives of such Loan Party who have been authorized by such resolutions and/or
written consents to execute Loan Documents on behalf of such Loan Party, (ii) a long form good standing
certificate for each Loan Party from its respective jurisdiction of organization, and (iii) certificates of foreign
qualification from each jurisdiction where the failure of a Loan Party to be qualified could reasonably be
expected to have a Material Adverse Effect.

Representations and Warranties. Each Loan Party hereby represents and warrants to the Administrative Agent
ers as follows:

This Amendment is, and each other Loan Document to which it is or will be a party, when executed and
delivered by each Loan Party that is a party thereto, will be the legally valid and binding obligation of such
Loan Party, enforceable against such Loan Party in accordance with its respective terms, except as
enforcement may be limited by equitable principles or by bankruptcy, insolvency, reorganization, moratorium or
similar laws relating to or limiting creditors’ rights generally.

Immediately after giving effect to this Amendment, the representations and warranties set forth in this
Amendment, the Credit Agreement, as amended by this Amendment and after giving effect hereto, and the
other Loan Documents to which it is a party (i) that is qualified by materiality shall be true and correct, and (i)
that is not qualified by materiality, shall be true and correct in all material respects, in each case, on and as of
such date as if made on and as of such date, except to the extent any such representation and warranty
expressly relates to an earlier date, in which case such representation and



warranty shall have been true and correct in all material respects (or all respects, as applicable) as of such
earlier date.

6. Payment of Costs and Fees. The Borrower shall pay to the Administrative Agent all reasonable costs, out-of-
pocket expenses, and fees and charges of every kind in connection with the preparation, negotiation, execution and delivery
of this Amendment and any documents and instruments relating hereto (which costs include, without limitation, the
reasonable fees and expenses of any attorneys retained by the Administrative Agent) to the extent provided in Section 10.5
of the Credit Agreement.

7. Choice of Law. This Amendment and the rights of the parties hereunder, shall be determined under, governed
by, and construed in accordance with the laws of the New York. Section 10.14 of the Credit Agreement is hereby
incorporated by reference.

8. Counterpart Execution. This Amendment may be executed in any number of counterparts, all of which when
taken together shall constitute one and the same instrument, and any of the parties hereto may execute this Amendment by
signing any such counterpart. Delivery of an executed counterpart of this Amendment by telefacsimile or other electronic
method of transmission shall be equally as effective as delivery of an original executed counterpart of this Amendment.

9. Effect on Loan Documents.

(@) The Credit Agreement, as amended hereby, and each of the other Loan Documents shall be and remain in full
force and effect in accordance with their respective terms and hereby are ratified and confirmed in all respects.
The execution, delivery, and performance of this Amendment shall not operate as a modification or waiver of
any right, power, or remedy of the Administrative Agent or any Lender under the Credit Agreement or any
other Loan Document except as expressly set forth herein. The modifications and other agreements herein are
limited to the specifics hereof (including facts or occurrences on which the same are based), shall not apply
with respect to any facts or occurrences other than those on which the same are based, shall not excuse any
non-compliance with the Loan Documents, and shall not operate as a consent or waiver to any matter under
the Loan Documents. To the extent any terms or provisions of this Amendment conflict with those of the Credit
Agreement or other Loan Documents, the terms and provisions of this Amendment shall control.

(b) To the extent that any terms and conditions in any of the Loan Documents shall contradict or be in conflict with
any terms or conditions of the Credit Agreement, after giving effect to this Amendment, such terms and
conditions are hereby deemed modified or amended accordingly to reflect the terms and conditions of the
Credit Agreement as modified or amended hereby.

() This Amendment is a Loan Document.

10. Entire Agreement. This Amendment, and terms and provisions hereof, the Credit Agreement and the other
Loan Documents constitute the entire understanding and agreement between the parties hereto with respect to the subject
matter hereof and supersedes any and all prior or contemporaneous amendments or understandings with respect to the
subject matter hereof, whether express or implied, oral or written.

11. Severability. In case any provision in this Amendment shall be invalid, illegal or unenforceable, such provision
shall be severable from the remainder of this Amendment and the validity, legality and enforceability of the remaining
provisions shall not in any way be affected or impaired thereby.

12. No Novation. By its execution of this Amendment, each of the parties hereto acknowledges and agrees that
the terms of this Amendment do not constitute a novation, but, rather, an amendment to the terms of a pre-existing
indebtedness and related agreement.



13.  Reaffirmation of Obligations. Each Loan Party hereby restates, ratifies and reaffirms its obligations under each
Loan Document to which it is a party, effective as of the date hereof and amended hereby. Each Loan Party hereby further
ratifies and reaffirms the validity and enforceability of all of the Liens heretofore granted, pursuant to and in connection with
the Guarantee and Collateral Agreement or any other Loan Document to the Administrative Agent on behalf and for the
benefit of the Lenders and the Issuing Lender, as collateral security for the obligations under the Loan Documents, in
accordance with their respective terms, and acknowledges that all of such Liens, and all collateral heretofore pledged as
security for such obligations, continues to be and remain collateral for such obligations from and after the date hereof.

[Signature pages follow]



In Witness Whereof, the parties hereto have caused this Amendment to be duly executed and delivered by their
proper and duly authorized officers as of the day and year first above written.

BORROWER:
FASTLY, INC.

By: /s/ Ronald Kisling
Name: Ronald Kisling
Title: Chief Financial Officer

[Signature Page to Second Amendment to Credit Agreement]



ADMINISTRATIVE AGENT AND LENDER:

FIRST-CITIZENS BANK & TRUST COMPANY

By: [s/ Robert MacNamara
Name: Robert MacNamara
Title: Vice President

[Signature Page to Second Amendment to Credit Agreement]



ANNEX A

[see attached]




Schedule 4.15

Subsidiaries
Name of Subsidiary Jurisdiction of Organization or Formation  Organizational Identification Percentage of Equity Interests
Number Owned
Certainly LLC Delaware, USA 5643184 100% Fastly, Inc.
Domain Research, LLC California, USA 201507010406 100% Fastly, Inc.
Fanout, Inc. California, USA 3426987 100% Fastly, Inc.
Glitch, Inc. Delaware, USA 3283730 100% Fastly, Inc.
Signal Sciences, LLC Delaware, USA 3459688 100% Fastly, Inc.
Fastly Australia Pty Ltd Australia 630 011 282 100% Fastly International
(Holdings) Limited
Fastly Canada Inc. Canada BC1198830 100% Fastly International
(Holdings) Limited
Fastly GmbH Germany HRB 25110 100% Fastly International
(Holdings) Limited
Fastly India Private Limited India 301653 99% Fastly International
(Holdings) Limited and 1%
Fastly Limited
Fastly Kabushiki Kaisha Japan 0104-01-117015 100% Fastly, Inc.
Fastly Netherlands B.V. Netherlands 83083154 100% Fastly International
(Holdings) Limited
Fastly SG Pte. Ltd. Singapore 202129865D 100% Fastly International
(Holdings) Limited
Fastly Cloud Iberica S.L. Spain B88490644 100% Fastly International
(Holdings) Limited
Fastly Sweden AB Sweden 559183-4014 100% Fastly International
(Holdings) Limited
Fastly International (Holdings) Limited United Kingdom 8931802 100% Fastly, Inc.
Fastly International Technology Limited United Kingdom 8931814 100% Fastly, Inc.
Fastly Limited United Kingdom 8656087 100% Fastly International

Technology Limited



Subsidiaries of Fastly, Inc.

Name of Subsidiary

Jurisdiction of Organization

Exhibit 21.1
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Exhibit 23.1

CONSENT OF INDEPENDENT REGISTERED PUBLIC ACCOUNTING FIRM

We consent to the incorporation by reference in Registration Statement Nos. 333-273627, 333-249495 and 333-242370 on Form S-3ASR and
Registration Statement Nos. 333-231558, 333-237655, 333-249504, 333-253745, 333-263191 and 333-270026 on Form S-8 of our reports dated
February 21, 2024, relating to the financial statements of Fastly, Inc. and the effectiveness of Fastly. Inc.'s internal control over financial reporting
appearing in this Annual Report on Form 10-K for the year ended December 31, 2023.

/sl Deloitte & Touche LLP

San Francisco, California
February 21, 2024



Exhibit 31.1

CERTIFICATION PURSUANT TO
RULES 13a-14(a) AND 15d-14(a) UNDER THE SECURITIES EXCHANGE ACT OF 1934,
AS ADOPTED PURSUANT TO SECTION 302 OF THE SARBANES-OXLEY ACT OF 2002

I, Todd Nightingale, certify that:
1. | have reviewed this Annual Report on Form 10-K of Fastly, Inc.;

2. Based on my knowledge, this report does not contain any untrue statement of a material fact or omit to state a material fact necessary to make
the statements made, in light of the circumstances under which such statements were made, not misleading with respect to the period covered
by this report;

3. Based on my knowledge, the financial statements, and other financial information included in this report, fairly present in all material respects the
financial condition, results of operations and cash flows of the registrant as of, and for, the periods presented in this report;

4. The registrant’s other certifying officer(s) and | are responsible for establishing and maintaining disclosure controls and procedures (as defined in
Exchange Act Rules 13a-15(e) and 15d-15(e)) and internal control over financial reporting (as defined in Exchange Act Rules 13a-15(f) and 15d-
15(f)) for the registrant and have:

a. Designed such disclosure controls and procedures, or caused such disclosure controls and procedures to be designed under our
supervision, to ensure that material information relating to the registrant, including its consolidated subsidiaries, is made known to us by
others within those entities, particularly during the period in which this report is being prepared;

b. Designed such internal control over financial reporting, or caused such internal control over financial reporting to be designed under our
supervision, to provide reasonable assurance regarding the reliability of financial reporting and the preparation of financial statements for
external purposes in accordance with generally accepted accounting principles;

c. Evaluated the effectiveness of the registrant's disclosure controls and procedures and presented in this report our conclusions about the
effectiveness of the disclosure controls and procedures, as of the end of the period covered by this report based on such evaluation; and

d. Disclosed in this report any change in the registrant's internal control over financial reporting that occurred during the registrant's most
recent fiscal quarter (the registrant's fourth fiscal quarter in the case of an annual report) that has materially affected, or is reasonably
likely to materially affect, the registrant's internal control over financial reporting; and

5. The registrant's other certifying officer(s) and | have disclosed, based on our most recent evaluation of internal control over financial reporting, to
the registrant's auditors and the audit committee of the registrant's board of directors (or persons performing the equivalent functions):

a. All significant deficiencies and material weaknesses in the design or operation of internal control over financial reporting which are
reasonably likely to adversely affect the registrant's ability to record, process, summarize and report financial information; and

b. Any fraud, whether or not material, that involves management or other employees who have a significant role in the registrant's internal
control over financial reporting.

Date: February 21, 2024 By: /s/ Todd Nightingale
Todd Nightingale

Chief Executive Officer




Exhibit 31.2

CERTIFICATION PURSUANT TO
RULES 13a-14(a) AND 15d-14(a) UNDER THE SECURITIES EXCHANGE ACT OF 1934,
AS ADOPTED PURSUANT TO SECTION 302 OF THE SARBANES-OXLEY ACT OF 2002

I, Ronald W. Kisling, certify that:
1. | have reviewed this Annual Report on Form 10-K of Fastly, Inc.;

2. Based on my knowledge, this report does not contain any untrue statement of a material fact or omit to state a material fact necessary to make
the statements made, in light of the circumstances under which such statements were made, not misleading with respect to the period covered
by this report;

3. Based on my knowledge, the financial statements, and other financial information included in this report, fairly present in all material respects the
financial condition, results of operations and cash flows of the registrant as of, and for, the periods presented in this report;

4. The registrant’s other certifying officer(s) and | are responsible for establishing and maintaining disclosure controls and procedures (as defined in
Exchange Act Rules 13a-15(e) and 15d-15(e)) and internal control over financial reporting (as defined in Exchange Act Rules 13a-15(f) and 15d-
15(f)) for the registrant and have:

a. Designed such disclosure controls and procedures, or caused such disclosure controls and procedures to be designed under our
supervision, to ensure that material information relating to the registrant, including its consolidated subsidiaries, is made known to us by
others within those entities, particularly during the period in which this report is being prepared;

b. Designed such internal control over financial reporting, or caused such internal control over financial reporting to be designed under our
supervision, to provide reasonable assurance regarding the reliability of financial reporting and the preparation of financial statements for
external purposes in accordance with generally accepted accounting principles;

c. Evaluated the effectiveness of the registrant's disclosure controls and procedures and presented in this report our conclusions about the
effectiveness of the disclosure controls and procedures, as of the end of the period covered by this report based on such evaluation; and

d. Disclosed in this report any change in the registrant's internal control over financial reporting that occurred during the registrant's most
recent fiscal quarter (the registrant's fourth fiscal quarter in the case of an annual report) that has materially affected, or is reasonably
likely to materially affect, the registrant's internal control over financial reporting; and

5. The registrant's other certifying officer(s) and | have disclosed, based on our most recent evaluation of internal control over financial reporting, to
the registrant's auditors and the audit committee of the registrant's board of directors (or persons performing the equivalent functions):

a. All significant deficiencies and material weaknesses in the design or operation of internal control over financial reporting which are
reasonably likely to adversely affect the registrant's ability to record, process, summarize and report financial information; and

b. Any fraud, whether or not material, that involves management or other employees who have a significant role in the registrant's internal
control over financial reporting.

Date: February 21, 2024 By: /s/ Ronald W. Kisling

Ronald W. Kisling

Chief Financial Officer



Exhibit 32.1

CERTIFICATION PURSUANT TO
18 U.S.C. SECTION 1350, AS ADOPTED PURSUANT TO
SECTION 906 OF THE SARBANES-OXLEY ACT OF 2002

In connection with the Annual Report of Fastly, Inc. (the "Company”) on Form 10-K for the year ended December 31, 2023 as filed with the Securities
and Exchange Commission on the date hereof (the “Report”), | certify, pursuant to 18 U.S.C. § 1350, as adopted pursuant to § 906 of the Sarbanes-
Oxley Act of 2002, that, to the best of my knowledge:

1. The Report fully complies with the requirements of Section 13(a) or Section 15(d) of the Securities Exchange Act of 1934, as amended; and

2. The information contained in the Report fairly presents, in all material respects, the financial condition and results of operations of the Company.

Date: February 21, 2024 By: /s/ Todd Nightingale
Todd Nightingale

Chief Executive Officer




Exhibit 32.2

CERTIFICATION PURSUANT TO
18 U.S.C. SECTION 1350, AS ADOPTED PURSUANT TO
SECTION 906 OF THE SARBANES-OXLEY ACT OF 2002

In connection with the Annual Report of Fastly, Inc. (the “Company”) on Form 10-K for the year ended December 31, 2023 as filed with the Securities
and Exchange Commission on the date hereof (the “Report”), | certify, pursuant to 18 U.S.C. § 1350, as adopted pursuant to § 906 of the Sarbanes-
Oxley Act of 2002, that, to the best of my knowledge:

1. The Report fully complies with the requirements of Section 13(a) or Section 15(d) of the Securities Exchange Act of 1934, as amended; and

2. The information contained in the Report fairly presents, in all material respects, the financial condition and results of operations of the Company.

Date: February 21, 2024 By:  /s/ Ronald W. Kisling

Ronald W. Kisling

Chief Financial Officer



Fastly, Inc.
Incentive Compensation Recoupment Policy
1. Introduction

The Compensation Committee (the “Compensation Committee”) of the Board of Directors (the “‘Board’) of Fastly, Inc. a
Delaware corporation (the “Company”), has determined that it is in the best interests of the Company and its stockholders to adopt
this Incentive Compensation Recoupment Policy (this “Policy”) providing for the Company’s recoupment of Recoverable Incentive
Compensation that is received by Covered Officers of the Company under certain circumstances. Certain capitalized terms used in
this Policy have the meanings given to such terms in Section 3 below.

This Policy is designed to comply with, and shall be interpreted to be consistent with, Section 10D of the Exchange Act, Rule
10D-1 promulgated thereunder (“Rule 10D-1") and Section 303A.14 of the New York Stock Exchange Listed Company Manual (the
“Listing Standards”).

2. Effective Date

This Policy shall apply to all Incentive Compensation that is received by a Covered Officer on or after October 2, 2023 (the
“Effective Date"). Incentive Compensation is deemed “received” in the Company'’s fiscal period in which the Financial Reporting
Measure specified in the Incentive Compensation award is attained, even if the payment or grant of such Incentive Compensation
occurs after the end of that period.

3. Definitions

“Accounting Restatement’ means an accounting restatement that the Company is required to prepare due to the material
noncompliance of the Company with any financial reporting requirement under the securities laws, including any required accounting
restatement to correct an error in previously issued financial statements that is material to the previously issued financial statements,
or that would result in a material misstatement if the error were corrected in the current period or left uncorrected in the current
period.

“Accounting Restatement Date’ means the earlier to occur of (a) the date that the Board, a committee of the Board
authorized to take such action, or the officer or officers of the Company authorized to take such action if Board action is not required,
concludes, or reasonably should have concluded, that the Company is required to prepare an Accounting Restatement, or (b) the
date that a court, regulator or other legally authorized body directs the Company to prepare an Accounting Restatement.

“Administrator’ means the Compensation Committee or, in the absence of such committee, the Board.

“Code” means the U.S. Internal Revenue Code of 1986, as amended, and the regulations promulgated thereunder.
“Covered Officer’ means each current and former Executive Officer.

“Exchange” means the New York Stock Exchange.

“Exchange Act’ means the U.S. Securities Exchange Act of 1934, as amended.

“Executive Officer’ means the Company’s president, principal financial officer, principal accounting officer (or if there is no
such accounting officer, the controller), any vice-president of the Company in charge of a principal business unit, division, or function
(such as sales, administration, or finance), any other officer who performs a policy-making function, or any other person who
performs



similar policy-making functions for the Company. Executive officers of the Company’s parent(s) or subsidiaries are deemed executive
officers of the Company if they perform such policy-making functions for the Company. Policy-making function is not intended to
include policy-making functions that are not significant. Identification of an executive officer for purposes of this Policy would include
at a minimum executive officers identified pursuant to Item 401(b) of Regulation S-K promulgated under the Exchange Act.

“Financial Reporting Measures” means measures that are determined and presented in accordance with the accounting
principles used in preparing the Company’s financial statements, and any measures derived wholly or in part from such measures,
including Company stock price and total stockholder return (“TSR”"). A measure need not be presented in the Company'’s financial
statements or included in a filing with the SEC in order to be a Financial Reporting Measure.

“Incentive Compensation” means any compensation that is granted, earned or vested based wholly or in part upon the
attainment of a Financial Reporting Measure.

“Lookback Period” means the three completed fiscal years immediately preceding the Accounting Restatement Date, as well
as any transition period (resulting from a change in the Company’s fiscal year) within or immediately following those three completed
fiscal years (except that a transition period of at least nine months shall count as a completed fiscal year). Notwithstanding the
foregoing, the Lookback Period shall not include fiscal years completed prior to the Effective Date.

“Recoverable Incentive Compensation’ means Incentive Compensation received by a Covered Officer during the Lookback
Period that exceeds the amount of Incentive Compensation that would have been received had such amount been determined based
on the Accounting Restatement, computed without regard to any taxes paid (i.e., on a gross basis without regarding to tax
withholdings and other deductions). For any compensation plans or programs that take into account Incentive Compensation, the
amount of Recoverable Incentive Compensation for purposes of this Policy shall include, without limitation, the amount contributed to
any notional account based on Recoverable Incentive Compensation and any earnings to date on that notional amount. For any
Incentive Compensation that is based on stock price or TSR, where the Recoverable Incentive Compensation is not subject to
mathematical recalculation directly from the information in an Accounting Restatement, the Administrator will determine the amount
of Recoverable Incentive Compensation based on a reasonable estimate of the effect of the Accounting Restatement on the stock
price or TSR upon which the Incentive Compensation was received. The Company shall maintain documentation of the
determination of that reasonable estimate and provide such documentation to the Exchange in accordance with the Listing
Standards.

“SEC” means the U.S. Securities and Exchange Commission.
4, Recoupment

(a) Applicability of Policy. This Policy applies to Incentive Compensation received by a Covered Officer (i) after
beginning services as an Executive Officer, (ii) who served as an Executive Officer at any time during the performance period for
such Incentive Compensation, (iii) while the Company had a class of securities listed on a national securities exchange or a national
securities association, and (iv) during the Lookback Period.

(b) Recoupment Generally. Pursuant to the provisions of this Policy, if there is an Accounting Restatement, the
Company must reasonably promptly recoup the full amount of the Recoverable Incentive Compensation, unless the conditions of
one or more subsections of Section 4(c) of this Policy are met and the Compensation Committee, or, if such committee does not
consist solely of independent directors, a majority of the independent directors serving on the Board, has made a determination that
recoupment would be impracticable. Recoupment is required regardless of whether the Covered Officer engaged in any misconduct
and regardless of fault, and the Company’s obligation to recoup Recoverable Incentive Compensation is not dependent on whether
or when any restated financial statements are filed.

(c) Impracticability of Recovery. Recoupment may be determined to be impracticable if, and only if:



0] the direct expense paid to a third party to assist in enforcing this Policy would exceed the amount of the
applicable Recoverable Incentive Compensation; provided that, before concluding that it would be impracticable to recover
any amount of Recoverable Incentive Compensation based on expense of enforcement, the Company shall make a
reasonable attempt to recover such Recoverable Incentive Compensation, document such reasonable attempt(s) to recover,
and provide that documentation to the Exchange in accordance with the Listing Standards; or

(i) recoupment of the applicable Recoverable Incentive Compensation would likely cause an otherwise tax-
qualified retirement plan, under which benefits are broadly available to employees of the Company, to fail to meet the
requirements of Code Section 401(a)(13) or Code Section 411(a) and regulations thereunder.

(d) Sources of Recoupment. To the extent permitted by applicable law, the Administrator shall, in its sole discretion,
determine the timing and method for recouping Recoverable Incentive Compensation hereunder, provided that such recoupment is
undertaken reasonably promptly. The Administrator may, in its discretion, seek recoupment from a Covered Officer from any of the
following sources or a combination thereof, whether the applicable compensation was approved, awarded, granted, payable or paid
to the Covered Officer prior to, on or after the Effective Date: (i) direct repayment of Recoverable Incentive Compensation previously
paid to the Covered Officer; (ii) cancelling prior cash or equity-based awards (whether vested or unvested and whether paid or
unpaid); (iii) cancelling or offsetting against any planned future cash or equity-based awards; (iv) forfeiture of deferred compensation,
subject to compliance with Code Section 409A; and (v) any other method authorized by applicable law or contract. Subject to
compliance with any applicable law, the Administrator may effectuate recoupment under this Policy from any amount otherwise
payable to the Covered Officer, including amounts payable to such individual under any otherwise applicable Company plan or
program, e.g., base salary, bonuses or commissions and compensation previously deferred by the Covered Officer. Notwithstanding
anything to the contrary in any employment, equity plan, equity award, severance benefit plan, or other individual agreement
applicable to a Covered Officer, any recoupment of compensation pursuant to this Policy shall not constitute an event, condition or
action taken by the Company for purposes of a Covered Officer’s resignation for “Good Reason” (or similar concept, each as may be
defined in the applicable plan or agreement). The Administrator need not utilize the same method of recovery for all Covered Officers
or with respect to all types of Recoverable Incentive Compensation.

(e) No Indemnification of Covered Officers. Notwithstanding any indemnification agreement, applicable insurance
policy or any other agreement or provision of the Company’s certificate of incorporation or bylaws to the contrary, no Covered Officer
shall be entitled to indemnification or advancement of expenses in connection with any enforcement of this Policy by the Company,
including paying or reimbursing such Covered Officer for insurance premiums to cover potential obligations to the Company under
this Policy.

(f) Indemnification of Administrator. Any members of the Administrator, and any other members of the Board who
assist in the administration of this Policy, shall not be personally liable for any action, determination or interpretation made with
respect to this Policy and shall be indemnified by the Company to the fullest extent under applicable law and Company policy with
respect to any such action, determination or interpretation. The foregoing sentence shall not limit any other rights to indemnification
of the members of the Board under applicable law or Company policy.

5. Administration

Except as specifically set forth herein, this Policy shall be administered by the Administrator. The Administrator shall have full
and final authority to make any and all determinations required under this Policy. Any determination by the Administrator with respect
to this Policy shall be final, conclusive and binding on all interested parties and need not be uniform with respect to each individual
covered by this Policy. In carrying out the administration of this Policy, the Administrator is authorized and directed to consult with the
full Board or such other committees of the Board as may be necessary or appropriate as to matters within the scope of such other
committee’s responsibility and authority. Subject to applicable law, the Administrator may authorize and empower any officer or
employee of the Company to take any and all actions that the Administrator, in its sole discretion, deems necessary or appropriate to
carry out



the purpose and intent of this Policy (other than with respect to any recovery under this Policy involving such officer or employee).

6. Severability

If any provision of this Policy or the application of any such provision to a Covered Officer shall be adjudicated to be invalid,
illegal or unenforceable in any respect, such invalidity, illegality or unenforceability shall not affect any other provisions of this Policy,
and the invalid, illegal or unenforceable provisions shall be deemed amended to the minimum extent necessary to render any such
provision or application enforceable.

7. No Impairment of Other Remedies

Nothing contained in this Policy, and no recoupment or recovery as contemplated herein, shall limit any claims, damages or
other legal remedies the Company or any of its affiliates may have against a Covered Officer arising out of or resulting from any
actions or omissions by the Covered Officer. This Policy does not preclude the Company from taking any other action to enforce a
Covered Officer’s obligations to the Company, including, without limitation, termination of employment and/or institution of civil
proceedings. This Policy is in addition, without duplication except as required by law, to the requirements of Section 304 of the
Sarbanes-Oxley Act of 2002 that are applicable to the Company’s Chief Executive Officer and Chief Financial Officer and to any
other compensation recoupment policy and/or similar provisions in any employment, equity plan, equity award, or other individual
agreement, to which the Company is a party or which the Company has adopted or may adopt and maintain from time to time.

8. Amendment; Termination

The Administrator may amend, terminate or replace this Policy or any portion of this Policy at any time and from time to time in
its sole discretion. The Administrator shall amend this Policy as it deems necessary to comply with applicable law or any Listing
Standard.

9. Successors

This Policy shall be binding and enforceable against all Covered Officers and, to the extent required by Rule 10D-1 and/or the
applicable Listing Standards, their beneficiaries, heirs, executors, administrators or other legal representatives.

10. Required Filings

The Company shall make any disclosures and filings with respect to this Policy that are required by law, including as required by
the SEC.



Fastly, Inc.
Incentive Compensation Recoupment Policy

Form of Executive Acknowledgment

I, the undersigned, agree and acknowledge that | am bound by, and subject to, the Fastly, Inc. Incentive Compensation Recoupment
Policy, as may be amended, restated, supplemented or otherwise modified from time to time (the “Policy”). In the event of any
inconsistency between the Policy and the terms of any employment agreement, offer letter or other individual agreement with Fastly,
Inc. (the “Company”) to which | am a party, or the terms of any compensation plan, program or agreement, whether or not written,
under which any compensation has been granted, awarded, earned or paid to me, the terms of the Policy shall govern.

In the event that the Administrator (as defined in the Policy) determines that any compensation granted, awarded, earned or paid to
me must be forfeited or reimbursed to the Company pursuant to the Policy, | will promptly take any action necessary to effectuate
such forfeiture and/or reimbursement. | further agree and acknowledge that | am not entitled to indemnification, and hereby waive
any right to advancement of expenses, in connection with any enforcement of the Policy by the Company.

Agreed and Acknowledged:

Name: ___

Title: ___

Date: ___



