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UNITED STATES
SECURITIES AND EXCHANGE COMMISSION

WASHINGTON, DC 20549

FORM 10-K

(Mark One)

X ANNUAL REPORT PURSUANT TO SECTION 13 OR 15(d) OF THE SECURITIES EXCHANGE ACT OF 1934

For the fiscal year ended D ber 31, 2022 D ber 31, 2023

OR

o TRANSITION REPORT PURSUANT TO SECTION 13 OR 15(d) OF THE SECURITIES EXCHANGE ACT OF 1934

For the transition period from to

Commission File Number: 001-39544

Bakkt Holdings, Inc.

(Exact Name of Registrant as Specified in its Charter)

Delaware 98-1550750
(State or other jurisdiction of (L.R.S. Employer
incorporation or organization) Identification No.)
10000 Avalon Boulevard, Suite 1000
Alpharetta, Georgia 30009
(Address of principal executive offices) (Zip Code)

Registrant’s telephone number, including area code: (678) 534-5849

Securities registered pursuant to Section 12(b) of the Act:

Trading
Title of each class Symbol(s) Name of each exchange on which registered
Class A Common Stock, par value $0.0001 per share BKKT New York Stock Exchange
Warrants to purchase Class A Common Stock BKKT WS New York Stock Exchange

Securities registered pursuant to Section 12(g) of the Act: None
Indicate by check mark if the registrant is a well-known seasoned issuer, as defined in Rule 405 of the Securities Act. Yes o No x
Indicate by check mark if the registrant is not required to file reports pursuant to Section 13 or Section 15(d) of the Act. Yes o No x

Indicate by check mark whether the registrant (1) has filed all reports required to be filed by Section 13 or 15(d) of the Securities Exchange Act of 1934 during the preceding 12 months (or for such shorter period that the

registrant was required to file such reports), and (2) has been subject to such filing requirements for the past 90 days. Yes x No o
Indicate by check mark whether the registrant has submitted electronically every Interactive Data File required to be submitted pursuant to Rule 405 of Regulation S-T (§ 232.405 of this chapter) during the preceding 12
months (or for such shorter period that the registrant was required to submit such files). Yes x No o

Indicate by check mark whether the registrant is a large accelerated filer, an accelerated filer, a non-accelerated filer, a smaller reporting company, or an emerging growth company. See the definitions of “large accelerated
filer,” “accelerated filer,” “smaller reporting company,” and “emerging growth company” in Rule 12b-2 of the Exchange Act.

Large accelerated filer o Accelerated filer o
Non-accelerated filer X Smaller reporting company x
Emerging growth company X

If an emerging growth company, indicate by check mark if the registrant has elected not to use the extended transition period for complying with any new or revised financial accounting standards provided pursuant to

Section 13(a) of the Exchange Act. o

Indicate by check mark whether the registrant has filed a report on and attestation to its management’s assessment of the effectiveness of its internal control over financial reporting under Section 404(b) of the Sarbanes-Oxley

Act (15 U.S.C. 7262(b)) by the registered public accounting firm that prepared or issued its audit report. o
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If securities are registered pursuant to Section 12(b) of the Act, indicate by check mark whether the financial statements of the registrant included in the filing reflect the correction of an error to previously issued financial

statements. O]

Indicate by check mark whether any of those error corrections are restatements that required a recovery analysis of incentive-based compensation received by any of the registrant's executive officers during the relevant
recovery period pursuant to §240.10D-1(b). O

Indicate by check mark whether the registrant is a shell company (as defined in Rule 12b-2 of the Act). Yes o No x

The aggregate market value of the voting and non-voting common equity held by non-affiliates of the registrant as of June 30, 2022 June 30, 2023 was approximately $160.1 million $107.5 million. Shares of the registrant's
Class A common stock Common Stock and shares of the registrant’s Class V Common Stock held by each executive officer and director and by each other person who may be deemed to be an affiliate of the registrant have
been excluded from this computation. This calculation does not reflect a determination that certain persons are affiliates of the registrant for any other purpose.

As of March 20, 2023 March 18, 2024, there were 82,287,949 141,798,069 shares of the registrant's Class A common stock, 183,279,887 179,883,479 shares of Class V common stock, and 7,140,808 public warrants
issued and outstanding.

Documents Incorporated by Reference

Portions of the registrant's Proxy Statement relating to the 2023 2024 Annual Meeting of Stockholders are incorporated by reference into Part Il of this Annual Report on Form 10-K. The Proxy Statement will be filed with
the Securities and Exchange Commission within 120 days after the end of the registrant’s fiscal year ended December 31, 2022 December 31, 2023.
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CAUTIONARY NOTE REGARDING FORWARD-LOOKING STATEMENTS

g

Unless the context otherwise requires, all references to “Bakkt,” “we,” “us,” “our,” or the “Company” in this Annual Report on Form 10-K (this “Report”) refer to Bakkt

Holdings, Inc. and its subsidiaries.

This Annual Report on Form 10-K contains forward-looking statements within the meaning of the federal securities laws, which statements involve substantial risks and
uncertainties. Forward-looking statements generally relate to future events or our future financial or operating performance. You can identify forward-looking statements because
they contain words such as “anticipate,” “believe,” “continue,” “could,” “estimate,” “expect,” “intends,” “may,” “might,” “plan,” “possible,” “potential,” “predict,” “project,” “should,” “will,”
“would,” the negative of such terms, and other similar expressions are intended to identify forward-looking statements. These forward-looking statements are based on
management’s current expectations, assumptions, hopes, beliefs, intentions and strategies regarding future events and are based on currently available information as to the
outcome and timing of future events. We caution you that these forward-looking statements are subject to all of the risks and uncertainties, most of which are difficult to predict and
many of which are beyond our control, incident to our business. Forward-looking statements in this Annual Report on Form 10-K may include, for example, statements about:

" " " " " " w "

< our future financial performance;
« changes in the market for our products and services;

« the expected timing and impact of benefits we will realize from our acquisition of Apex (as defined below) Crypto LLC, which we have since renamed Bakkt Crypto Solutions,
LLC (“Bakkt Crypto”);

« us closing the remaining portion of our February 2024 financings on the timeline expected or at all; and

« expansion plans and opportunities. opportunities, including our plans to expand to international markets.

These forward-looking statements are based on information available as of the date of this Annual Report on Form 10-K and management’s current expectations, forecasts
and assumptions, and involve a number of judgments, known and/or unknown risks and uncertainties. Accordingly, forward-looking statements should not be relied upon as
representing our views as of any subsequent date. We do not undertake any obligation to update any forward-looking statement to reflect events or circumstances after the date
they were made, whether as a result of new information, future events or otherwise, except as may be required under applicable law.

You should not place undue reliance on these forward-looking statements. Should one or more of a number of known and unknown risks and uncertainties materialize, or
should any of our assumptions prove incorrect, our actual results or performance may be materially different from those expressed or implied by these forward-looking statements.
Some factors that could cause actual results to differ include, but are not limited to:

« our ability to grow and manage growth profitably;

« our ability to continue as a going concern;

« changes in our business strategy;

« changes in the market in which we compete, including with respect to our competitive landscape, technology evolution or changes in applicable laws or regulations;
« our inability to maintain the listing of our securities on the New York Stock Exchange (the “NYSE”);

* changes in the markets that we target;

« disruptions in the crypto market that subject us to additional risks, including the risk that banks may not provide
banking services to us;

« the possibility that we may be adversely affected by other economic, business, and/or competitive factors;
-3-

» the inability to launch new services and products or to profitably expand into new markets and services; services, or the inability to continue offering existing services or
products;

« the inability to execute our growth strategies, including identifying and executing acquisitions and our initiatives to add new clients;

« our ability to obtain all the necessary approvals to close our acquisition of Apex, successfully integrate the Apex business and employees, and to achieve the expected
benefits from the acquisition; acquisition of Bakkt Crypto;

< our failure to comply with extensive government regulation, oversight, licensure and appraisals;

* uncertain regulatory regime governing blockchain technologies and crypto;
-3-
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¢ the inability to develop and maintain effective internal controls and procedures;

« the exposure to any liability, protracted and costly litigation or reputational damage relating to our data security;
< the impact of any goodwill or other intangible assets impairments on our operating results;

« the impact of any pandemics or other public health emergencies;

< our inability to maintain the listing of our securities on the NYSE; and

« other risks and uncertainties indicated in this Annual Report on Form 10-K, including those set forth under “Risk Factors.”
-4-
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PART |
Item 1. Business
Overview
In this section and elsewhere in this Annual Report on Form 10-K, we use the following terms, which are defined as follows:

* Client“Client” means businesses with whom we contract to provide services to customers on our platform, and includes financial institutions, hedge funds, merchants,
retailers, third party partners, and other businesses (except in the accompanying notes to the consolidated financial statements, where we refer to revenue earned from
customers, instead of clients. The term customers is in accordance with the Financial Accounting Standards Board (“FASB”) Accounting Standards Codification (“ASC”)
Topic 606, Revenue from Contracts with Customers.).

« Cryptoassets “Crypto” or “Crypto asset” (or crypto) means an asset that is built using blockchain technology, including virtual currencies (as used in the State of New
York), coins, cryptocurrencies, stablecoins, and other tokens. Our platform enables transactions in certain supported cryptocurrencies. crypto assets. For purposes of this
Form 10-K, we use crypto assets, virtual currency, coins, and tokens interchangeably.

« Customer “Customer” means an individual user of our platform. Customers include customers of our loyalty clients who use our platform to transact in loyalty points, as
well as customers of our clients who transact in crypto through, and have accounts on, our platform (except as defined for ASC 606 purposes above).

« “Loyalty points points” means loyalty and/or reward points that are issued by clients to their customers.

Founded in 2018, Bakkt operates builds technology that connects the digital economy by offering a platform for crypto and redeeming loyalty points. We enable enables our
clients to deliver new opportunities to their customers through an interactive web experience or AP| Software as a Service (“SaaS”) and Application Programming interface (“API”)
solutions that unlock crypto and drive loyalty. loyalty, powering engagement and performance. The global market for crypto, while nascent, is rapidly evolving and expanding. We
believe we are well-positioned to provide secure, licensed innovative, multi-faceted product solutions and grow with this evolving market. We believe our Our platform is well
positioned to power commerce by enabling consumers, brands, businesses, institutions, and financial institutions consumers, to better manage, transact with and monetize crypto.

Our platform is built to operate across various crypto in exciting new ways. Unless otherwise expressly stated assets and offers clients the flexibility to choose some or the
context otherwise requires, references to “we,” “our,” “us,” the “Company,” or “Bakkt” refer (i) prior to the closingall of our business combination with VPC Impact Acquisition
Holdings (“VIH") (capabilities, and the “Closing”), manner in which these capabilities are enabled for consumers, based on their needs and objectives. Some clients may choose to
Bakkt Opco Holdings, LLC (f/k/ enable our capabilities directly in their experience, while others may want a Bakkt Holdings LLC, “Opco”) “ready-to-go” storefront and its subsidiaries
and (ii) after the Closing, to Bakkt Holdings, Inc. and its subsidiaries, including Opco.

leverage capabilities such as our web-based technology. Our institutional-grade technology platform, is at the core of everything we do. It is secure and licensed, born out of
our heritage with our former parent company, Intercontinental Exchange, Inc. (ICE”) (NYSE: ICE). Through these elements, we provide, or are working to provide, simplified
solutions focused in the following areas:

Crypto

¢ Custody. Our institutional-grade qualified custody solution caters to more experienced market participants. Institutions appreciate the highly secure and compliance-focused
infrastructure we have built to store crypto. Crypto that we custody is held by our subsidiary, Bakkt Trust Company LLC, supports “know your customer” (“Bakkt Trust”), a
limited purpose trust company that is supervised by the New York State Department of Financial Services (“NYDFS”"KYC”) and governed by an independent Board of
Managers.
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e Crypto Connect. Our platform provides consumers, businesses and institutions with the ability to buy, sell and store crypto in a simple, intuitive digital experience accessed
via application programming interfaces anti-money laundering (“APIs” AML") or embedded web experience. We aim to enable businesses in various industries - such as
fintechs, financial institutions and wallet providers - to provide their customers with the ability to transact in crypto directly in their trusted environments.
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* Crypto Rewards. We are in the process of enabling clients of all sizes to offer loyalty and rewards to their customers in the form of crypto — either by earning crypto
rewards, or by redeeming existing reward currencies, such as points or miles, into crypto. We believe this capability will enhance brands’ existing loyalty programs and
attract younger, affluent, digital-native audiences and to increase loyalty with existing customers by offering the potential to increase the long-term value of their rewards.

¢ Crypto Payouts. We are in the process of enabling consumers to automatically invest a portion of payments into crypto. Crypto payouts allow for new cases (for instance,

for gig economy or marketplace participants such as freelancers, content providers, and delivery workers to receive their wages in crypto).
Loyalty

* We offer a full spectrum of content that clients can make available to their customers when redeeming loyalty currencies, thus driving consumer loyalty and engagement.
Our redemption solutions span a variety of rewards categories including merchandise (such as Apple products and services), gift cards and digital experiences. Our travel
solution offers a retail e-commerce booking platform with a powerful search capability, as well as live-agent booking and servicing. Our platform provides a unified shopping
experience that is configurable for companies and their programs. Capabilities include a mobile-first user experience, a multi-tier construct to accommodate loyalty tiers,
comprehensive fraud protection capabilities, and a split-tender payments platform other anti-fraud measures to accept both points and credit cards as a form of payment. We
recognize that businesses want to offer consumers choice, innovation and a frictionless experience, and our platform was constructed with this in mind.combat financial
crime.

We have thoughtfully built a unique and powerful platform, melding together institutional-grade loyalty services to complement our institutional-grade crypto capabilities. Our
platform capabilities include end-to-end services, including easily digestible technology services, 24/7 customer support and marketing playbooks, for our clients. The power of these
activities on our platform drives our vision — connecting the digital economy — for Bakkt and our clients.

Our Corporate Structure
We own and consolidate entities formed during operate primarily through the year ended December 31, 2019, including following entities:

Bakkt Trust and Marketplace: Bakkt Marketplace, LLC (“Bakkt Marketplace”). We also own and consolidate Bakkt Crypto Solutions, LLC (“Bakkt Crypto”) - through these entities
we operate integrated platforms that were acquired during provide customers with the year ended December 31, 2019, including DACC Technologies, Inc., Digital Asset Custody
Company, Inc. (collectively with DACC Technologies, Inc., “DACC” ability to buy, sell and store crypto in a simple, intuitive digital experience accessed via APIs or embedded web
experience. Bakkt Marketplace holds a New York State virtual currency license (commonly referred to as a “BitLicense”), and money transmitter licenses from all states throughout
the United States (“U.S.”) where such licenses are required for the operation of its business, and is registered as a money services business with the Financial Crimes Enforcement
Network of the U.S. Department of the Treasury. Bakkt Clearing, Crypto similarly holds a BitLicense and money transmitter licenses in various states, where its business requires.
Currently, all of the outstanding equity interests of Bakkt Crypto are held by Bakkt Marketplace. The Bakkt Crypto and Bakkt Marketplace platforms generally are operated
separately, though Bakkt Marketplace provides fiat funding services to Bakkt Crypto in instances where a client does not have that capability. The Bakkt Marketplace platform
-5-

was originally conceived and built in connection with a consumer app that enabled crypto asset transactions, and, at the time, represented a direct-to-consumer business model,
which is no longer being pursued by the Company. In contrast, the Bakkt Crypto platform was originally conceived and built as an embedded crypto trading platform that would be
integrated into client environments to service customers in those environments. In March of 2024, we obtained approval to merge Bakkt Crypto with and into Bakkt Marketplace, with
the surviving entity of the merger to be renamed Bakkt Crypto Solutions, LLC. The two platforms will be combined into one business, which will be operated by the surviving entity.
Similar to the Bakkt Crypto business model, the combined business will focus on a client-led, or “business-to-business-to-consumer” (“B2B2C”), strategy in which crypto asset
solutions can be embedded into client environments.

Bakkt Crypto: In April 2023, we acquired Apex Crypto LLC (“Apex Crypto”), a platform for integrated crypto trading, which we renamed Bakkt Crypto. This platform supports clients
with a range of crypto solutions. We are leveraging Bakkt Crypto’s proprietary trading platform and existing relationships with liquidity providers to provide a wider range of crypto
assets and competitive pricing to our customers. Bakkt Crypto complements our B2B2C growth strategy by broadening our business partnerships to broker-dealers, registered
investment advisors, fintechs and neo-banks. Specifically, Bakkt Crypto offers customers the ability to purchase, sell, store and, in approved jurisdictions, deposit and withdraw
approved crypto assets, all from within the applications of our clients with whom customers already have a relationship. Using Bakkt Crypto’s platform, customers can purchase
approved crypto assets, store crypto assets in custodial wallets, liquidate their holdings, and transfer supported crypto assets between a custodial wallet maintained by Bakkt Crypto
and external wallets in certain jurisdictions, if enabled by the client.
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As part of our acquisition of Bakkt Crypto, we also acquired its agreements with more than 30 third-party partners pursuant to which the partners made Bakkt Crypto’s crypto
asset trading service available to their customer base. The agreements with these third-party fintech partners (referred to as clients) provide for licensing of their front-end trading
platforms by Bakkt Crypto and cooperation between the parties in facilitating customers’ transactions in crypto assets. The agreements are for a term of either one or two years and
can be terminated by either party for breach or in case of a change of control. In most cases, the agreements also contain provisions giving Bakkt Crypto discretion in the choice of
crypto assets offered to each client through its platform and, in some cases, exclusivity covenants pursuant to which clients have agreed not to refer their customers to other crypto
asset trading platforms.

Bakkt Crypto is regularly exploring additional ways to innovate and provide additional products and services to its clients. Bakkt Crypto is in the process of developing,
subject to applicable regulatory approvals, a solution to facilitate international remittances where users can remit fiat currency, with Bakkt leveraging crypto rails to settle the
transaction, and conversion of certain loyalty and rewards points into supported crypto assets. We are actively pursuing opportunities to provide crypto asset trading services in
jurisdictions outside of the United States, including the United Kingdom, Hong Kong, Spain and throughout Latin America, subject to applicable local regulatory approvals. Bakkt
Crypto is currently live with customers in Europe, Latin America and Asia. Bakkt Crypto executes a de minimis amount of trades for entity accounts in jurisdictions other than the
State of New York. Subject to applicable regulatory approvals, Bakkt Crypto intends to expand the provision of trading services for institutional clients.

Bakkt Trust: Bakkt Trust Company LLC (“Bakkt Clearing” Trust”), formerly known as Rosenthal Collins Group, L.L.C. We also acquired the group of affiliates companies that
operates under the name Bridge2 Solutions in February 2020.

Bakkt Trust is a New York limited-purpose trust company that is chartered by and subject to the supervision and oversight of NYDFS. In September 2019, New York
Department of Financial Services (“NYDFS”) and governed by an independent Board of Managers. Bakkt Trust along with IFUS provides our institutional-grade qualified custody
solution, which caters to more experienced market participants and ICUS, both of which are wholly-owned subsidiaries of ICE, brought to market an institutional-grade, regulated
infrastructure for trading, clearing, and custody services for bitcoin futures. Bakkt Trust acts as a qualified custodian for bitcoin and ether, which enables Bakkt Trust to offer end-to-
end regulated, physically-delivered bitcoin futures and options contracts to financial institutions and market makers. In addition, Bakkt Trust offers non-trading-related, standalone
custody of bitcoin and ether to institutions and certain high net worth individuals in crypto.

Bakkt Marketplace operates an integrated platform that enables consumers and enterprises to transact in also supports our consumer-facing crypto. Bakkt Marketplace
users are able to purchase, sell, auto-invest or earn crypto. Bakkt Marketplace has received money transmitter licenses from all states throughout the U.S. where such licenses are
required, has obtained a New York State virtual currency license, and is registered as a money services business with the Financial Crimes Enforcement Network of the United
States Department of the Treasury. business. Bakkt Trust's custody solution also provides support to Bakkt Marketplace with respect to bitcoinall crypto assets supported by the
Company. See “—Crypto Assets and ether functionality. Services Offered by Bakkt.”

Bakkt Brokerage: We acquired Bumped Financial, LLC (which we have since renamed Bakkt Brokerage, LLC, “Bakkt Brokerage”), a registered broker-dealer, in February 2023.

Bakkt Brokerage is not engaged in any business activities at this time and we have no current plans for it to engage in future business activities.
-6-
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Bakkt Clearing was registered as a futures commission merchant (“FCM”) with Loyalty Solutions: We operate our Loyalty Solutions business primarily in the Commodity
Futures Trading Commission (“CFTC”) United States and a member ofin Canada under the National Futures Association (“NFA”). On May 20, 2022, Bakkt Clearing withdrew its
registration with CFTC and membership in NFA, which was effective on June 20, 2022.

Bakkt's white label loyalty redemption platform is largely carried on by its subsidiary, legal entities Bridge2 Solutions, LLC, Bridge2 Solutions Canada Ltd and Aspire Loyalty
Travel Solutions, LLC. This business enables clients (including financial institutions, airlines and other loyalty sponsors) to enable their customers - who hold their loyalty points - to
redeem those points for items including travel and merchandise. To that end, our Loyalty Solutions business enables point redemption and fulfillment (including travel reservations).

Crypto Market Developments

Over approximately the last eighteen months, the crypto markets were impacted by, among other developments, significant decreases and volatility in crypto asset prices, a
loss of confidence in many participants in the crypto asset ecosystem, regulatory actions and adverse publicity around specific companies, the crypto industry and crypto assets
more broadly, including as a result of continued industry-wide consequences from the Chapter 11 bankruptcy filings of crypto asset exchange FTX, crypto hedge fund Three Arrows,
crypto miners Compute North and Core Scientific, and crypto lenders Celsius Network, Voyager Digital and BlockFi. In addition, the liquidity of the crypto asset markets has been
adversely impacted by these bankruptcy filings as, among other things, certain entities affiliated with FTX and other former participants had engaged in significant trading activity.
Although we did not have any exposure to these companies, and we do not have material assets that may not be recovered or may otherwise be lost or misappropriated due to the
bankruptcies, we were nonetheless impacted by, and continue to be impacted by, the broader conditions in the crypto markets.

The crypto markets also have been and continue to be impacted by the broader macroeconomic conditions, including the strength of the overall macroeconomic
environment, high and rising interest rates, spikes in inflation rates, general market volatility, and geopolitical concerns. We expect the macroeconomic environment and the state of
the crypto markets to remain dynamic in the near-term.

In addition, crypto assets and crypto market participants have recently faced increased scrutiny by regulators. For example, in 2023, the SEC has brought charges against a
number of crypto asset exchanges, including Bittrex, Coinbase, Binance, Kraken, and other crypto asset service providers, identifying a number of crypto assets as securities and
alleging violations of, and non-compliance with, U.S. federal securities laws. We continue to monitor regulatory developments in this area and assess our business model and the
assets we support in light of such developments. For more information see “—Regulation—Regulation of Our Virtual Currency Business,” below.
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Crypto Assets and Services Offered by Bakkt
Retail Customers

We currently provide, or intend to provide, the following crypto-related services for retail customers. These services are provided through our clients which together have a
direct relationship with such customers and utilize our trading platform and custody services.

« crypto asset trading;

¢ custody services for the crypto assets supported for trading;

« external transfers of crypto assets (through Bakkt Crypto); and

« crypto rewards (expected to become available in the first half of 2024).

Our management regularly considers whether to make any potential additional crypto assets available on our platform, consistent with our policies and procedures. See “—
Policies and Procedures—Listing-Related Policies.”

Bakkt Crypto, Bakkt Marketplace and Bakkt Trust facilitate transactions in, and provide services for, the crypto assets listed in the tables below.

Bakkt Marketplace / Bakkt Crypto

-7/
Bitcoin BTC Yes Yes* No, planned first half 2024
Bitcoin Cash BCH Yes Yes* No
Dogecoin DOGE Yes* Yes* No
Ethereum ETH Yes Yes* No
Ethereum Classic ETC Yes* Yes* No
Litecoin LTC Yes Yes* No
Shiba Inu SHIB Yes* Yes* No
USD Coin usbC Yes* Yes* No
* Except for the State of New York
Bakkt Trust
Bitcoin BTC Yes Yes
Bitcoin Cash BCH Yes Yes
Dogecoin DOGE Yes Yes
Ethereum ETH Yes Yes
Ethereum Classic ETC Yes Yes
Litecoin LTC Yes Yes
Shiba Inu SHIB Yes Yes
USD Coin usDC Yes Yes

Our management regularly considers whether to make any potential additional crypto assets available on our platform, consistent with our policies and procedures. See “
Policies and Procedures - Listing-Related Policies.”

Following the acquisition of Bakkt Crypto, and as further detailed in the table below, we delisted 37 of the 45 crypto assets that had historically been available for trading on
the Bakkt Crypto platform. We first requested the delisting of certain crypto assets from the Bakkt Crypto platform in connection with our due diligence review of the Bakkt Crypto
business in 2022. Following the closing of our acquisition of Bakkt Crypto on April 1, 2023, and in light of regulatory developments, we undertook an updated review of all crypto
assets then available on the Bakkt Crypto platform and determined that it was appropriate to delist certain additional assets. This review took into account a number of factors,
including: (i) scores assigned to each crypto asset based on a rating framework that weighs various factors drawn from SEC and judicial sources; (ii) whether the crypto asset was
sold in an initial coin offering; (iii) whether the crypto asset was backed by a single entity; and (iv) whether the crypto asset used “proof of stake” validation. Our review also
accounted for the potential impacts of delisting on our clients and customers. We have also directed the delisting of certain crypto assets in response to charges recently filed by the
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SEC against crypto asset exchanges alleging that those crypto assets are securities. We believe that these delistings will not have a material impact on our business and results of
operations in future periods. While the delisted crypto assets represented approximately 15% of gross profit of Bakkt Crypto at the time of its acquisition by the Company, many of
these crypto assets constitute what is referred to in the fintech industry as “meme coins.” Historically, many meme coins have been subject to anecdotal spikes in trading activity that
may not repeat for a protracted period of time if at all. In implementing our coin delisting decisions, we have attempted to mitigate impacts on our business and our clients and
customers by affording customers a period in which to exit their positions in the impacted crypto assets as part of an orderly wind-down. We expect our listing and delisting decisions
to continue to evolve based on relevant regulatory and judicial precedent.

-8-

AMP December 6, 2022
CRO; DASH; ONE; LUNA; LUNC; ZEC February 15, 2023
ALGO; MANA April 21, 2023

COMP; GALA; YFI; LRC; ICP; BAT; LINK; APE; MKR; REN; BNT;, SNX; ATOM; GRT; AAVE; FIL; XTZ,

AVAX: UNI; XLM: CHZ; SUSHI; CRV: ENJ; FTM; SOL; ADA; MATIC September 19, 2023

Crypto Asset Trading

We have agreements with clients that entitle us to receive recurring subscription revenues in the form of platform fees from clients for the use of our platforms by their
customers.

Customers may purchase approved crypto assets directly through Bakkt Crypto utilizing one of four funding sources:
« the customer’s fiat wallet (see Fig. 1 below);
« the customer’s Banking as a Service (“BaaS”) provider account (see Fig. 2 below);
« the customer’s brokerage account (see Fig. 3 below); or

« the customer’s points/rewards account with a participating loyalty client (see Fig. 4 below; expected to become available in the first half of 2024).

Customers may sell crypto assets through Bakkt Crypto. The sale proceeds from a sale can be directed to one of three potential customer accounts:
« the customer’s fiat wallet (see Fig. 5 below);
« the customer’s BaaS account (see Fig. 6 below); or

« the customer’s brokerage account (see Fig. 7 below).

The funding source is specific to the client relationship through which the customer account was opened and is not specified by the individual customer account holder. For
example, if a customer opens an account with a client where trades are funded via a BaaS relationship, all sale and purchase transaction-related funds will flow through the
customer’s BaaS account. Customers submit all purchase and sale orders through the user interface of the client with which they have opened an account.

With respect to customer purchase and sale orders, Bakkt Crypto operates as a riskless principal and offsets each customer order it fills by routing a corresponding order to
a liquidity provider on a one-to-one basis. Bakkt Crypto settles its transactions with liquidity providers on a net basis. For more information, see “—Crypto Assets and Services
Offered by Bakkt—Crypto Asset Trading—Liquidity Providers” below.

Customers can submit an order request to purchase crypto assets by specifying the dollar value or coin quantity that they wish to purchase. The client's user interface
displays the estimated price or quantity, as applicable, as well as any transaction fees.

Before sending a purchase order request, the client must verify that sufficient funds are available in the applicable customer funding source. If the customer account has
sufficient funds, the client then sends the order to Bakkt Crypto. Upon receipt of the purchase order, Bakkt Crypto accepts and processes the purchase order and records any order
fill transactions on Bakkt Crypto’s internal ledger. Bakkt Crypto recognizes the revenue from markup and/or trade fees at this time in the flow using explicit journal types in the
transaction ledgering.
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If the customer’s funding source is a fiat wallet, Bakkt Marketplace will debit the customer’s fiat wallet on its internal ledger. During the daily net settlement period fiat funds
are transmitted from the for benefit of (‘FBO") account to the Bakkt Crypto transaction account.
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Fig. 1 Crypto Assets Purchase Through A Fiat Wallet

e Image_32.jpg

If the customer’s funding source is a BaaS account, Bakkt Crypto sends a message to the client that a trade has been executed. The client then instructs the BaaS provider
to transfer the funds from the customer’s BaaS account to its BaaS FBO account. The BaaS provider will debit the customer’s fiat wallet on its internal ledger. During the daily batch
settlement period, fiat funds are transmitted from the BaaS FBO account to the Bakkt Crypto transaction account.

A BaaS account is one where a client, through its banking relationships, offers customers the ability to withdraw fiat currency from, or transfer or deposit fiat currency into,
the customer’s BaaS account with that client. In those instances, those customers would utilize their BaaS account to purchase supported crypto assets from Bakkt Crypto, as
depicted in Figure 2, below, and to deposit the proceeds of sales of supported crypto assets to Bakkt Crypto, as depicted in Figure 6, below. Our client, not the Company, maintains
the relationship with the BaaS provider and the Company is not itself regulated as a bank.

Eig. 2 Crypto Assets Purchase Through A Customer’s BaaS Account
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If the customer’s funding source is a brokerage account, Bakkt Crypto sends a message to ledger the funds from the customer’s brokerage account at the brokerage’s
clearing firm to Bakkt Crypto brokerage account at the brokerage’s
-10-

clearing firm. During the daily batch settlement period, fiat funds are transmitted from the Bakkt Crypto brokerage account to the Bakkt Crypto transaction account.

Fig. 3 Crypto Assets Purchase Through A Customer’s Brokerage Account
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If the customer’s funding source is a points account at a points/rewards client, Bakkt Crypto will debit the customer’s points account. During the daily batch settiement, funds
are transferred from the rewards client account to the Bakkt Crypto transaction account.

Fig. 4 Crypto Assets Purchase Through A Customer’s Points/Rewards Account
o Image_37.jpg

For sales, customers submit an order request via the client with which they have a relationship to Bakkt Crypto to sell crypto assets by specifying the dollar value or quantity
that they wish to sell. For market orders, the client displays the estimated price or estimated quantity, which is inclusive of any markup. If the client is charging any trade fees, those
will be displayed and included in the total trade value. Once confirmed by the customer, the order is then sent to Bakkt Crypto by the client. Upon receipt of the order, Bakkt Crypto
accepts and processes the sale order and records the order fill transaction on Bakkt Crypto’s internal ledger by recording a debit to the customer’s crypto asset account.

If the customer’s funding source is a fiat wallet, Bakkt Marketplace will credit the customer’s fiat wallet on its internal ledger. During the daily batch settlement period, fiat

funds are transmitted from the Bakkt Crypto transaction account to the FBO account.
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P Image_38.jpg
If the customer’s funding source is a BaaS account, Bakkt Crypto sends a message to the client that a trade has been executed. The client then instructs the BaaS provider
to transfer the funds from its BaaS FBO account to the customer’s BaaS account. The BaaS will credit the customer’s fiat wallet on its internal ledger. During the daily batch

settlement period, fiat funds are transmitted from the Bakkt Crypto transaction account to the BaaS FBO account.

Fig. 6 Crypto Assets Sale with Proceeds to the Customer’s BaaS Account
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If the customer’s funding source is a brokerage account, Bakkt Crypto sends a message to ledger the funds from the Bakkt Crypto brokerage account at the brokerage’s
clearing firm to the customer’s brokerage account at the brokerage’s clearing firm. During the daily batch settlement period, fiat funds are transmitted from the Bakkt Crypto
transaction account to the Bakkt Crypto brokerage account.
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Fig. 7 Crypto Assets Sale with Proceeds to the Customer’s Brokerage Account
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Liquidity Providers

Bakkt Crypto currently has relationships with seven liquidity providers, with at least three providers servicing each supported crypto asset in order to provide consistent
liquidity. Bakkt Crypto utilizes a proprietary, internal system to aggregate quotes from its liquidity providers by asset, side, price and size, which Bakkt Crypto uses to determine what
quotes to provide, as principal, to its clients for display to customers.

To fill customer orders as a riskless principal, the Bakkt Crypto platform compares customer orders to the aggregated best bid or offer prices quoted by Bakkt Crypto’s
liquidity providers. If a customer order is marketable, Bakkt Crypto routes an offsetting order for its own account, on a one-to-one basis, to the liquidity provider quoting the best
price. Customers may place market orders or limit orders on the Bakkt Crypto platform. Market orders are, by definition, marketable when they are placed. As such, when a
customer market order is received, Bakkt Crypto will offset that order by routing an order for its own account to the relevant liquidity provider on an “immediate or cancel” basis. Limit
orders may be marketable when they are placed or may become marketable when the aggregated market price, as determined by Bakkt Crypto’s proprietary internal system, aligns
with the limit price selected by the customer. The Bakkt Crypto platform holds customer limit orders that are not marketable at the time they are placed on Bakkt Crypto's internal
order book and evaluates such orders for marketability on an ongoing basis as liquidity providers change their best bid or offer prices. Should a customer limit order become
marketable as the aggregated best price changes, the Bakkt Crypto platform would, at that point, place an offsetting order for its own account with a liquidity provider.

Upon receipt of a fill confirmation from the liquidity provider servicing one of Bakkt Crypto’s offsetting orders, Bakkt Crypto will fill the corresponding customer transaction out
of its own account, as riskless principal. In other words, the Bakkt Crypto platform is structured to execute the offsetting order for Bakkt Crypto’s own account prior to executing the
corresponding customer order.

Bakkt Crypto has written agreements with all of its liquidity providers. Under these agreements, Bakkt Crypto is granted access to proprietary trading platforms of the
liquidity providers for the purpose of placing orders for purchase or sale of crypto assets. Bakkt Crypto acts as principal in such transactions with liquidity providers. Orders cannot
be withdrawn, cancelled or amended. After the liquidity provider accepts the order, it issues a transaction confirmation. The parties then are obligated to deliver fiat currency and
crypto assets according to the terms of the transaction. The agreements contain customary representations and warranties and confidentiality, limitation of liability and
indemnification provisions. The agreements do not have a set term and generally may be cancelled by either party for convenience on prior written notice of 30 to 60 days, with
some agreements providing for no such notice obligations or a notice obligation of seven days.
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Settlement is conducted on a net basis on the blockchain supporting the crypto asset. Bakkt Crypto is not required to pre-fund any transactions with liquidity providers.
Instead, Bakkt Crypto settles with liquidity providers on a daily basis; however, in instances where a liquidity provider’s settlement balance is less than $30,000 for a given token, or
$50,000 across all tokens, Bakkt Crypto will settle with those liquidity providers on the last business day of the applicable month, or when the settlement balance exceeds those
levels, if sooner. At settlement, fiat currency and crypto assets are exchanged to settle trading obligations from the previous period. In periods of heavy trading volumes, Bakkt
Crypto and the liquidity providers may agree to perform more frequent settlements in order to decrease the exposure of unsettled transactions.

Custody Services for the Crypto Assets Supported for Trading

Prior to the acquisition of Bakkt Crypto, we did not use third party custodians, other than minimal amounts at liquidity providers that also provide custody for the purpose of
facilitating trading and settlement. In connection with our acquisition of Bakkt Crypto, we acquired third-party custodial relationships with Coinbase Custody Trust Company
(“Coinbase Custody”) and BitGo Trust Company (“BitGo”), which are currently used by Bakkt Crypto for custody and crypto asset transfers, where applicable. In addition, Bakkt
Crypto also self-custodies select crypto assets (less than 8% of total customer crypto assets were self-custodied as of December 31, 2023) to facilitate customer withdrawals
utilizing the Fireblocks Vault service. Self-custodying customer crypto assets through the use of Fireblocks third-party custody software involves risks related companies, to our
reliance on the third party for certain services. These include the implementation of Secure Multi-Party Computation (MPC) key creation software, the provision of software that
facilitates a Secure Transfer Environment for the transfer of crypto assets, and workflow authorization functionality ensuring that only Bakkt acquired Crypto specified authorized
persons are able to access the wallets for authorized purposes.

Under the BitGo Custody Agreement, BitGo, at Bakkt Crypto’s direction, establishes and maintains wallets for the storage of crypto assets, including cold wallets where
BitGo holds all of the keys, and all of those keys are stored offline (“Vault”). BitGo serves as custodian of crypto assets stored in February 2020. these wallets. BitGo is required to
use reasonable best efforts to keep all custodial coins received by BitGo in safe custody on behalf of Bakkt Crypto and to keep all keys to the custodial wallet held by BitGo secure
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and to maintain at least one backup key. BitGo is also required to exercise all reasonable best efforts to prevent unauthorized access to or use of the keys held by BitGo to the
custodial wallet. Bakkt Crypto does not have inspection rights under the BitGo Custody Agreement. The BitGo Custody Agreement has an initial one-year term and renews
automatically for successive one-year periods unless either party provides notice to the other party of its intent not to renew at least 60 days prior to the expiration of the then-current
term.

Under the Coinbase Custody Agreement, Coinbase Custody provides Bakkt with a segregated custody account controlled and secured by Coinbase Custody to store
certain crypto assets supported by Coinbase Custody on Bakkt Crypto’s behalf. Crypto assets in the custodial account are not treated as general assets of Coinbase Custody, and
Coinbase Custody is a fiduciary and custodian on Bakkt Crypto’s behalf. Under the Coinbase Custody Agreement, Coinbase Custody securely stores crypto asset private keys in
offline storage. Under the Coinbase Custody Agreement, Coinbase Custody has implemented and agrees to maintain a reasonable information security program with policies and
procedures reasonably designed to safeguard its electronic systems and Bakkt Crypto’s confidential information. Coinbase Custody is required to keep timely and accurate records
as to the deposit, disbursement, investment and reinvestment of crypto assets and maintain accurate books and records of the custody services in accordance with applicable law
and its own internal document retention policies. Bakkt Crypto does not have inspection rights under the Coinbase Custody Agreement. The Coinbase Custody Agreement remains
effective until terminated by either party by providing at least 30 days’ prior written notice to the other party.

Under the Fireblocks License Agreement, Fireblocks has granted Bakkt Crypto a non-exclusive, non-sublicensable, non-transferable license to generate wallets through the
Fireblocks Vault service. The service allows Bakkt Crypto to access and use crypto asset wallets that store private and public keys, interact with various blockchains and monitor its
balances of crypto assets.
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Our intention is to consolidate our self-custodial services while still offering diversification across custodians for clients that request it.

Bakkt Trust holds at least 90% of the crypto assets held in custody in cold storage and up to 10% of crypto assets (not to exceed $25.0 million in notional value at any one
time) in warm or hot wallets.

Bakkt Crypto holds all crypto assets, including customer crypto assets and the immaterial inventory of crypto assets that Bakkt Crypto maintains for purposes such as
facilitating blockchain fee payments and accommodating the impacts of rounding, in omnibus wallets. With respect to mode of storage, a small percentage of all crypto assets
(generally not more than 2%) are held in warm or hot storage in order to facilitate daily settlement and customer withdrawals, while the vast majority of crypto assets are held in cold
storage and accessed, as needed, to replenish the warm or hot wallets. The amounts of crypto assets held in warm/hot storage and cold storage are monitored daily by our custody
operations team and reviewed by management on a monthly basis.

Assets stored by Coinbase Custody and BitGo are held 100% in segregated cold storage. “Segregated” means that Bakkt Crypto customer assets are held in unique
addresses on the respective blockchains and do not include assets of other BitGo or Coinbase clients, or of BitGo or Coinbase themselves. Both entities are SOC 1 certified. At this
time, Bakkt Crypto does not utilize third parties other than Coinbase Custody and BitGo to hold customer crypto assets as custodian.

To ensure the security of crypto assets, we do not disclose the geographic location where such assets are held or the identity of the persons who have access to them or the
authority to release those assets from wallets. Private keys are held in controlled locations dispersed through the United States according to SOC 1 audit procedures to ensure
appropriate security. There are dedicated team members responsible for daily reconciliation of wallet holdings. New members of our custody operations team are required to
complete training and test simulations and are provided with a runbook on our custody procedures. New members of the custody operations team, like all our employees, also are
subject to background checks and drug testing. The daily reconciliations prepared by the custody team are reviewed and analyzed by management monthly and provided to external
auditors at least annually, or as otherwise requested. Designated individuals within the custody operations team are responsible for the initiation and approval of outbound wallet
transactions, as per our policies and procedures. Access rights are managed according to the principle of least privilege. These rights are maintained according to our IT security
policy and subject to quarterly review by our IT security team. The existence, exclusive ownership and software functionality of private digital keys and other ownership records are
subject to annual audits conducted by external auditors.

No insurance provider has inspection rights in respect of the crypto assets held in storage.
External Transfers of Crypto Assets (through Bakkt Crypto)

Other than in the State of New York, we make available to customers the ability to transfer crypto assets to external wallets. Because we have structured our platforms to be
client-configurable in several aspects, each client has the discretion to enable this transfer feature for its customers. Crypto assets made available to customers residing in the State
of New York will not be transferable to external wallets until that capability is approved by NYDFS, which we plan to seek in 2024.

Institutional Client Business - Crypto Custody Services

Bakkt Trust currently provides custody services to customers of Bakkt Marketplace and Bakkt Crypto and to its own institutional customers with respect to all of the crypto
assets which we support for trading. For a list of these crypto assets, see the table for Bakkt Trust under “—Crypto Assets and Services Offered by Bakkt” above.

Bakkt Rewards
-15-
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We are in the process of enabling clients to offer their customers the ability to convert loyalty points earned through participation in the client's loyalty program into bitcoin
(and, in the future, to other crypto assets depending on demand). We initially expect to offer this service in the first half of 2024.

Customers that elect this service will opt into the program through the client’s loyalty program user interface and then be referred to a Bakkt-managed front end to authorize
account creation and conversion of certain client loyalty points into bitcoin. The exchange rate governing the conversion will be determined by (i) the redemption rate of client loyalty
points to USD (which is set by the client), and (ii) the prevailing market price for bitcoin, which includes a markup agreed upon between the client and Bakkt. The bitcoin will then be
accessible to the customer via a Bakkt-managed interface, which will allow customers to sell bitcoin for USD, link their account at the client with their bank account, deposit or
withdraw fiat currency, and buy, sell and hold other approved crypto assets. The Bakkt-managed interface will not allow customers to open an account directly unless they are
referred via a supported client.

Bakkt Rewards will initially be supported by the Bakkt Marketplace platform and, once it combines with Bakkt Crypto, by the platform of the combined entity.
Other Potential Services

As part of our ongoing review of potential services, we continually evaluate how we can most effectively improve our platform and service offerings in a manner that is
compliant with applicable governance and regulatory considerations. In such review, we may determine to stop pursuing a potential service offering in light of, among other things,
revenue expectations and compliance with applicable laws. For example, we have de-prioritized investment in Bakkt Payouts as a service offering as we work with our clients to
understand the desired feature set and their timelines to implementation. As such, we have elected to suspend the development of the Bakkt Payouts product indefinitely.
Furthermore, we considered developing the capability for registered customers to transfer crypto assets to and from other registered customers within our platform but have
indefinitely postponed further development and rollout of such functionality. In addition, we evaluated opportunities to offer staking, as well as opportunities to offer non-fungible
tokens, and have postponed further development and rollout for both such functionalities indefinitely.

Policies and Procedures
We and our subsidiaries have a comprehensive set of policies and procedures relating to crypto assets and crypto asset-related services.
General

Self-dealing and other potential conflicts of interest are addressed by our Insider Trading Policy, Code of Business Conduct and Ethics, Related Person Transactions Policy
and Cryptocurrency Listing Policy. Employees are trained in these areas and attest to review these documents and policies upon hire and annually. Operationally, there are
segregations of duties and information tied to trading, listing and money movements, including protections for whistleblowers, compliance reviews, and blackout periods. Orders are
entered into our systems where transactions are executed at best available prices with market makers and liquidity sources, designed to further insulate customer activities and
prevent front-running and other illegal activities.

Custody-Related Policies

Bakkt Trust stores client and internal assets on an omnibus basis in a combination of warm and cold wallets. Bakkt Trust uses an internal ledger to delineate client and
internal assets. Bakkt Trust completes hourly automated reconciliations to confirm balances across the internal ledger, internal node, and external node match. Every deposit into
Bakkt Trust is checked using industry-leading “know-your-customer” (“KYC") providers to check the provenance of the assets deposited before moving the funds out of the deposit
wallet. Deposited funds may be moved into a segregated quarantine wallet if they do not pass the KYC screening and require further investigation.
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Bakkt Crypto makes use of third-party providers of custodial services, including Coinbase Custody Trust Company, LLC and BitGo Trust Company, to hold customer crypto
assets as custodian in cold storage as well as in hot or warm wallets as necessary. Bakkt Crypto also self-custodies customer crypto assets using the Fireblocks Vault service. All
wallets hosted by Bakkt Crypto are omnibus wallets, which may contain both crypto assets held for the benefit of customers and the limited quantity of crypto assets held by Bakkt
Crypto in its own account as inventory. Bakkt Crypto does not, and historically did not, operate a proprietary trading business.

Listing-Related Policies

We maintain crypto asset listing and delisting policies for each of Bakkt Marketplace (which policy also covers Bakkt Crypto, as its wholly owned subsidiary) and Bakkt Trust
(the “Listing Policies”), the purpose of which is to provide a framework for the review and approval of new crypto assets, and continued offering of crypto assets, for customer
transactions and custody services, respectively. The Listing Policies were revised to accommodate new guidance issued by the NYDFS in November 2023, and were subsequently
approved by the NYDFS. Material revisions to the Listing Policies require prior written approval from the NYDFS.

The Listing Policies require the covered entity to undertake and document a risk assessment for each new crypto asset, which considers a number of risks, including legal
and regulatory risk, and entails a review of the regulatory status of the crypto asset. Other risks covered by the risk assessment include integrity and legitimacy risk (i.e., risks
associated with the creation, governance, issuance, and design of the crypto asset); reputational risk; liquidity, pricing, and manipulation risk; operational risk; cyber security risk;
and illicit finance risk. The Listing Policies also provide for an evaluation of actual or potential conflicts of interest with respect to the potential listing of a crypto asset, and updates to
policies and procedures to ensure that monitoring and control measures are in place to manage money laundering and financial crime risk associated with the crypto asset.

Under the Listing Policies, we utilize the risk assessment to consider various factors when making a decision to approve a new crypto asset for listing, including, among
others, the appropriateness of the crypto asset to our business model and client base and whether the crypto asset is supported by other reputable markets or trading venues. In
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order to assess the regulatory status of a crypto asset, we consider the applicable laws, rules and case law, and other factors relevant to the determination of the security status of a
crypto asset, and the positions of the SEC as expressed in various crypto-related enforcement actions and lawsuits. We may also solicit the opinion of outside counsel.

We are required to monitor each of the crypto assets for material changes and for changes in the risk assessment conducted during the listing evaluation, and to ensure
their offering remains consistent with our mission and values, general safety and soundness, and protection of customers. Should we determine that removal of a crypto asset is
consistent with NYDFS guidance and regulations, and with safety and soundness, we will delist the crypto asset in accordance with the Listing Policies.

The Listing Policies do not ascribe specific weighting to particular factors or inputs to be considered in connection with the potential listing or delisting of crypto assets.
Sales and Marketing

We market our platform to our clients. We do not engage in any direct-to-consumer marketing for the acquisition or engagement of customers. As part of client engagement,
we may assist them in developing their crypto assets marketing strategy but any such strategy is ultimately executed by clients at their discretion. We also have a sponsorship
agreement with Caesars Entertainment pursuant to which the theater at Planet Hollywood Resort & Casino in Las Vegas is branded as the “Bakkt Theater.” However, potential
customers are not able to sign up directly with us and need to access our platform through a client environment.

=1L 77

Clients may choose to market our crypto asset services to customers. In order to ensure we comply with applicable laws and regulations, we retain the right to review
customer-facing marketing materials proposed to be used by clients. In specific instances, we require clients to disclose the services we provide and the related risks in such
materials.

We market our products and services to potential clients using multiple business-to-business channels, such as (i) Company-owned domains (e.g., our website and blog
and its social media platforms), (ii) direct marketing, including email marketing and targeted digital advertisements to potential clients, and (iii) indirect marketing to potential clients
via partnerships with existing clients and other third parties to promote branding and product access for potential clients through existing client channels.

Since customers must agree to our terms of use in order to utilize the services offered by our platforms, as part of customer onboarding, we collect data about customers
from the applicable client and/or customer in accordance with our privacy policy. This data is used to complete required processes (e.g., Customer Identification Program and KYC
verification) and to service customers.

We have built an extensive vendor network across various industries including financial services, travel and entertainment, retail and platform companies. While we have
made significant headway building partnerships in these industries, there remain significant untapped growth opportunities in each area. For example, traditional financial institutions
are facing increased competition from a broader group of fintech entrants. We expect that the pressure on them to provide innovative products and increased competition will
continue to grow. Our ability to stand up capabilities within client ecosystems makes our platform an attractive solution for such financial institutions seeking an intuitive, tightly
integrated, low risk solution to offer crypto and loyalty services.

We believe our growing network of clients provides potential for increased scale and substantiates the viability of our business plan. As our partnerships go live, we will offer
to retail clients marketing resources to drive consumer adoption and usage of our platform. The successful activation and implementation of these partnerships are expected to be a
significant driver for our transaction growth and associated revenue, including crypto trading revenue. We believe we will benefit from a positive network effect, where the value of
our network will generally increase as we add new clients, vendors, customers and crypto to our platform.

Insurance Matters

We maintain types and amounts of insurance coverage that we believe are appropriate and consistent with customary industry practices. Our insurance policies cover
employee-related accidents and injuries, property damage, business interruption, storm damage, facilities, cyber, crime and liability deriving from our activities. Our insurance
policies also cover directors and officers’, employee and fiduciary liability. The insurance policies include exclusions aimed at delineating and clarifying the scope of coverage.
Examples of key customary exclusions include exclusions for losses arising from force majeure events or theft, fraud, or dishonest acts committed by any principal shareholders,
partners or directors of the insured entity. Losses stemming from the network failure of a digital asset cryptographic protocol, as well as those associated with illegal activities like
money laundering, are expressly excluded.

We may also be covered for certain liabilities by insurance policies issued to third parties, including, but not limited to, our dealers and vendors.

We maintain $230 million of insurance coverage, which includes $200 million of cold storage coverage and $30 million of hot storage coverage. The $30 million of hot
storage coverage is in excess of a $10 million loss retention. There is no retention applicable to the $200 million of cold storage coverage. All supporting insurers maintain a
minimum A.M. Best rating of “A”. The $30 million of hot storage coverage has a three-year term, expiring October 2024. The $200 million of cold storage coverage has a one-year
term, expiring November 2024.

The $30 million of hot storage coverage policy is non-cancellable, other than due to non-payment of premium. The $200 million of cold storage coverage policy may only be
cancelled upon: 1) the Company’s election to cancel, 2) the
-18-
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insurer’s election to cancel, on 90 days’ notice to the Company, 3) the Company’s change in ownership or control or seizure by a receiver, trustee, or government entity, 4) voluntary
liquidation of the Company, 5) exhaustion of the coverage limit, or 6) non-payment of premium. The $30 million of hot storage coverage policy has no automatic or guaranteed
renewal provisions, although we expect to renew such coverage prior to its expiration. The $200 million of cold storage policy has a one-year guaranteed renewal provision. There
are no carrier inspection rights, but an affirmative proof of loss statement would need to be completed in the event of a loss.

Loyalty

We offer a full spectrum of supplier content through configurable, white-label e-commerce storefronts that clients can make available for their customers to purchase via
redemption of loyalty points. Our redemption catalog spans a variety of rewards categories including travel, gift cards and merchandise, including a unique Apple product and
services storefront. Our travel solution offers a retail e-commerce booking platform with direct supplier integrations, as well as a U.S.-based call center for live-agent booking and
servicing. Our platform provides a unified shopping experience that is built to seamlessly extend our clients’ loyalty strategies and user experience for their loyalty programs.
Functionality includes a mobile-optimized user interface, numerous configurations to support diverse program needs, promotional campaign services, comprehensive fraud
protection capabilities and the ability to split payments across both loyalty points and credit cards. We recognize that businesses want to offer consumers choice, innovation and a
frictionless experience, and our platform and service offerings were constructed with this in mind.

We have thoughtfully built a unique and powerful platform with end-to-end services, including easily consumable technology services, customer support and compliance
infrastructure, for our clients.

Our Clients

Our clients include merchants, retailers, and financial institutions, and with the anticipated acquisition of Apex Crypto, as discussed below, will include fintechs, broker-
dealers, neobanks, and registered investment advisers. advisers, funds, merchants, and other businesses. Our crypto-related capabilities will facilitate new asset acquisition and
reward opportunities for their customers. customers, in addition to the secure safekeeping of acquired crypto assets and crypto assets stored on behalf of institutional clients. Our
loyalty-related capabilities deepen their our clients’ relationships with their customers by increasing strengthening the value proposition of their loyalty programs. Our thousands of
redemption opportunities asoptions enable our clients to meet their customers take advantage where they are, deliver the products and services they desire, and meet the
expectations of these opportunities, and makes their programs more current next generation audiences by adding offering crypto capabilities.

We also enable institutional clients to trade crypto using our physically-delivered bitcoin futures contracts that are traded and cleared on ICE, and to store bitcoin and ether
securely in our custody platform. Our platform uniquely leverages the technology and infrastructure products of ICE, providing regulatory clarity, better price discovery, and more
effective risk management for financial institutions. redemption options.

Our dependence on a limited number of clients exposes us disproportionately to the risk of any of those clients choosing to no longer partner with us, to the economic
performance of such clients or their respective industries or to any events, circumstances, or risks affecting such clients or their respective industries. For more information, please
see our risk factors described in “ltem 1A. Risk Factors - Related to Our Business, Finances and Operations”.

Revenue Model

We primarily generate revenue when consumers clients or their customers use our services to acquire buy, sell and/or use store crypto andor transact in loyalty points
across our platform in the following key areas:

* Subscription and service revenue. We receive a recurring subscription revenue stream from client platform fees as well as service revenue from software development
fees and call center support support.

* Transaction revenue. We generate transaction revenue though from crypto buy/sell transactions, where we charge a markup on both legs of the transaction, and through
loyalty redemption volumes, where we getearn a take rate onmargin from the volume and from crypto buy/sell where we make a spread on both legs difference of the
transaction. value of the points being redeemed and the cost of fulfilling the redemption request.

Our loyalty revenue has seasonality and is typically higher in the fourth quarter, driven by holiday spending and the travel bookings.
-19-

Revenue generated from our crypto service offerings has services had been immaterial prior to date. However, we expect that revenues our acquisition of Bakkt Crypto;
however, revenue from crypto trades and other transactions and subscription fees will beservices is now a significant driversdriver of our business, and we expect those
revenues crypto services revenue to increase as we grow our client base and our users. customers. As a result over time, of our acquisition of Bakkt Crypto, we expect loyalty
revenue, which has been prior to the Bakkt Crypto acquisition was the source of substantially all of our revenue, historically, to decrease asbe a smaller percentage of overall
revenue in the future as the revenue grows from our crypto product and service offerings grows. offerings.

Growth Strategy

We go to market using a client-led strategy. platform strategy, driven by our clients. We partner with leading brands companies and expect to grow customers on our platform
through those relationships. relationships, in addition to our direct institutional clients. We have already built an extensive network of clients across numerous industries including
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financial institutions, merchants and travel and entertainment. These clients include MasterCard, Visa, Global Payments, Fiserv, Webull, Public.com, Blockchain.com, Swan Bitcoin,
and Caesar’s. Caesars. We believe that this strategy will enable us to add transacting accounts and volume more
77}
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quickly and more efficiently than a direct-to-consumer model, especially as a relatively young company given our limited operating in @ history and the novelty of the crypto space like
crypto that may be novel to for some users. customers.

As part of this approach, we have developed our platform to be flexible and scalable to accommodate how different clients may want to implement our offerings. solutions.
Depending on each client's specific needs and objectives, that client can choose to add one, some or all of our capabilities, and can also choose the manner in which those
capabilities are enabled. Clients can choose to fully or partially embed our capabilities within their digital environment, or they can leverage directly through Bakkt hosted user
interfaces such as our capabilities in a “ready-to-go” storefront. Custody client portal.

We believe our growth will come from adding clients and correspondingly, their users, customers, and increasing transaction activity as well as strategic acquisitions. On
November 2, 2022, we entered into a definitive agreement with Apex Fintech Solutions, Inc. (“AFS”) pursuant to which we agreed to acquire all of the membership interests of Apex
Crypto, LLC (“Apex”), a financial technology company with an integrated crypto trading platform, for consideration consisting of an initial purchase price of $55.0 million in cash, up
to $45 million in shares of our Class A common stock that may be earned if Apex achieves certain profitability growth targets for the fourth quarter of 2022, and up to an additional
$100.0 million in shares of our Class A common stock depending on Apex’s achievement of certain financial targets through 2025. Apex’s profitability in the fourth quarter of 2022
results in Class A common stock consideration of $9.0 million based on the earn-out target mechanics. The transaction, which is subject to regulatory approvals, is expected to
close in the first half of 2023. Under the terms of the transaction, Bakkt and AFS will, among other things, enter into a commercial agreement that memorializes the continued
relationship and provision Our acquisition of Bakkt crypto solutions to AFS’s clients. The acquisition is expected to provide immediate Crypto has provided scale and meaningful
transaction volume from Apex’s Bakkt Crypto’s active client base. We expectbase which we are working to leverage Apex'sto sell additional products and services on the same
platform. Leveraging Bakkt Crypto’s proprietary trading platform and existing relationships with liquidity providers, towe provide a wider wide range of assets and competitive pricing
to our clients.

On February 8, 2023, we acquired 100% of the units of Bumped Financial, LLC (“Bumped”), a broker-dealer registered with the SEC and the Financial Industry Regulatory
Authority, Inc. (“FINRA”), for cash consideration of $575,000. This acquisition required Bumped to file a Continuing Membership Application (‘CMA”) with FINRA, and FINRA is
currently reviewing the CMA to ensure that Bumped will continue to meet its regulatory obligations if the filing is approved. After FINRA's assessment, the CMA will be approved,
denied or approved with restrictions.

Our growth strategies include the following:

* Adding clients. We are focused on continuing to build strong client relationships. Acquiring customers through our clients is an efficient and scalable way to grow our
business. Our goal is to provide these clients opportunities to leverage our capabilities either through their existing environment or by leveraging our platform. We believe
that Apex will Bakkt Crypto has significantly expand expanded our crypto client base into a number of new and rapidly growing client verticals, such as fintech, app fintechs,
trading and brokerage platforms and neo-banks. neobanks. In addition to growing our retail trading clients, we continue to invest in the institutional side of our business,
initially with our relaunched qualified custodian product and as a key agent for collaborative custody through our partnership with Unchained.

* Adding customers. We are focused on activating our existing clients and will launch joint supporting our clients in marketing campaigns with our clients to engage with
their drive new customer acquisition and engagement of existing customers. Our existing clients provide us with an addressable market of well over 100 million potential
users, who we will focus on bringing onto our platform.

* Expanding our offering. We aim to increase the breadth and depth of our product offering - with respect to both retail customers and institutional clients - in order to
increase its appeal to clients and customers. We With respect to our retail product offerings, we made numerous enhancements to our platform over the last year includingin
addition to the implementation expanded capabilities from the acquisition of real-time funding, pay Bakkt Crypto, which has been enhanced with points capabilities and
increased points and rewards redemption options. the addition of fiat funding. We believe that Apex will accelerate Bakkt Crypto accelerated our product road map by
providing new capabilities to our platform including the addition of over 306 coins to our platform and deposit and withdrawal functionality in jurisdictions where permitted.
The integration with Bakkt Marketplace enabled direct fiat funding capabilities, user management and onboarding and compliance functionality, each of which continue to be

enhanced with additions such as wire
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funding support and, subject to applicable regulatory approvals, support for BTC, BCH entity accounts, which materially expands the market for our trading capabilities from
individual consumers to include businesses and LTC trust entities.
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We have also reinvested in growing our institutional offerings, starting with the relaunch of our qualified custody platform in November 2023, and subsequently
expanding custody support for 6 additional crypto assets and in the process of expanding our operational coverage to support evening and weekend withdrawal processing.
Custody serves as the basis for our institutional offerings, which can then be leveraged to add additional functionality to both our institutional clients and retail clients and
customers. For instance, in March 2024 we launched a partnership with Unchained Capital to support their Collaborative Custody vault offering. Bakkt leverages our secure
custody infrastructure, vault and operational capabilities to secure one of three private keys and act as a key agent in a multi-signature wallet in which two of three
signatures are required to transfer assets, which results in custody that does not rely on any single party.

We continue to invest in enhancing these custodial solutions with additional offerings to expand our addressable market. This includes enhancements to expand
support from traditional long term buy and hold custody clients to service more active trading clients and funds, such as being a custodian for one or more of the recently
launched spot Bitcoin ETFs, as well as any future spot based crypto ETFs. We are also working on leveraging our custody solution to provide adjacent solutions, such as
settlement and collateral management capabilities. These enable settlement services for third party exchanges, so that funds can be tradable on exchange while being held
securely in custody, or processed between counterparts to facilitate settlement, eliminating counterparty risk with the exchange.

¢ Market expansion. After the acquisition of Bakkt Crypto, we are seeing significant opportunity in expanding our retail offerings internationally beyond the U.S. We have
expanded into new markets, and expect to continue to do so with our clients. We are currently live with our clients in Europe, Latin America and Asia, and are exploring
additional expansion opportunities. Ultimately, the decision as to when and where to expand continues to be driven by client and customer demand and the ability to stake a
limited number of coins. We believe that we will also be able to offer access to
-8-
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NFTs through an order management system that accepts paymentregulatory environment in fiat currency, removing friction from how NFTs transact today and enabling
more widespread adoption and applicability to a broader range of consumers. those markets.

Over time, we will continue to invest in our business to provide best-in-class products and services. Some of those longer-term planned enhancements include:

¢ Crypto enhancements. We expect to expand our crypto capabilities to products and services that will appeal to both retail and institutional clients. Our institutional-grade
cryptocurrency crypto custody solution is our foundation. By increasing the acceptance of cryptocurrency crypto investing in the institutional space, we believe that these
additional products can further increase interest in cryptocurrency crypto generally among consumers, benefiting our platform. As the narrative for crypto shifts, we will look
to enhance our crypto capabilities, including layer 2 protocols like Bitcoin’s bitcoin’s Lightning Network and stablecoins, to drive increased utility in the crypto economy.

* Market expansion.We expecteconomy initially by providing more efficient settlement rails for fiat to expand our platform into new markets. We believe that our Apex
acquisition will enable us to accelerate our entry into new markets. While the exact sequence and identity of additional markets are yet to be determined, we presently also
anticipate expanding into Australia and the European Union. Ultimately, the decision as to when and where to expand will be driven by client and consumer demand and the
regulatory environment in those markets. fiat remittances.

* Evaluate additional strategic acquisitions. We believe that the pending Apex acquisition will accelerate our crypto strategy and bolster our path to profitability. The
acquisition will enable us to offer new and expanded crypto capabilities to our existing clients and provide instant access into the fintech sector and transaction volume with
more than 30 Apex clients. We will continue to be opportunistic and evaluate strategic acquisitions that have compelling benefits for our business.

* Loyalty enhancements. As we serve existing loyalty clients with large active customer populations, we can create deeper relationships across merchants with Bakkt at the
center of these loyalty networks. As loyalty programs seek new ways to leverage customer data and behaviors to deliver value, we believe our platform will enable clients to
more effectively acquire, re-activate and engage customers. Additionally, we continue to evaluate additional loyalty offerings and suppliers to meet the needs of our clients.

We expect to fund continued growth in our business using a portion of the net proceeds from our business combination with VIH, which closed on October 15, 2021. For more

information, please see “ltem 7. Management'’s Discussion and Analysis of Financial Condition and Results of Operations — Liquidity and Capital Resources.”
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How We Are Different

The markets in which we operate are highly competitive, rapidly changing and highly innovative. We believe that we are well-positioned given our unique ability to provide all
of our capabilities under one platform, combined with our institutional-grade, secure and licensed infrastructure. We believe this provides a competitive differentiation that would be
difficult to replicate. Although we do not believe that we have any single direct competitor for the full range of products we provide through our platform, we compete with a wide
range of parties, including crypto exchanges, peer-to-peer custodians, payment systems, and loyalty program redemption solutions, for similar services. This market is growing and
changing rapidly, so we expect that we will continue to see increased competition with new entrants into the space or existing competitors expanding their product offerings.

We believe that our business model provides us with significant competitive advantages, including:

* Multi-faceted approach to security and compliance. We enable responsible and secure access to crypto for our clients. Our compliance measures, controls and rigorous
risk management practices are at the core of how we
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operate. Our infrastructure provides multiple layers of protection and provides heightened security and compliance. This includes a separate and independent board for
Bakkt Trust and the separation of custody and exchange functions to minimize potential conflicts of interest. Trust. As a public company, we're comprehensively regulated.
We have taken the time we are subject to significant and resources to obtain a BitLicense comprehensive regulations. Across our entities, we possess two BitLicenses from
the New York Department of Financial Services ("NYDFS"), NYDFS, a limited-purpose trust charter (also from NYDFS), and state money trasmitter licenses, insurance
policies, and to implementtransmitter licenses. We have robust policies and programs that govern crypto-related activity, such as a cyber security program, information
security policy, global anti-money laundering (“AML”) AML policy, and Bank Secrecy Act (“BSA")/Office of Foreign Assets Control (“OFAC") of the U.S. Department of the
Treasury program. These measures are all designed to protect our clients and shareholders. stockholders.

* Client-led strategy. We seek to leverage our existing and new client relationships with leading brands to add consumer users customers to our platform. By partnering with
these brands and their existing customer bases, we believe consumers customers are more likely to embrace the new asset classes offered on our platform. We also
believe that, as a relatively new brand, this approach will allow us to scale users customers and revenue more quickly.

« Institutional-grade platform. Our platform architecture is engineered to natively support crypto across a wide range of classes, with scalability and strong regulatory and
compliance controls. Our platform includes a custody platform that we designed and built in partnership with our majority investor, ICE. Our platform was designed with
these principles in mind to provide safe, reliable infrastructure for consumers in their everyday use. We believe that it also serves as a springboard for additional products
and services, particularly with respect to the institutional crypto space.

* Trusted and scalable capabilities. Our approach, built to scale with technology, privacy, security and compliance at the core, is informed by our team's decades of
collective experience. Our platform moves a significant amount of volume across asset classes every day, and we handle customer service for many of the largest financial
institutions in the country. We believe these pillars, when applied to the rapidly evolving crypto space, provide confidence to consumers, customers, merchants, institutions
and loyalty clients that participate in our ecosystem.

Sales and Marketing

B2B2C Model. Our go-to-market strategy is “business-to-business-to-consumer”, or “B2B2C”, where in which we acquire customers primarily via client relationships. We
believe our focused approach on building scalable partnerships with valued brands will drive strong growth in end users. We also believe this approach is more efficient and scalable
than a direct-to-consumer strategy, and we have seen early evidence that this belief is warranted. customers. Our goal is to provide our clients with opportunities to leverage Bakkt's
capabilities through their existing to drive mutually beneficial customer digital experiences.

We have built an extensive vendor network across various industries including financial services, travel acquisition and entertainment, retail and platform companies. While
we have made significant headway building partnerships in these industries, there remain significant untapped growth opportunities in each area. For example, traditional financial
institutions are facing increased competition from a broader group engagement. Customers of financial technology entrants (“fintechs”). We expect that the pressure on them to
provide innovative products and increased competition will continue to grow. Our ability to stand up capabilities within client ecosystems makes our crypto clients access our platform
an attractive solution for such financial institutions seeking an intuitive, tightly-integrated, low risk solution to offer crypto and loyalty services.

Value of Partnerships. We believe our growing network of clients provides potential for increased scale and substantiates the viability through a client environment.
Similarly, customers of our business plan. As loyalty clients may only access our partnerships go live, we will deploy marketing resources to drive consumer adoption and usage of
our platform. The successful activation and implementation of these partnerships are expected to be a significant driver for our transaction growth and associated revenue, including
crypto trading revenue. We believe we will benefit from a positive network effect, where the value of our network will generally increase as we add new clients, vendors, customers

and crypto to our platform.redemption storefronts through clients’ loyalty program user experiences.
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Our marketing efforts are focused on business-to-business (“B2B”) activities to acquire new clients. We utilize multiple B2B channels, such as Bakkt-owned
domains (e.g., our website and blog and its social media platforms) and direct marketing to potential clients, such as email marketing and targeted digital
advertisements. We also engage in indirect marketing to potential clients via partnerships with existing clients and other third parties to promote branding and
product access for potential clients through existing client channels.

Customer Care

Our customer service channels are at the core of our loyalty and travel redemption offerings to clients, providing seamless and easy-to-leverage support for the wide array
of cryptoasset loyalty and travel redemption transactions on our platform. We have invested heavily in customer support strive to provide our clients and their customers with the best
possible a high-quality experience. Leveraging our staff of We provide customer service representatives, we provide 24x7 support forthat is designed to meet the requirements of
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our clients. Our customer service agents undergo a rigorous training program and are continually monitored and trained as new capabilities are added to the platform. New clients
are able to leverage our deep expertise in customer support as they roll out new offerings like crypto, to their consumer customer bases.

Technology

Our core platforms were built in-house and are maintained by our skilled technical staff who have deep industry expertise across crypto and loyalty solutions. We leverage a
modern software and cloud infrastructure provide loyalty integrations, travel redemption, crypto buy/sell trading, and crypto custody. stack to offer off-the-shelf or bespoke solutions
for our clients, depending on their needs. Additionally, our platform supports "know your customer" ("KYC"),implements advanced strategies and controls to enable KYC, AML, and
other anti-fraud measures to combat financial crime.

Our modern embedded web experiences and agile API-enabled API-driven platform allow us to partner and easily integrate with clients, including through the following:

e QurVia standard SSO and API integrations, our multi-storefront loyalty redemption service platform is provided as SaaS and powers rewards redemption for leading several
of the top loyalty programs. programs in the US. The service platform is built upon highly scalable proprietary technology and supports integrationis directly integrated with
dozens of suppliers for real-time redemption of merchandise, gift cards and millions of items, both through a mobile-first responsive web app or integrated into clients’ apps
or sites. travel services. Additionally, our multi-location call center teams leverage our platform to provide agent assisted transactions and redemption servicing.

« Our crypto products solutions operate in an institutional-grade cryptocurrency crypto custody and trading platform, primarily comprised of anchored by our custody platform,
Bakkt Trust, and our pricing performance hardened trade execution engine. The custody platform is purpose-builtbuilt to safeguard crypto, with multi-signature wallet
policies, hardware security modules and offline storage of private key material, blockchain surveillance and AML/KYC compliance integrated into the core of the
platform. platform and our operation team’s procedures. Our pricing trade execution engine is an automated was built with speed and scale at its core to deliver equities-
grade trading system that facilitates performance to provide liquidity for the purchase and sale of cryptocurrencies by customers and is builtcrypto to scale on demand
leveraging the cloud. our clients.

Cybersecurity

Each of our products is architected, deployed, and managed through a common controls environment designed to protect our customers' confidential information using a
combination of administrative, physical, and manage in line with industry best practices and applicable law. technical controls. We maintain a comprehensive cyber security program,
managed by a dedicated team of security professionals, leveraging multiple layers of defenses to protect our loyalty and crypto clients’ consumer data, and as well as crypto wallets,
including cryptocurrency crypto that is kept in custody. For example, we operate a combination of Our administrative, technical, and physical controls. Some of these controls include
the use of separation of duties, physical and logical access controls, biometrics, hardware security modules, advanced cryptographic algorithms, dedicated security monitoring,
separation of duties and other controls to protect our environment and restrict unauthorized movement of crypto assets to and from the custody operations conducted by Bakkt
Trust. access. Additionally, we regularly utilize independent and reputable external parties to assess and provide added assurance that our products are designed appropriately
secured and resilient against modern cyber threats. operating effectively. We currently maintain independent SSAE-18 SOC 1 Type Il and SOC 2 Type |l attestation reports for our
crypto platform and SOC 2 Type Il attestation reports for our loyalty platform. We also maintain controls aligned to the Payment Card Industry Data Security Standard ("PCI-DSS")
for in-scope systems where cardholder
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data is stored or processed. We comply with NYDFS cybersecurity requirements which imposesimpose strict rules related to establishing a detailed cybersecurity plan, enacting a
comprehensive cybersecurity policy, and maintaining an ongoing reporting system for cybersecurity events. Finally, we maintain a privacy program designed to meet applicable
privacy laws or regulations. This includes the capability to effectively respond to consumer data subject requests or regulatory requests.

Regulation

Federalinternational, federal and state laws and regulations apply to many key aspects of our business. Any actual or perceived failure to comply with these requirements

may result in, among other things, revocation of required licenses or registrations, loss
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of approved status, regulatory or governmental investigations, administrative enforcement actions, sanctions, civil and criminal liability, private litigation, reputational harm, or
constraints on our ability to continue to operate. We operate in a regulatory environment that is evolving rapidly and increasing in scope. As such, it is possible that current or future
laws or regulations could be enacted, interpreted or applied in a manner that would prohibit, alter, or impair our existing or planned products and services, or that could require
costly, time-consuming, or otherwise burdensome compliance measures. Further, additional laws and regulations may apply to our businesses as we expand outside of the United
States in the future. For more information, please see our risk factors described in “ltem 1A. Risk Factors - Risks Related to Regulation, Taxation and Laws”.
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Regulation of Our Payments Money Transmission Business. Bakkt Marketplace LLC (“and Bakkt Marketplace”), our subsidiary, maintains Crypto maintain a money
transmitter license in each jurisdiction in which we they operate that requires such a license for our activities. In all other jurisdictions where Bakkt Marketplace operates, and Bakkt
Crypto operate, we have established with the applicable licensing body that a money transmitter license is not required at this time. We will comply with new license requirements as
they arise. Bakkt Marketplace isand Bakkt Crypto are also registered as a "Money Services Business" with the U.S. Department of Treasury's Financial Crimes Enforcement
Network (“FinCEN"). These licenses and registrations subject us to, among other things, record-keeping requirements, reporting requirements, bonding requirements, limitations on
the investment of customer funds, and examination by state and federal regulatory agencies. These licensing laws also address matters such as change in control, and regulatory
approval of controlling shareholders, directors, and senior management of the licensed entity. In connection with our payments business and card product, we are subject to
compliance with certain industry rules, including those promulgated by the National Automated Clearing House Association (“NACHA”"), as well as card network rules and guidelines.
Additional new products and services that we offer may impose additional obligations on us to comply with NACHA and card network obligations related to preventing fraud and
security breaches.

Regulation of Our Virtual Currency Business. We provide cryptocurrency crypto custody services through Bakkt Trust, a limited purpose trust company that is chartered
under the New York Banking Law and subject to the supervision and oversight of the NYDFS. Consequently, we must comply with laws, rules and regulations promulgated pursuant
to the New York Banking Law with respect to the cryptocurrency crypto custody services we provide through Bakkt Trust, including those related to capitalization, corporate
governance, anti-money laundering, disclosure, reporting and examination, as well as supervisory guidance and requirements. Bakkt Trust is also subject to FInCEN requirements
as a financial institution.

We are subject in certain jurisdictions to licensing and regulatory requirements as a result of offering our clients the ability to aggregate, buy, sell, convert, spend and send
virtual currency through our platform. Consequently, we must comply with laws, rules and regulations promulgated by federal or state regulators in those jurisdictions in order to
provide our services, including requirements related to capitalization, consumer protection, anti-money laundering, disclosure, reporting and examination, as well as supervisory
guidance and requirements. Bakkt Marketplace and Bakkt Crypto also has ahave virtual currency license licenses (“BitLicense” BitLicenses”) from the NYDFS, which subjects
itsubject them to NYDFS's oversight with respect to business activities conducted in New York State and with New York residents. In October 2023, the governor of California
signed into law the Digital Financial Assets Law (“DFAL”"), which establishes a required licensing framework administered by the California Department of Financial Protection and
Innovation (“DFPI”) for entities engaged in digital financial asset business activity in the state of California. We expect that our business will require licensure under the DFAL and
will therefore take steps to obtain necessary licenses prior to the enactment’s effective date of July 1, 2025. The DFAL provides that the DFPI may issue a conditional license to
companies, such as our subsidiaries, that maintain licenses to conduct virtual currency business activity in New York or hold a charter as a New York limited purpose trust company
with approval to conduct a virtual currency business under New York law. We will continue to monitor and review guidance from the DFPI clarifying the enactment’'s scope and
interpretation.
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The laws and regulations applicable to crypto are rapidly evolving and subject to interpretation and change. For instance, the Securities and Exchange Commission (the
“SEC”") has indicated in various enforcement actions and other contexts that it considers certain cryptocurrencies crypto assets to possibly constitute securities. The SEC has yet to
issue any formal regulation on this point, though it has put forth some guidance on overarching frameworks and relevant factors to consider in this analysis. Therefore, our crypto
services offered through our platform or our limited purpose trust company may become subject to regulation by other authorities and/or may subject us to additional requirements.

Broker-Dealer Regulation. Regulation. The Exchange Act requires that any person who is a broker or a dealer and effects or induces securities transactions must register
with the SEC. A broker is defined as “any person engaged in the business of effecting transactions in securities for the account of others,” while a dealer is defined as “any person
engaged in the business of buying and selling securities for such person’s own account,” in each case, subject to exceptions. In order to be able to act as a broker and advise clients
interested in transactions that involve securities, we acquired Bakkt Brokerage, a registered broker-dealer, Bumped. This acquisition is currently under review by FINRA and remains
subject to receiving FINRA's approval.
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broker-dealer. Broker-dealers are subject to regulation, examination, investigation, and disciplinary action by the SEC, FINRA, and state securities regulators, as well as other
governmental authorities and self-regulatory organizations with which they are registered or licensed or of which they are a member. Bumped Bakkt Brokerage is registered as a
broker-dealer in 52 U.S. states and territories. The regulation of broker-dealers covers all aspects of the broker-dealer business and operations, including, depending the scope of its
activities, among other things, sales and trading practices and reporting requirements, client onboarding, advertising and marketing, publication or distribution of research, margin
lending, uses and safekeeping of clients’ funds and securities, capital adequacy, recordkeeping, reporting, fee arrangements, disclosures to clients, suitability, acting in client's best
interests when making recommendations to retail customers, customer privacy, data protection, information security and cybersecurity, the safeguarding of customer information, the
sharing of customer information, best execution of customer orders, public offerings, customer qualifications for margin and options transactions, registration of personnel, business
continuity planning, transactions with affiliates, conflicts, and the conduct of directors, officers and employees. Broker-dealers are also subject to anti-money laundering rules and
requirements issued by FInNCEN under the U.S. Bank Secrecy Act.

Privacy and Information Cybersecurity Regulations. Aspects of our operations or business are subject to laws and regulation in the United States and in foreign
jurisdictions relating to privacy, data protection and cybersecurity. Accordingly, we publish our privacy policies and terms of service, which describe our practices concerning the use,
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protection, transmission, and disclosure of information. As our business continues to expand in the United States and potentially beyond, and as laws and regulations continue to be
passed and their interpretations continue to evolve in numerous jurisdictions, additional laws and regulations may become relevant to us.

Regulatory authorities around the world are considering numerous legislative and regulatory proposals concerning privacy, data protection and cybersecurity. In addition, the
interpretation and application of these laws and regulations in the United States and elsewhere are often uncertain and in a state of flux. As our business continues to develop and
expand, we continue to monitor the additional rules and regulations that may become relevant. For additional information regarding these laws and regulations and related risks,
please see “Risk Factors — Risks Related to Regulation, Taxation, and Laws — Complying with evolving laws and requirements relating to privacy, and other data related laws and
requirements may be expensive and force us to make changes to our business, and failure to comply with such laws and requirements could result in substantial harm to our
business.”

Consumer Protection Regulation. The Consumer Financial Protection Bureau and other federal and state regulatory agencies, including the Federal Trade Commission,
broadly regulate financial products, enforce consumer protection laws applicable to credit, deposit, prepaid products, and payments, and other similar products. Such agencies have
broad consumer protection mandates, and they promulgate, interpret, and enforce laws, rules and regulations, including with respect to unfair, deceptive, and abusive acts and
practices that may impact or apply to our business.

For example, under federal and state financial privacy laws and regulations, we must provide notice to consumers of our policies on sharing non-public information with third
parties, among other requirements. In addition, under the Electronic Fund Transfer Act, we are required to disclose the terms of, and any fees applicable to, our electronic fund
-25-

transfer services to consumers prior to their use of the service, among other requirements. We are further required to extend error resolution and limited liability protections to
customers who use our card product.

Anti-Money Laundering and Counter-Terrorism Regulation. We are subject to AML laws and regulations in the United States, including the BSA, as amended, and its
implemented regulations enforced by FinCEN, as well as laws designed to prevent the use of the financial systems to facilitate terrorist activities. We have implemented a
comprehensive AML compliance program designed to prevent our payments network and custody services from being used to facilitate money laundering, terrorist financing, and
other illicit activity. Our program is also designed to prevent our network and other services from being used to facilitate business in countries, or with persons or entities, included on
designated lists promulgated by OFAC and equivalent authorities in other countries. Our AML compliance program is comprised of policies, procedures, reporting protocols,
including reporting requirements for suspicious transactions, and internal controls, including the designation of a compliance officer, training for employees, and a regular
independent review of the
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program. It is designed to address applicable legal and regulatory requirements and to assist in managing risk associated with money laundering and terrorist financing.

Indirect Regulatory Requirements. We maintain relationships with certain clients, including banks and other financial institutions in the United States, that are regulated by
state, local and federal agencies. Because of these relationships, we may be subject to indirect regulation or examination by these institutions' regulators. We generally seek to
account for these types of indirect regulatory requirements in our commercial agreements. We also have clients that are investments advisors. The SEC has recently proposed
changes to its investment adviser custody rule, which could affect the terms upon which we can offer custody services to those clients.

Esckh 1t and Unclaimed Property Regulations. There is regulatory uncertainty regarding how states and jurisdictions treat virtual currencies and other crypto assets
under unclaimed property laws and regulations. Unclaimed property laws, as may be applicable, require us to report and to remit certain government authorities the property of
others held by us that has been unclaimed for a specified period of time. We have policies and procedures designed to help us comply with these laws.

Intellectual Property

The protection of our intellectual property and all corresponding rights throughout the world, including our trademarks, service marks, trade dress, logos, trade names,
domain names, goodwill, patents, copyrights, works of authorship (whether or not copyrightable), software and trade secrets, know-how, and proprietary and other confidential
information, together with all applications, registrations, renewals, extensions, improvements and counterparts in connection with any of the foregoing, is important to the success of
our business. We seek to protect our intellectual property rights by filing applications in various patent, trademark and other government offices, and relying on applicable laws and
regulations in the U.S. and internationally, as well as a variety of administrative procedures. We have sought to register our core brands as domain names and as trademarks and
service marks in the U.S. and a large number of other jurisdictions. We also have in place an active program to continue to secure, police and enforce trademarks, service marks,
trade dress, logos, trade names, and domain names that correspond to our brands in markets of interest. We have filed patent applications in the U.S. and plan to extend them into
international jurisdictions covering certain aspects of our proprietary technology and new innovations. We also rely on contractual restrictions to protect our proprietary rights where
appropriate when offering or procuring products and services. We have routinely entered into confidentiality and invention disclosure and assignment agreements with our
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employees and contractors, and non-disclosure agreements with external parties with whom we conduct business to control access to, and use and disclosure of, our proprietary
information.

Human Capital

Our employees are essential in propelling our success. We hold our employees to high standards, both in work product and ethics, and aim to create a culture of
accountability and results. Our performance expectations and attributes empower our company. They reflect how we expect employees to operate, collaborate and make decisions.
At Bakkt, we
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strive to challenge the status quo with new ideas, have open and honest communications, appreciate our diversity of thought, take ownership and accountability for delivering
valuable results and act with integrity, respect and reliability.

In a complex industry, it is critical for employees to act ethically. We provide regular trainingstraining to help our employees understand and comply with the many
regulations in our industry and with our company policies. We expect managers to set the tone for their teams and to lead by example, including by embracing ethical behavior and
sharing its importance with their team. Managers are expected to help their teams understand our company policies and encourage them to report any violations of policy or law. As
a company, we help ensure Bakkt's non-retaliation policy is strictly followed.

At Bakkt, we understand that our success is built by operating as a unified company — one culture and team across the crypto landscape, with a focus on growth and
innovation. We are committed to diversity throughout our company. It is
-14-
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our policy that employees are treated, and treat each other, with fairness, respect and dignity. We embrace our employees’ differences, while valuing a diverse, inclusive and safe
workplace. We aim to promote diversity and inclusion through a number of employee engagement events including internal and external speaker sessions to foster learning on
relevant and important topics. Our employees come from a wide variety of backgrounds to work toward a common vision for the Company. Our CEO brings our teams together in bi-
weekly all hands calls and sends weekly email updates for transparency regarding our company strategy and goals.

We strive to hold employees accountable for their work performance while providing incentives for excellence in their contributions to the Company. We encourage open
collaboration to put out the best ideas and solutions to better adapt to changing markets and other challenges Bakkt faces. Our commitment to our employees is reflected in our
ability to attract high-caliber talent, continuously innovate, and provide exceptional service and solutions to our clients.

As of December 31, 2022 December 31, 2023, we had a total of 1,037 747 employees, all of whom were full-time employees, and all of whom are located in the United
States. We also engage temporary employees, consultants and consultants employers of record as needed to support our operations. Collectively, approximately 18% 16% of our
workforce is dedicated to engineering, design, or product roles. Our core locations are Alpharetta, GA, Scottsdale, AZ and New York City, NY and San Francisco, CA. NY. None of
our employees are represented by a labor union or covered by a collective bargaining agreement. We have not experienced any work stoppages, and we consider our relations with
our employees to be good. We believe our positive culture strengthens our company and enables our business success.

COVID-19 Impacts

In March 2020, the World Health Organization declared the COVID-19 outbreak a global pandemic. The COVID-19 pandemic has adversely affected global economic
activity and, in 2020, contributed to significant declines and volatility in financial markets. During the year ended December 31, 2022, our business operations continued to recover
from the impacts of the pandemic, and revenue from loyalty and travel business also continued to recover.

Available Information

Our website is http://www.bakkt.com, and our investor relations website is located at https://investors.bakkt.com, where we make available, free of charge, our Annual
Reports on Form 10-K, Quarterly Reports on Form 10-Q and Current Reports on Form 8-K and amendments to those reports filed or furnished pursuant to Section 13(a) or 15(d) of
the Exchange Act, as well as proxy statements, as soon as reasonably practicable after we electronically file such material with, or furnish it to, the SEC.

We use our investor relations website to post important information for investors, including news releases, analyst presentations, and supplemental financial information,
and as a means of disclosing material non-public information and for complying with our disclosure obligations under Regulation FD. We use these channels as well as social media
to communicate with the public about our company. It is possible that the information we post on social media could be deemed to be material information. Accordingly, investors
should monitor our investor relations website in addition to following press releases, SEC filings and public conference calls and webcasts. as well as the social media channels
listed on our investor relations website. The information on our website or any other website is not incorporated by reference into this Annual Report on Form 10-K.

Item 1A. Risk Factors
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Investing in our securities involves a high degree of risk. You should carefully consider the risks and uncertainties described below, together with all of the other information

in this Annual Report on Form 10-K, including the section titled “Management’s Discussion and Analysis of Financial Condition and Results of Operations” and our consolidated
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financial statements and accompanying notes, before making a decision to invest in our securities. Our business, financial condition, results of operations or prospects could also be
harmed by risks and uncertainties not currently known to us or that we currently do not believe are material. If any of the risks actually occur, our business, financial condition,
results of operations or prospects could be adversely affected. In that event, the trading price of our securities could decline, and you could lose part or all of your investment.
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Risk Factor Summary,

Our business is subject to numerous risks and uncertainties that you should consider before investing in our securities. These risks are described more fully below and

include, but are not limited to, risks relating to the following:

Risks Related to Our Business, Finances and Operations

Our business model is newly developed and may encounter additional risks and challenges as it grows.

Our platform is still in the early stages of its release, will be further developed, and is largely untested.

Our ability to add additional functionalities and cryptoassets to our platform may adversely affect future growth.
We have limited operating history and a history of operating losses.

If we are unable to attract, retain or grow our relationships with our existing clients, our business, financial condition, results of operations and future prospects would be
materially and adversely affected.

Some of our current and prospective clients require the approval of their own regulators in order to deploy our solutions, especially our crypto solutions, and if they are
unable to obtain those approvals on a timely basis, or at all, our results of operations and future prospects would be materially and adversely affected.

A large percentage of our revenue is concentrated with a small number of clients; the loss of any such client would materially and adversely affect our business, financial
condition, results of operations and future prospects. Moreover, because of our B2B2C go-to-market model, the loss of any client — regardless of the reason — increases the
risk that the customers that originally emanated from that client will transition to another provider or stop doing business with us, which would harm our business.

We may not realize the anticipated benefits of past or future investments, strategic transactions, or acquisitions — including the pending acquisition of Apex Crypto LLC —
and integration of these acquisitions may disrupt our business and management.

Risks Related to Crypto

Disruptions in the crypto market subject us to additional risks, including the risk that banks may not provide banking services to us.

There may be a general perception among regulators and others that crypto is used to facilitate illegal activity such as fraud, money laundering, tax evasion and
ransomware scams.

We rely on crypto Crypto custodial solutions and related technology, which may experience including our systems and custodial arrangements, are subject to risks related to
a loss of funds due to theft, employee or vendor sabotage, security and cybersecurity risks, system failures and other operational issues which could damage the loss,
destruction or other compromise of our reputation private keys and brand. a lack of sufficient insurance.

Our failure to safeguard and manage our customers’ crypto could adversely impact our business, operating results, and financial condition.
Crypto does not have extensive historical precedent and distributed ledger technology continues to rapidly evolve.

We may encounter technical issues in connection with the integration of supported cryptoassets crypto assets and changes and upgrades to their underlying networks,
which could adversely affect our business.

Risks Related to Regulation, Taxation and Laws

We are subject to extensive government regulation, oversight, licensure and appraisals and our failure to comply could materially harm our business.
-28-
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« The regulatory regime governing blockchain technologies and crypto is uncertain, and new regulations or policies may alter or significantly adversely affect our business
practices with respect to crypto.
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« A cryptoasset’s crypto asset’s status as a “security” in any relevant jurisdiction is subject to a high degree of uncertainty, and if cryptoassets crypto assets on our platform are
later determined to be securities, we may be subject to regulatory scrutiny, investigations, fines, and other penalties, which may adversely affect our business, operating
results, and financial condition.

* We are subject to significant litigation risk and risk of regulatory liability and penalties. Any current or future litigation against us could be costly and time-consuming to
defend.
Risks Related to Information Technology and Data

« Actual or perceived cyberattacks, security incidents, or breaches could result in serious harm to our reputation, business and financial condition.

Risks Related to Risk Management and Financial Reporting

« If we are unable to maintain effective internal controls over financial reporting, we may be unable to produce timely and accurate financial statements, which could have a
material effect on our business.

Risks Related to Our Securities

* The trading market for our securities has in the past been and could in the future be impacted by market volatility. Stock run-ups, divergences in valuation ratios relative to
those seen during traditional markets, high short interest or short squeezes, and strong and atypical retail investor interest in the markets may impact the demand for our
securities.

Risks Related to Our Business, Finances and Operations
Our business model is newly developed and may encounter additional risks and challenges as it grows.

Our vision is that our clients will utilize our platform as the go-to solution enabling customers to transact in crypto and loyalty points. Most of the assets that we have
incorporated and intend to incorporate into our platform in the future are already being handled by incumbent providers. There can be no assurance that our platform will gain the
acceptance of clients or customers or generate the anticipated synergies. Because some of the cryptoassets crypto assets that are anticipated to be available on our platform have
not previously been available for the uses our platform is intended to cover, it is difficult to predict the preferences and requirements of clients or customers, and our platform, design
and technology may not appeal to such clients or customers, or may be incompatible with new or emerging forms of crypto or related technologies. Failure to achieve acceptance
would impede our ability to develop and sustain a commercial business.

We primarily generate revenue when customers transact in crypto and loyalty points on our platform. Our success depends on bringing on clients and on the transaction
volume from these customers. If we are not able to bring new clients onto the platform, many of whom will pay us subscription fees for our platform services, our revenue and
business concern could be negatively impacted. Additionally, much of our future revenue depends on transaction fees earned from customers transacting in crypto and loyalty points
and the margin we charge in connection with those transactions. If we are not able to continue to grow our base of clients, we will not be able to continue to grow our customer base,
our revenues or our business, which could negatively impact our business, financial condition and results of operations and may cause us to be unable to continue as a going
concern.

The attractiveness of our platform depends upon, among other things:
» the number and variety of assets and other capabilities in which customers can transact through our platform;

e our reputation, as well as clients’ and customers’ experience and satisfaction with, and trust and perception of, our platform;

-29-
« technological innovation;
« regulatory compliance and data security; and
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« services and products offered by competitors.

Moreover, clients may choose to contract with other providers of services that are competitive with ours. If we fail to retain existing clients, attract new clients, or continually
expand usage and transaction volume on our platform, our business, financial condition, results of operations and prospects will be materially and adversely affected.

We will have both increased financial and reputational risks if there is a failure to launch one or more features, or if the launch of a new feature is unsuccessful. Also, there
can be no assurance that we will receive support from clients to launch features as planned or that we will operate as anticipated. We also require regulatory approvals, including,
for example, to add new cryptoassets, crypto assets, products, and functionalities to our platform, and may require additional licenses and/or consultation with or approval of
regulators to add, modify or discontinue certain aspects of our business model, which could lead to delays or other complexities in effectuating such changes and have a material
adverse effect on our business and plan of operations.

Further, our business model entails numerous risks, including risks relating to our ability to:
* manage the complexity of our business model to stay current with the industry and new technologies;
« successfully enter new categories, markets and jurisdictions in which we may have limited or no prior experience;
« integrate into multiple distributed ledger technologies as they currently exist and as they evolve;
« successfully develop and integrate products, systems and personnel into our business operations;
« obtain and maintain required licenses and regulatory approvals for our business; and

« respond to, and comply with the evolving regulatory landscape for crypto and crypto platforms.

Our platform is in its early stages of release, will be further developed, and is largely untested. Any failure by us to successfully execute on the development of
our platform would have an adverse effect on our business, results of operations and financial condition.

Our platform is in the early stages of release and will be further refined and developed, and certain areas of our platform are still under development and largely untested on
a commercial scale. We are working to expand our service offerings, including, for example offering crypto rewards. Our platform will require additional development in order to add
all of the additional functionalities and features planned by our management and activate our service offerings. There can be no assurance that the additional functionalities and
features currently planned for our platform will be successfully developed in a timely fashion or at all. The addition of functionalities to our platform may require regulatory approvals,
may increase our regulatory obligations and the degree of regulatory scrutiny we face, and may make regulatory compliance more complex and burdensome. We will have both
increased financial and reputational risks if there is a failure to launch one or more functionalities, or if the launch of a new functionality is unsuccessful. Also, there can be no
assurance that we will receive the necessary regulatory approvals or support from clients to launch features as planned or that we will operate as anticipated. Any problems that we
encounter with the development or operation of our platform, including technical, legal and regulatory problems, could have a material adverse effect on our business, financial
condition and results of operations.

We have a limited operating history and a history of operating losses, which make it difficult to forecast our future results of operations. Further, we expect to
reduce our operating expenses in the foreseeable future, and we may not achieve or sustain profitability to absorb our targeted expense base.

We were founded in 2018 and have experienced net losses in the periods from inception through December 31, 2022 December 31, 2023. For example, our revenue was
$54.6 million, $11.5 million $727.0 million and $28.0 million $56.2 million in the yearyears ended December 31, 2022 December 31, 2023 and the periods of October 15, 2021
through December 31, 2021 (Successor) and January 1, 2021 through October 14, 2021 (Predecessor) December 31, 2022, respectively, and we generated net losses of $1,989.9
million, $164.8 million, $225.8 million and $139.2 million $1,989.9 million in the yearyears ended
-30-

December 31, 2023 and December 31, 2022 and the periods of October 15, 2021 through December 31, 2021 (Successor) and January 1, 2021 through October 14, 2021
(Predecessor), respectively. You should not rely on the revenue growth of any
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prior quarterly or annual period as an indication of our future performance. As a result of our limited operating history, our ability to accurately forecast our future results of operations
is limited and subject to a number of uncertainties, including our ability to plan for and model future growth. Our Prior to the Bakkt Crypto acquisition, our historical revenue was
achieved largely as the result of our white-labeled loyalty redemption product, which reflects little revenue from the launch of our broader crypto platform, and therefore should not
be considered indicative of our future performance.
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Because of our limited operating history and the fact that our current and historical revenue prior to the Bakkt Crypto Acquisition was largely not derived from our currently
planned business model, our future revenue growth is difficult to predict. Even if we experience strong revenue growth, in future periods our revenue or revenue growth could
decline for a number of reasons, including slowing demand for our platform, increased competition, changes to technology, a decrease in the growth of our overall market, or our
failure, for any reason, to take advantage of growth opportunities. We have also encountered, and will continue to encounter, risks and uncertainties frequently experienced by
growing companies in rapidly changing industries, such as the risks and uncertainties described below. If our assumptions regarding these risks and uncertainties and our future
revenue growth are incorrect or change, or if we do not address these risks successfully, our operating and financial results could differ materially from our expectations, and our
business could suffer.

After increasing our operating costs and expenses in 2022 to complete our product road map and build public company infrastructure, we expect to reduce our operating
expenses in the foreseeable future. In particular, we intend to continue to invest significant resources to further develop our platform. We have incurred increased general and
administrative expenses associated with our growth, including legal and accounting expenses and costs related to internal systems and operating as a public company. We may not
be able to achieve the operating expense reductions we are targeting to align with our revenue growth assumptions. Our efforts to operate our business may be costlier than we
expect, or our revenue growth rate may be slower than we expect, and we may not be able to increase our revenue enough to offset our operating expenses resulting from these
investments. If we are unable to achieve the revenue growth that we expect from these investments, reduce our operating expenses, or achieve profitability, it would have an
adverse effect on our business, financial condition and results of operations, and the value of our business and our securities may significantly decrease.

Substantially all of our net revenues each quarter come from transactions that occur during that quarter, which has resulted in, and may continue to result in,
significant fluctuations in our operating results.

Our quarterly results, including revenue, expenses, consumer metrics and other key metrics, are derived from transactions that occur during that quarter. Accordingly, our
quarterly results have fluctuated and are likely to continue to fluctuate significantly due to a variety of factors, some of which are outside of our control. It is difficult for us to forecast
accurately the level or source of our revenues, earnings and expenses, and the results for any one quarter are not necessarily an indication of future performance or expenses.
Moreover, because of these fluctuations, our quarterly results may not fully reflect the underlying performance of our business. If our revenue, expenses, or key metrics in future
quarters fall short of the expectations of our investors and financial analysts, the price of our securities could be adversely affected.

Other factors that may cause fluctuations in our quarterly results include:
« our ability to attract and retain clients and customers;
* transaction volume and mix;
« rates of repeat transaction and fluctuations in usage of our platform, including seasonality;
« the amount and timing of our expenses related to acquiring clients and customers and the maintenance and expansion of our business, operations and infrastructure;
« changes to our relationships with our clients;

« general economic, industry and market conditions;
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« competitive dynamics in the industry in which we operate;
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« the amount and timing of stock-based compensation expenses;

* network outages, cyberattacks, or other actual or perceived security incidents or breaches or data privacy violations;
« changes in laws and regulations that impact our business;

« the cost and outcomes of existing or potential claims or litigation; and

« the timing of expenses related to the development or acquisition of technologies or businesses and potential future charges for impairment of goodwill from acquired
technologies or businesses.

If we are unable to attract, retain or grow our relationships with our existing clients, our business, financial condition, results of operations and future prospects
would be materially and adversely affected. Moreover, sales efforts to large clients involve risks that may not be present or that are present to a lesser extent with
respect to sales to smaller organizations.

For our platform to be successful, we must continue our existing partnerships, and successfully develop new, partnerships with clients. Our ability to retain and grow our
relationships with our clients depends on the willingness of those clients to establish a commercial relationship with us. Moreover, our growth plan includes marketing expense to
incentivize clients with whom we develop partnerships to market our platform to their customers, which we expect would accelerate customer adoption of our platform and lower our
overall customer acquisition cost. If clients with whom we develop partnerships fail to market or do not effectively market our platform to their customers, or customers fail to adopt
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our platform through these marketing efforts in such numbers as we have projected, our customer acquisition costs may increase and our business, financial condition and results of
operations may be adversely affected.

Sales to large clients involve risks that may not be present or that are present to a lesser extent with sales to smaller organizations, such as longer sales cycles, more
complex requirements and substantial upfront sales costs. For example, large clients may require considerable time to evaluate and test our platform prior to making a decision, or
may request pricing models that may decrease our potential margins. Several factors influence the length and variability of our sales cycle, including the need to educate potential
clients about the uses and benefits of our platform, the discretionary nature of purchasing and budget cycles, and the competitive nature of evaluation and purchasing approval
processes. In order for our sales efforts to large organizations to be successful, we often must be able to engage with senior officers of the organization. As a result, the length of
our sales cycle, from identification of the opportunity to deal closure, may vary significantly for each clients, client, with sales to large enterprises typically taking longer to complete. If
we fail to effectively manage the risks associated with sales cycles and sales to large clients, our business, financial condition and results of operations may be adversely affected.

Moreover, when we execute an agreement with a client, we are still dependent on that client to deploy our platform. Larger clients, in particular, often delay deployment for a
lengthy period of time after executing an agreement. Even when clients begin their integration into our platform, they do so on a limited basis while frequently requiring that we
provide implementation services, which may include customization and controls that limit the functionality of our platform, and negotiate pricing discounts, which increases our
upfront investment in the sales effort with no guarantee that sales to these clients will justify our upfront investment, which can be substantial. If a client delays deployment for
lengthy periods of time, our consumer and revenue growth may not achieve expectations and our business, financial condition and results of operations may be adversely affected.

Our agreements with our clients have terms that range from approximately three one to five three years, and in some cases, our existing clients can generally terminate
these agreements without cause upon 30 to 90 days’ prior written notice. In addition, many of those agreements also provide for the right of the client to terminate the agreement, or
for us to pay financial penalties, in the event that we breach certain service level agreements with respect to the operation of our platform. The termination of one or more of our
agreements with a client would result in a reduction in a loss of transacting accounts, transaction volume and revenue attributable to customers generated from that client
relationship, and our business, financial condition, results of operations and future prospects would be materially and adversely affected.
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Additionally, certain terms of our partnerships have not yet been memorialized in definitive written client agreements or certain terms of the written agreements relating to
such partnerships remain subject to further discussion and refinement before they can be implemented.implemented, including the potential products and services to bring to
market. Our ability to realize the intended benefits of these partnerships will depend on our ability to finalize such agreements, for such products and services, and to do so on terms
sufficiently favorable to us. While we continue to negotiate partnership client agreement terms, we may be unable to agree to terms with such clients on commercially advantageous
terms or at all, which may adversely affect our business and prospects.

Furthermore, our ability to retain existing, or obtain new, clients and customers may be impacted to the extent that clients choose not to partner with us, or customers
choose not to transact or to engage in fewer transactions on our platform, in each case, because we do not currently offer or plan to cease offering certain crypto assets. For
example, Bakkt has delisted a substantial majority of the crypto assets that had historically been available for trading on the Bakkt Crypto platform. The decision to delist those
crypto assets has impacted, and may in the future further impact, our revenues as additional crypto assets are delisted and may impact the expected synergies and benefits from
the Bakkt Crypto acquisition. If clients do not engage with us, or if customers choose not to transact or make fewer transactions on our platform, as a result of the decision to delist
those crypto assets or our decision not to offer other crypto assets, our revenues will be adversely impacted.

Any of the foregoing could, among other things, adversely impact our stock price, make us less competitive compared to our peers and otherwise significantly adversely
affect our business.

Some of our current and prospective clients require the approval of their own regulators in order to deploy our solutions, especially our crypto solutions, and if
they are unable to obtain those approvals on a timely basis, or at all, our results of operations and future prospects would be materially and adversely affected.

Some of our current and prospective clients themselves are regulated entities that may be restricted from engaging with us. For instance, several banks to whom we seek to
provide our crypto solutions are regulated by the Federal Reserve, the Office of the Comptroller of the Currency, and/or the Federal Deposit Insurance Corporation. Pursuant to
statements made by these regulators in the last several months, banks they regulate are required to consult with, and potentially obtain the approval of, their relevant regulator
before “engaging in crypto-related activities.” If these banks, or other current or prospective clients that are regulated entities, are unable to obtain the approval of their regulators, or
the timing of such approvals is delayed, that failure or delay would materially and adversely affect our results of operations and future prospects.

We face substantial and increasingly intense competition worldwide in the industries in which we operate.

The crypto and loyalty and rewards industries are highly competitive, rapidly changing, highly innovative, and increasingly subject to regulatory scrutiny and oversight.
Although we do not believe that we have any single direct competitor for the full range of products we provide through our platform, we compete against a wide range of businesses
in the crypto and loyalty industries generally, including those that are larger than us, have greater name recognition, larger pools of deployable capital, longer operating histories, or
a dominant or more secure position, or offer other products and services to customers that we do not offer, as well as smaller or younger companies that may be more agile in
responding quickly to regulatory and technological changes. Many of the areas in which we compete evolve rapidly with changing and disruptive technologies, shifting consumer
needs, and frequent introductions of new products and services. Competition also may intensify as businesses enter into business combinations and partnerships, and established
companies in other segments expand to become competitive with different aspects of our business.

We compete primarily on the basis of the following:
« ability to attract, retain and engage clients (and in turn, customers) on our platform;

< ability to demonstrate to clients that they may achieve incremental revenue and attract new customers by using and offering our services to their customers;
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« confidence in the safety, security, privacy and control of customer information on our platform;
-33-

« ability to develop products and services across multiple commerce channels, including crypto and loyalty points; and

« system reliability, regulatory compliance and data security.

We partner with many businesses and consider the ability to continue establishing these partnerships important to our business. Competition for relationships with these
clients is intense and there can be no assurance that we will be able to continue to establish, grow, or maintain these client relationships.

Some of our current and potential competitors have larger customer bases, broader geographic scope, volume, scale, resources and market share than we do, which may
provide them significant competitive advantages. Some competitors may also be subject to less burdensome licensing, anti-money laundering, counter-terrorist financing and other
21-

Table of Contents

regulatory requirements. They may devote greater resources to the development, promotion and sale of products and services, and offer lower prices or more effectively offer their
own innovative programs, products and services.

We also compete against a large number of decentralized and noncustodial platforms. On these platforms, customers can interact directly with a market-making smart
contract or on-chain trading mechanism to exchange one type of crypto for another without any centralized intermediary. These platforms are typically not as easy to use as our
platform, and some lack the speed and liquidity of centralized platforms, but various innovative models and incentives have been designed to bridge the gap. In addition, such
platforms have low startup and entry costs as market entrants often remain unregulated and have minimal operating and regulatory costs. If the demand for decentralized platforms
grows and we are unable to compete with these decentralized and noncustodial platforms, our business may be adversely affected.

If we are not able to differentiate our products and services from those of our competitors, drive value for our clients and customers, or effectively and efficiently align our
resources with our goals and objectives, we may not be able to compete effectively in the market.

If our platform does not meet our service level commitments, our revenue and reputation may be negatively impacted.

We typically commit, through service level agreements or otherwise, to maintaining a minimum service levels with respect to our platform’s functionality, availability and
response time. If we are unable to meet these commitments, we may be obligated to provide clients with remedies set forth below. A failure to meet service level commitments, even
for a relatively short duration, could cause us to be contractually obligated to issue credits or refunds to a large number of affected clients and customers, or could result in the
dissatisfaction or loss of clients and customers. Affected participants could also choose to pursue other legal remedies that may be available to them.

In addition, we rely on public cloud providers, such as Microsoft Azure and Google Cloud, and any availability interruption in the public cloud could result in us not meeting
our service-level commitments. In some cases, we may not have a contractual right with our public cloud providers that compensates us for any losses due to availability
interruptions in the public cloud.

Any of the above circumstances or events may impact our revenues, harm our reputation, impair our ability to develop our platform and grow our base of clients and
customers, subject us to financial penalties and liabilities under our service level agreements and otherwise harm our business, financial condition and results of operations.

If we fail to successfully transition certain services provided to us by ICE in the past, our business could be harmed.

We have historically relied on ICE, a significant stockholder, to provide services with respect to certain aspects of our business, including the following:
« market credibility, regulatory and industry expertise and infrastructure support;
» critical infrastructure for custody of our crypto; and

¢ institutional-grade services to support our custody arrangements, which leverage ICE’s robust platform of security protocols.
Pursuant to a transition services agreement (the “Transition Services Agreement”) we signed with ICE on November 10, 2021, we have agreed to transition certain services,
including technology and data center services, away from ICE that had previously been provided under an intercompany services agreement (“ISA”). There can be no assurance
that we will be able to timely, efficiently or economically develop these capacities or provide these services without ICE, or that we will be able to procure alternative services from

third parties. We may also be unable to provide the services at the level that they have historically been provided by ICE, or at all.
-22-
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In the interim, because we rely on ICE to provide support services and to facilitate certain of our business activities, we may face increased operational risk. Over time, we
anticipate that ICE may sell down its ownership interest in us, thereby reducing the alignment of interests between us and ICE. With or without this sell down, ICE may be subject to
financial, legal, regulatory and labor issues, cyberattacks, security incidents, privacy breaches, service terminations, disruptions or interruptions, or other problems, which may
impose additional costs or requirements on us or prevent ICE from providing services to us or our customers on our behalf, which could harm our business. In addition, ICE may
disagree with our interpretation of contract terms or applicable laws and regulations, fail or refuse to process transactions or provide other services adequately, take actions that
degrade the functionality of our services, impose additional costs or requirements on us or our customers, or give preferential treatment to competitive services. As a result, we may
be subject to business disruptions, losses related to costs to remediate any deficiencies, consumer dissatisfaction, reputational damage, legal or regulatory proceedings, or other
adverse consequences, any of which could harm our business.

We face operational, legal and other risks related to our reliance on third party vendors, over which we have no control.

We face operational risk because we rely on third party vendors to provide us with financial, technology and other services and to facilitate certain of our business activities,
including, for example, marketing services, fulfillment services, cloud-based computer and data storage and other IT solutions and payment processing.
-34-

These third parties may be subject to financial, legal, regulatory and labor issues, cyberattacks, security incidents, privacy breaches, service terminations, disruptions or
interruptions, or other problems, which may impose additional costs or requirements on us or prevent these third parties from providing services to us or our customers on our
behalf, which could harm our business. Additionally, the Consumer Financial Protection Bureau (“CFPB”) and other regulators have issued guidance stating that institutions under
their supervision may be held responsible for the actions of the companies with which they contract. Accordingly, we could be adversely impacted to the extent our vendors fail to
comply with the legal requirements applicable to the particular products or services being offered.

In some cases, vendors are the sole source, or one of a limited number of sources, of the services they provide to us. For example, we are solely reliant on our agreement
with our cloud computing web services provider for the provision of cloud infrastructure services to support our platform. Most of our vendor agreements are terminable by the
vendor with little or no notice, and if our current vendors were to terminate their agreements with us or otherwise stop providing services to us on acceptable terms, we may be
unable to procure alternatives from other vendors in a timely and efficient manner and on acceptable terms, or at all. If any vendor fails to provide the services we require, fails to
meet contractual requirements (including compliance with applicable laws and regulations), fails to maintain adequate data privacy controls and electronic security systems, or
suffers a cyberattack or other security incident or breach, we could be subject to CFPB, Federal Trade Commission, SEC, and other regulatory enforcement actions, claims from
third parties, including our customers, incur significant costs to resolve any issues or suffer economic and reputational harm, any of which could have an adverse effect on our
business.

If we cannot keep pace with rapid technological developments to provide new and innovative products and services, the use of our products and services may
not develop, and, consequently, our business would suffer.

Rapid, significant and disruptive technological changes impact the industries in which we operate, including developments in crypto (including distributed ledger and
blockchain technologies). As a result, we expect new services and technologies to continue to emerge and evolve, and we cannot predict the effects of technological changes on
our business. In addition to our own initiatives and innovations, we rely in part on third parties for the development of and access to new or evolving technologies. These third parties
may restrict or prevent our access to, or utilization of, those technologies, as well as their platforms or products. In addition, we may not be able to accurately predict which
technological developments or innovations will become widely adopted and how those technologies may be regulated. We expect that new services and technologies applicable to
the industries in which we operate will continue to emerge and may be superior to, or render obsolete, the technologies we currently use in our products and services. Developing
and incorporating new technologies into our products and services may require substantial expenditures, take considerable time, and ultimately may not be
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successful. In addition, our ability to adopt new products and services and to develop new technologies may be inhibited by industry-wide standards, payments networks, changes
to laws and regulations, resistance to change from clients or customers, third-party intellectual property rights, or other factors. Our success will depend on our ability to develop and
incorporate new technologies and adapt to technological changes and evolving industry standards. If we are unable to do so in a timely or cost-effective manner, our business could
be harmed.

A large percentage of our revenue is concentrated with a small number of clients; the loss of any such client would materially and adversely affect our
business, financial condition, results of operations and future prospects. Moreover, because of our B2B2C go-to-market model, the loss of any client — regardless of
the reason - increases the risk that the customers that originally emanated from that client will transition to another provider or stop doing business with us, which
would harm our business.

The concentration of a significant portion of our business and transaction volume with a limited number of clients exposes us disproportionately to the risk of any of those
clients choosing to no longer partner with us, to the economic performance of such clients or their respective industries or to any events, circumstances, or risks affecting such
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clients or their respective industries. Any such loss could make our platform less appealing to existing and potential customers. Accordingly, the loss of any significant client
relationship could materially and adversely affect our business, results of operations, financial condition and future prospects.
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Acquisitions, strategic investments, partnerships, or alliances may be difficult to identify. We may not realize the anticipated benefits of past or future
investments, strategic transactions or acquisitions including our pending acquisition of Apex Crypto LLC, and integration of these acquisitions may pose integration
challenges, divert the attention of management, disrupt our business, dilute stockholder value or otherwise adversely affect our business, financial condition and
results of operations.

We have in the past and may in the future seek to acquire or invest in businesses, joint ventures, partnerships, alliances and platform technologies that we believe could
complement or expand our platform, enhance our technology, or otherwise offer growth opportunities. For example, on November 2, 2022, we entered into an agreement to acquire
all of the membership interests of Apex Crypto LLC (“Apex”).

We may not realize the anticipated benefits of past or future investments, strategic transactions, or acquisitions, including the pending acquisition of Apex, and these
transactions involve numerous risks that are not within our control. These risks include the following, among others:

* obtaining the requisite regulatory approvals necessary to consummate the transaction the acquisition, or to integrate the acquired business with our own;
« difficulty in assimilating the operations, systems, and personnel of the acquired business;

- difficulty in effectively integrating the acquired technologies or products with our current products and technologies;

« difficulty in maintaining controls, procedures and policies during the transition and integration;

« disruption of our ongoing business and distraction of our management and employees from other opportunities and challenges due to integration issues;
« difficulty integrating the acquired business’s accounting, management information and other administrative systems;

« inability to retain key technical and managerial personnel of the acquired business;

« inability to retain key customers, vendors and other business clients of the acquired business;

« inability to achieve the financial and strategic goals for the acquired and combined businesses;

« incurring acquisition-related costs or amortization costs for acquired intangible assets that could impact our results of operations;
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< regulatory changes that affect the value of the businesses we acquire or our plans for integration of those businesses, or that expose us to additional regulation or litigation
in connection with the acquired businesses;

« significant post-acquisition investments which may lower the actual benefits realized through the acquisition;
« potential failure of the due diligence process to identify significant issues with product quality, legal, and financial liabilities among other things; and
- potential inability to assert that internal controls over financial reporting are effective.

In particular, the pending acquisition of Apex Bakkt Crypto presents risks to our business, including because:

« our ability to consummate the Apex acquisition is subject to regulatory approval, and there can be no assurance as to whether we will obtain that regulatory approval.
Further, even if we do obtain the required approvals, the timing of those approvals may be later than we project, which would have a material adverse effect on our revenue
projections;

* our ability to retain the existing legacy clients of Apex, Bakkt Crypto, and expand those relationships, is a key growth driver for us;

+ we plan to replaceare in the process of replacing and/or augmentaugmenting many of our existing systems and relationships (e.g., agreements with crypto liquidity
providers) with those presently historically used by Apex; Bakkt Crypto;

« Apex’s platform currently processes significantly more volume than our platform, and we may need to be able to accommodate this significant increase in volume;the
significantly increased volume on our platform;

« Apex currently lists more cryptoassets the completion of the integration of the Bakkt Crypto business—which includes, among other things, merging legal entities, eliminating
duplicative licenses, and adjusting the amount of regulatory capital associated therewith—remains subject to regulatory approval, the delay of which extends the timeline for

our recognition of the full benefits of the transaction;
-36-
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¢ we may have increased liability and/or regulatory risk from the list of additional crypto assets on its our platform thanand from the pre-acquisition activities of Bakkt Crypto,
even after we doelected to delist certain of the crypto assets on ours, and there can be no assurance that some or all of those additional cryptoassets will not be deemed to
be “securities” or otherwise restricted from trading by regulators; the Bakkt Crypto platform; and

« Thethe commercial relationship with Apex Clearing Corporation that is a part of the pending acquisition of Bakkt Crypto is a key growth driver for us, but that relationship
may not produce the benefits that we envision.

Our failure to address these risks, or other problems encountered in connection with our past or future investments, strategic transactions, or acquisitions, could cause us to
fail to realize the anticipated benefits of these acquisitions or investments, cause us to incur unanticipated liabilities, and harm our business generally. Future acquisitions could also
result in dilutive issuances of our equity securities, the incurrence of debt, contingent liabilities, amortization expenses, incremental expenses or the write-off of goodwill, any of
which could harm our financial condition or results of operations, and the trading price of our common stock Class A Common Stock could decline. For example, under the purchase
agreement for the acquisition of Apex, Bakkt Crypto, we agreed to issue cash consideration of $55.0 million, up to $45 million in shares of our Class A common stock Common Stock
depending on Apex’s Bakkt Crypto's achievement of certain profitability targets for the fourth quarter of 2022, (Apex’s profitability in the fourth quarter of 2022 results in Class A
common stock consideration of $9.0 million based on the earn-out target mechanics), and up to an additional $100.0 million in shares of our Class A common stock Common Stock
depending on Apex’s Bakkt Crypto's achievement of certain financial targets through 2025. Through March 8, 2024, we have delivered approximately $9.1 million of shares of Class
A Common Stock in respect of such obligations under such purchase agreement.

We may require additional capital to support the growth of our business, and such capital might not be available on acceptable terms, if at all.

Other than the proceeds received from the VIH Business Combination, we We have funded our operations since inception primarily through equity financings and payments
received from our platform. We cannot be certain when or if our operations will generate sufficient cash to fully fund our ongoing operations or the growth of our business. We intend
to continue to make investments to support our business, which may require us to engage in equity or debt financings to secure additional funds. For example, in March 2024 we
consummated concurrent registered direct offerings whereby we issued and sold an aggregate of 37,679,541 shares of our Class A Common Stock, warrants to purchase an
aggregate of 48,898,110 shares of Class A Common Stock at an exercise price of $1.02 per share, and pre-funded warrants to purchase an aggregate of 11,218,570 shares of
Class A Common Stock at an exercise price of $0.0001 per share for aggregate net proceeds of $39.7 million. We also agreed to seek stockholder approval to, among other things,
issue to our majority stockholder, ICE, in a subsequent closing of the registered direct offering with ICE (the “ICE Offering”) an additional 8,772,016 shares of Class A Common
Stock and warrants to purchase an aggregate of 8,772,016 shares of Class A Common Stock at an exercise price of $1.02 per share for aggregate gross proceeds of $7.6 million.

Additional financing may not be available on terms favorable to us, if at all. If adequate funds are not available on acceptable terms, we may be unable to invest in future
growth opportunities, which could harm our business, financial condition, or results of operations. If we incur debt, the debt holders would have rights senior to holders of existing
securities to make claims on our assets, and the terms of any debt could restrict our operations, including our ability to pay dividends on our Class A Common Stock. Furthermore, if
we issue additional equity securities, stockholders
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will experience dilution, and the new equity securities could have rights senior to those of our existing securities. Our decision to issue securities in the future will depend on
numerous considerations, including factors beyond our control, thus we cannot predict or estimate the amount, timing, or nature of any future issuances of debt or equity securities.
As a result, our stockholders bear the risk of future issuances of debt or equity securities reducing the value of our securities and diluting their interests.

We may not complete the subsequent closing of the ICE Offering within the time frame we anticipate or at all, which could have an adverse effect on our
business, financial results, operations and/or the market price of our Class A Common Stock.
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In connection with the ICE Offering, we agreed to seek stockholder approval to, among other things, issue an additional 8,772,016 shares of Class A Common Stock and
warrants to purchase 8,772,016 shares of Class A Common Stock, which could result in aggregate gross proceeds to us of approximately $7.6 million (the “Subsequent ICE
Closing”).

The consummation of the Subsequent ICE Closing is subject to certain closing conditions, a number of which are not within our control, including stockholder approval of the
securities issuable under the Subsequent ICE Closing. Although we have entered into a voting support agreement with ICE, pursuant to which ICE agreed, among other things, to
vote in favor of proposals seeking to obtain approval of the Subsequent ICE Closing, ICE voting in support alone does not assure the outcome and we do not control whether ICE
complies with such voting support agreement. In addition, the stockholder proposals approving the transactions contemplated under the Subsequent ICE Closing will be subject to a
preliminary proxy statement filing, which may be subject to review by the U.S. Securities and Exchange Commission. Such review, if it occurs, may be protracted and there are no
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assurances that we will be able to close the Subsequent ICE Closing in the timing that we currently expect or at all. If the Subsequent ICE Closing is delayed or not consummated at
all, our ongoing business and financial results may be adversely affected.

We might not be able to continue as a going concern.

We intend to use our unrestricted cash and proceeds from maturity of available-for-sale debt securities to (i) fund our day-to-day operations, including, but not limited to
funding our regulatory capital requirements, compensating balance arrangements and other similar commitments, each of which is subject to change, (ii) activate new crypto clients,
(iiiy maintain our product development efforts, and (iv) optimize our technology infrastructure and operational support. Substantial doubt was initially raised about our ability to
continue as a going concern in connection with the filing of our Quarterly Report on Form 10-Q for the quarterly period ending September 30, 2023. In connection with the filing of
subsequent amendments thereto, we disclosed that without additional equity financing we could not conclude that we could maintain our operations for a period of at least 12
months from the dates of such amendment filings. We subsequently closed on equity offerings that, when considered with management’s other plans, resulted in management
concluding that, notwithstanding the initial doubt that was raised, management’s plans are currently expected to alleviate substantial doubt as of the date of this filing. However, that
determination may change in the future. If we cannot continue as a viable entity, our stockholders will likely lose most or all of their investment in us.

We have experienced and may continue to experience impacts to our business as a result of our partners and customers concern regarding our ability to continue as a
going concern. For example, (i) one of our partners has closed out of all customer positions, (ii) we have received inquiries from partners and prospective partners about our
financial position, (iii) certain of our surety bond providers have requested additional collateral, (iv) we were required to pledge as collateral the amounts that were previously
required to be maintained in a concentration account for our purchasing card facility, and (v) certain of our liquidity providers have requested updated payment arrangements. There
can be no assurance that we will not experience additional adverse impacts to our business, including additional or accelerated account closures, loss of future potential business,
and additional demands for cash or collateral, which, individually or in the aggregate may further impair our business and exacerbate the risks related to our ability to continue as a
going concern.

Notwithstanding our conclusion that our plans alleviate substantial doubt about our ability to continue as a going concern, there is significant uncertainty associated with our
expansion to new markets and the growth of our revenue base given the rapidly evolving environment associated with crypto assets. Accordingly, we cannot conclude it is probable
we will be able to increase revenues substantially beyond levels that we have attained in the past in order to generate sustainable operating profit and sufficient cash flows to
continue doing business without raising additional capital in the near future.

If we are required to raise additional funding in the future to maintain our operations, we cannot be certain that additional capital, whether through selling additional equity or
debt securities or obtaining a line of credit or other loan, will be available to us or, if available, will be on terms acceptable to us. If we issue additional securities to raise funds, these
securities may have rights, preferences, or privileges senior to those of our common stock, and our current
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stockholders may experience dilution. For example, in our concurrent February 2024 registered direct offerings we agreed to issue up to an aggregate of 48,898,110 shares of our
Class A Common Stock (or pre-funded warrants to purchase shares of Class A Common Stock in lieu thereof) and warrants to purchase up to an aggregate of 48,898,110 shares of
our Class A Common Stock. If we are unable to obtain funds when needed or on acceptable terms, we may be required to curtail our current platform expansion programs, cut
operating costs, forego future development and other opportunities or even terminate our operations. In addition, even though as of the filing of this Annual Report on Form 10-K we
determined that management'’s plans alleviated the substantial doubt about our ability to continue as a going concern, we may be unable to recover with investors, partners and
customers due to the adverse reputational effects we experienced previously or may experience in the future.

We hold our cash and cash equivalents that we use to meet our working capital and operating expense needs in deposit accounts that could be adversely
affected if the financial institutions holding such funds fail.

We hold our cash and cash equivalents that we use to meet our working capital and operating expense needs in deposit accounts at multiple financial institutions. The
balances held in these accounts typically exceed the Federal Deposit Insurance Corporation deposit insurance limit. If a financial institution in which we hold such funds fails or is
subject to significant adverse conditions in the financial or credit markets, we could be subject to a risk of loss of all or a portion of such uninsured funds or be subject to a delay in
accessing all or a portion of such uninsured funds. Any such loss or lack of, or delay in, access to these funds could adversely impact our liquidity and our ability to meet our
ongoing working capital and operating expense obligations.

We also maintain investment accounts with other financial institutions in which we hold our investments and, if access to these investments were to be impaired, we may not
be able to open new operating accounts, sell investments or transfer funds from our investment accounts to new operating accounts on a timely basis sufficient to meet our
operating expense obligations. In addition, if further liquidity and financial stability concerns arise with respect to banks and financial institutions, the ability of our clients or their
customers to access existing cash, cash equivalents or investments or to access existing, or enter into new, banking arrangements or facilities, may be adversely impacted, which
could in turn impact such parties’ ability to pay their obligations to us or to our clients, or to enter into new commercial arrangements with us.

The loss of the services of our senior management could adversely affect our business.

The experience of our senior management is a valuable asset to us. If we are unable to retain members of our core senior management team, including our
Chief Executive Officer, Gavin Michael, we could experience uncertainty and significant delays or difficulty in the achievement of our development and strategic
objectives and our business, financial condition and results of operations could be materially and adversely harmed. Our management team has significant
experience, is responsible for many of our core competencies, and would be difficult to replace. For example, on March 18, 2024, we announced the resignation of
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our President and Chief Executive Officer, effective March 25, 2024, and appointment of a new President and Chief Executive Officer. Competition for senior
executives in these businesses is intense, and we may not be able to attract and retain qualified personnel to replace or succeed members of our senior
management team or other key personnel. Failure to retain talented senior leadership could have a material adverse effect on our business.

Our business will suffer if we fail to attract and retain highly skilled employees.

Our future success will depend on our ability to identify, hire, develop, motivate and retain highly qualified personnel for all areas of our organization, particularly information
technology and sales. Further, hiring qualified and experienced personnel in this specialized technology space is difficult due to the high level of competition and scarcity of
experience. Many of the companies with which we compete for experienced employees have greater resources than we do and may be able to offer more attractive terms of
employment. In addition, we invest significant time and expense in training employees, which increases their value to competitors that may seek to recruit them. We may not be able
to attract, develop and maintain the skilled workforce necessary to operate our business and labor expenses may increase as a result
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of a shortage in the supply of qualified personnel, which would negatively impact our business. Further, if we suffer attrition and shortages with respect to certain of our customer
service personnel, such as our call centers, our ability to maintain compliance with our service level commitments to clients may be impacted, resulting in financial penalties and,
potentially, damage to or loss of those client relationships. In addition, in response to the difficult macroeconomic environment and in an effort to reduce our operating expenses, we
recently implemented two separate reductions in force, or RIFs, that collectively impacted approximately 95 full-time employees. These RIFs may impact the morale of our
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current employees, may impact our ability to retain them and to attract new employees in the future, which would have a negative effect on the implementation of our operations.
Our revenue is impacted, to a significant extent, by the general economy.

Our business and our clients’ businesses are sensitive to macroeconomic conditions. Economic factors such as interest rates, inflation, changes in monetary and related
policies, market volatility (including as a result of geopolitical issues, such as the warwars in Ukraine) Ukraine and the Middle East), consumer confidence, and unemployment rates
are among the most significant factors that impact consumer spending behavior. Weak economic conditions, high interest rates, inflation or a significant deterioration in economic
conditions reduce the amount of disposable income consumers have, which in turn reduces consumer spending and the willingness of consumers to accumulate and spend crypto
and loyalty points or otherwise transact in such assets, which would have an adverse effect on our business, results of operations, financial condition, and future prospects. In
particular, the high levels of, and increases in, inflation currently experienced in the United States could negatively impact our business by increasing our costs and reducing
consumer activities necessarily to our revenue generation.

Our ability to generate subscription and service revenue and transaction revenue depends, in part, on customers continuing to access and utilize our platform. Our clients’
businesses may decrease or fail to increase as a result of factors outside of their control, such as the macroeconomic conditions referenced above, or business conditions affecting
a particular client, industry vertical, or region. Weak economic conditions also could extend the length of our clients’ sales cycle and cause consumers to delay making (or not make)
purchases. Some of our clients have experienced a decrease in sales, supply chain disruptions, inventory shortages, and other adverse effects. A decline in activity by consumers of
our clients’ products and services for any reason may correspondingly result in lower revenue generated by our platform.

If we experience rapid growth, it may place significant demands on our operational, administrative and financial resources and it may be difficult to sustain
such growth.

We have a relatively limited operating history even at our current scale and our projected growth in future periods exposes us to increased risks, uncertainties, expenses
and difficulties. If we are unable to appropriately scale our operations to support such growth, our business, results of operations, financial condition and future prospects would be
materially and adversely affected.

If we experience rapid growth, we could face significant challenges in:
* maintaining and developing relationships with existing and new clients
« securing funding to maintain our operations and future growth;
* maintaining adequate financial, business and risk controls;
« implementing new or updated information and financial risk controls and procedures;
* navigating complex and evolving regulatory and competitive environments;
« attracting, integrating and retaining an appropriate number of qualified, skilled employees;

e training, managing and appropriately sizing our workforce and other components of our business on a timely and cost-effective basis;
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» expanding within existing markets;
« entering new markets and introducing new solutions;
« continuing to develop, maintain, protect and scale our platform;

« effectively using limited personnel and technology resources; and
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« maintaining the security of our platform and the confidentiality of the information, including personally identifiable information, provided and utilized across our platform.

We may not be able to properly manage and scale our expanding operations effectively, and any failure to do so could adversely affect our ability to generate revenue and
control our expenses, which could in turn materially and adversely affect our business, financial condition, results of operations and future prospects.

Future material impairments in the value of our long-lived assets, including goodwill, have in the past negatively affected, and could in the future negatively
affect, our operating results.

We regularly review our long-lived assets, including our goodwill and other intangible assets, for impairment. Goodwill and other intangible assets are subject to impairment
review on an annual basis and whenever potential impairment indicators are present. Changes in market conditions or other changes in the future outlook of value may lead to
impairment charges in the future. Future events or decisions may lead to asset impairments and/or related charges. Certain non-cash impairments may result from a change in our
strategic goals, business direction or other factors relating to the overall business environment. Material impairment charges could negatively affect our results of operations.

For example, during the fiscal year ended December 31, 2022 December 31, 2023, we recognized $1.8 billion $60.5 million of goodwill and intangible assets impairments
relating to the elongated timing for expected crypto product activations and the sustained decline in our market capitalization as of December 31, 2022. and failure to achieve our
projected revenue growth. Further adverse changes to the timing for expected crypto product activations and declines in market capitalization could lead to additional goodwill or
intangible asset impairment charges in future periods, which could be material to our results of operations. For more information on the valuation and impairment of long-lived
assets, see “Critical Accounting Policies” Policies and Estimates” in Item 7 of this Annual Report. Report on Form 10-K.

We may not be successful in achieving expected operating efficiencies and sustaining or improving operating expense reductions, and might experience
business disruptions and adverse tax consequences associated with restructuring, realignment and cost reduction activities.

Portions of our business have been, and may in the future be, the subject of restructuring, realignment or cost reduction initiatives. For example, in the fourth quarter of 2022
and first quarter of 2023, we launched a restructuring plan in order to simplify and focus on our core capabilities. The streamlining effects of the plan could result in reduced revenue,
which may adversely impact our business operations. In addition, we may not be successful in achieving the full efficiencies and cost reduction benefits we expect or such benefits
might be realized later than expected, and the ongoing costs of implementing these measures might be greater than anticipated. If these measures are not successful or
sustainable, we might undertake additional restructuring efforts, which could result in future charges. Moreover, our ability to achieve our other strategic goals and business plans
might be adversely affected, and we could experience business disruptions, if our restructuring and realignment efforts and our cost reduction activities prove ineffective.

Stakeholders’ expectations of our performance relating to environmental, social and governance factors may impose additional costs and expose us to new
risks.

There is an increasing focus from stakeholders concerning corporate responsibility, specifically related to environmental, social and governance matters, or ESG. Some
stakeholders may use these non-financial performance factors to guide their investment strategies and, in some cases, may choose not to invest in us if they believe our policies
and actions relating to corporate responsibility are inadequate. In particular, increasing concerns over climate change have resulted and may continue to result in new regulatory
requirements relating to climate change, including regulating greenhouse gas emissions (and the establishment of enhanced internal processes or systems to track them) and
sustainability initiatives, which may impose more stringent restrictions and requirements than our current legal or regulatory obligations and could increase our compliance costs. We
may also face reputational damage in the event that we do not meet the ESG standards set by various constituencies.
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Furthermore, if our competitors’ corporate social responsibility performance is perceived to be better than ours, potential or current investors may elect to invest with our
competitors instead. In addition, in the event that we communicate certain initiatives and goals regarding ESG matters, we could fail, or be perceived to fail, in our achievement of
such initiatives or goals, or we could be criticized for the scope of such initiatives or goals. If we fail to satisfy the expectations of stakeholders or our initiatives are not executed as
planned, our reputation and business, operating results and financial condition could be adversely impacted.

Pandemics and other public health emergencies, including the COVID-19 pandemic, or fear thereof, could adversely impact our business, operations and

financial condition.

Occurrences of epidemics or pandemics, depending on their scale, may cause different degrees of damage to the national and local economies within our geographic focus.
Global economic conditions may be disrupted by widespread outbreaks of infectious or contagious diseases, including any resurgence or new variants of COVID-19. Pandemics
and other public health emergencies, or fear thereof, have in the past caused and are likely in the future to cause substantial changes in consumer behavior and restrictions on
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business and individual activities, which have led, and are likely to lead to reduced economic activity. These effects could be exacerbated or prolonged by the emergence of
variants. Extraordinary actions taken by international, federal, state and local public health and governmental authorities to contain and combat pandemics in regions throughout the
world, including travel bans, quarantines, “stay-at-home” orders and similar mandates for many individuals and businesses to substantially restrict daily activities have had and could
in the future have an adverse effect on our financial condition and results of operations. The willingness of clients to expend resources to integrate into our platform may be
hampered by the uncertainty resulting from any pandemic or other public health emergency. Additionally, existing clients could seek financial relief from obligations to us, or choose
to cancel contracts with us.

Risks Related to Crypto
Disruptions in the crypto market subject us to additional risks.

Recent financial distress in the crypto market, such as bankruptcies filed by certain market participants including providers of banking services to crypto companies, has
increased uncertainty in the macroeconomic environment. There is no certainty that the measures we have taken will be sufficient to address the risks posed by the downstream
effects of continued financial distress in the crypto market, and we may experience material and adverse impacts to our business as a result of the global economic impacts of such
financial distress, including the loss of customer trust in crypto, including bitcoin, and any recession or economic downturn that has occurred or may occur in the future.

The ultimate impact of the financial distress in the crypto market will depend on future developments, including, but not limited to, the downstream effects of the
bankruptcies filed by certain crypto market participants, their severity, and the actions taken by regulators to address its impact. Any further deterioration in the crypto markets may
have an adverse effect on our reputation, and any negative perception by our clients of crypto may lead to a loss of client demand for our products and services, any of which could
have an adverse impact on our business and financial condition. We may also suffer a decline in the market price of our Class A common stock Common Stock due to any negative
perception by our clients, investors, or the general public, of crypto or the crypto market.

Due to unfamiliarity and some negative publicity associated with crypto platforms, existing and potential customers may lose confidence in crypto platforms,
which could have an adverse impact on our business.

Numerous crypto platforms have been sued, investigated, or shut down due to fraud, manipulative practices, business failure and security breaches. In many of these
instances, customers of these platforms were not compensated or made whole for their losses. For example, in May 2019, Binance, one of the world’s largest platforms, was
hacked, resulting in losses of approximately $40 million, and in February 2021, Bitfinex settled a long-running legal dispute with the State of New York related to Bitfinex’s alleged
misuse of over $800 million of customer assets. Further, in 2022, each
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of Celsius Networks, Voyager, Three Arrows Capital and FTX declared bankruptcy, resulting in a loss of confidence in participants of the crypto economy and negative publicity
surrounding crypto more broadly. In August 2023, crypto asset exchange Bittrex Inc. and its co-founder and former CEO agreed to settle charges that they operated an unregistered
national securities exchange, broker, and clearing agency, and agreed to make a total monetary payment of $24 million. In November 2023, three federal U.S. agencies—the U.S.
Department of the Treasury, through the FInCEN and OFAC, the U.S. Department of Justice (DOJ), and the Commodity Futures Trading Commission (“CFTC")—all announced
enforcement actions against Binance. The actions announced require Binance to pay, in the aggregate, over $4.3 billion in criminal forfeiture, penalties, and fines, and also require
Changpeng Zhao, the founder of Binance, to plead guilty to criminal money laundering charges.

In response to these events, the crypto markets have experienced extreme price volatility, certain markets experienced issues with liquidity and several other entities in the
crypto industry have been, and may continue to be, negatively affected, further undermining confidence in the crypto markets and in bitcoin. If the liquidity of the crypto markets
continues to be negatively impacted by these events, crypto prices (including the price of bitcoin) may continue to experience significant volatility and confidence in the crypto
markets may be further undermined. These events are continuing to develop and it is not possible to predict at this time all of the risks that they may pose to us, our service
providers or on the crypto industry as a whole.
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In addition, there have been reports that a significant amount of crypto trading volume on crypto platforms is fabricated and false in nature, with a specific focus on
unregulated platforms located outside the United States. Such reports may indicate that the market for crypto platform activities is significantly smaller than otherwise understood.
Negative perception, a lack of stability and standardized regulation in the crypto industry, and the closure or temporary shutdown of crypto platforms due to fraud, business failure,
hackers or malware, or government mandated regulation, and associated losses suffered by customers may reduce confidence in the crypto economy and demand for crypto
products and services, and result in greater volatility of the prices of crypto, including significant depreciation in value. Any of these events could reduce customer demand for our
products and services and have an adverse impact on our business.

There may be a general perception among regulators and others that crypto is used to facilitate illegal activity such as fraud, money laundering, tax evasion and
scams. Because we provide the ability to transact in crypto, any negative perceptions associated with crypto could harm our reputation.

Crypto is perceived by regulators and the general public as being susceptible to, and in fact has been used on numerous occasions for, illegal or improper uses, including
money laundering, tax evasion, terrorist financing, illegal online gambling, fraudulent sales of goods or services, illegal sales of prescription medications or controlled substances,
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piracy of software, movies, music and other copyrighted or trademarked goods (in particular, crypto goods), bank fraud, child pornography, human trafficking, prohibited sales of
alcoholic beverages or tobacco products, securities fraud, pyramid or ponzi schemes, or to facilitate other illegal activity. Because our platform allows certain customers of Bakkt
Trust to deposit and withdraw crypto, and our platform allows customers to transact in crypto, this perception may harm our reputation because we could be viewed as facilitating, or
could otherwise become associated with, these illegal activities. Any such negative perception of our reputation could harm our business.

In addition, because we use a B2B2C go-to-market strategy, our ability to attract customers (and in turn, transaction volume that generates revenue) depends on our ability
to attract and enter into relationships with clients. To the extent that these clients perceive crypto as a risky sector, or one that these clients do not wish to associate with (or allow
their customers to associate with through that client’s brand), that would have a material adverse effect on our business.

Further, banks may not provide banking services, or may cut off banking services, to businesses that provide crypto-related services, which could dampen liquidity in the
market and damage the public perception of crypto generally or any one cryptoasset crypto asset in particular, which could decrease the trading volume of crypto.

Crypto custodial solutions and related technology, including our systems and custodial arrangements, are subject to risks related to a loss of funds due to theft
of crypto, employee or vendor sabotage, security and cybersecurity risks, system failures and other operational issues, the loss, destruction or other compromise of
our private keys and a lack of sufficient insurance.

Our systems and custodial solutions involve the processing, storage and transmission of crypto and data. Contractual limits on our exposure in the event that crypto is
stolen or misappropriated may not be sufficient to protect us from liability or other harm. The theft or misappropriation of crypto held in custody by us would likely result in financial
loss, reputational damage, potential lack of trust from our customers, negative press coverage, and diversion of our
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management’s time and focus. The secure storage and transmission of crypto and data over networks is a critical element of our operations. Threats to our operations come from
external factors such as governments, organized crime, hackers, and other third parties such as outsourced or infrastructure-support providers and application developers, or may
originate internally from an employee or service provider to whom we have granted access to our systems.

Crypto transactions are generally irrevocable, and stolen or incorrectly transferred crypto may be irretrievable. Once a transaction has been verified and recorded in a block
that is added to the distributed ledger, an incorrect transfer of a crypto generally will not be reversible, and we may not be able to obtain compensation for any such transfer or theft.
It is possible that, through computer or human error, or through theft or criminal action, the crypto could be transferred in incorrect amounts or to unauthorized third parties, or to
uncontrolled accounts. Such events would have a material adverse effect on our ability to continue as a going concern.
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Crypto is controllable only by the possessor of private keys relating to the distributed ledger through which the crypto is held. While the distributed ledgers require a public
key relating to a cryptoassetcrypto asset to be published when used in a transaction, private keys must be safeguarded and kept private in order to prevent a third party from
accessing the cryptoasset. crypto asset. To the extent our private keys are lost, destroyed, or otherwise compromised and no backups of the private keys are accessible, we will be
unable to access the crypto held through the distributed ledger. Any loss of private keys relating to, or hack or other compromise of, our crypto could adversely affect our consumers’
ability to access or sell their crypto and could harm consumers’ trust in us and our products. Additionally, any loss of private keys relating to, or hack or other compromise of, the
distributed ledger through which third parties store crypto could have negative reputational effects on us and harm consumers’ trust in us and our products.

Our insurance policies may not be adequate to reimburse us for losses caused by security breaches or incidents, and we may lose crypto valued in excess of the insurance
policy without any recourse. Unlike bank accounts or accounts at some other financial institutions, in the event of loss or loss of utility value, there is no public insurer to offer
recourse to us or to any consumer and the misappropriated crypto may not be easily traced to the bad actor.

Further, when crypto custodial solutions or transfer venues, whether involving our systems or others, experience system failures or other operational issues, such events
could result in a reduction in crypto prices or confidence and impact our success and have a material adverse effect on our ability to continue as a going concern.

Our failure to safeguard and manage our customers’ crypto could adversely impact our business, operating results, and financial condition.

In our capacity as a crypto custodian, our platform holds crypto for individual and institutional customers, and buys, sells, sends and receives crypto to fulfill buy and sell
orders of such customers. Specifically, Bakkt Trust Company LLC (“Bakkt Trust”) provides custody services to customers of Bakkt Marketplace and to its own institutional customers
with respect to all crypto assets which it then holdswe support for trading. In addition, Bakkt Crypto provides custodial services that support the crypto tokens offered on the
consumer platform through both third-party providers of custodial services and self-custody through. the Fireblocks Vault service. Should we or one of our third-party custodians fail
to implement or maintain the policies, procedures and controls necessary to secure the custody of the crypto assets entrusted to us by our customers in full compliance with
applicable law and regulation, the Company could suffer reputational harm and/or significant financial losses; face litigation or regulatory enforcement action potentially leading to
significant fines, penalties, and additional restrictions; and see its customers discontinue or reduce their use of our and our partners’ products. Any of these occurrences could
adversely impact our business, operating results, and financial condition.
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We regard the crypto assets that we hold in custody for customers as the property of those customers, who benefit from the rewards and bear the risks associated with their
ownership, and we believe that customer crypto assets, consistent with the nature and terms of the services we offer and applicable law, would not be made available to satisfy the
claims of our general creditors in the event of our bankruptcy. In addition, since the acquisition of Bakkt Crypto, we have utilized the services of third-party custodians to hold crypto
assets in custody for the benefit of Bakkt Crypto customers. These third-party custodians maintain their own bankruptcy protection procedures and contractual protections designed
with the goal that the crypto assets held in custody by these third-party custodians would not be made available to satisfy the claims of such custodian’s general creditors in the
event of bankruptcy. However, insolvency law is not fully developed with respect to the holding of crypto assets in custodial arrangements and continues to develop. As a result,
there is a risk that crypto assets held in custody could be considered to be the property of a bankruptcy estate in the event of a bankruptcy, and that the crypto assets held in
custody on behalf of our customers could be subject to bankruptcy proceedings and such customers could be treated as general unsecured creditors. This prospect may result in
customers finding our custodial services more risky and less attractive.

Both Bakkt Trust and Bakkt Crypto use omnibus wallets to hold crypto assets belonging to the customers through Company as well as crypto assets held for the benefit of
and on behalf of customers. The balances of Bakkt Warehouse. On Crypto-owned assets in such wallets are de minimis and are maintained solely to facilitate customer
transactions, such as by funding the payment of
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transfer fees and addressing rounding conventions and trade errors. Although the Company maintains detailed internal ledgers recording the ownership of crypto assets held in
Company-controlled omnibus wallets, the use of omnibus wallets could complicate the disposition or treatment of customer crypto assets in the event of our bankruptcy, including by
increasing the risk that crypto assets held in the omnibus wallets are considered to be the property of our bankruptcy estate.

Further, on March 31, 2022, the SEC issued Staff Accounting Bulletin No. 121, which represents a significant change regarding how a company safeguarding crypto held for
its platform users reports such crypto on its balance sheet. Applicable insolvency law is not fully developed with respect to the holding of crypto in custodial arrangements and, if our
custodially held crypto were, in the event of our bankruptcy, considered to be the property of our bankruptcy estate, the crypto we custodially hold could be subject to bankruptcy
proceedings and our customers could be treated as our general unsecured creditors. This prospect may result in customers finding our custodial services more risky and less
attractive and this, and any failure to increase our customer base, discontinuation or reduction in use of our platform and products by existing customers as a result, could adversely
impact our business, operating results, and financial condition. Further, any Any future changes in U.S. generally accepted accounting principles (“GAAP”) that require us to change
the manner in which we account for our crypto held for our customers could have a material adverse effect on our financial results and the market price of our securities.

See “Risks Related to Risk Management and Financial Reporting — Future changes in financial accounting standards may significantly change our reported results of
operations.”
Bl
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Crypto does not have extensive historical precedent and distributed ledger technology continues to rapidly evolve. The unique characteristics of crypto
presents risks and challenges to us that could have a material adverse effect on our business.

Crypto does not have extensive historical precedent and distributed ledger technology continues to rapidly evolve. Given the infancy of the development of crypto networks,
parties may be unwilling to transact in crypto, which would dampen the growth, if any, of crypto networks. In our capacity as a crypto custodian, our platform holds crypto for
individual and institutional customers, and buys, sells, sends and receives crypto to fulfill buy and sell orders of such consumers, which it then holds on behalf of the customers
through Bakkt Trust. The rate of change of crypto networks can present technological challenges and require us to expend significant time and expenditures to adapt to new crypto
network technologies. Acceptance of software patches or upgrades by a significant, but not overwhelming, percentage of the users and miners in a crypto network, such as the
Bitcoin Network, could result in a “fork” in such network’s distributed ledger, resulting in the operation of multiple separate networks. This could require us to develop and incorporate
new technologies to integrate with the new fork, which may require substantial expenditures and take considerable time, if it can be done at all. Until such time as we develop and
incorporate such new technologies, consumers may not be able to access new forks or the assets available on new forks. Because crypto networks are dependent upon the
internet, a disruption of the internet or a crypto network, such as the Bitcoin Network, would affect the ability to transfer crypto, including bitcoin. The realization of one or more of the
foregoing risks may have a material adverse effect on our crypto trading and custody business. Moreover, because crypto, including bitcoin, has been in existence for a short period
of time and is continuing to develop and evolve, there may be additional risks in the future that are impossible to predict and which could have a material adverse effect on our
crypto and custody business.

We may encounter technical issues in connection with the integration of supported cryptoassets crypto assets and changes and upgrades to their underlying
networks, which could adversely affect our business.

In order to support any particular cryptoasset, crypto asset, a variety of front and back-end technical and development work is required to integrate such supported
cryptoasset crypto asset with our existing technical infrastructure. For certain cryptoassets, crypto assets, a significant amount of development work is required and there is no
guarantee that we will be able to integrate successfully with any existing or future cryptoasset.crypto asset. In addition, such integration may introduce software errors or
weaknesses into our platform, including our existing infrastructure. Even if such integration is initially successful, any number of technical changes, software upgrades, soft or hard
forks, cybersecurity incidents, bugs, errors, defects or other changes to the underlying blockchain network may occur from time to time, causing incompatibility, technical issues,
disruptions, or security weaknesses to our platform. If we are unable to identify, troubleshoot and resolve any such issues successfully, we may no longer be able to support such
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cryptoassets, crypto assets, our customers’ assets may be frozen or lost, the security of our hot, warm, or cold wallets may be compromised, and our platform and technical
infrastructure may be affected, all of which could adversely impact our business.
-45-

The blockchains on which ownership of crypto is recorded are dependent on the efforts of third parties acting in their capacity as the blockchain transaction
miners or validators, and if these third parties fail to successfully perform these functions, the operation of the blockchains that record ownership of crypto could be
compromised.

Blockchain miners or validators maintain the record of ownership of crypto. If these entities suffer from cyberattacks or other security incidents (whether from hacking, which
involves efforts to gain unauthorized access to information or systems, or to cause intentional malfunctions or loss or corruption of data, software, hardware or other computer
equipment, the inadvertent transmission of computer viruses, ransomware or other malware, other forms of malicious attacks, malfeasance or negligent acts of its personnel, or via
other means, including phishing attacks and other forms of social engineering), of for financial or other reasons cease to perform these functions, the functioning of the blockchains
on which the ownership of a cryptoasset crypto asset is recorded and the valuation based may be jeopardized. Any such interruption could result in loss of crypto and/or its value.

In addition, over the past several years, crypto mining operations have evolved from individual users mining with computer processors, graphics processing units and first-
generation application specific integrated circuit (“ASIC”")
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machines to “professionalized” mining operations using proprietary hardware or sophisticated machines. If the profit margins of crypto mining operations are not sufficiently high,
crypto miners are more likely to immediately sell tokens earned by mining, resulting in an increase in liquid supply of that crypto, which would generally tend to reduce that crypto’s
market price.

Excessive redemptions or withdrawals, or a suspension of redemptions or withdrawals, of crypto assets could adversely impact our business.

We have procedures to process redemptions and withdrawals promptly in accordance with the terms of the applicable user agreements. Although we have not experienced
excessive redemptions or withdrawals, or suspensions of redemptions or withdrawals, of crypto assets to date, we could experience process-related withdrawal or redemption
delays in the future if there were to be a significant and unexpected volume of withdrawal or redemption requests. To the extent we have process-related delays, even if the delays
are brief or due to blockchain network congestion or heightened redemption activity, and even if the delays are within the terms of an applicable user agreement or otherwise
communicated by us, we may nonetheless experience, among other things, increased customer complaints, damage to our brand and reputation and additional regulatory scrutiny,
any of which could adversely affect our business.

Risks Related to Regulation, Taxation and Laws

Our business is subject to extensive government regulation, oversight, licensure and approvals. Our failure to comply with extensive, complex, uncertain,
overlapping and frequently changing rules, regulations and legal interpretations could materially harm our business.

Our business is subject to laws, rules, regulations, policies and legal interpretations in the markets in which we operate, including, but not limited to, those governing money
transmission, virtual currency crypto asset business activity, consumer protection, anti-money laundering, counter-terrorist financing, privacy and data protection, cybersecurity,
economic and trade sanctions, commodities, derivatives, and securities.

We have been, and expect to continue to be, required to apply for and maintain various licenses, certifications and regulatory approvals in jurisdictions where we provide our
services, including due to changes in applicable laws and regulations or the interpretation of such laws and regulations. There can be no assurance that we will elect to pursue, or
be able to obtain, any such licenses, certifications and approvals. In addition, there are substantial costs and potential product changes involved in maintaining and renewing such
licenses, certifications and approvals. For instance, in the United States, each of Bakkt Marketplace and Bakkt Crypto has obtained licenses to operate as a money transmitter (or its
equivalent) in the states where it operates and where such licenses are required, as well as in the District of Columbia and Puerto Rico, and as a virtual currency business with the
State of New York. In these capacities, each of Bakkt Marketplace
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and Bakkt Crypto is subject to reporting requirements, restrictions with respect to the investment of consumer funds, bonding requirements and inspection by state regulatory
agencies.
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As we expand our business activities, both as to the products and services offered and into jurisdictions beyond the United States, including as a result of the Apex Bakkt
Crypto acquisition, if consummated, we will have become increasingly obligated to comply with new laws and regulations, including those of any additional countries orand markets
in which we operate, and we may be subject to increased regulatory oversight and enforcement and more restrictive rules and regulations. Laws outside of the United States often
impose different, more specific, or even conflicting obligations on companies, as well as broader liability. For example, certain transactions that may be permissible in a local
jurisdiction may be prohibited by regulations of U.S. Department of the Treasury's Office of Foreign Assets Control (“OFAC”) or U.S. anti-money laundering or counter-terrorist
financing regulations. Our ability to manage our business and conduct our operations internationally will require considerable management attention and resources, particularly as
we have no operating history outside the United States and limited experience with international regulatory environments and market practices. Our failure to successfully manage
regulatory risks could harm our international operations and have an adverse effect on our business, operating results, and financial condition.

As we expand our international activities, we become increasingly obligated to comply with the laws, rules, regulations, policies and legal interpretations of both the
jurisdictions in which we operate and those into which we offer services on a cross-border basis. For instance, financial regulators outside the United States have increased scrutiny
of crypto asset platforms over time, such as by requiring crypto asset platforms operating in their local jurisdictions to be regulated and licensed under local laws. To the extent a
customer accesses our services outside of jurisdictions where we have obtained required governmental licenses and authorization, we face a risk of becoming subject to regulations
in that local jurisdiction. A regulator’s conclusion that we are servicing customers in its jurisdiction without being appropriately licensed, registered or authorized could result in fines
or other enforcement actions.

In general, any failure or perceived failure to comply with existing or new laws, regulations, or orders of any regulatory authority (including changes to or expansion of the
interpretation of those laws, regulations, or orders) may subject us to liability, significant fines, penalties, criminal and civil lawsuits, forfeiture of significant assets and enforcement
actions in one or more jurisdictions, result in additional compliance and licensure requirements, increase regulatory scrutiny of our business, restrict our operations and force us to
change our business practices, make product or operational changes, including ceasing our operations in certain jurisdictions, or delaying planned product launches or
improvements. Any of the foregoing could, individually or in the aggregate, harm our reputation, damage our brand and business, impose substantial costs and adversely affect our
financial condition and results of operations. The complexity of U.S. federal and state regulatory and enforcement regimes, coupled with the scope of our operations and the
evolving regulatory environment, could result in a single event giving rise to a large number of overlapping investigations and legal and regulatory proceedings by multiple
authorities. Moreover, we cannot provide any assurance that our employees, contractors, or agents will not violate such laws and regulations.
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The U.S. state and federal regulatory regime Regulatory regimes governing blockchain technologies and crypto isare evolving and uncertain, and new
legislation, regulations, or policies guidance and enforcement actions have in the past required, and may in the future require, us to alter our business practices.

Significant parts of our business, such as our product and service offerings involving crypto, are subject to uncertain and/or evolving regulatory regimes. As crypto has
grown in both popularity and market size, governments have reacted differently, with certain governments deeming it illegal and others allowing its use and trade without restriction,
while in some jurisdictions, such as in the United States, subject the ownership and exchange of crypto to extensive, and in some cases overlapping, unclear and evolving
regulatory requirements.

Many U.S. regulators, including the SEC, FinCEN, the IRS and certain state regulators, have made official pronouncements or issued guidance or rules regarding the
treatment of crypto. However, there remain uncertainties associated with being subject to FInCEN regulations as a money service business, as FINCEN’s rules, regulations and
guidance are evolving and subject to change. For instance, while FInCEN has released guidance about how it considers its regulations to interact with crypto businesses, there
remain some uncertainties about the application of this guidance to certain crypto businesses. Changes to FInCEN's rules, regulations and guidance could subject us to increased
scrutiny and/or require updates to our policies and procedures and compliance programs. The IRS released guidance treating crypto as property that is not currency for U.S. federal
income tax purposes, although there is no indication yet whether other courts or federal or state regulators will follow this classification. In May 2022, the Chair of the U.S.
Commodity Futures Trading Commission (the “CFTC”), Rostin Behnam, stated that bitcoin and ether are commodities. In April 2022, SEC Chairman Gary Gensler announced that
he had asked SEC staff to work: (i) to register and regulate crypto platforms like securities exchanges; (i) with the CFTC on how to jointly address crypto platforms that trade both
securities and non-securities; (iii) on segregating out crypto platforms’ custody of customer assets, if appropriate; and (iv) on segregating out the market-making functions of crypto
platforms, if appropriate. On July 21, 2022, the SEC announced insider trading charges against individuals transacting in crypto and, as part of the complaint, the SEC alleged
certain cryptoassets were securities. Mr. Gensler also indicated in an October 2022 speech that he believed the “vast majority” of crypto tokens are securities and thus, that many
crypto intermediaries are transacting in securities and have to register with the SEC. The SEC has also indicated that governance tokens, staking services and stablecoins as
securities. In January 2023, the Federal Reserve, Office of the Comptroller of the Currency, and Federal Deposit Insurance Corporation issued a joint statement, highlighting key
risks of the crypto sector in light of its significant volatility in 2022 and stating that (i) issuing or holding as principal cryptoassets that are issued, stored or transferred on an open,
public, and/or decentralized network or similar system is “highly likely to be inconsistent with safe and sound banking practices,” and (ii) they have “significant safety and soundness
concerns” associated with business models that are concentrated in crypto-asset-related activities or have concentrated exposures to the crypto-asset sector.

Various governmental and regulatory bodies, including legislative and executive bodies, in the United States and in other countries may adopt new laws and regulations, the
direction and timing of which may be influenced by changes in the governing administrations and major events in the crypto industry. For example, following the failure of several
prominent crypto trading venues and lending platforms, such as FTX, Celsius Networks, Voyager and Three Arrows Capital in 2022, the U.S. Congress expressed the need for both
greater federal oversight of the crypto industry and comprehensive cryptocurrency legislation. In the near future, various governmental and regulatory bodies, including in the United
States, may introduce new policies, laws, and regulations relating to crypto and the crypto industry generally, and crypto platforms in particular. restriction. The failures of risk
management and other control functions at other companies that played a role in the 2022 and 2023 events could have accelerated, and continue to accelerate, an existing
regulatory trend toward stricter oversight of crypto platforms and the crypto industry. Furthermore, new interpretations Legislation, regulations and enforcement actions applicable to
crypto in the United States include, but are not limited to the following:

« In 2023, the SEC initiated lawsuits against certain crypto asset exchanges, including Bittrex, Coinbase, Binance, and Kraken alleging among other things that those entities
operated as unregistered national securities exchanges,
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unregistered broker-dealers and unregistered clearing agencies and alleging that certain crypto assets available on their platforms are securities.

e The Commodity Futures Trading Commission (“CFTC") staff has publicly taken the position that certain crypto assets are commodities, and as such, exchange-traded
derivatives involving bitcoin are subject to the CFTC's jurisdiction and enforcement powers. This has been reflected in certain CFTC enforcement actions, including those
against Coinflip, Inc. and certain informal CFTC guidance, such as the LabCFTC’s Primer on Virtual Currencies.

¢ In June 2023, the CFTC won a default judgment against Ooki DAO, a decentralized autonomous organization that the CFTC charged with operating an illegal trading
platform and unlawfully offering leveraged and margined retail commaodity transactions in crypto assets outside of existing laws a registered exchange, unlawfully acting as a
Futures Commission Merchant (FCM), and regulations may be unlawfully failing to comply with Bank Secrecy Act obligations applicable to FCMs.

e In July 2023, a court in the Southern District of New York held that Ripple’s sales of XRP to sophisticated investors pursuant to written contracts did constitute the
unregistered offer and sale of investment contracts while sales of XRP to purchasers through blind bid/ask transactions on crypto asset exchanges did not constitute the
sale of unregistered securities.

* On July 31, 2023, a different court in the Southern District of New York held that the SEC had asserted a plausible claim that certain inter-related crypto assets offered by
Terraform Labs qualified as investment contracts.

* In September 2023, the CFTC issued by such bodies orders and simultaneously filed and settled charges against Opyn, Inc., ZeroEx, Inc., and Deridex, Inc., alleging that
each had offered users the ability to trade crypto asset derivatives without registering with the CFTC as one or more regulated entities.

e The U.S. Congress has expressed the judiciary, which may adversely impact the developmentneed for both greater federal oversight of the crypto industry and
comprehensive crypto asset legislation. In June 2023, a bill was introduced in the U.S. House of Representatives that would place certain crypto assets under SEC
oversight, while placing others that qualify as commodities, under the jurisdiction of the CFTC. Under the draft bill, whether a particularly crypto asset is as a whole security
or commodity would depend, among other things, on how decentralized its underlying blockchain is. The bill would also require crypto asset intermediaries, such as certain
of our subsidiaries, to register with and our legal and regulatory status in particular be regulated by changing how we operate our business, how our products and services
are regulated, and what productsthe CFTC, the SEC or services we and our competitors can offer, requiring changes to our compliance and risk mitigation measures,
imposing new licensing requirements, or imposing a total ban on certain crypto transactions, as has occurred in certain jurisdictions in the past. both.
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Meanwhile, certain  Certain state regulators, such as the NYDFS, have created or are in the process of creating new regulatory frameworks with respect to crypto. For
example, in 2015, the NYDFS State of New York adopted the “BitLicense,” the first U.S. regulatory framework for licensing participants in crypto business activity. The regulation,
known informally as the “BitLicense,” regulates the conduct Each of businesses that are involved in crypto in New York or with New York customers Bakkt Marketplace and prohibits
any person or entity involved in such activity from conducting such activities without a license. Bakkt Marketplace Crypto currently operates under a BitLicense. On January 25,
2023, the NYDFS released guidance regarding crypto custody practices, providing that a “virtual currency entity custodian” must: (1) separately account for and segregate customer
assets from proprietary assets, (2) take po ion of customer assets only for the limited purpose of carrying out custody and safekeeping services, (3) request approval before
implementing any sub-custody arrangements, and (4) provide adequate disclosure to customers.

Other states have In addition, Louisiana has adopted or are considering proposing similar statutes and regulations that will require us or our subsidiaries to obtain a license
to conduct crypto activities. For example, Louisiana’s virtual currency regulation, became effective onas of January 1, 2023. It, which requires operators of virtual currency
businesses to obtain a virtual currency license in order to conduct business in Louisiana, and as such, we are in the process of applying for this license. Other states, such as Texas,
have published guidance on how their existing regulatory regimes governing money transmitters apply to virtual currencies. Some states, such as New Hampshire, North Carolina
and Washington, have amended their state’s statutes to clarify the treatment of virtual currencies within existing licensing regimes, while others have interpreted their existing
statutes as requiring a money transmitter license to conduct certain virtual currency business activities.

Bothe FinCEN has released guidance regarding how it considers its regulations to interact with crypto businesses.

* The IRS released guidance treating crypto as property that is not currency for U.S. federal income tax purposes.
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e In August 2023, the IRS published proposed regulations on tax reporting requirements for cryptocurrency brokers, which are generally expected to expand the scope of
companies that are required to report basis, adjusted basis, gross proceeds and amounts realized from sales of covered crypto assets.

* In October 2023, the governor of California signed into law the Digital Financial Assets Law (“DFAL"), which establishes a required licensing framework administered by the
California Department of Financial Protection and Innovation (“DFPI”) for entities engaged in digital financial asset business activity in the state agencies have instituted of
California. The Company expects that its business will require licensure under the DFAL and will therefore take steps to obtain necessary licenses prior to the enactment’s
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effective date of July 1, 2025. The Company notes that the DFAL provides that the DFPI may issue a conditional license to companies, such as our subsidiaries, that
maintain licenses to conduct virtual currency business activity in New York or hold a charter as a New York limited purpose trust company with approval to conduct a virtual
currency business under New York law. The Company will continue to monitor and review guidance from the DFPI clarifying the enactment’s scope and interpretation.

Governmental and regulatory bodies may continue to adopt new laws and regulations, issue new guidance or bring new enforcement actions against those violating their
interpretation relating to crypto and the crypto industry generally, and crypto platforms in particular, the direction and timing of existing laws. For example, which may be influenced by
changes in January 2023, Coinbase settled an NYDFS compliance investigation for a monetary penalty the governing administrations and major events in the crypto industry. In
addition, regulators may establish self-regulatory bodies to set guidelines regarding crypto, which could have similar effects on new policies adopted by government bodies. To the
extent regulators issue guidance, uncertainties may remain regarding the application of $50 million and a separate commitment to make $50 million in compliance program
investments by the end of 2024. Other U.S. and many state agencies have offered little official such guidance and issued no definitive rules regarding the treatment of crypto. The
CFTC staff has publicly taken the position that certain cryptoassets are commodities, and as such, exchange-traded derivatives involving bitcoin are subject to the CFTC's
jurisdiction and enforcement powers. This has been reflected in certain CFTC enforcement actions, including those against Coinflip, Inc. and certain informal CFTC guidance, such
as the LabCFTC'’s Primer on Virtual Currencies. However, such any informal guidance is may not be an official policy, rule or regulation, may be subject to change and doesis not
necessarily bind binding on the CFTC. To the extent that bitcoin is deemed applicable regulators. Enforcement actions may also be contested in litigation, which could take years to
fall within the definition of a “commodity interest” under the Commodity Exchange Act (‘CEA”), we may be subject to additional regulation under the CEA and CFTC regulations.
Although the CFTC has suggested it is not particularly focused on pursuing such enforcement at this time, if the CFTC pursues such enforcement and ultimately shuts down an
exchange on which our bitcoin futures contract is traded, it may have a significant adverse impact on our business and plan of operations.

As blockchain technologies and crypto business activities grow in popularity and market size, and as new crypto businesses and technologies emerge and proliferate,
federal, state and local regulators revisit and update their laws and policies resolve, and can be expected also lead to continue to do so in the future. Changes in thisan uncertain
regulatory environment, including changing interpretations and the implementation of new or varying regulatory requirements by the government, may significantly affect or change
the manner in which we currently conduct some aspect of our business. environment.

The technologies underlying crypto are novel technologies and relatively untested, and the application of U.S. federal and state securities and other financial laws to aspects
of these technologies and crypto is unclear in certain respects. Because of the novelty of crypto and their underlying blockchain technologies, it is possible that securities regulators
may interpret laws in a manner that adversely affects the value of crypto and our business. Various legislative and executive bodies in the United States and in other countries may,
in the future, adopt laws, regulations, or guidance, or take other actions that could severely or materially impact the permissibility of the operation of the blockchain networks
underlying crypto. It is difficult to predict how or whether regulatory agencies may apply existing or new regulation with respect to this technology and its applications. In addition,
self-regulatory bodies may be established that set guidelines regarding crypto which could have similar effects to new policies adopted by government bodies.
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Any future regulatory applications, and whether regulators will bring enforcement actions applicable to crypto, the blockchain networks underlying them, our business, and
our related activities could severely impact us. It could also result in negative publicity. Regulatory change could even potentially result in certain of our operations being viewed as
impermissible, which could negatively affect the value of crypto and our business. The interpretation and application of various federal and states laws to crypto is also uncertain
and/or evolving. on specific issues. For instance, U.S. bankruptcy courts are now faced with a number of questions of first impression that may determine the status of crypto in
bankruptcy, and the rights and obligations of platforms that custody crypto for their customers.

Crypto networks, blockchain technologies, New interpretations of, or changes to, existing laws, regulations and coin guidance, and token offerings also face an uncertain new
enforcement actions, may adversely impact the development of the crypto industry as a whole and our legal and regulatory landscape status in many foreign particular by changing
how we operate our business, how our products and services are regulated, and what products or services we and our competitors can offer, requiring changes to our compliance
and risk mitigation programs, policies and procedures, imposing new licensing requirements, or imposing a total ban on certain crypto transactions, as has occurred in certain
jurisdictions including (among others) the European Union, China and Russia. Various foreign jurisdictions may, in the future, adoptpast. In addition, new or changing laws,
regulations, guidance or directives that affectenforcement actions, could severely or materially adversely impact, among other things, the permissibility of the operation of the
blockchain networks underlying crypto and our business. The effect of any future regulatory change is impossible to predict, but any change could be substantial and materially
adverse to the adoption and value of crypto and our business.

New or changing laws and regulations or interpretations of existing laws and regulations, in the United States and other jurisdictions, may materially and operations;
adversely impact crypto and our business, including with respect to their the value their or liquidity of crypto; limit the ability to access marketplaces or exchanges on which to trade
crypto, and crypto; adversely impact the structure, rights and transferability of crypto and the treatment of crypto and holders of crypto in insolvency proceedings. proceedings; and
result in further negative publicity relating to particular crypto assets or platforms or the crypto industry more generally. Any of the foregoing could significantly adversely impact our
business.

See also “—Risks Related to Regulation, Taxation and Law—A crypto asset’s status as a “security” in any relevant jurisdiction is subject to a high degree of uncertainty, and
if crypto assets on our platform are later determined to be securities, we may be subject to regulatory scrutiny, investigations, fines, and other penalties, which may adversely affect
our business, operating results, and financial condition.”

A crypto’s status as a “security” in any relevant jurisdiction is subject to a high degree of uncertainty, and if cryptoassets crypto assets on our platform are later
determined to be securities, we may be subject to regulatory scrutiny, investigations, fines, and other penalties, which may adversely affect our business, operating
results, and financial condition.
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The SEC and its staff have taken the position that certain cryptoassets crypto assets fall within the definition of a “security” under the U.S. federal securities laws, and it is
possible the SEC may take this position with respect to other assets that may be transacted on our platform. The Certain legal testtests for determining whether any given asset is a
security is amay require highly complex and fact-driven analysis that evolves over time, analyses, and the outcome is difficult to predict. The SEC, generally has not provided
advance guidance or confirmation on the status of any particular cryptoasset as a security. Furthermore, it is difficult to predict the direction or timing of any continuing evolution of
the SEC's views with regard to crypto. It is also possible that a change in the governing administration or the appointment of new SEC commissioners could substantially impact the
views of the SEC and its staff. To date, public statements by senior officials at the SEC indicate that the SEC does not intend to take the position that bitcoin or ether are securities in
their current form; however, these are the only cryptoassets as to which senior officials at the SEC have publicly expressed such a view. Moreover, such statements do not represent
SEC rules or official policy statements by the SEC; they reflect only the speakers’ views and are not binding on the SEC or any other agency or court and cannot be generalized to
any other cryptoasset. With respect to all other cryptoassets, there is currently no certainty under the existing securities laws to determine that such assets are not securities; though
the SEC's Strategic Hub for Innovation and Financial Technology published a framework for analyzing whether any given cryptoasset is a security in April 2019, this framework is
also not a rule, regulation or statement of the SEC and is not binding on the SEC. In July 2022, the SEC announced insider trading charges against individuals transacting in crypto
and, as part of the complaint, the SEC alleged certain cryptoassets were securities, and the current SEC Chairman, Gary Gensler, has repeatedly indicated in remarks to various
forums, including the U.S. Congress, that many cryptoassets and related products and services may qualify as securities and accordingly be subject to SEC oversight and
regulation. The SEC, as well as other regulators, seemhave been increasingly focused on the regulation of crypto, which mayhas impacted and will continue to impact our
business. In recent months, the SEC has alleged a number of additional crypto assets to be securities in the course of enforcement actions and lawsuits brought against crypto
market participants, including lawsuits brought against the crypto exchanges Bittrex, Coinbase, Binance, and Kraken. Among the crypto assets identified as securities in these
actions are assets that were previously listed on Bakkt Crypto’s platform, which Bakkt has since delisted. Prior SEC enforcement activity had not alleged crypto assets made
available for trading on or through a Bakkt platform to be securities. It is not clear what actions the SEC will take with respect to those or other crypto assets, including in the course
of the SEC inquiry regarding the Bakkt Crypto platform that began prior to Bakkt's acquisition, or what decisions the courts will reach regarding the status of specific crypto assets as
securities. For example, in December 2020, the SEC initiated a lawsuit against Ripple Labs, Inc. (“Ripple”) and two of its executives, alleging that they engaged in the unlawful offer
and sale of unregistered securities through sales of XRP, Ripple’s crypto asset, since 2012. On July 13, 2023, a court in the Southern District of New York held that Ripple’s sales of
XRP to sophisticated investors pursuant to written contracts did constitute the unregistered offer and sale of investment contracts while sales of XRP to purchasers through blind
bid/ask transactions on crypto asset exchanges did not constitute the sale of unregistered securities. There also remains a significant lack of clarity over whether individual
cryptoassets backed by local currencies, crypto assets that purport to maintain a fixed or “stable” value relative to a fiat currency or other underlying asset, known as “stablecoins,”
will be deemed to be “securities.”

While we currently operate only in the United States, we intend to expand internationally and will be required to comply with the securities (and other) laws of those
jurisdictions as we do so. Foreign jurisdictions have varying approaches to classifying crypto as “securities,” and certain cryptoassets and other assets may be deemed to be a
“security”
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under the laws of some jurisdictions, but not others. Various non-U.S. jurisdictions may, in the future, adopt additional laws, regulations, or directives that affect the characterization
of crypto as “securities.”

The classification of an asset as a security under applicable law has wide-ranging implications for the regulatory obligations that flow from the offer, sale, trading and
clearing of such assets. For example, an asset that is a security in the United States may generally only be offered or sold in the United States pursuant to a registration statement
filed with the SEC or in an offering that qualifies for an exemption from registration. Persons that effect transactions in assets that are classified as securities in the United States
may be subject to registration with the SEC and states in which they offer and sell securities as a “broker” or “dealer” and subject to the corresponding rules and regulations of the
SEC, relevant states and self-regulatory organizations, including the Financial Industry Regulatory Authority, Inc. (“FINRA”). FINRA. Platforms that bring together buyers and sellers
of assets that are classified as securities in the United States constitute securities exchanges and will be either required to register as such with the SEC, or to operate pursuant to
an exemption, as an alternative trading system (“ATS").

We could be subject to legal or regulatory action in the event the SEC, a foreign regulatory authority, or a court were to determine that a supported cryptoasset crypto asset
bought, sold, converted, spent or sent through our platform is a “security” under applicable laws. Because our platform is not yet registered or licensed with the SEC or foreign
authorities as a broker-dealer, national securities exchange, or ATS (or foreign equivalents), and we do not seek to register or rely on an exemption from such registration or license
to facilitate the offer and sale of cryptoassets crypto assets on our platform, we currently only permit transactions in cryptoassets crypto assets that we have determined are not
securities. We intend to offer other cryptoassets crypto assets on our platform in the future, although which cryptoassets crypto assets will be allowed on our platform, and the timing
for such cryptoassets crypto assets to be allowed on outour platform, is uncertain. We will only allow those cryptoassets crypto assets for which we determine there are reasonably
strong arguments to conclude that the cryptoasset crypto asset is not a security.

However, the application of securities laws to the specific facts and circumstances of crypto may be complex and subject to change, and a listing determination does not
guarantee any conclusion under the United States federal securities laws. For example, While we have policies that are designed to help us analyze whether a particular crypto
asset is a “security”, our policies and procedures are not a legal standard, but rather a framework for analysis that permits us to make a risk-based assessment regarding the
likelihood that a particular crypto asset could be deemed a “security” under applicable laws. Regardless of our conclusions, we could be subject to legal or regulatory action in
December 2020, the event the SEC, filed a lawsuit against Ripple Labs, Inc. and two of its executives, alleging state or foreign regulatory authority, or a court, were to determine that
they have engaged in an unregistered, ongoing securities offering through the sale of XRP, Ripple’s cryptoasset, which had been in the public domain since 2012. In July 2022, the
SEC filed securities fraud charges against a former employee of Coinbase related to misuse of confidential Coinbase information. These SEC charges allege that nine cryptoassets
involved in this matter are securities under federal securities laws. In February 2023, the SEC entered into a settlement agreement with Kraken after alleging its staking-as-a-service

REFINITIV CORPORATE DISCLOSURES | www.refinitiv.com | Contact Us 42/166
©2024 Refinitiv. All rights reserved. Republication or redistribution of Refinitiv content, including by framing or similar means, is prohibited without the prior written R E F I N I T I V I ‘

consent of Refinitiv. 'Refinitiv' and the Refinitiv logo are registered trademarks of Refinitiv and its affiliated companies.


https://www.refinitiv.com/
https://www.refinitiv.com/en/contact-us

program constituted an offering and sale of securities. Pursuant to the settlement agreement, Kraken committed to cease offering crypto asset currently offered, sold or selling
securities through its crypto staking services or staking programs in the United States. Additionally, in February 2023, the SEC issued a Wells notice to the Paxos Trust Company,
LLC (“Paxos”), which Paxos claims pertains to a potential SEC action alleging BUSD, a stablecoin, traded on our platform is a security. As a result, it is unclear if the SEC would take
a similar view or action with respect to other cryptoassets. We “security” under applicable laws. Moreover, although we expect our risk assessment policies and procedures to
regularly evolve to take into account developments in case law, facts and developments in technology, regulatory clarity and changes in market acceptance and adoption of these
cryptoassets. crypto assets, these developments and changes may occur more rapidly than we
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are able to change our related policies and procedures. Actions may also be brought by private individuals or entities alleging illegal transactions involving cryptoassets crypto
assets that they claim are securities, and seeking recission rescission of those transactions, and/or other legal and equitable relief under federal or state securities laws.

In addition, in connection with our acquisition of Bakkt Crypto we have needed to, and if we engage in any other acquisitions in the future, may further need to, update our
policies and procedures to account for additional types of crypto assets or additional functionalities, and there may be a delay in adopting uniform policies and procedures relating to
the acquired company or in applying such policies and procedures to an acquired company’s crypto assets. In applying our policies and procedures to an acquired company’s crypto
assets, we may determine to delist some or all of such company'’s crypto assets. See also “—If we are unable to attract, retain or grow our relationships with our existing clients, our
business, financial condition, results of operations and future prospects would be materially and adversely affected. Moreover, sales efforts to large clients involve risks that may not
be present or that are present to a lesser extent with respect to sales to smaller organizations.”

There can be no assurances that we will properly characterize any given cryptoassetcrypto asset as a security or non-security for purposes of determining if that
cryptoasset crypto asset is allowed to be offered through our platform, or that the SEC, foreign regulatory authority, or a court, if the question was presented to it, would agree with
our assessment. If the SEC, foreign regulatory authority, or a court were to determine that bitcoin or any other cryptoasset crypto asset to be offered, sold, or traded on our platform
in the future is a security, we would not be able to offer such cryptoasset crypto asset for trading until we are able to do so in a compliant manner, such as through an alternative
trading system approved to trade cryptoassetscrypto assets that constitute securities, and such determination may have adverse consequences for such supported
cryptoassets. crypto assets. A determination by the SEC, a foreign regulatory authority, or a court that an asset that we support for trading on our platform constitutes a security may
also result in a determination that we should remove such asset from our platform, as well as other assets that have similar
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characteristics to such asset deemed to be a security. In addition, we could be subject to judicial or administrative sanctions for failing to offer or sell the asset in compliance with the
registration requirements, or for acting as a broker, dealer, or national securities exchange without appropriate registration. Such an Similarly, the SEC has recently alleged that
certain crypto asset exchanges have acted without appropriate registration as clearing agencies. Although our platform functions differently from those alleged to have functioned as
unregistered clearing agencies in actions brought by the SEC to date, we could face a similar action if the SEC and its staff take a different position with respect to our activities. An
action for failure to register as a broker, dealer, national securities exchange, or clearing agency when such registration was required could result in injunctions, cease and desist
orders, as well as civil monetary penalties, fines and disgorgement, criminal liability and reputational harm. Customers that traded such supported assets on our platform and
suffered trading losses could also seek to rescind a transaction that we facilitated on the basis that it was conducted in violation of applicable law, which could subject us to
significant liability.

Furthermore, if we remove any assets from trading on our platform, our decision may be unpopular with our customers and may reduce our ability to attract and retain
customers, especially if such assets remain traded on unregulated exchanges, which includes many of our competitors.

We are subject to significant litigation risk and risk of regulatory liability and penalties. Any current or future litigation or regulatory proceedings against us
could be costly and time-consuming to defend.

We are from time to time subject to legal proceedings and claims as well as regulatory proceedings that arise in the ordinary course of business, such as securities class
action litigation or other shareholder litigation, claims brought by our clients or customers in connection with commercial disputes, or employment claims made by our current or
former employees, and patent litigation. On For example, on April 21, 2022, a putative class action was filed against Bakkt Holdings, Inc. and certain of its directors and officers prior
to the VIH Business Combination in the U.S. District Court for the Eastern District of New York on behalf of certain purchasers of securities of VIH and/or purchasers of Bakkt Class
A common stock Common Stock issued in connection with the VIH Business Combination, seeking damages as well as fees and costs. On March 14, 2023, the parties reached a
settlement in principle, and expect to complete principle. On
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April 12, 2023, the parties completed a stipulation of settlement resolving the litigation for $3.0 million, subject to Court approval. A motion for preliminary approval was filed
with the Court on or before April 10, 2023 April 17, 2023. The motion remains pending. We expect the settlement will be covered by our insurance less our contractual retention. On
June 23, 2023, an “opt-out” action related to the foregoing class action was filed against Bakkt Holdings, Inc. and the individuals named in the class action. On February 20, 2023, a
derivative action related to the foregoing class action was filed against Bakkt Holdings, Inc. and all of its directors in the U.S. District Court for the Eastern District of New York. On
June 13, 2023, the defendants filed with the Court a pre-motion letter setting forth the reasons for the dismissal of the action. On July 20, 2023, the parties filed with the Court a
stipulation of a voluntary dismissal of the action without a settlement or compromise between them. On July 31, 2023, the Court issued an order to dismiss the action. In addition,
prior to our acquisition of Bakkt Crypto, Bakkt Crypto received requests from the SEC for documents and information about certain aspects of its business, including the operation of
its trading platform, processes for listing assets, the classification of certain listed assets, and relationships with customers and service providers, among other topics. We are in the
process of responding to the SEC and cannot estimate the potential impact, if any, of the resolution of this matter on our business or financial statements at this time, which could be
material.

Many aspects of our business also involve substantial litigation risks, including potential liability from disputes over terms of a trade, the claim that a system failure or delay
caused monetary losses to a customer, that we entered into an unauthorized transaction, that we provided materially false or misleading statements in connection with a transaction
or that we failed to effectively fulfill our regulatory oversight responsibilities. We may be subject to disputes regarding the quality of customer order execution, the settlement of
customer orders or other matters relating to our services.

Litigation, even claims without merit, might could result in substantial costs and may divert management’s attention and resources, which might seriously harm our business,
financial condition and results of operations. Insurance mightmay not cover such claims, might may not provide sufficient payments to cover all the costs to resolve one or more
such claims, and mightmay not continue to be available on terms acceptable to us (including premium increases or the imposition of large deductible or co-insurance requirements).
A claim brought against us that is uninsured or underinsured could result in unanticipated costs, potentially harming our business, financial position and results of operations. In
addition, we cannot be sure that our existing insurance coverage and coverage for errors and omissions will continue to be available on acceptable terms, or that our insurers will
not deny coverage as to any future claim. Further, an adverse

In light of our business model based on crypto, we are also subject to substantial regulatory risks. For more information about the regulatory risks to which our business is
subject, see “A crypto asset’s status as a “security” in any relevant jurisdiction is subject to a high degree of uncertainty, and if crypto assets on our platform are later determined to
be securities, we may be subject to regulatory scrutiny, investigations, fines, and other penalties, which may adversely affect our business, operating results, and financial condition,”
“Regulatory regimes governing blockchain technologies and crypto are evolving and uncertain, and new legislation, regulations, guidance and enforcement actions have in the past
required, and may in the future require, us to alter our business practices” and “Our business is subject to extensive government regulation, oversight, licensure and approvals. Our
failure to comply with extensive, complex, uncertain, overlapping and frequently changing rules, regulations and legal interpretations could materially harm our business.”

Adverse resolution of any lawsuit or claim or regulatory proceeding against us, or any regulatory investigation involving us, could have a material adverse effect on our
business and our reputation. To the extent we are found to have failed to fulfill our regulatory obligations, we could lose our authorizations or licenses or become subject to
conditions that could make future operations more costly and impair our profitability. Such events could also result in consumer dissatisfaction and a decline in consumers’
willingness to use our platform.

Bakkt Holdings, Inc. is a holding company, its only material asset is its interest in Opco, and it is accordingly dependent upon distributions made by its
subsidiaries to pay taxes and expenses, make payments under the Tax Receivable Agreement and pay dividends.

Bakkt Holdings, Inc. is a holding company with no material assets other than our ownership of Opco Common Units and our managing member interest in Opco. As a result,
it have has no independent means of generating revenue or cash
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flow. Its ability to pay taxes and operating expenses, make payments under the Tax Receivable Agreement (the “Tax Receivable Agreement”) and pay dividends (if any) will depend
on the financial results and cash flows of Opco and its
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subsidiaries and the distributions it receives from Opco. Deterioration in the financial condition, earnings or cash flow of Opco and its subsidiaries for any reason could limit or impair
Opco’s ability to pay such distributions. Additionally, to the extent it needs funds and Opco and/or any of its subsidiaries are restricted from making such distributions under
applicable law or regulation or under the terms of any financing arrangements, or Opco is otherwise unable to provide such funds, it could materially adversely affect Bakkt Holdings’
liquidity and financial condition.

Opco will continue to be treated as a partnership for U.S. federal income tax purposes and, as such, generally will not be subject to any entity-level U.S. federal income tax.
Instead, taxable income will be allocated to holders of Opco Common Units. Accordingly, we will be required to pay income taxes on our allocable share of any net taxable income of
Opco. Under the terms of the Opco LLC Agreement, Opco is obligated to make certain tax distributions to holders of Opco Common Units (including us). In addition to tax expenses,
we will also incur other expenses, including payment obligations under the Tax Receivable Agreement, which could be significant. We intend to cause Opco to make distributions to
holders of Opco Common Units, pro rata, in aggregate amounts sufficient to cover all of our applicable income taxes, payments required to be made by us under the Tax Receivable

REFINITIV CORPORATE DISCLOSURES | www.refinitiv.com | Contact Us 44/166
©2024 Refinitiv. All rights reserved. Republication or redistribution of Refinitiv content, including by framing or similar means, is prohibited without the prior written R E F I N I T I V I ‘

consent of Refinitiv. 'Refinitiv' and the Refinitiv logo are registered trademarks of Refinitiv and its affiliated companies.


https://www.refinitiv.com/
https://www.refinitiv.com/en/contact-us

Agreement and dividends, if any, declared by us. However, Opco’s ability to make such distributions may be subject to various limitations and restrictions including, but not limited
to, restrictions on distributions that would either violate any contract or agreement to which Opco is then a party, including debt agreements, or any applicable law, or that would
have the effect of rendering Opco insolvent. If our cash resources are insufficient to meet our obligations under the Tax Receivable Agreement and to fund our obligations, we may
be required to incur additional indebtedness to provide the liquidity needed to make such payments, which could materially adversely affect our liquidity and financial condition and
subject us to various restrictions imposed by any such lenders. To the extent that we are unable to make payments under the Tax Receivable Agreement for any reason, such
payments will be deferred and will accrue interest until paid; provided, however, that non-payment for a specified period may constitute a material breach of a material obligation
under the Tax Receivable Agreement and therefore accelerate payments due under the Tax Receivable Agreement, which could be substantial.

Additionally, although Opco generally will not be subject to any entity-level U.S. federal income tax, it may be liable under federal tax legislation for adjustments to its tax
return, absent an election to the contrary. In the event that the taxing authorities determine that Opco’s tax returns are incorrect, Opco and/or its members, including us, in later
years may be subject to material liabilities pursuant to this federal legislation and its related guidance.

We anticipate that the distributions we will receive from Opco may, in certain periods, exceed our actual tax liabilities and obligations to make payments under the Tax
Receivable Agreement. Our board of directors (the “Board”), in its sole discretion, will make determinations with respect to the use of any such excess cash, which may include,
among other uses to pay dividends, which may include special dividends, on the Class A Common Stock; to fund repurchases of Class A Common Stock; or any combination of the
foregoing. We will have no obligation to distribute such cash (or other available cash other than any declared dividend) to our stockholders. To the extent that we do not distribute
such excess cash as dividends on Class A Common Stock or otherwise undertake ameliorative actions between Opco Common Units and shares of Class A Common Stock and
instead, for example, hold such cash balances, holders of Opco Common Units that hold interests in Opco may benefit from any value attributable to such cash balances as a result
of their ownership of Class A Common Stock following an exchange of their Opco Common Units, notwithstanding that such holders may previously have participated as holders of
Opco Common Units in distributions by Opco that resulted in such excess cash balances for us.

Opco is generally prohibited under Delaware law from making a distribution to a member to the extent that, at the time of the distribution, after giving effect to the
distribution, liabilities of Opco (with certain exceptions) exceed the fair value of its assets. Opco’s subsidiaries are generally subject to similar legal limitations on their ability to make
distributions to Opco.
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Pursuant to the Tax Receivable Agreement, we are required to pay 85% of the net income tax savings we realize as a result of increases in the tax basis in
Opco’s assets as a result of exchanges of Opco Common Units for Class A Common Stock (or cash) pursuant to the Exchange Agreement, and those payments may be
substantial.
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The Opco Equity Holders may exchange their Opco Common Units for shares of Class A Common Stock (or cash) pursuant to the Exchange Agreement, subject to certain
conditions and transfer restrictions as set forth therein and in the Third Amended and Restated LLC Agreement. These exchanges are expected to result in increases in our
allocable share of the tax basis of the tangible and intangible assets of Opco. These increases in tax basis may increase (for income tax purposes) depreciation and amortization
deductions and therefore reduce the amount of U.S. federal and applicable state income tax that we would otherwise be required to pay in the future had such exchanges never
occurred.

We are party to the Tax Receivable Agreement, which generally provides for the payment by us of 85% of certain net tax benefits, if any, that we realize (or in certain cases
are deemed to realize) as a result of these increases in tax basis and certain other tax attributes of Opco and tax benefits related to entering into the Tax Receivable Agreement,
including tax benefits attributable to payments under the Tax Receivable Agreement. These payments are our obligation and not an obligation of Opco. The actual increase in our
allocable share of Opco’s tax basis in its assets, as well as the amount and timing of any payments under the Tax Receivable Agreement, will vary depending upon a number of
factors, including the timing of exchanges, the market price of the Class A Common Stock at the time of the exchange, the extent to which such exchanges are taxable and the
amount and timing of the recognition of our income. While many of the factors that will determine the amount of payments that we will make under the Tax Receivable Agreement
are outside of our control, we expect that the payments we will make under the Tax Receivable Agreement will could be substantial and could have a material adverse effect on our
financial condition. Estimating the amount and timing of payments that may become due under the Tax Receivable Agreement is, by its nature, imprecise. The amount and timing of
any payments under the Tax Receivable Agreement are dependent upon significant future events, including those noted above in respect of estimating the amount and timing of our
realization of tax benefits. The potential future tax savings that we will be deemed to realize, and the Tax Receivable Agreement payments made by us, will be calculated based on
the market value of the Class A Common Stock at the time of each redemption or exchange under the Exchange Agreement and the prevailing tax rates applicable to us over the
life of the Tax Receivable Agreement and will depend on us generating sufficient taxable income to realize the tax benefits that are subject to the Tax Receivable Agreement. Any
payments made by us under the Tax Receivable Agreement will generally reduce the amount of overall cash flow that might have otherwise been available to us. To the extent that
we are unable to make timely payments und